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As a marketer, chatbots can be programmed for collecting data and tailoring information according 
to the customer’s needs. Chatbots are available 24/7. This means they save human time, qualify leads, 
boost engagement. So marketing experts can focus on other areas better. 

4) Voice search. 
According to analysts, 55% of searches in 2020 already come from voice search. Consequently, in 

2021, its popularity will only increase. 
5) Influencer marketing. 
It is a type of word-of-mouth marketing that focuses on using key leaders to amplify your brand 

message to a larger market. Influencers can be well-known celebrities who can help spread the word about 
your business or product through their social channels. 

6) Augmented Reality. 
AR technology makes it easy for potential buyers to try out a product without having to go to a shop 

just by pointing the smartphone camera at the object. 
7) Omnichannel marketing. 

Omnichannel marketing is the process of marketing across multiple platforms (such as social media, apps, 
email and blog) so you can connect with prospects on more touch points. When you do omnichannel 
marketing right, you can offer an enhanced user experience and cohesive brand message that drives 
people to action. 

8) Video content. 
According to YouTube, consumption of mobile video content is increasing by 100% every year, and 

a third of all time people spend on the Internet is devoted to watching videos. Providing informational 
content through visualization allows you to effectively communicate the message to a large number of 
people. 

9) Blockchain technology. 
The uses of blockchain are far more wide-reaching than just the financial world. Blockchain 

technology can change digital marketing and advertising, excluding  intermediaries  from it, ensuring 
transparency and security, as well as helping companies take customer relationships to a new level. 
Only some high technologies are mentioned here. There is an important feature of such technologies: those 
that were new and relevant a couple of years ago, today may be general or widely used. 

To sum up, business leaders should be aware that the marketing strategies they adopted last year 
will not work in the current environment, and therefore they should be adapted in accordance with the 
current trends in the digitalization of society and all areas of company activity. 
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Annotation. Some advice how to secure your data and your computer on the Internet is presented in the paper. 
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Nowadays, when we live in the era of information technology, everyone has access to the Internet. 
On the internet, we can find a huge number of videos created to teach you what you really want to do. The 
Internet is a place where you can express your opinion, share experiences, communicate with friends, 
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being thousands of kilometers from each other However, we may face various problems such as data theft, 
cyberbullying, inappropriate content, spam, and access to confidential information. 

In order to avoid difficulties, you should think of Internet security today. 
1. You cannot completely delete all data about yourself, but you can control new photos, videos 

and texts that you post on the Internet. Do not share what may later be beneficial to attackers. 
2. Be attentive. In order not to overload your brain with unnecessary tasks, you should be careful 

with advertising and spam in your mailbox. Most sites and social networks automatically agree to send you 
"update news" when you register, but if you always carefully check all the checkboxes, you can avoid 90 
percent of unnecessary emails and notifications. 

3. Use strong password. Surely, one of your friends uses his phone number, birthday or other well- 
known data in his password. Such a password is easy to guess after several dozen attempts. A password 
consisting of random uppercase and lowercase letters is impossible to guess. You can use a password 
generator. You should use different passwords for different social networks, because if you have only one 
password, a hacker will gain access to all existing accounts. You should remember that the Internet mailbox 
(the email you use on the Internet) is vulnerable. After gaining access to it, the hacker will be able to restore 
access to your passwords in other social networks and passwords. Think of a separate password for the 
mail and remember it well [1]. 

4. Use only verified, official sites. Most often, the sites created by hackers to steal your data are 
hard to distinguish from real ones. They use the same logos, input fields, advertisements and names. Often, 
a notification may pop up on social networks stating that the account has been blocked and in order to 
restore it, you need to sign in again. Carefully check the address of the site, does it match the real one, 
does it have the same domain? If you enter your personal data, you assume that you send hackers an 
email containing your username and password directly to hackers. 

5. Be careful with software. Often users want to download the program free from unofficial site. It 
is possible that you can actually install this software on your computer and it will work, but it does not 
guarantee that malware will not be installed with it. To avoid this, install only legitimate software. Most often, 
the program needs to be bought once, but by paying money, you get a guarantee for the safety of your 
personal computer. 

6. Use antivirus software. Antiviruses will help you detect and eliminate threats much faster. 
However, you should understand that they may not always work correctly and sometimes block the files 
you really need, maybe even the files you have created. However, look at antivirus from the positive side 
and install one from the suggested ones on your PC to reduce the risk of attacks [2]. 

In conclusion, remember that on the Internet hackers use not only the vulnerability of your 
computer, but also the vulnerability of your human qualities, gullibility, laziness, and self-interest. Therefore, 
you should be careful. 
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