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UNIT I

NETWORKS
Part A
Word List
accessible Jk'sesqpl/ JOCTYIHBIH, TOCTHKUMBIH
appliance lg'plalgns/ npubop, YCTPOHUCTBO
architecture I'Q:kltektSq/ apXUTEKTypa, CTPYKTypa, MOJIENb
attach lq'txtS/ IPUKPEIUISITh, IPUCOCTUHSITH
box /bPks/ 0JIOK, MOJTyJIb, CTOMKa
broadband 'brO:dbxnd/ IIMPOKHUI THAIa30H, IMHPHHA

HOJIOCHI IPOITYCKaHHS,

IIMPOKOIOJIOCHBIN KaHaT CBSI3H;

LIMPOKOITOJIOCHBIN
circuit I'sq:klt/ cxema, 1erb, KOHTYP
coax I'kquxks/ KOaKCUATbHBIN KaOeb,

KOAKCHadbHasl JTHHHS [Iepeaaun
combine /kPm'baln/ 00BCAMHSATD, COYCTATH
configure Ikan'flgg/ ¢dbopMHpOBATh, PUIABATH

hopmy;

KOH(QHUT'ypHUPOBAThH
connect /kq'nekt/ COCUHSATDH, IPUCOSTNHSITH
contain /kqn'teln/ COJICPKaTh, BMEIATh
context I'kPntekst/ KOHTEKCT;

CHUTYaIHsI, OKPYXKCHHUE, cpeia
customer I'kAstgma/ 3aKa3yuK, MOTPeOUTETh
deliver fd'vg/ JOCTaBJISATh
digital ldidZ 1t/ 1 poBOi
engineering ["endZ I'nlgrIN/ TEXHHUKA, pa3paboTKa;

TEXHOJIOTHSI
traffic engineering ['trxflk tpaduk, paboyas Harpy3ka

"endZ 1'nlgriN/ JIMHEWHOM CBSI3H;

oOMeH (JTaHHBIMH)
equipment /1'kw pmant/ o0opyaoBaHHE, anmaparypa
evolve I1VPIv/ pa3BUBaThH
feature ['fiitSo/ TEXHUYECKash XapaKTCPUCTHKA,

napamerp;
(GyHKIIMS, BO3MOKHOCTh

functionality

I"fANKSqal 1tl/

(YHKUIHOHATBHOCTD,
BBITIOJIHSIEMbIE () YHKIIMH




gateway l'geltwel/ T3 (CeTH);
MeXKCeTeBON HHTepdeiic;
MexayHapoHas ATC

implement /' Tmpl Imgnt/ BBITIOJIHATD, OCYIIECTBIISATh

install /In'stO:1/ yCTaHABJIUBATh

manage I'mxnldZ/ YIIPABIISATH; CIIPABIISATHCS

network I'netwa:k/ CETh, PaIUOTPAHCIIAIIHOHHAS
CCTh

overtake ["quvg'te Tk/ JIOTHATh, HABEPCTATh;
OOpYyIIMBATHCS; OBJIAICBATh

range IrelndZ/ JMana3oH, HHTEPBAJT; KJIacc

rate Irelt/ CKOPOCTh, HHTEHCHUBHOCTB,
Tapud

record ['rekO:d/ 3aTHCh

roll out /rqulaut/ pa3BepTHIBAThH

router ['ru:tg/ MapLIpyTHU3aTOP;
porpaMMa MapIiipyTH3auu

share /Seq/ pas3eiiaTh, COBMECTHO
HCIOJIb30BaTh

standardization ["stxndgdal‘'ze 1 Sqn/ CTaHIapTH3ALIMS,

HOpMaJIN3alysl; TPOBEPKA

storage ['stO:r1dZ/ XpaHCHHUE, HAKOIUICHHE;
3aIIOMHUHAIOIIEe YCTPOUCTBO,
aMsITh

support Isq'pO:t/ MO JICPKUBATh, COIEUCTBOBATH

switch [switS/ NEPeKIIIoYaTh, BKIKOYATh,
BBIKJIFOYATh

transfer ['trxnsfq:/ NepeHoc, MepeMenicHue;
nepeaava (TaHHbBIX);
nepekioucHue (Ha aApyroi
UCTOYHHUK ITUTAHHSA)

wire ['walg/ MIPOBOJIOKA, TIPOBO/I;
(TMAIEKTPUYECKHI) BOTHOBO/T

wiring ['walqriN/ (a;mexTprYecKas) MPOBOIKA,

MOHTaX

1. Define the following words as part of speech and give the initial words of the
following derivatives.

Simplest, sharing, connection, customer,
simultaneously, wireless, wiring, digital, storage.

installed, managed, router,



2. Give Russian words with similar roots.

Printer, provider, server, functionality, component, modem, cable, internet,
combine, separate, machines, containing, client, technology, video, professionaly,
player, stereo, alternative.

3. Trandlate the following words paying attention to the suffixes.

Controller, allowed, configured, evolves, appliance, accessible, residential,
router, local, usually, entertainment, older, environment, alliance.

4. Fill in the gaps with words derived from the words in brackets.

1. Some devices that ... (use) in a personal area network are printers, fax
machines, telephones and scanners.

2. It isexpected ... (increasing) with technology improvements.

3. Personal area networks ... (wire) with computer buses.

4. A home network is used ... (connection) multiple devices within the home.

5. Recently telephone companies ... (use) home networking.

6. This device makes it possible to connect people to the internet
(simultaneous).

7. Network controllers can beinstalled ... (allowed) them to connect to networks.

5. Read the text and name the key pointsraised iniit.
Home Networ k

A home network is a residential local area network, and is used to connect
multiple devices within the home.

The simplest home networks are used to connect two or more PCs for sharing
files, printers, and a single connection to the Internet (usually broadband Internet
through a cable or DSL* provider). A server can be added for increased functionality.

More recently telephone companies such as AT& T and British Telecom have
been using home networking to provide triple play services (voice, video and data) to
customers. These use IPTV to provide the video service. The home network usually
operates over the existing home wiring (coax in North America, phone wires in multi
dwelling units and powerline in Europe). These home networks are often
professionally installed and managed.

Let us consider an example of a simple home network.

A home network may consist of the following components (fig. 1):

1. A broadband modem for connection to the internet (either a DSL modem
using the phone line, or cable modem using the cable internet connection).

2. A residential gateway (sometimes called a router) connected between the
broadband modem and the rest of the network. This enables multiple devices to
connect to the internet simultaneously. Residential gateways, hubs/switches, DSL
modems, and wireless access points are often combined.

3. A PC, or multiple PCs including laptops.
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Fig. 1. Network Devices

4. A wireless access point, usually implemented as a feature rather than a
separate box, for connecting wireless devices.

5. Entertainment peripherals — an increasing number of devices can be
connected to the home network, including DVRS’, digital audio players, games
machines, stereo system, and | Pset-top box.

6. Internet Phones (Vol P?).

7. A network bridge connects two networks together, often giving a wired
device, e.g. Xbox, access to awireless network.

8. (Rarely) a network hub/switch — a central networking hub containing a
number of Ethernet ports for connecting multiple networked devices.

9. A network attached storage (NAS®) device can be used for storage on the
network.

10. A print server can be used to share printers among computers on the
network.

Older devices may not have the appropriate connector to the network. USB and PCI°
network controllers can be installed in some devices to alow them to connect to networks.

Network devices may also be configured from a computer. For example,
broadband modems are often configured through a web client on a networked PC.
As networking technology evolves, more electronic devices and home appliances
are becoming I nternet ready and accessible through the home network. Set-top boxes’
from cable TV providers already have USB and Ethernet ports “for future use”.

Notes:
'DSL — digital subscriber line — mudposas aGoHEHTCKAS THHISL.
’DVR - digital video recorder — ri¢poBoii BuzeoMarHuTO(OH.



*VolP — Voice IP — mepexaua romoca (romocoBoro tpaduka) mo |P-cersm, rooc
nosepx | P, tenedonus na 6aze IP.

*NAS — network attached storage — mox/ro4aeMblii kK CeTH HAKOIMUTENb HIIH KIACTEP
HAKOTHMTENEH, ceTeBas MOJICUCTEMA TIAMSITH, CETeBasi CUCTEMa XpaHEHUS TaHHBIX.
°PC| — peripheral components interconnect — PCl-mmiHa, KOMIBIOTEPHAS MIHHA CO
CKOPOCTBIO TIepeiaun JaHHbIX 10 33 MO/c.

®Set-top box — Teneonnas aGOHEHTCKas IPUCTABKA.

6. Read the following statements and say whether they are true or false. Correct the
false ones.

1. A home network is a personal area network.

2. A server can be added for increased storage capacity.

3. Telephone companies such as AT&T and British Telecom have recently been
using home networking to provide double play services to customers.

4. The home network usually operates over coax in North America, phone wiresin
multi dwelling units (MDU) and powerline in Europe.

5. A home network may comprise a narrowband modem.

6. A residential gateway links the broadband modem and the rest of the network.

7. A residential gateway enables multiple devices to connect to the internet one at time.

8. USB and PCI network controllers must be installed in all devicesto allow them
to connect to networks.

7. Match the parts to complete the sentences.
1. A wireless access point canbeused ~ @) to share printers among computers on

2. Entertainment peripherals the network.

3. A network bridge b) connects two networks together.

4. A network attached storage (NAS) c¢) for storage on the network.

device can be used d) are an increasing number of devices

5. A print server can be used that can be connected to the home
network.

e) for connecting wireless devices.
8. Read paragraphs 1 and 2 and describe the essence of a home network.

9. Using information of paragraph 3, describe services that can be provided by
telephone companies such as AT& T and British Telecom.

10. Make the description of a simple home network using the text and fig. 1.
11. Make an outline of the text.
12. Make a short summary of the text in written form using your outline.



Part B

13. Sudy the key words and word combinations of the following text. Guess the
topical question of it.

Local area network (LAN), wired or wireless LAN, different IEEE protocol, to
interconnect local devices, to connect the internet, the defining characteristics of LANS.

14. Read the text and find out the topical sentences of the paragraphs.

15. Find 1 or 2 sentences which can be omitted as inessential in each logical part.

16. Read the text and write out key words and phrases revealing the contents of the text.
L ocal Area Networ k

A network covering a small geographic area, like a home, office, or building.
Current LANS" are most likely to be based on Ethernet technology. For example, a
library may have a wired or wireless LAN for users to interconnect local devices (e.g.,
printers and servers) and to connect to the internet. On a wired LAN, PCs in the library
are typically connected by category 5 (Cat5) cable, running the |EEE? 802.3 protocol
through a system of interconnected devices and eventually connect to the Internet.
The cables to the servers are typically on Cat 5e enhanced cable, which will
support IEEE 802.3 at 1 Ghit/s. A wireless LAN may exist using a different IEEE
protocol, 802.11b, 802.11g or possibly 802.11n. The staff computers can get to the
color printer, checkout records, and the academic network and the Internet. All
user computers can get to the Internet and the card catalog. Each workgroup can
get to its local printer. Note that the printers are not accessible from outside their
workgroup.

This is a typical library network, in a branching tree topology and controlled
access to resources (fig. 2).

All interconnected devices must understand the network layer (layer 3), because
they are handling multiple subnets (the different colors). Those inside the library,
which have only 10/200 Mbit/s Ethernet connections to the user device and a Gigabit
Ethernet connection to the central router, could be called “layer 3 switches’ because
they only have Ethernet interfaces and must understand IP. It would be more correct
to call them access routers, where the router at the top is a distribution router that
connects to the Internet and academic networks' customer access routers.
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The defining characteristics of LANS, in contrast to WANS (wide area networks),
include their higher data transfer rates, smaller geographic range, and lack of a need for
leased telecommunication lines. Current Ethernet or other |IEEE 8023 LAN
technologies operate at speeds up to 10 Gbhit/s. This is the data transfer rate. IEEE has
projects investigating the standardization of 100 Ghit/s, and possibly 40 Gbit/s.

Notes:

'L AN —local area network — okanbHas cerTs.

’|EEE — Institute of Electrical and Electronic Engineers — VIHCTHTYT HEXEHEPOB IO
PaTHOBIICKTPOHHUKE.

*NAT — network address translation — npeo6pa3oBanue ceTeBBIX axpecoB.

“Local L2/L3NID — mecTHas ceTeBas uHbopMaIlMOHHas 0a3a JaHHBIX.

17. Sum up the text using the key words and word combinations and the topical
sentences.

18. Expressyour attitude to the facts given in the text. You may use the folloming phrases:

—itisfull of interesting information ... ;
— | find the text rather/very cognitive ... ;
—I'velearntalot ... ;

— | don't agree withiit ... .

10



19. Say which facts presented in the text you’ ve already been familiar with.

20. Make a questionnaire to the text and interview your partner on the problems
raised in the text.

Part C

21. Read thetitle of the text and say what information is presented in it.
22. Scan the following text and say what problem is described in the text.
Ar chitecture and Context

The PSTN' was the earliest example of traffic engineering to deliver Quality of
Service (QoS%) guarantees. A.K. Erlang (1878 — 1929) is credited with establishing
the mathematical foundations of methods required to determine the amount and
configuration of equipment and the number of personnel required to deliver a specific
level of service.

In the 1970s the telecommunications industry conceived that digital services
would follow much the same pattern as voice services, and conceived a vision of end-
to-end circuit switched services, known as the Broadband Integrated Services Digital
Network (B-ISDN®). The B-ISDN vision has been overtaken by the disruptive
technology of the Internet. Only the oldest parts of the telephone network still use
analog technology for anything other than the last mile loop to the end user, and in
recent years digital services have been increasingly rolled out to end users using
services such as DSL*, ISDN®, FTTX and cable modem systems.

Many observers believe that the long term future of the PSTN is to be just one
application of the Internet — however, the Internet has some way to go before this
transition can be made. The QoS guarantee is one aspect that needs to be improved in
the Voice over | P (Vol P) technology.

There are a number of large private telephone networks which are not linked to
the PSTN, usually for military purposes. There are aso private networks run by large
companies which are linked to the PSTN only through limited gateways, like a large
private branch exchange (PBX).

Notes:

'PSTN — postal telephone network — mouroBast Tenedonnas cers cesisu; public
switched  telephone network — xommyTHpyemas TteiedoHHas CeTh OOIIEro
TOJIB30BaHHSI.

QoS —Quality of Service — kauecTBO 06CITYKHBAHHSL.

*B-1SDN — the Broadband Integrated Services Digital Network — mmpoxomonocHast
UQpPOoBast CETh C UHTETPUPOBAHHBIM 00CITY)KHUBAaHUEM.

*DSL — Digital Subscriber Line — mudposast aG0HEHTCKAS THHISL.

°|SDN - integrated-service digital network — uuTerpansHast 1ippoBas ceTh CBSI3M.
°PBX — private branch exchange — yupexmeHueckas TeneOHHAs CTAHLHS C
HCXOSIIEN U BXOISIIEN CBS3BIO.

11



23. Find the following information in the text.

1. Digital technology as an advanced technology in the telecommunications
industry.
2. The application of the PSTN in the future.

24. Say where the information presented in the text can be used.

UNIT [
SATELLITE AND GROUND SYSTEMSOF MOBILE NETWORK
AND BROADCASTING

Part A
Word List
access /'xkses/// JOCTYTI
affiliate /lgfHnelt// KOMITaHUS-(DUITHAJ, TapTHEP
alpha-numeric | //"xIfqnjH'merIk// CoJIepIKaIi OyKBEHHBIC U ITU(PPOBHIC
JaHHBIE
angle /I'’xNgl// yroj
cache 1IkxS// IpSTATh PO 3arac
disseminate /ld1'semInelt// pacmipocTpaHsITh
gear /glg(n!/ BKIIFOYATHCS, IPUBOJUTH B JBUKCHUE
handheld /l'hxndheld// YMEIIAIOIIHICS B pyKe
latency /lelt(q)nsi// CKPBITOE COCTOSTHUE
link /IIINK// KaHaJ CBSI3U
perigee [lperidZi:l/ nepurei
wireline /l'walglaln// TeneOHHBIH Kabemb

1. Compare the meanings of the following English words with the Russian ones.
They may have different meaning.

Class, distribution, equator, generation, geosynchronous, globe, inadequate,
location, multi-megabit, orbit, polar, present, sensor, system, terminal, unique, place,
transmission.

2. Read the following words in each line and define their roots. Translate the words
into Russian:

1) apply, application, applicator;

2) distribute, distribution, distributive, distributor;

3) communicate, communication, communicative, communicator;
4) transmit, transmitter, transmission;

5) generate, generation, generational, generative, generator.

12



3.Fill in the gaps with words derived from the words in brackets.

1. Geosynchronous systems have several advantages in terms of long satellite life
and wide area ... (cover) by a small number of satellites.

2. OmMniTRACS provides two-way communications aswell as ... (locate) positioning.

3. The system is used ... (extensive) for alphanumeric ... (message) and on-board
sensor reading for trucking fleets.

4. Newer generations of Inmarsats are incorporating ... (digit) techniques for use
with smaller, ... (little) expensive terminals.

5. The advantages of little LEOs are their small sizeand ... (relative) low caosts.

6. The system presents considerable challenges for ... (apply) development.

4. Translate the following sentences paying attention to the wordsin bold type. What
part of speech do they belong to?

1. However, LEOs require substantially greater numbers of satellites to provide
adequate coverage, and these will need more frequent replacement.

2. Qualcomm's OmniTRACS provides two-way communications as well as
location positioning.

3. Beyond its current ability to distribute digital video, it is ripe for data
communications experimentation and pilot applications development.

4. Unlike the other mobile satellite systems, DBS is not intended to be used as a
two-way system over the satellite segment.

5. The downlink data rate is between 5 Kbps and 15 Kbps while the uplink is
between 55 bps and 165 bps.

6. The data communications uplink is provided thr ough wireline networks such as
the public switched telephone system (PSTN) and Internet gateways.

7. These weaknesses are addressed by the low earth orbit systems, which follow
elliptical orbits, allowing them to provide reduced delays and better coverage and
elevation angles when close to their orbital perigee.

5.Read the text and name the key pointsraised in it.
6. Divide the text into logical parts and entitle them.

7.Choose the adjectives and adver bs used to describe:

a) the advantages of geosynchronous systems;

b). the disadvantages of geosynchronous systems;
c) big LEOs' capabilities;

d) little LEOs' capabilities.

The Challenges of Satellite Communications Systems

Satellite systems hold forth the promise of true “anywhere, anytime” access to
communications, even in the most rural and remote areas of the globe. These systems
provide communications coverage over very wide areas, including over the ocean. In

13



general, they fall into three broad classes. geosynchronous (GEO), “big” low earth
orbit (LEO), and “little” LEOs.

Geosynchronous systems, in which the satellites maintain a high orbit that keeps
them over a fixed spot on the Earth’s equator, have several advantages in terms of
long satellite life and wide area coverage by a small number of satellites. They have
the disadvantages of round trip latencies that exceed a half a second, poor coverage
and inadequate elevation angles (to avoid building radio shadows in urban areas) at
the high latitudes. These weaknesses are addressed by the low earth orbit systems,
which follow elliptical orbits, allowing them to provide reduced delays and better
coverage and elevation angles when close to their orbital perigee. However, LEOs
require substantially greater numbers of satellites to provide adequate coverage, and
these will need more frequent replacement.

Geosynchronous systems include Inmarsat and OmniTRACS. The former is
geared mainly for analog voice transmission. Newer generations of Inmarsats are
incorporating digital techniques for use with smaller, less expensive terminals (i.e.,
the size of briefcase). The Inmarsat system uses allocations in the 6.Ghz band for the
ground station to the satellite, 1.5 Ghz for the satellite to terminal downlink, 1.6 Ghz
for the terminal to satellite uplink, and 4 Ghz for the satellite to ground station.

Qualcomm's OmniTRACS provides two-way communications as well as
location positioning. The system operates in the 12/14 Ghz bands. The downlink data
rate is between 5 Kbps and 15 Kbps while the uplink is between 55 bps and 165 bps.
The system is used extensively for alphanumeric messaging and on-board sensor
reading for trucking fleets.

Little LEOs are intended to be relatively small and inexpensive satellites that
provide low cost, low data rate, two-way digital communications (but not voice) and
location positioning to small, handheld terminals. The frequency allocations are in the
VHF band below 400 MHz. The advantages of little LEOs are their small size and
relatively low costs. Systems include Leosat, Orbcomm, Starnet, and Vitasat. For
example, the Orbcomm system requires 34 satellites for reliable, full world coverage,
and provides 2400 bps on the uplink and 4800 bps on the downlink.

Big LEOs are larger, more expensive satellites that provide voice
communications as well as moderate to high speed data communications (56 Kbps).
Proposals include Aries, Ellipso, Globalstar, Iridium, and Odyssey. Frequency
alocations are above 1 GHz. For example, Motorola's Iridium system will offer
worldwide cellular phone service from 66 satellites placed in 6 polar orbits.

Of the commercially available GEO systems, the Hughes DBS' system provides
several unique communications capabilities. Beyond its current ability to distribute
digital video, it is ripe for data communications experimentation and pilot applications
development. DBS has the potential for multi-megabit per second transmissions,
although latencies are high (i.e., greater than 500 ms for the downlink alone).

However, the system presents considerable challenges for applications
development. Unlike the other mobile satellite systems, DBS is not intended to be
used as a two-way system over the satellite segment; the data communications uplink
Is provided through wireline networks such as the public switched telephone system

14



(PSTN) and Internet gateways. The DBS is a highly asymmetric communications
system that spans hybrid links (i.e., satellite downlink, wired uplink). This makes
DBS a particularly attractive technology for wide-area data distribution or
asymmetric data access, in which more information can profitably be broadcast on
the downlink than on the uplink.

Notes:
'DBS - direct broadcast satellite — ciyTHEK IPIMOro BEIIaHHSL.

8. Read the text and write 10 questions on its content. Types of questions:

1. What is the (nature, difference, process, advantage, importance, role, etc.) of ...?
2. What isreferredtoas ...?

3. Whatisusedas...?

4. Wheredo we use ...?

5. What function do the satellite systems play?

9. Match the parts to complete the sentences.

1. Little LEOs are intended a) in terms of long satellite life and wide area
2. Newer generations of Inmarsats Coverage by asmall number of satellites.
are intended b) for data communications experimentation

and pilot applications development.

3. Geosynchronous  sysiems  have c) exceed a half a second and poor coverage;
several advantages d)to be used with smaller, less expensive
4. DBSis ripe terminals.

5. GEO systems have the €) to be relatively smal and inexpensive
disadvantages of round trip Sat€llites that provide low cost, low datarate,
latencies that two-way digital communications.

10. Arrange the following statements as the text goes.

1. DBSis aparticularly attractive technology for wide-area data distribution.

2. LEOs need more frequent replacement and provide adequate coverage.

3. The OmniTRACS is used extensively for aphanumeric messaging and on-
board sensor reading for trucking fleets.

4. The advantages of little LEOs are their small size and relatively low costs.

5. Motorolas Iridium system will offer worldwide cellular phone service from 66
satellites placed in 6 polar orbits.

6. Newer generations of Inmarsats are incorporating digital techniques for use
with smaller, less expensive terminals.

7. These systems’ frequency allocations are above 1 GHz.

11. Expressyour attitude to the importance of the Hughes DBS system.

12. Make a short summary of the text in a written form. The phrases given below will
help you.

1. The paper dealswith ... .
2. The author attempts to provide ... .
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3. Thereexist ... .

4. Of prime interest to the reader will be the consideration of ... .
5.1tistruethat ... .

6.1n conclusion ... is (are) given.

Part B

13. Look through the text and note the title which conveys the contents most of all.

1. Satellite Based High Bandwidth Data Broadcast.

2. New Architectures that Provide Services Direct to the Consumer.
3. Future US Military Satellite Communication Systems.

4. Different Generations of Telecommunication Systems.

14. Divide the text into paragraphs. Find 1 or 2 sentences which can be omitted as
inessential in each paragraph.
Text B

It is believed that the elements of successful DBS' applications include the abilities to
(1) exploit high bandwidth downlinks, (2) take advantage of the broadcast nature of the
channel, and (3) hide the considerable latencies encountered in using the system. These
three issues are addressed in the following paragraphs. A unique aspect of the DBS system
Is its potential for a very high bandwidth downlink. This makes DBS particularly
appropriate for disseminating massive amounts of information. One way that the system
could be used is to provide a distribution for large collections of information, such as
directories, catalogs, software updates, or other digital library objects that could be locally
cached on subscriber systems for better low latency access. The downlink is broadcast-
based. Many subscribers can pick packets from the broadcast data stream simultaneoudly.
Thus a broadcast satellite is of consider value as a way to implement a “community
information system.” For certain kinds of frequently requested information, it should be
possible to combine information requests from multiple users. In effect, we trade some
latency in order to combine more common results to be broadcast to users, thus more
efficiently using the broadcast channel. Furthermore, if request combining can be
effectively exploited, the system would be able to support alarger user population within a
given amount of available bandwidth. Satellite systems always face significant latencies,
but these may be even larger in the DBS system because of the hybrid uplink path. Given
the high downlink bandwidth, aggressive prefetching could be cheap operation, and we
can trade downlink bandwidth in order to reduce the number of expensive uplink
transactions. Alternately, other strategies could be pursued to trade uplink transactions for
bandwidth whenever possible. For example, when fetching multiple images in a World
Wide Web HTML? document, these can be combined into a single multi-image fetch
rather than multiple image by image fetches. This is an example of a strategy that can be
of equal valuein wireline, WLAN?, or satellite networks: the strategy dramatically reduces
the number of TCP* transactions needed to fetch an image intense document, which can
lead to significantly higher latencies even in networks with symmetric bandwidths. These
and other mechanisms must be developed to demondtrate their ability to be effectively
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used in constructing new kinds of information dissemination applications well suited for
satellite networks. These will also be of value in other wireless network environments.
Notes:

'DBS - direct broadcast satellite — ciyTHIK IPSIMOro BEIIaHHS.

’HTML — HyperTexl Markup Language — si3b1k TUIIEPTEKCTOBOM pa3METKH.

SWLAN — Wireless Local Area Network — OecrpoBOIHAS CETh MepeIayu TaHHbBIX.
*TCP — transmission control protocol — mpoToko: ympaBieHns mepeaadeii TaHHbIX.

15. Write out key words and phrases revealing the contents of the text.

16. Ask questions to the text making an outline of it.

17. Sum up the text using the key words, phrases and the outline.

18. Say which facts presented in the text you' ve already been familiar with.

Part C

19. Read the title of the text and say what information is presented in it.

New Ar chitecturesthat Provide Services
Direct to the Consumer

Traditionally, satellites have been used to advantage primarily for the transport
of thin route traffic and the distribution of TV to cable head ends and network
affiliates. This is due to the ability of one satellite, located at GEO" in particular to
provide communications continuity over one-third of the globe. Fiber, on the other
hand, is a point-to-point, wide bandwidth medium that typically requires significant
traffic to justify its installation. In the past, the customers of satellite service providers
have tended to be large businesses, the telecommunications carriers, and TV program
distributors. A magjor change is occurring to include the end consumer in this
customer mix, with direct to the home (DTH), direct broadcast satellite (DBS),
mobile telephony, and Internet access as the primary services. This change is
accelerating as a result of the insertion of new technology onto satellites;, namely
increased power, phased array antennas, large diameter antennas, multi-spot beam
antennas, and on-board processing and switching. These changes allow satellites to
be a cost effective competitor to cable TV, cellular telephony, and the high bandwidth
Internet service providers in many parts of the world.

The recently proposed satellite based, high data rate Internet services are aiming
at a-moving target, as the terrestrial network is embracing new technology at an
impressive rate. The effective bandwidth of fiber is increasing many-fold with the
introduction of dense wavelength division multiplexing (DWDM), and with optical
switching and multiplexing approaching commercial viability. In addition, LMDS,
MMDS®, cable modem, and xDSL* technologies are al vying for this business, to provide
high bandwidth services to homes and small businesses, at low cost to the subscriber.

Notes:
'GEO — geosynchronous earth orbit — reociHxpoHHast 0koI03eMHast OpOHTA.

17



2L MDS— Local Multipoint Distribution Service — mectHast (1oKasibHas) MHOTOTOUYCYHAS
pacripenerneHHas ciyxoOa (CBsi3u); OECIIPOBOIHAS CUCTEMa CBSI3U, WK OCCIPOBOIHAS
MOJIeMHas! CITy»0a, (yHKIIMOHUPYIOIIAs B AUara3oHe cBepXBhICOKMX YacToT 26—30 ['T.
*MMDS — Multichannel Multipoint Distribution Service — MHoOrokasanbHas
MHOTOTOYCYHAsT paclpesiesicHHas ciayxOa (cBs3u); OecrpoBOJHAs CHCTEMa CBS3H,
GbyHKUMOHUpYIOIIAs B 1Mana3one yactoT 2,5-2,7 I'T'.

*XDSL — x digital subscriber line — Texnonorun XDSL (coGuparensHoe Ha3BaHue
IPYIIBI HOBBIX TEXHOJOTUI U(poBoit aboHeHTCcKOM JinHuM DSL).

20. Find the following information in the text:

1) traditional communicational services;
2) changes in the field of communication;
3) the recently proposed satellite based services.

21. What can you add to the text using your own experience inthe field of providing
satellite based services to the consumer?

UNIT 11
SYSTEM S OF WIRELESS COMMUNICATION, BROADCASTING
AND TELEVISION

Part A
Word List
blurred IDIE:(r)d/ HESICHBIN, TYMaHHBIH;
pacIIBIBYATHIN, CMa3aHHbIH
boost fbu:st/ MOBBIIIATh; YCUIINBATh
broadcasting IhrO:dkQ:stIN/ paIuoBelIaHue, TPAHCIISIIHS;
paauonepeaava
cease Isi's/ nepecTaBath (Ienath 4To-1100),
npekpaiath(cs)
clarity FRIXrIEl/ pa30oopPUUBOCTh, YETKOCTD;
YETKOCTh H300paKeHUS
deploy [ArpIP 1/ UCTIOJIb30BaTh, YIIOTPEOJISATS;
pasBepTHIBATH
dissemination /d1'seminel S(q)n/ paccenBaHKe, PacIpoCTpaHEHHE
facilitate Hosttelt 00Jeruarp; CoIeiicTBOBATD,
CIIOCOOCTBOBATh
fading el dIN/ 3aMHpaHue; 3aTyXaHHe;
IUTABHOE CHIKEHUE YPOBHS TPOMKOCTH
feeder 'fizdg/ UTaTeNb, QUaep;
HOJAIOIINI MEXAHHM3M, ITOIAaTINK
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flexible ['fleksgpl/ THOKUI

fuzzy I'tAzl/ Pa3MBIThINA, HEYCTKUN

hiss s/ IIMIICHUE, IIUTISAIUE IIyMbI

incur [In'kW/ BBITEKATD, CJIIEA0BATH U3

merge /mg:dZ/ CIMSIHUE, 00hETUHEHHE

multiplexed ImAItEplekst/ C YIIOTHEHHEM, YHJIO:["HCHHBIP'I; )
CITOJKHBIN; CO CIIOKHOM CTPYKTYPOi

obstacle I"Phstgkl/ HEOJHOPOJAHOCTH (B IMHUM MEPEIayn);
IPEISTCTBHE

overpass l'quvagpQ:s/ Peo10JICBaTh

pop IpPp/ XJIOTIOK; IIETYOK

range IrelndZ/ JMaIa3oH; HHTePBa

ratio I'rel STqu/ OTHOIIEHHUE, KO3 PHIHUEHT

scarce /skeqs/ HEJ0CTATOYHBIN, CKY/THBIH

set-top converter KOMIIBIOTEpHAs [IPUCTABKA

box K TCJICBH30PY

smooth [smHD/ TJIaIKHA, POBHBIN

sparkle I'spQ:kl/ OJIeCK, HCKpEHHE

static ['stxt1k/ CTaTHYeCKas loMexa

subscriber /sqb'skralbg/ aOOHEHT; MOJIb30BATEIIb

terrestrial th'restrgl/ Ha3eMHBIH

trunk ltrANK/ rJIaBHAs JIMHUS

ultimate [AltImlt/ peIeIbHBIN; MaKCUMaTbHBIN

undertake " Andg'te Ik/ HpeANPUHUMATE, COBEPILATH

unidirectional I"jHnidal'rekS(q)nl/ OJJHOHAITPABJIEHHBIN

unscramble ' An'skrxmbl/ pasjaraTh Ha KOMIIOHEHTBI, COCTaBHBIC
JaCTH

upgrade IApgreld/ MOJIEPHU3UPOBATH, COBEPIIICHCTBOBATH,
OOHOBIIATH

1. Define the following words as parts of speech and give the initial words of the
following derivatives.

Compuiterization, entertainment, television, digital, wider, dissemination, user,
available, unidirectional, directly, broadcasting.

2. Translate the following international words.

Transform, antenna, horizon, spectrum, information, service, company,
consolidate, programming, transmission, pole, provider, pioneer, compression,
analog, channel, local, design, centimeter, adaptable, direct.
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3.Give Russian words with similar roots.

Traditional, potential, standard, image, cable, combine, converter, modulation,
operator, television, system, diameter.

4. Match the English equivalents among the words given above exercises 1 — 3.

N3mensarp,  oOcCiayKMBaHWE, BO3MOXHOCTh,  JIMAMa30H, HU300paxkeHue,
o0beIUHATh, Tepeaayda, IOJIOC, NEPBOMPOXOACI, CXKAaTHE, MPUCTIOCcAOINBACMBIi,
MPSAMOi, TPOEKTUPOBATb.

5.Pick out the equivalents of the following words and word combinations in
paragraphs 2, 3 of the text below.

KabenbHoe TeneBuieHre, MECTHBIE IPOTrPaMMBbI, A0OHEHTHI, MOIEPKUBATH CUTHAJ,
OJIHOHATIPABJICHHBIM, 3apbIBaTh B 3€MJIIO, KOMIIBIOTEpHAs MPHUCTaBKa K TEJIEBU30PY,
OBICTpBIN TIpOTpecc, CHYTHUK HEMOCPEACTBEHHOI'O0 BeIIaHMs, KOHKYpHpPOBAaTh,
HazemMHOe TB-Bellanue, 3epkajibHas aHTCHHA.

6. Fill in the gaps with one of the following words:

high-speed access broadcasters potential
problems cable operators subscriber

1. There are ... that could slow the mass deployment of high-definition television.

2. Television ... will have to replace their entire technological base.

3. The ... will be allowed to order special programs on a pay-per-view basis.

4. New technologies will make it possible for ... to increase their maximum
offering of channels from around 125 to around 500.

5. The cable promises ... to the Internet.

6. New communication technologies offer the ... for a revolution in how
everyone on this planet deals with information.

7. Read the following text. Choose the sentences covering the main idea of the text.
Trendsin Television

1. Computerization is transforming the world of television news and
entertainment. This is evident in the three kinds of television systems available. The
firstis traditional over-the-air broadcasting, in which analog signals are sent out from
land-based towers for reception by antenna of every TV set in area. Now digital
television broadcasting is also on horizon. Digital TV has the potential to provide a
wider range of channels within the scarce radio frequency spectrum. It also will
facilitate the flexible use of that spectrum for delivery of new kinds of services, such
as “data-casting” (the dissemination of data messages to multiple users through
airwaves) to TV sets or PCs. A related trend concerns picture clarity. Much effort is
going into developing high-definition television (HDTV?'), a new, digital standard
providing images five times as rich in information as today’s TV pictures.
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2. A second kind of service is cable television. Cable television is available in many
countries as phone service. Cable TV works this way: the cable company’ s central office
consolidates the transmission, which combines some local programming with
transmissions received from satellites. From there it is sent in analog form to subscribers
over a unidirectional, tree-and-branch network. Amplifiers boost the signals aong trunks
and loca feeders, which, like telephone lines, are suspended from poles or buried in the
ground. The “drop”, usualy in the form of coaxial cable, brings the signal to the home,
connecting either directly to a “cable-ready” television set or to a set-top converter box.
Modulation technologies introduced in the past few years, however, have alowed fiber
optic linesto replace coax in the trunk and feeder portions of the system.

3. The third kind of television service in which rapid progress can be seen involves
satellites. Direct-broadcast satellites are a form of television transmission that competes
with cable and terrestrial broadcasting. The first satellite-broadcast television images were
designed for use by cable- and broadcast-TV service providers, but more recently, a high-
powered satellite specifically designed for home TV service was introduced; it calls for a
far more modest dish that is only 46 centimeters in diameter and costs no more than a few
hundred dollars. Since digital compression technology is more easily adaptable to cable
transmission, direct-broadcast satellite operators pioneered itsusein TV.

Notes.
HDTV - high-definition television — TeneBuaeHIE BEICOKOM Y€TKOCTH.

8. Read the following statements and say whether they are true or false. Correct the
false ones.

1. There are four kinds of television systems available nowadays.

2. The first traditional over-the-air broadcasting is based on transmission of analog
signals.

3. Digital TV doesn’t give awider range of channels.

4. HDTV provides images three times asrich astoday’s TV pictures.

5. The cable company’s central office combines some local programming with
satellite transmissions.

6. Amplifiers boost signals along copper wires.

7. The first satellite-broadcast tel evision was specifically designed for its home use.

8. Direct-broadcast satellite operators have begun to use digital compression
technology in TV.

9. Match the parts to complete the sentences.

1. Computerization is changing a) analog signals are sent out from land-
: : based towers.
2.1n over-the-air broadcastin
o _ 9 b) to subscribers over a unidirectional,
3.Digital TV has the potential tree-and-branch network.
4.The cable company’s central office c) the world of television and
sends programming in analog form entertainment.

d) cable and terrestrial broadcasting.

5. Due to modulation technologies e) it is easily adaptable to cable
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6. Satellite television competes with transmission.

7. Direct-broadcast satellite operators f) to provide a wide_r range of channels
pioneered the use of digital compression within the scarce radio frequency spectrum.
technology because g) fiber optic lines replaced coax in the

trunk and feeder portions of the system.

10. Using information of paragraph 2 speak about the way cable TV works.
11. Make an outline of the text.
12. Make a short summary of the text in written form using your outline.

Part B

13. Study the key words and word combinations of the following text. Guess the
topical question of it.

Television system, lines per image, provide, little interference, potentially,
picture quality, benefits, smoother motion, richer and -more natural colours, prefer
high definition to analog, problems, weak signal, double images, picture sparkles,
broadcast, upgrade their TV's, switch to, slower undertake.

14. Look at the title. Make your predictions about the contents of the text.
15. Divide the text into logical parts. Entitle each part.

High-Definition Television

High-definition television (HDTV) is atelevision system that has more lines per
picture than present systems, and thus produces much sharper images. At present
American TV has 525 lines per image and European TV 625, while high definition
systems may have more than 1000. Many observers feel that the battle for high
definition TV markets will be the next great world economic battle.

Digital HDTV can provide sharper, clearer pictures and sound with very little
interference or other imperfections. Of perhaps greatest importance, digital television
sets will potentially be able to send, store and manipulate images as well as receive
them, thereby merging the functions of the television set and the computer.

HDTV potentially offers a much better picture quality than standard television.
HD’ s greater clarity means the picture on the screen can be less blurred or fuzzy.
It also brings such benefits as smoother motion, richer and more natural colours,
and the ability to allow a variety of input devices to work together. With HDTV
the lack of imperfections in the television screen often seen on traditional
television is another reason why many prefer high definition to analog. Problems
such as snow caused from a weak signal, double images from ghosting or multi-
path and picture sparkles from electromagnetic interference do not occur with
HDTV broadcasts. The colours will generally look more realistic, due to greater
bandwidth. The visual information is about 2-5 times more detailed overall. The
gaps between scanning lines are smaller or invisible.
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However there are some reasons why the best HD quality is not usually
achieved. The main problem is a lack of HD input. Many cable and satellite
channels and even some “high definition” channels are not broadcast in true HD.
Also image quality may be lost if the television is not properly connected to the
input device or not properly configured for the input’s optimal performance.
Moreover viewers will have to upgrade their TVs in order to see HDTV
broadcasts, incurring household expense in the process. Adding a new aspect
ratio makes for computer confusion if their display is capable of one or more
ratios but must be switched to the correct one by the user. All these moments
have led to slower undertake of the technology as many people wait to see what
becomes the “ ultimate” de-facto standard.

16. Make questions to the text.
17. Find the sentences containing:

a) the main idea of the text;

b) specifying information (technical characteristics of HDTV, potential of HDTV,
picture quality, why people prefer high definition to analog, problems facing HDTV
operators, reasons for slower undertake of this technology).

18. Sum up the text using the key words, word combinations and the topical sentences.
19. Expressyour attitude to the facts given in thetext. You may use the following phrases:

1. Itisfull of interesting information ... .
2. | find the text rather / very cognitive ... .
3. I'velearnt alot ... .

4.1 don't agree withiit ... .

Part C

20. Look through the following text, define the information presented in it and entitle
the text.
Text C

Audio broadcasting, in which an analog audio signal is converted into a
digital signal before being transmitted, is also known as digital audio
broadcasting (DAB) and high-definition radio. Digital radio reception is virtually
free of static and fading, pops, and hisses; overall, adjacent stations do not
interfere within one another, audio clarity and volume are improved, and
weather, noise, and other interference cease to be a factor. Digital radio can be
land based (or terrestrial) or transmitted via satellite. In either case, a special
receiver is required to decode the multiplexed signal; the receiver may contain a
small display that provides information about the audio content (such as the
name of the artist or title of the music).

The land-based technology was first deployed in Great Britain in 1995, and
has since become established throughout Europe. The first satellite-based digital
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radio system was World Space, which orbited the first of its three geostationary
earth orbit (GEO) satellites in 1998. Each satellite transmits three overlapping
signal beams carrying more than 40 channels of programming; most of world
(except mainly North America and Australia) is covered. In metropolitan areas
where tall buildings, overpasses, and other obstacles can interfere with the
signals when, for example, the receiver is in a moving vehicle, a network of
ground-based repeaters retransmit the signals. The receiver also buffers the
signal briefly so that if it loses the satellite signal it can use one from a repeater
to maintain a continuous broadcast.

21. Look through the text and say how digital radio works.
22. Say where the presented information can be used.

UNIT IV
COMPUTER SECURITY
Part A
Word List

abuse Igbju:s/ 3JI0yIOTPEOICHUES

account /g'kaunt/ a0OHEMCHT B OH-JTAHOBBIX CIY)K0aX — 3aMKUCh
B 0a3e¢ MOIMUCYNKOB, CITyXKalas
7T BASHTH(DHUKAIIMK [TOJIb30BATEIS;
yUYCTHAS 3aIMUCh

authorize I'O:Taralz/ paspelniaTh, CAHKIIMOHUPOBATH

back up BOCCTaHOBHUTBH MPEJIIICCTBYIOIIECE COCTOSIHUE

client Iklalgnt/ MIPUIIOKEHUE W MallliHA B CETH,
UCIOJIB3YIOIIast peCcypchl (CEpBHCHI) IPYyrou
MAIlUHBI WK HHALUUPYIOIIAs 3aIpocC
K IPUJIOKCHUIO-CEPBEPY

confidential ["kPnfl'denSql/ | TaiiubIil, KOHGUACHINATBHBIN

confirm kan'fg:m/ MOJITBEPIK/IATh

consent /kgn'sent/ corjacue, Mo3BOJICHUE, Pa3pEIICHHE

damage ['dxmldZ/ MOBPEK/IaTh, TOPTUTH, HAHOCHTH YIIIEPO,
yOBITOK

entice [In'tals/ CKJIOHATD; COOJIa3HATh, YOCIKIaTh

firewall ['falqwO:l/ MexceTeBoi akpan (MD), 6panamayap,
3aIlUTHAs CHCTEMa (OTHEHHAsl CTEHa»), CHCTEMA
(ammaparHast WIIK IPOTPaMMHAas) /ISl 3aIIUTHI OT
HECAHKIIMOHUPOBAHHOTO TIOMAIaHuUs B CETh TN
IpeIyIPEXRICHNS BRIX0a U3 HEE MTAKETOB
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JTaHHBIX

harm hQ:m/ Bpell, yOBITOK, ypoH, yiep0 (in; to);
NPUYHMHATH BPEJl, HAHOCHUTH YIIepO

host /hqust/ rJIaBHAs BBIYMCIMTEIbHAS MaIlIMHA

identify /al'dentlfal/ UJICHTU(QUIIUPOBATh, OTOXICCTBIIST;
pacno3HaBaTh

malicious Imq'11Sqs/ 37I0yMBIIIJICHHBIH, 37I0HAMEPEHHBIN

monitor I'mPnltg/ OCYIICCTBIISITH TCKYIIIHH KOHTPOJIb,
KOHTPOJINPOBATH

penetrate ['penltrelt/ MIPOHUKATh BHYTPb, IPOXOJAUTH CKBO3b

pertinent I'pg:tingnt/ OTHOCSIIIUICS K Ty

pop-up OM-all, BCIUTBIBAOIIAs pekiaMa (B HHTEpPHET-
pekiiame), cama 1o ce0e OTKPhIBAIOIIAsCS B
HOBOM OKHE, «BBICKAKHBAIOIIEM ITOBEPX» BCEX
OCTaJIbHBIX OTKPBITHIX OKOH

secure /s1'kjug/ 0e30macHbIN, HAACKHBIN

share /Seq/ COBMECTHO HCITOTb30BaTh PECypC

sophisticated | /sq'flstlkeltld/ | ycoBepiencTBoBaHHbIM (0 MprOOpeE, MaIlIMHE,
CHUCTEME U T. II.)

spyware I'spalweq/ «amuonsiiee» I10 (mepemaer qaHHbBIE C
’KECTKOTO JINCKA KOMITHIOTEPA MOJIb30BATEIIO
Ha JIPYyrOM KOMIIBIOTEPE)

surreptitious ["sArgp'tl Sqs/ - | TaiHBIHN, cIeTaHHBIN TAHKOM

threat [Tret/ OITaCHOCTH, yIpo3a

vulnerable I'vAlngrgbl/ YS3BUMBIHN; pAHUMBIH

worm fwa:m/ 4yepBb (IporpamMma, CaMOCTOSTEIIBHO
PacIpOCTPaHSIONIAs CBOM KOIHMHU T10 CETH)

1. Trandlate the following words which may have some similarity with the words in
Russian but often differ in meaning.

Regular, share, provider, online banking, identity, data, security, pretend,

transfer, release, prevent, safe, spam, prevent, software, cracker, virus, directory,
infect, surf, confidential.

2. Read the following words in each line and define their part of speech. Translate
the words into Russian.

1) administer, administrator, administration, administrative;

2) prevent, preventive, prevention;

3) define, definition, definite, indefinite;

4) protect, protection, protective, protector;

5) provide, provision, provider;
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6) serve, server, service;

7) detect, detection, detector, detected, detectable;
8) spy, spyware, anti-spyware, espionage;

9) safe, safety, safely;

10) suspect, suspicion, suspected;

11) secure, security, insecure, secured.

3. Match the following terms with their definitions.

1) spyware

2) nagware

3) adware

4) malware
5) software

6) freeware

7) baitware

8) dribbleware

a) freeware of deliberately poor quality with some, but generally
not all, of the features of a software application, intended to entice
those who download the freeware to buy the complete application;

b) copyrighted software given away for free by the author. The
author retains the copyright, which means that you cannot do
anything with it that is not expressly alowed by the author.
Usually, the author allows people to use the software, but not sell it;

c) malicious software that has been designed (programmed)
specifically todamage or disrupt a computer system. The most common
forms of malwarearecomputer viruses, worms, and Trojan horses;

d) software characterized by frequent updates, fixes, and patches;

e) any software that covertly gathers user information through the
user's Internet connection without his or her knowledge, usually for
advertising purposes,

f) the term given to software that routinely issues a pop-up
window or other form of visual interface asking the user to register a
product, purchase an application or take another form of action;

g) a general term used to describe a collection of computer
programs, procedures and documentation that perform some tasks
on an operating system,;

h) any software package which automatically plays, displays, or
downloads advertisements to a computer after the software isinstalled
on it or while the application is being used. Some types of it are also
spyware and can be classified as privacy-invasive software.

4. Translate the following sentences paying attention to the words in bold type.

1. Unfortunately when something is shared, it is open to abuse.

2. Your goal isto prevent others from accessing your data remotely.

3. You can also set the firewall to ask for your confirmation before granting
access to an unknown program.

4. The leading threats to the security of your computer come from four types of
malicious softwar e.
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5. Spyware tracks your online activity.

6. A good antivirus program will continually monitor all of your file transfers.

7. Password will prevent unauthorized parties from opening your desk or laptop
and looking through your files.

8. It is a software program that is designed to search through your hard drive,
CD’s and floppy disks for any known or potential viruses.

9. One of the biggest mistakes that many PC users make is that they fail to back
up pertinent information.
5. Complete the following sentences filling in one of the words given below:

worm, by default, antivirus software, phished, hacker, password, virus, updated,
attacked

1. Unless your computer is used exclusively on a mountain top in Quter Mongolia
and never exchanges information of any sort with any other computer, anywhere, it is
likely to be ... by avirus program soon.

2.With very few exceptions, a computer without ... ... Is just like a car without
brakes — it simply isn’'t safe.

3.Even if you aren’t running a web server — be sure to keep your system ... with
the latest patches — the security of your system depends on it!

4. ... isaprogram or piece of code that is loaded onto your computer without your
knowledge and runs against your wishes. Viruses can also replicate themselves.

5.... ... Windows XP doesn't ask for any login information or make you
authenticate yourself in any way in order to access the system.

6. Whatever you do, NEV ER make your ... from aword that appears in adictionary.

7.The term ... refers to individuals who gain unauthorized access to computer
systems for the purpose of stealing and corrupting data.

8.A ... is a special type of virus that can replicate itself and use memory, but
cannot attach itself to other programs.

9. The golden rule to avoid being ... is to never click the links within the text of
the e-mail. Always delete the e-mail immediately.

6. Read the text and arrange the following items of the outline in accordance with
the text.

1. Computers have become widely used because of significant changes in
computer technologies.

2. You must protect your PC.

3. Threats you face working in the internet.

4. Firewalls as one of the first means of protecting your PC.

5. Back up your stuff to be on the safe side.

6. Types of malicious software.

7. Antivirus software and its function.

8. Good passwords can make your PC more secure.

0.
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Computer Security

Computer technology has changed a lot over the past 20 years. People who
would normally never touch a computer now utilize such a device almost every day
to get their work done. They use e-mail and surf the web regularly.

When you are connected to the Internet you are sharing a vast network with hundreds
of millions of other users. This shared network provides resources that 15 years ago were
never thought possible. Unfortunately when something is shared, it is open to abuse.
On the Internet this abuse comes from hackers and virus creators. Their sole intent is
to cause chaos and/or harm to your computer system and millions of other computer
systems all over the world. 20 years ago this may not have been as much of a problem,
but in today’ s world of online banking and identity theft, this can be a huge problem.

It isin fact a horrifying moment when a computer user realizes that a virus has
managed to penetrate his or her CPU system and destroyed years of data and hard
work. In an effort to minimize the probability of having to experience such a stressful
moment you must take care of your PC and protect it.

Start with the software changes. Your goal is to prevent others from accessing
your data remotely. A combination of computer firewalls and antivirus PC security
software can take your sensitive information from unprotected to secure with very
little effort. A firewall can be considered your first line of defense when connected to
the internet. In order for information that is behind a firewall to be sent or received
from your computer, permission must be granted by the firewall. Y ou can set up your
firewall to always grant access to programs you trust and always block access to
programs you do not trust. Y ou can also set the firewall to ask for your confirmation
before granting access to an unknown program.

It is important to be aware of the different types of viruses that exist and also to
know how they work in order to be able to protect your PC.

The leading threats to the security of your computer come from four types of
malicious software: viruses — software designed to invade computers and to copy,
damage or delete data; worms — sophisticated viruses that can reproduce themselves
and spread to other computers without your interaction; Trojans, named for the
Trojan horse, — viruses that pretend to be helpful programs while destroying your
data, damaging your computer and stealing personal information; spyware — software
that tracks your online activity. Activity Spyware may bombard you with pop-up
advertising, collect your personal information, or change the settings on your
computer without your knowledge or consent.

Most computer users have now installed in their computer’s memory certain
antivirus software protecting their computer from viruses that are transmitted over the
internet and through file exchanges. A good antivirus program will continually
monitor al of your file transfers.

Anti-virus is a vaccine. Its purpose is to protect your computer from unwanted
harmful software implanted on your computer unknowingly. It is a software program
that is designed to search through your hard drive, CD’s and floppy disks for any
known or potential viruses.
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However, it is still advisable to fully scan your entire system for viruses once a
week. You can schedule this scan to run automatically while you are asleep or away
from home. You will also need to sign up for automatic updates to the antivirus
program, as new viruses are released daily.

Another useful step is to use strong passwords. Set an administrative password
even if you are the only user of your computer. This will prevent unauthorized parties
from opening your desk or laptop and looking through your files. Passwords should
be easy to remember but difficult to guess. Change them regularly, and use passwords
that contain numbers and characters rather than easy to guess names and words.
Whatever you do, NEVER make your password from aword that appears inadictionary.
Password cracking tools are everywhere, and if your password can be found in a
dictionary or is a very common word, a password cracker can easily find it and use it
against you. Use readily available utilities, like cracker, that will identify all insecure
passwords quickly and easily. If you want to allow house guests or friends to use
your computer, create a separate guest account that does not have administrator
access. Check online at Microsoft.com for instructions on setting up accounts or ask a
computer-savvy friend for help.

One of the biggest mistakes that many PC users make is that they fail to back up
pertinent information. Make a hardcopy of this information and keep it in a secure
location. To be on the safe side, make a rule for yourself to back up your stuff.

7. Match the letter of the correct answer to the following questions.

1. Why has internet become so widely used by people all over the world?
a) because those who would never touch a computer now utilize their
computer for surfing in the Internet;
b) because it is possible to share a network with hundreds of millions of other
users,
¢) because Internet provides services and access to unlimited resources of the
WWW.

2. What are the threats of work at the Internet connected with?
a) Internet is full of chaos;
b) You will have to change your PC software;
c) It isopen to abuse of different kinds.

3. What are hackers' and crackers' aims?
a) to make Internet more effective;
b) to minimize the possibility of stressful moments connected with the
consequences of their PC infection;
c) to harm your computer or get profit using the information stored at your
computer.

4. What is the primary purpose of installing firewalls at your PC?
a) to give access to all programs trying to reach your CPU system;
b) to control the information sent from your computer;
c) to get maximum control of the information sent and received from your
computer denying access to ambiguous programs.
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5. What are the viruses spread for?
a) for their reproduction and improving the performance of users computers;
b) for getting access to other users computers in order to damage, destroy or
steal personal information;
¢) only for playing jokes.

6. Why is antivirus software often called a“vaccine” for your computer”
a) because it helps you to update your computer;
b) it makes your computer friendly to viruses,
C) it serves for protecting your computer from any known harmful programs
that can creep in without your knowledge.

7. What kind of passwords are better?
a) names and dates of birth as they are easy to remember;
b) short number codes;
¢) acombination of numbers, characters and symbols as they are more difficult
to devise.

8. Read the following sentences and say which of them are true or false.

1. People use Internet only for gaming.

2. There is nothing to care about getting connected to the Internet.

3. Some 20 years the problem of Internet security was not as much of a problem.

4. Itisagreat fun to find the results of your hard work destroyed or corrupted.

5. Installing firewalls, antivirus software and using good passwords are minimum
things one should take care of to protect his PC.

6. Malicious software makes the operation of your PC more effective.

7. Spyware implanted at your computer lets you keep track of other users’ online
activities.

8. Worms are viruses that remain resident in one computer.

9. To provide greater safety passwords should be as simple as possible.

10. There is always sense to make hardcopy of your most important information.

9. Think of the tips you would give to a beginner on the ways to secure his PC while
working at the Internet.

Part B

10. Read the title of the following text. Make your predictions about the contents of
the text.

What is Spywar €?

In simplest terms, spyware is a type of malware that watches what users do with
their computer and sends this information to the creator (or occaisionally a hacker)
over the internet. Generally, different types of spyware collect different information
about a user. Less harmful programs attempt to track what websites a user visits,
sending this information to an advertisement agency. More malicious programs may
try recording what a user types to intercept passwords or credit card numbers,
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sometimes referred to as keyloggers. Other spyware programs simply launch pop-ups
with advertisements. This type of malware may also be referred to as adware.

Originally, spyware just referred to malicious software that spied on (or monitored)
the user, sending information back to its creator. More recently users have come to use the
term spyware regarding any software that does any sort of spying to benefit a third party.
This includes adware and keyloggers, amongst other types of malware that monitors the
user or allows full or partial control of a computer system’'s operation to a remote user
without the consent of the machine user (such as Trojan horses).

Unlike viruses and worms, spyware does not usually self-replicate. Spyware may
exploit known weaknesses in computer security or be installed by free software
(freeware), infecting computers for commercial gain. Spyware typically does this by
displaying unsolicited pop-up advertisements (sometimes to coercing the user into
buying an anti-spyware product created by the same person(s) that made the
spyware), theft of personal details (such as stealing usernames, passwords, and credit
card numbers), monitoring of Web-browsing activity (for marketing purposes), or
simply routing HT TP requests to advertising sites.

Spyware is currently one of the major security threats to computers running
Microsoft Windows OSs. As Microsoft’s internet browser, Internet Explorer, is
closely tied in with the OS, when a security vulnerability is exploited through I nternet
Explorer, the operating system itself may be exploited. Due to the fact that Microsoft
Windows series of OSs are widely used, the vulnerabilities found in windows
systems are often exploited as there is usually more chance of finding an unpatched
system running Windows at random than finding, for example, an unpatched OS/2
system. To prevent this, use an alternative browser like Firefox or any other one.

Notes:
'0S — Operating System — oreparoHHas cucrema.
’HTTP — HyperText Transfer Protocol — mpoTokoi mepeaun THIepTeKCTa.

11. Read the text and find out the topical sentences of the paragraphs.

12.Write out key words and phrases revealing the contents of the text.

13.Divide the text into logical parts. Entitle each part.

14.Find 1 or 2 sentences which can be omitted as inessential in each logical part.

15. Find the paragraph in the text which describes the ways of coercing into consenting
installation of a program.

16. SJumup the text using the key wor ds and word combinations and the topical sentences.

17. Say which facts presented in the text you’ ve already been familiar with. Do you
consider the information presented in the text useful ?

18. Using internet, find some information on anti-spyware programs and present it
in class.

Part C
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19. Look through the following text and title it.
Text C

What else is left now that you have a virus scanner and an application to help
keep track of the spyware that can affect your machine? A firewall of course! A firewall is
a device or a program that helps stop other users from getting into your computer.
Every user should know at least something about firewalls, as they can be the extra
layer of security that protects you while you're online. If you were infected with a
trojan horse program, there is a chance that it can let someone take complete control
of your PC as though they were sitting at their keyboard! These programs work by
opening up a port on your computer and then allowing anyone with the client to
connect to it and gain control of your computer.

I magine you were doing some home banking over the internet and someone was
watching the whole time. To make matters worse, some of these applications have a
mechanism that’s built into them that lets the thief delete the server portion of the
trojan, which means that you would never even know that it was there.

One way to help stop this from occurring is by using the anti-virus software that
can find and delete trojan programs for you. When you use firewall software, it asks
you if you want to allow a program to access the internet in the first place. This will
stop such trojan programs from talking to whomever controlled them. Another thing
these firewalls can do is prevent inbound traffic to your machine. The trojan
programs have both inbound and outbound traffic to and from your PC as commands
are sent to your PC. Worms that spread over the internet use outbound traffic to scan
and send themselves out to other hosts. This is only one of the many features a
firewall providesto you, and | highly recommend using one.

If you have Windows X P,.you should have installed Service Pack 2, which fixed
a number of security flaws, but also put something called the “security center” on
your machine. This helpful new application checks to see what it can do to protect
you, and the new XP firewall that comes bundled is turned on by default!

20. Find the following information in the text:

—what is'meant by “firewall”;
— examples of grave consequences caused by malicious software;
—ways of combating virus programs.

21. Think of the tips you would give your friend to make his computer secure.

22. Devise your ABC rules for unsophisticated PC users. Include tips that refer not
only to software but hardware security as well.
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UNIT V
RECENT TECHNOLOGIESIN TELEPHONY

Part A
Word List

application I"xplI'ke 1 Sgn/ MIPUMEHEHUE, TIPUIIOKEHNE,
UCIIOIb30BaHUE

alow [q'lau/ M03BOJIATh, pa3peliaTh, 1aBaTh
BO3MOKHOCTb

available Iq'vellgbl/ UMEIOIIUICS B paCIOPSIKCHIH,
JNOCTYITHBIN

increasingly /In'kri:sENI/ Bce Oolree, Bce B OOJIBLIECH CTCIICHU

cancel I'kxnsql/ aHHYJIUPOBATh, OTMEHSTh, OTKAa3aThCs

instead [In'sted/ BMECTO, B3aM€EH

significant /stg'niflkgnt/ BaXKHBIM, CYHICCTBCHHBIN

reduce Irl'dju:s/ CHIDKATh; YMCHBIIIATh, COKPAIIATh

receive Irl'sizv/ NOJTY4aTh, BCTPETHTh

bandwidth ['bxndwidT/ HIMPUHA MTOJIOCHI YaCTOT

therefore I'DeqfO:/ 110 ITOM MPHUYHKHE, CIICOBATEIBHO

high-tech [bxndw 1dT/ BBICOKOTEXHOJIOTMYHBII

base station ["bels'stel S(q)n/ 0a3oBas CTaHIUs

switch IswitS/ CBUTY

broadband I'brLdbxna/ IIUPOKOTIOIOCHBIH

wireless ['walqlls/ OecrpoBOTHOM

ensure /In'Sug/ rapaHTUPOBAaTh

1. Match the following English words with the Russian equivalents and compare
their meanings.

1) available
2) therefore

a) BMECTO
b) 6ecripoBoaHOM

3) significant C) clieI0BaTEIILHO
4) connect d) yBenuuenue

5) instead €) CITOCOOHBIH

6) reduction f) cymecTBeHHbIN
7) wireless 0) DOCTYIHBIH

8) increase h) coenuusaTh

9) accept |) cHIDKEHUE

10) capable ]) npuHUMATH

2. Define the following words as parts of speech and give the initial words of the
following derivatives.
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Increasingly, connection, significant, receiver, transmitter, application, wireless,
specification, manufacturer, technically, interconnect.

3. Read the following words in each line and define their roots. Translate the words
into Russian:

1) increasingly, increase, increasing;

2) advanced, advance, advancing;

3) reduced, reducer, reduction;

4) application, applied, applicable, applicant;

5) provided, provision, provider;

6) connective, connection, connected, connectedly.

4. Pick out the equivalents of the following words and words combinations in
paragraphs 3 of the text below.

Bce 6onee HOHy.HSIpHBII/I, 3aMCIIaTh, B3aMCH, I'JlaBHasd IIpUYKdHa, SHAYUTCIbHBIC,
JACIICBJIC, II0O3BOJIAA, 110 0oJee HU3KOU OCHC.

5. Read the following text. Choose the sentences covering the main idea of the text.
What isVol P?

Many people are asking the question “What is VolP*?" nowadays as it seems to
have come out of nowhere. Voice over Internet Protocol (VolP) is a technology and an
emerging set of applications which allow you to make phone calls over a Broadband
Internet connection. Vol P can be used to call any telephone anywhere in the world.
It doesn’t matter if the person you are calling has Vol P or not, asthisis al taken care of by
your Vol P Service Provider. Vol P telephone calls can be made either by using a Personal
Computer (PC) connected to the Internet, or by a standard telephone which will need to be
connected to the Internet using a specid adapter. Also, newer |P/Broadband Telephones
are available, which can connect directly to acable modem or Internet router.

When you make a VolP telephone call and begin to speak, the first step is to
convert the analogue signal of your voice into digital data. This is done with an
Analogue-to-Digital Converter. The next step is to compress the audio data using a
codec (enCOder/DECoder) which significantly reduces the amount of digital data
while maintaining audio quality. The compressed digital data can now be sent over
the Internet. The data stream must be divided into smaller chunks, known as * packets’
which, besides containing the audio data, contains information about the origin, the
destination, and a timestamp that allows it to be reconstructed in the correct sequence.

Over the last few years, VolP has become increasingly popular and is already
starting to replace existing telephone networks, with some people and businesses
choosing to cancel their traditional phone line and use Vol P instead. The main reason
people and businesses are switching over to VoIP is because of the significant cost
savings that can be made over a traditional service provider. Long distance and
international calls are much cheaper, and VolP Service providers do not have the
extra burden and costs to maintain the exiting telephone networks, alowing them to
provide their services at greatly reduced costs.
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VolIP provides similar features to traditional phone systems, such as voicemail,
call forwarding, call waiting, caller ID, call blocking etc. VolP also offers new
features which do not currently exist on traditional phone systems, for example, the
ability to have a virtual number — a telephone number from any available area code.
This allows you to receive calls from people outside your local calling area with the
caller paying only for alocal call.

The increases in Internet bandwidth, when combined with the advances of audio
compression and machine speed have allowed Vol P services to be capable of a high
guality, sometimes even better than the PSTN (Public Switched Telephone Network).
However, many users are also likely to accept a drop in quality for the benefit of free
long distance calls that using VolP gives you. This being the case, an even wider
range of people are able and likely to use these systems. It is not surprising therefore
that VolP isincreasingly being used today.

Notes:

WolP (I P-tenedonus) — cuctema CBs3HM, OOeCIeUHBAIOIIAs IMepeaady pPeueBOro
curnaina no cetu Murepuer wiu npyrum | P-ceTsim.

6. Read the following statements and say whether they are true or false. Correct the
false ones.

1.VolP can be used to call any telephone anywhere in the world.

2. The person you are calling needs to have Vol P.

3.VolP telephone calls can be made only by using a Personal Computer connected
to the Internet.

4.When you make a Vol P telephone call the first step is to convert the digital
signal of you voice into analogue data.

5.VoIP has become increasingly popular and is starting to replace existing
telephone networks.

6.V ol P offers new features. One of them is the ability to have a virtual number.

7.Long distance and international calls are more expensive when using Vol P.

7. Match the partsto complete the sentences.

1. Vol P is atechnology which allows a) that can be made over atraditional
you... service provider.

2. Vol P telephone calls can be made b) do not currently exist on traditional
either by using ... phone systems, for example, the ability to
have a virtual number.

3. The main reason people are switching  ¢) to make phone calls over a Broadband
over to Vol P is because of the significant I nternet connection.

cost savings.... d) a personal computer connected to the

4. Vol P provides new features which...  Internet, or by a standard telephone line
linked up to the Internet using a special
adapter.

8. Read paragraph 2 and describe the essence of making a Vol P telephone call.
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9. Using the information of paragraphs 3 and 4, name the advantages of making
a Vol P telephone call.

10. Make an outline of the text.
11. Make a short summary of the text in written form using your outline.

Part B

12. Read the text and write out key words and phrases revealing the contents of the
text.

13. Find the paragraph in the text which describes the main possibilities Bluetooth
provides.

14. Divide the text into logical parts.

Bluetooth

Bluetooth is a wireless communication technology facilitating data transmission
over short distances from fixed and mobile devices, creating wireless personal area
networks. Bluetooth provides a way to connect and exchange information between
computers, printers, GPS receivers, digital cameras, €tc.

The Bluetooth specifications are developed and licensed by the Bluetooth Special
Interest Group, which consists of companies in the fidd of telecommunication,
computing, networking and consumer electronics.

The name “Bluetooth” itself does not have any significance in relation to any of
its functions or its Eurpose. “Bluetooth” is called after Danish King Herald Bliatand
who lived in the 10" century and united Denmark and Norway in 976 AD. In English,
Blatand transformed into Bluetooth.

Bluetooth can be found in such devices as telephones, modems and headsets to
transfer information between two or more devices that are near each other in low-
bandwidth situation.

A master Bluetooth device can communicate with up to seven devices. This
network group of up to eight devices is called a piconet. A piconet is a computer
network, ‘using Bluetooth technology protocols to allow one master device to
interconnect with up to seven active devices.

The Bluetooth specification allows connecting two or more piconects together
to form a scatternet, with some devices acting as a bridge by simultaneously playing
the master role in one piconet and the slave role in another.

Any Bluetooth device will transmit the following information on demand: the
name of the device, its class, list of services, technical information, for example,
device features, manufacturer, Bluetooth specification used.

15. Make questions to the text.
16. Find the sentences containing:
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—the main idea of the text;
— the origin of the name “ Bluetooth”.

17. Express you attitude to the facts given in the text. You may use the following
phrases:

1. It isfull of interesting information... .
2. | find the text rather/very cognitive... .
3. I'velearnt alot... .

4. | don't agree withiit... .

18. Say which facts presented in the text you' ve already been familiar with.

Part C

19. Look through the following text, define the information presented in it and entitle
the text.
Text C

Third Generation (3G) is a name for a set of mobile technologies, which use a
host of high-tech infrastructure networks, handsets, base stations, switches and other
equipment to allow cell phones to offer broadband wireless internet access, data,
video, live TV & CD-quality music services.

On the CDMA! platform the equivalent 3G networks are called CDMA-2000.
3G is turning phones and other devices into true multimedia players, making it
possible to download media rich content. and do full-scale banking on the move.
Japan was the first country to introduce 3G with the service there being called the
Freedom of Mobile Multimedia Access.

That uses wideband code division multiple access (W-CDMA?) technology
to transfer data over its networks. W-CDMA is not the only 3G technology.
Others include CDMAONne, which differs technically, but provides similar services.
The 3G services & phones are expensive and uptake of this market is expected to be low.

Micro payments will be possible via cell phones. The device will include the
calendar, radio, MMS®, video, TV, banking, camera, music and so on. A live video-
conference will ensure that 3G users don't need to be in office. Some of these services
are provided by existing networks but slow transfer speeds limit the possibilities.

Today there are over 70 commercial 3G operators around the world with the
service being popular in Japan, Sweden, the UK, Denmark and Australia.

Software developers are working on what they call Deep 3G, that is the future
standard higher than 3G also called as 3.9G or 4G.

Notes:

'CDMA - Code Division Multiple Access — MHOKeCTBEHHBIH JOCTYIT C KOJOBBIM
pa3/ieJICHUEM KaHaJIOB.

“W-CDMA — Wideband CDMA — mmpoxomnomnocusiiit CDMA.,

*MMS — Multimedia Message Service — ciyx0a Iepeadd MyJIbTHMEIHITHBIX
COOOIICHHH.
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20. Find the following information in the text:
— the name of the country which was the first to introduce 3G technology;

— the possibilities 3G technology gives to the users.

21. Prove the following point of view: 3G technology is popular all over the world.

UNIT VI
METROLOGY
Part A
Word List
available Iq'vellgbl/ JOCTYITHBIH
beneficial ["ben1'f1Sql/ 0JIC3HBIH, BBITOTHBIN
comparison /kqm'pxrIsn/ CpaBHCHHE
competitive Ikqm'petItlv/ COPCBHYOIIUICS
establish /1s'txbll S/ YUPEKIaTh, YCTAHABIMBATh
facilitate ffg'sttelt/ oberyartb
humidity /ju:'mlditl/ BJIQKHOCTh
implementation ["Implimen‘'tel Sqn/ BBITIOJTHCHHE
length /leNT/ JUIHHA
limit IMimlt/ OTPaHUYUTh
litigation I"1t1'gel Sgn/ TsKOa
measurement I'meZgmant/ usMepenue, pl. pazmepsl
metrology Ime'trPlgdZ1/ METPOJIOTHSI
mole Imqul/ MOJIb, MOJICKYJIa
precursor Ipri:'kg:sq/ PEIIICCTBEHHUK
recognize I'rekggnalz/ y3HaBaTh, IPU3HABATDH
require Ir'kwalg/ TpeOOBaThH
sweep [swi:p/ MECTHU
traceability ["trelsg'b 1t/ OTCJIC)KNBAEMOCTh
weight fwelt/ BEC
yield /ji:ld/ HPUHOCHTH, IaBaTh, yCTYINATh

1. Define the following words as parts of speech and give the initial words of the

following derivatives.
Measurement, scientific, quantitatively, qualitatively, acceptance,

relatively,

metrological, regional, standardized, applied, commonality, available, implementation,
acceptance, definition, specification, executive, responsibility.
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2. Fill in the gaps with words derived from the words in brackets.

1. The earliest forms of metrology were set up by ... (region) authorities.

2. Metrology was necessary for the ... (implement) of mass .... (product), ...
(equip) commonality.

3. Metrology was thus one of the precursors to the ... (Industry) Revolution.

4. Many inventions made it easier to ... (quantity) or ... (quality) assess physical
properties.

5. The discovery of many fundamental ... (science) principles could be applied to
standards of measurement.

6. Metrology was necessary for the ... (implement) of mass ... (produce).
3. Find words and phrases in the text which mean:

1) the science of measurement;

2) ameasure of length that is the basic unit in the metric system;

3) aunit of measurement of molecular weight;

4) the act of measuring or the process of being measured;

5) an arrangement of workers, machines and equipment in which the product
being assembled passes from operation to operation until completed;

6) completeness of the information about every step in a process chain;

7) the base unit of mass equal to 1.000 grams;

8) ancient times.

4. Translate the following sentences paying attention to the words in bold type.

1. The earliest examples of these standar dized measur es are length, time, and weight.

2. Many inventions made it easier to quantitatively or qualitatively assess
physical properties, using the defined units of measurement established by science.

3. Metrology was thus one of the precur sor s to the Industrial Revolution.

4. This system has gained unprecedented worldwide acceptance as definitions
and standards of modern measurement units.

5. These units are then established and maintained through various agencies in each
country, and establish a hierarchy of measurement standards that can be traced back
to the established standard unit, a concept known as metrological traceability.

5. Read the text and name the key pointsraised init.

History of M easurement

Metrology has existed in some form or another since antiquity. The earliest
forms of metrology were simply arbitrary standards set up by regional or local
authorities, often based on practical measures such as the length of an arm. The earliest
examples of these standardized measures are length, time, and weight. These standards
were established in order to facilitate commerce and record human activity.

Little progress was made with regard to proto-metrology until various scientists,
chemists, and physicists started making headway during the Scientific Revolution.
With the advances in the sciences, the comparison of experiment to theory required a
rational system of units, and something more closely resembling modern metrology
began to come into being. The discovery of atoms, electricity, thermodynamics, and
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other fundamental scientific principles could be applied to standards of measurement,
and many inventions made it easier to quantitatively or qualitatively assess physical
properties, using the defined units of measurement established by science.

Metrology was thus one of the precursors to the Industrial Revolution, and was
necessary for the implementation of mass production, equipment commonality, and
assembly lines.

Modern metrology has its roots in the French Revolution, with the political
motivation to harmonize units al over France and the concept of establishing units of
measurement based on constants of nature, and thus making measurement units available
“for all people, for al time”. In this case deriving a unit of length from the dimensions of
the Earth, and a unit of mass from a cube of water. The result was two platinum
standards for the meter and the kilogram established as the basis of the metric system
on June 22, 1799. This further led to the creation of the International System of Units,
This system has gained unprecedented worldwide acceptance as definitions and standards
of modern measurement units. Though not the official system of units of all nations, the
definitions and specifications of SI* are globally accepted and recognized. As early as the
1950s, businesses worldwide determined that there was a need to bring unity to
measurement in the manufacturing process. As a result, the International Organization of
Legal Metrology was created in 1955. Today, dozens of countries are members of the
organization and share a common goal, to unify manufacturing and business throughout
the world. The SI is maintained under the auspices of the Meter Convention and its
institutions, CGPM?, its executive branch CIPM?, andits technical institution BIPM*.

As the authorities on Sl, these organizations establish and promulgate the S,
with the ambition to be able to service all. This includes introducing new units, such
as the relatively new unit, the mole, to encompass metrology in chemistry. These
units are then established and maintained through various agencies in each country,
and establish a hierarchy of measurement standards that can be traced back to the
established standard unit, a concept known as metrological traceability.

Notes:

'S —the International System of Units — cuctema exuam (CH).

’CGPM — the General Conference on Weights and Measures.

*CIPM — the International Committee for Weights and M easures — MextyHapoIHbIii
KOMUTET MCP U BCCOB.

“BIPM — the International Bureau of Weights and Measures — MesxayHapoaHoe
010pPO MEpP U BECOB.

6. Choose the correct answer to the following questions.

1. What were the earliest forms of metrology?
a) meter and kilogram;
b) the mole;
c) arbitrary standards set up by local authorities.
2. What were the earliest examples of standardized measures?
a) length, time, and weight;
b) the length of an arm;
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c) atoms, electricity, thermodynamics.
3. What was the concept of the French Revolution?
a) to establish the metric system;
b) to harmonize units all over France and to establish units of measurement
based on constants of nature;
C) to create the International System of Units.
4. When were the standards for meter and kilogram established?
a) onJune 22, 1979,
b) on June 22, 1799;
c) onJune 22, 1977.
5. The International Organization of Legal Metrology was created in:
a) 1799;
b) 1955;
c) 1957.
7. Read the following statements and say whether they are true or false. Correct
the false ones.

1. The standards of length, time and weight were established in order to facilitate
commerce and record human activity.

2.During the Scientific Revolution scientists, chemists, and physicists made little
progress in metrology.

3.Kilogramis a unit of mass from a cube of ail.

4.Metrology is vital for the implementation of mass production, equipment
commonality, and assembly lines.

5.0ne of the aims of modern metrology is to make measurement units available
“for all people, for all time”.

6. The International Organization of Legal Metrology was created in 1958 to bring
unity to measurement in the manufacturing process.

7.9l introduced the relatively new unit, the mole, to encompass metrology in
chemistry.

8.Metrological traceability is the property of the result of a measurement whereby
it can be related to standards, through a chain of comparisons.

8. Match the parts to complete sentences.
1. The comparison of experiment a) the Industrial Revolution.

to theory required... b) globally accepted and recognized.

2. Metrology was one of the predecessorsto ... ¢) to bring unity to measurement.

3. The concept of establishing units

: d) arational system of units.
of measurement led to the creation of ...

i e . e) the International System of Units.
4. The definitions and specifications

of Sl are...
5. In 1950s there was a need...
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9. Read the text. There are 4 paragraphs in it. Match an appropriate title with the
corresponding paragraph. One title is odd.

1) The subfields of metrology;
2) The concept of metrological traceability;
3) The origin of metrology;
4) Modern metrology and its institutions;
5) Metrology and the Scientific Revolution.
10. Make the description of traceability. Use information in the text.

Part B

11. Look through text B and choose the title.

1) Branches of Metrology;
2) Metrology Conventions;
3) Mechanical Metrology.
12. Divide the text into logical parts. In each part find the key sentence.

13. Find the paragraph in the text which describes electromagnetic metrology.
Text B

With so many countries competing for the market share of manufacturing
business, metrology is essential to keep the market competitive. Having unified
measurements can help with repair costs in the future and ensure that products can be
used worldwide without difficulty. Many organizations hold international
conventions where metrology members can share ideas and concerns, and compare
notes. These metrology conventions are becoming a popular means for unifying the
wide array of measurements used throughout the world.

Electromagnetic metrology members spend their time unifying the
measurements for radio waves, temperature, humidity, radioactivity, DC frequency,
fiber optics, photometry, and ionizing radiation. Those who participate in
electromagnetic metrology work toward creating a unified version of electrical
voltage and currents. Without electromagnetic metrology, every country creating
parts for electronic equipment would use different electrical measurements. Products
would break down easily or fail to work. Accurate measurements of temperature and
humidity are also necessary to prevent energy waste in heating and cooling products.

Over the past decade, there has been an increased need for metrology in
chemistry labs. Metrology of chemistry makes it possible to create strong processes
for quality control of many goods manufactured worldwide. As pollution controls
increase, there is an intense need to regulate worldwide emission controls. Metrology
of chemistry helps ensure that different countries utilize chemicals in a manner that
protects the environment. Chemistry metrology helps define standards to be used in
gas/air mixtures, gas analyzers, inorganic materials, spectrometry, and microanalysis.
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Mechanical metrology concentrates on standardizing acoustics, force/pressure,
vibration, volume, density, and dimensions. As Asian companies begin sweeping the
country in terms of inexpensive manufacturing, other companies are relying on
mechanical metrology to help them compete. With a set of standards in place,
customers can buy products from any country and know they will be getting parts
with universal measurements. This helps keep repair costs competitive.

14. Name the main problems discussed in the text.

15. Find the sentences containing information about a unified version of electrical
voltage and currents and pollution control.

16. Express your attitude to the facts given in the text. You may use the following phrases:

1. Itisfull of interesting information... .
2. | find the text rather/very cognitive... .
3. I'velearntalot ... .

4. | don't agree withit ... .

17. Make a questionnaire to the text and interview your partner on the problem
raised in the text.

Part C

18. Read the title of the text and say what information is presented in it.
19. Scan the following text and say what problemis described in the text.

Metrology in Society

Sufficiently correct measurements are essential to commerce. About nine out of
every ten people working in metrology specialize in commercial measurement, most
at the technician level. Correct measurements are beneficial to manufacturing, but
other methods are available and sometimes are more appropriate.

Metrology has thrived at the interface between science and manufacturing.
Aerospace, commercial nuclear power, medicine, medical devices and semiconductors
rely on metrology to translate theoretical science into mass produced reality.

The basic concepts of metrology are deceptively simple. Metrology is seldom
recognized for its significance and is rarely taught in a systematic manner above the
technician level. Within most businesses, metrology core beliefs such as recording all
setups and observations for possible future reference are opposed to the general
business practice of minimizing recordkeeping to limit litigation effects.

The nature of engineering and engineering education in general is changing.
Judgment development will replace skills conclusively yielded to computers between
1960 and 2000. Hopefully, metrology will take its rightful place in judgment
development in the future.

20. Say where the presented information can be used.
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21. Speak on one of the following points to your partner.

1. Correct measurements are beneficial to manufacturing.

2. Metrology has thrived at the interface between science and manufacturing.
3. Metrology is seldom recognized for its significance.

4. Therole of metrology in judgment development.

UNIT VII
WIRELESSAND WIRED NETWORKS
Part A
Word List

accomplish lgkPmpl1S/ BBITIOJTHATH, COBEPIIIATH
bandwidth ['bxndwidT/ 10JI0Ca YaCTOT, MOJI0Ca MPOIYCKaHMS,

HIMPHHA TOJIOCHI
branch lorQ:ntS/ oTIeICHUE, PUITHAII, MOApa3IeICHUE
forgo IfO:'gqu/ OTKa3bIBaThCS, BO3AEPKUBATHCS
deploy [dI'plP1/ pa3BepThIBaTh, UCIOJIB30BATh
dial-up ['dalglAp/ JMCKOBBIN HA0OD
eliminate /I'[ImInelt/ yCTPaHATh, NCKIIIOYATh
emerge /Imq:dZ/ MOSIBJISATHCS, BOSHUKATh
foot the bill ['futDg'b I/ OpaTh pacxobl Ha ceOsl, pacIIauuBaTHCS
gobble I'gPbl/ HOTJIONIATh
Intercept ['Intgsept/ nepexBaThiBaTh (CUrHaN), J00BIBATH

HE3aKOHHBIM IyTeM (MHGOPMAIIHIO)
intrude /In'tru:d/ BTOPraThes
linger /"I Ngo/ 3aCHDKUBATHCS, 3a]ICPKUBATHCS
obstruction lgb'str AkSan/ NPENATCTBUE, 3aTPYAHCHHE
outlet [autlet/ TOpProBas TOUKa, Mara3uH
power drain ['paug'dreln/ OTPeOJICHHE MOIIIHOCTH
sophisticated [sqflstikeltld/ | cmoskHBIN, COBpEMEHHBIH, TEPEIOBOM
stall [stO:l/ OCTaHABJIMBATHCS, CTOMIOPUTHCS
tech-savvy ['tek'sxvl/ CO00pa3HUTEIbHBIN, HAXOTIYMBBIH,

CMBIIILICHBIH
vendor ['vendO:/ MIPOJIaBeIl, TOPTOBEI]
Wi-Fi hot sport TOYKa OECIPOBOJIHOTO OCTyIa B IHTepHET




1. A. Complete the parts of the table where you see dots (...).

Verb Noun Noun agent Adjective
to connect
supporter
.. productive
installation
subscriber
to apply
" encryption "
employer
to deploy deployment
provider
to receive
intrusion
to intercept
maintainable

B. Complete the table below.

accomplish

operation
construct

decryption
add
involve

emergence
allow
require

prevention

2. Translate the following sentences paying attention to the words in bold type.

1. Virtual Private Networks (VPNSs) also prevent the data from being inter cepted
by unauthorized third parties.

2. Small businesses can install either a software-based VPN on their servers or an
appliance that requires minimal 1T skills for installation and maintenance.

3. Some vendors offer easy-to-use plug-n-play appliances that don't require
sophisticated skills to install and maintain them.

4. You are using VPNs because you want round-the-clock access to your
company data.

5. Subscribing to VPN services also eliminates the need for any internal I T staff to
manage the VPNSs.

3. Find out the equivalents to the following words and word combinations in
paragraphs 2 and 3 of the text below.
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KonupoBanue, ynajieHHbli, oOecrneunBaTh, pPEHTAOCNIbHBINA, CETh OOIIEro
MOJB30BaHMS, BTOPKEHHE, MNPEAPACIONOKEHHBINA, JOPOTrOCTOSIINM, BBIMIOJHSATD,
JOTIOJTHUTENIbHBIN YPOBEHD, IO3TOMY.

4. Match the words with their definitions.

1) VPN a) anew network technology that supports

2) remote access multiprotocol virtual networks;

b) to copy or transfer (data or a program) into the memory

3) encryptin
) YRR of one’s own computer from another computer or the

4) download Internet:
5) firewall c) anetwork that uses the Internet to transfer
6) tunneling protocol information using secure methods;

d) a computer system that isolates another computer from
the Internet in order to prevent unauthorized access;

€) an access to a computer from a physically separate
terminal;

f) putting (a message) into code.
5. Read the text and find the definition of a VPN.
6. Read the subtitles and name the key points raised in the text.

What isa VPN?

1. As prices come down, virtual private networks are becoming a good small
business option to connect remote employees. It's easy to spend half the time out on
the road these days. But to do business, you need access to applications and
documents back on the company network. And you need them via remote access that
won’t compromise security or break the bank.

2. Thankfully, secure, cost-effective remote communication can be accomplished
viaavirtual private network (VPN). A VPN is a private network that connects a remote
computer to the home network via a public network such as the Internet. Using a public
network like this makes the operation much less costly and therefore more affordable for
small or mid-size businesses than constructing a private network.

3. Yet even on the Internet, which is prone to intrusion and hacking, VPNs
ensure privacy via encryption technology, tunneling protocols, and security
procedures. “In effect, the protocols, by encrypting data at the sending end and
decrypting it at the receiving end, send the data through a ‘tunnel’ that cannot be
‘entered” by data that is not properly encrypted”, says Paul Stamp, of Forrester
Research, a Cambridge, Mass. research firm. “ An additional level of security involves
encrypting not only the data, but also the originating and receiving network addresses”.

Connecting remote employees

4. Many businesses are using virtual private networks to connect remote
employees. According to the Gartner group, of Stamford, Conn., small businesses
rate security technologies among the top three IT initiatives in the past year. More
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small businesses will increase their spending on security software this year than all
other software categories, according to Forrester.

5. Small businesses can use the VPNs to access their IT systems remotely in a
secure manner, says Anil Miglani, senior vice president of AMI Partners, of New
York, a research company. “Thus, employees can connect to their e-mail as well as
other business applications and also download data from their company servers even
while traveling or working from home’, he says. “Similarly, small businesses can
transfer data to and from their branches in a safe and secure manner. This increases
productivity and also lowers the total costs’.

6. VPNs allow only authorized users to access the company data and also
prevent the data from being intercepted by unauthorized third parties. “In anerawhen
businesses are trying to increase their productivity while also ensuring the security of
their data, VPNs have emerged as a critical tool”, Miglani says.

What tolook for in VPNs

7. VPNs come in different forms. Small businesses can install either a software-
based VPN on their servers or install an appliance that requires minimal IT skills for
installation and maintenance. Also, businesses can forgo on-site VPNSs altogether and
subscribe to VPN services offered by third parties.

Miglani offers advice for what a small business should look for when
deploying a VPN:

— ease of use. There are many vendors that offer easy-to-use plug-n-play
appliances that don't require sophisticated I T skills to install and maintain them;

— security. Install afirewall to increase the security. Most VPNs do come with
firewalls;

— monitoring. Make sure that your VPN service provider offers 24x7
monitoring and management;

— customer support.-Make sure that the service provider offers 24x7 customer
support. You are using VPNs because you want round-the-clock access to your
company data. If something goes wrong, you shouldn't have to wait for the problem
to be resolved;

— capacity. Make sure that the solution will support the number of users your
business has and will also support the required bandwidth to support all those users;

8. In addition, telecom companies offer VPN services as a subscription.
“ Subscribing to VPN services allows small businesses to minimize their upfront costs and
also eliminates the need for any internal IT staff to manage the VPNS’, Miglani says.

7. Read paragraph 3 and explain how a VPN ensures the security of information.

8. Look through paragraph 7 and say what a small business should take into
consideration when deploying a VPN.

9. Match the letter of the correct answer to the following questions.

1. Why are VPNs getting a good option for small businesses?
a) because the pricesrise;
b) because VPNs are attractive for employees,
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) because the costs decrease.
2. What do small businesses use VPNs for?
a) to hire new personnel;
b) to increase productivity;
C) to invest money in modern I T technologies.
3. How can a VPN provide secure access to the company servers?
a) by encrypting data;
b) by decrypting data at the receiving end,;
c¢) by the interception of the incoming information.
4. What does subscribing to VPN services allow small businesses to do?
a) to use VPN services free of charge;
b) to lower their upfront expenses,
c) to have quick but limited access to the company data.

10. Read the following statements and say whether they are true or false.

1. A virtual private network can provide secure, cost-effective remote
communication.

2. A VPN, using the Internet, makes the operation more expensive and more
affordable for small and mid-size businesses.

3. Privacy of VPNs s ensured by encryption technology, tunneling protocols and
security procedures.

4. The protocols send only the properly encrypted data through the channel.

5. Only authorized users have access to the company data via VPNSs.

6. Few VPNs are sold with firewalls.

11. Match the parts to complete the sentences.

1. Many businesses are using virtual @) you want round-the-clock access to
private networks your company data.

2. Make sure a VPN will also support b) applications and documents back on

3. You are using VPNs because the company network.

4. To do business you need access to c¢) while traveling or working from home.

5. Employees can connect to their ) tOconnect remote employees.
e-mail and other business applications  €) 24° 7 monitoring and management.

6. Make sure that your VPN service f) the required bandwidth to support all
provider offers the users.

12. Make an outline of the text.

13. Using the information from the text speak about a VPN and its importance for a
small business.

Part B

14. Look at the title. Make your predictions about the contents of the text.
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15. Read the text and write out key words and phrases revealing the contents of the text.
16. Divide the text into logical parts. In each part find the key sentence.
17. Find sentences which can be omitted as inessential in each logical part.

Why Wi-Fi?

By Anne Stuart

Unless you' ve been living under a rock for the past year or so, you ve seen the
term “Wi-Fi”. You ve probably figured out that it’s shorthand for “wireless fidelity”.
You may even know that it's got something to do with accessing the Internet or a
private network through the air instead of through cables.

What you' re probably still wondering is: Why should | care?

Because chances are that, within the next year or so, you' Il use Wi-Fi regularly
at work, at home, or on the road. Y ou may well depend on Wi-Fi as much as you do
on your cell phone, your laptop computer, or your personal digital assistant (PDAY).

In fact, all those devices increasingly come ready to work with Wi-Fi. That
means the next time you invest in hardware, you're likely to invest in the Wi-Fi |abel
aswell. So it makes sense to learn what Wi-Fi does well —and where it still needs work.

Wi-Fi refers to products certified to work with the high-tech industry’s global
standard for high-speed wireless networking. Hardware carrying the Wi-Fi logo has
passed rigorous testing by the Wi-Fi Alliance, atrade association based in Mountain
View, Calif. Certification means that, regardless of which company manufactured it,
the equipment should play nicely with ether Wi-Fi devices and networks.

As Wi-F compatibility grows — to date, the alliance has certified nearly
865 products — so has its popularity. Currently, about 4.7 million Americans regularly
use Wi-Fi, according to Stamford, Conn.-based research group Gartner Inc. In four
years that figure will grow to 31 million users in the United States alone.

Why is Wi-Fi so widespread and what's in it for businesses?

It's fast. Wi-Fi's latest version is many times faster than DSL or cable
connections, and literally hundreds of times faster than those old dial-up connections.
That's particularly handy when you're working on the run, on the road, or from
home. If you' ve ever watched seconds tick by while watching Web pages load, you' Il
appreciate the potential productivity gain.

It’s convenient. As soon as a Wi-Fi-equipped device is within range of a base
station,.it's online. With no wires, you can move your laptop computer from place to
place — for instance, from your office to a conference room down the hall — without
losing your network connection. When traveling, you can set up shop any place
equipped with a Wi-Fi network: another company’s office, a hotel room, or a
convention center.

It’s everywhere. Public Wi-Fi access sites — or “hot spots’ — are spreading very
fast. They're in bookstores, airport lounges, fast-food restaurants (including some
McDonald’'s and Schlotzky’s Deli outlets), and coffee shops (including many
Starbucks outlets). In addition, local merchants from Cincinnati to Athens, Ga., to
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Portland, Ore., are footing the bill for bigger hot spots, accessible throughout a
business district or neighborhood.

Some companies charge for hot-spot use; others offer free access. All hope
they’'re creating environments where tech-savvy customers will linger — and,
presumably — spend more money on coffee, books, sandwiches, or whatever the hot-
spot host sells. Does the idea pay off? Overal, it's too early to tell. Ultimately, the
answer will affect how fast the public hot-spot market heats up. Recently, IDC, the
Framingham, Mass.-based research company, estimated that the number of
commercial Wi-Fi sites would grow 57 % annually over the next five years — but
warned that the market is young, volatile, and based on unproven business models. In
other words, if hot spots don’t generate revenue, expect that growth rate to stall.

For all its wonders, the Wi-Fi world comes with some drawbacks. Among them:

Range: Although you lose the wires, you're still limited to the base station’s
range, typically 75 to 150 feet indoors and a few hundred feet outdoors, depending on
equipment, radio frequency, and obstructions.

Power drain: Networks using early versions of Wi-Fi technology tend to
guickly gobble power — a disadvantage for battery-dependent laptop users.

Inter ference: Nearby microwave ovens and cordless phones, particularly older
models, can slow down Wi-Fi transmissions.

Security: Here's the downside of providing fast, easy access. outsiders can
sometimes get into your wireless networks as fast and easily as you can. Check with
hardware vendors about the latest security precautions and products. The Wi-Fi
Alliance currently recommends using Wi=Fi Protected Access (WPA?) technology,
which both authenticates users and encrypts data. Look for even tougher security
measures within the next year.

Notes:
'PDA — personal digital assistant — repcoHAIBHBIN CEKpeTaph, KApMaHHBI KOMIIBIOTED.
“WPA — Wi-Fi Protected AcCess — 3amuieHHbIH GecIpOBOLHOM 1ocTyI B HTEpHET.

18. Explain what Wi-Fi means and why it is so widespread.

19. Make questions to the text.

20. Name the disadvantages of Wi-Fi at the present moment.

21. Say what new information you have learnt from the text.

22. Qumup the text using the key words and word combinations and the topical sentences.

Part C

23. Look through the following text, define the information presented in it and entitle
the text.

Text C

More than 50 percent of small companies operate local area networks to help
them do business more efficiently. Should you invest in a LAN or outsource?
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A local area network (LAN) is a collection of computers and other devices
connected to each other to enable communication and sharing. Small and mid-size
firms that outgrow a few PCs and the physical sharing of disks often upgrade to
LANSs in order to facilitate collaboration and the sharing of business tools.

LANSs started in the early 1980s as a way to share documents and printers easily.
On a LAN, not every worker needs his or her own printer — one printer can serve a
workgroup or office. By hitting “print” from within Microsoft Word, for instance, the
print request travels across the network to the shared printer.

In the same fashion, an application running on one computer — dubbed a
server — can be shared among computers, sometimes called clients. The server
becomes a location where files are stored, applications are centrally. managed, and
access to files and resources is granted only to those who have the proper rights.

A LAN has the distinction of being in a smaller area — hence the name local —
and that makes it ideal for a small business. When a computer network extends
beyond a building or a campus or a small area via telecommunication lines, it
becomes a wide area network (WAN).

Before wireless technology made untethered communication possible, LANS
were created by using cables to connect computers to each other. Now, LANSs are
often a combination of wired and wireless connections.

A LAN comprises the software that allows the sharing of applications and devices,
and also the hardware, meaning the physical connections. Most networks are linked using
Ethernet cable, which operates at various speeds, from ten megabits per second to up to
ten gigabits per second. Other hardware components of a LAN are hubs, bridges, and
routers. A hub consolidates the connection of various computers into a central location.

Ethernet cable has physical limitations — the signal traveling over the wires can
lose its integrity if the distance is too far. Bridges help extend and segment the network.
And routers determine where requests are going and speed them to their destination.

More than 53 percent of small businesses have adopted some form of a LAN,
says Laurie McCabe, vice president of AMI Partners, a New Y ork-based research
firm. Of those small businesses that are using LANS, 76 percent are using a server-
based network, as opposed to a peer-to-peer network, where PCs are connected and
share resources without a central server.

At some small businesses, a LAN is built the way it has been for decades. a
server or servers run software and manage user accounts. But the notion of a LAN is
changing, says Michael Dortch, principal business analyst with the Robert Francis
Group. Businesses are considering moving away from physically running and
managing applications on a server in the office, and instead paying someone to run
the applications for them. The concept of a server is still there, only the server may be
in another city or country. The connections from desktop PC, or client, to the server
are Internet connections, not wired ones.

“SMBs' don’t want or need LANSs, any more than they want or need PCs’,
Dortch says. “What they want and need is simple, consistent, affordable access to the
IT-empowered tools and resources that help them to do business effectively and
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successfully. Growing numbers of SMBs are looking to hosted services as
alternatives to physical LANs they have to implement and manage themselves’.

Notes:
'SMB — small-to-medium business — masbie 1 cpeHre TPEATPUSTHS.

24. Find the following information in the text:

1) what LAN is;
2) how LANs work;
3) why LANs work for small businesses.

25. Say what you have learnt about LANS.

UNIT VIII
MULTICHANNEL COMMUNICATION SYSTEMS
Part A
Word List
aleviation 9"livl'el San/ o0JierdyeHue; CMAr4eHNe
amplifier I'xmplIfalg/ YCUJIUTEIb; JTMH3a
band [bxnd/ TM0JI0Ca YaCTOT
coherence /kqu'h Igrgns/ CBS3b; CLCIUICHHUE; CBI3HOCTD
comprise /kqm'pralz/ BKJIFOYATh; 3aKJII0YaTh B ceOe
conventional Ikgn'venSanl/ OOBIYHBIH
crosstalk I'krPs"tLk/ MEPEeKPECTHBIC TOMEXHU
deploy [d1'plP 1/ pa3BepTHIBAHUE; PA3BEPTHIBATH;
IPUBOJIUTH B ICHCTBHE
designated ['dezlgneitld/ OIpeIeIAeMblii, Ha3HAYCHHBIN
deviation ["di:vI'el Son/ OTKJIOHCHHE; OTCTYILUICHHE
domain /dqu'mein/ JIOMEH, 30HAa
implementation ["implimen‘teiS(q)n/ BBIIOJTHCHHE, OCYIIIECTBICHUEC
embodiment /Im'bPd Imgnt/ BOILIOIIECHHUE, OJUICTBOPCHHUE;
00beIMHEHUE
enhance /In'hQ:ns/ YBEIMUNBATh; YCUIINBATh
feasible ['fi:zqbl/ BBIIMOJTHUMBIH; OCYIIECTBUMBIIA;
UCIIOJTHUMBIH
Impairment /1m'peqmant/ YXYAIICHUE; TOBPSKICHHUE
induced /In'dju:st/ BBI3BAHHBI; BHIHYKICHHBIN
multiplex I'mAltipleks/ MHOTOKPATHBIH; CIIOXKHBIH;
COCTaBHOM
orthogonal /O:'TPganl/ TPSIMOYTOJIBHBIN; OPTOTOHATBHBIH
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1. Define the following words as parts of speech and give the initial words of the
following derivatives.

Conventional, employer, carrying, emitted, systems, amplifier, development,
modulated, internationally, converting, increasing, frequencies, transparency,
significantly, requirement, useful, particularly.

2. Read the following words in each line and define their roots. Translate the words
into Russian:

1) currently, current, currency;

2) optical, optics, optician;

3) plurality, pluralism, plural;

4) interconnected, interconnect, interconnection;

5) modulate, modulation, module;

6) converting, convertible, convertibility, converter, convert;

7) compensation, compensator, compensative, compensate;

8) conventional, conventionalism, conventionality, conventionalize;
9) frequency, frequentative, frequenter, frequent;

10) separate, separation, separatism, separator.

3. Fill in the gaps with words derived from the words in brackets.

1. Wavelength division multiplexed (WDM) communication systems though ...
(significant) enhancing capacity of communication networks have certain technical
limitations.

2. Broadening the spectral band of the optical amplifier ... (requirement) new
types of amplifiers operating in a wider band than conventional erbium-doped fiber
amplifiers (EDFAS).

3. To reduce spacing between WDM channels, new WDM transmitters,
multiplexers and demultiplexers should be ... (use) with narrower transmission band
and tight performance specifications which are not commercially available at this time.

4. The effect of four-wave mixing is ... (intensify) as the number of equally
spaced channels increases and as the power per channel increases.

5. Nonlinear effects in the optical link, ... (particular) four-wave mixing, cause
channel crosstalk and lead to significant performance degradation for the overall system.

4. In paragraphs 1 — 4 find the words similar in meaning to the following ones.

One, nowadays, connections, filament, great number, include, embrace, different,
turning into, use, development.

5. Read the text and name the problems considered in it.
M ethods of Multiplexing Data

1. Conventional optical fiber communications systems employ optical fibers to
transport information in optical telecommunication networks. An electrical signal carrying
information is used to modulate the light emitted by an optical source, typicaly a laser
diode. The modulated light is then propagated through an optical fiber link comprising, in
modern systems, at least one erbium-doped fiber amplifier (EDFAY) and, in some systems,
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dispersion compensation modules (DCM?). The light emerging from the optical fiber link
illuminates an optical detector converting the information encoded on the optical signal
back into an electrica signal. In early development stages of optical communication
systems, the only way to increase the bit rate was to increase the modulation speed of the
laser. In the later evolution of multichannel fiber transmission systems, two distinct
methods of multiplexing data have been introduced: wavelength division multiplexing
(WDM?) and coherence division multiplexing (CDM?).

2. Currently, WDM communication systems are the only multichannel optical
systems deployed commercially. To increase the optical fiber capacity, WDM
communication systems employ multiple lasers and wavelength-selective passive
components to multiplex and demultiplex a plurality of distinct optical channels
onto a single fiber. A plurality of laser sources, each modulated by a single
information channel, have distinct frequencies lying on an internationally agreed
frequency grid, and are typically separated by 50, 100 or 200 GHz within the
transparency range of the optical fiber.

3. A traditional WDM communication system comprises a plurality of WDM
transmitters, a wavelength division multiplexer and a wavelength division demultiplexer
Interconnected by an optical link, and a plurality of WDM optical receivers.

4. Each WDM transmitter operating at a specified distinct wavelength is capable of
accepting an electrical input carrying an information channel. |f the information channel is
coded in an optical domain, then the optica signals have to be converted into an electrical
domain by plurality of transponders to drive WDM transmitters. The number of individual
information channels in modern WDM communication systems varies from 8 to 128.

5. A conventional optical link comprises one or more spans. Each span customarily
comprises at least one optical amplifier (EDFA), a segment of optical fiber, and,
optionally, a dispersion compensation module (DCM). The number of spans depends on
the WDM system design and length of the transmission line. For a conventional long haul
link, each span has a length of between 80 and 120 km. The maximum length of a link,
which is determined by the requirement to regenerate the optical signal, is typically about
600 km. The multiplexed optical signal transmitted via the optical link is routed to the
wavelength divison demultiplexer for demultiplexing back into individual channels. In
each individual channel, the optical signa is received and detected by a respective WDM
receiver. A number of WDM receivers corresponds to the number of WDM transmitters.
Each WDM optical receiver detects the respective optical signal and processes it to
provide recovered clock and data for the subsequent system electronics.

6. WDM communication systems though significantly enhancing capacity of
communication networks have certain technical limitations. To add more WDM channels
to the system, one has to broaden the optical bandwidth determined by the spectral band of
the optical amplifier, or reduce spacing between the adjacent channels. Broadening the
spectral band of the optical amplifier requires new types of amplifiers operating in awider
band than conventional EDFAs. To reduce spacing between WDM channels, new WDM
transmitters, multiplexers and demultiplexers should be used with narrower transmission
band and tight performance specifications which are not commercially available at this
time. In multichanned WDM systems, a substantial inventory of spare parts is required
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with specific optica characteristics, such as WDM transmitter wavelength. Beyond these
technological difficulties, there are principal limitations, such as nonlinear effects and
optical dispersion. Nonlinear effects in the optica link, particularly four-wave mixing,
cause channel crosstalk and lead to significant performance degradation for the overall
system. The effect of four-wave mixing is intensified as the number of equally spaced
(in frequency) channels increases and (or) as the power per channel increases. Non-zero
fiber dispersion is vital for minimization of nonlinear effects. In some types of the optical
fiber, such as Dispersion Shifted Fiber (DSF°) having low dispersion in the range of
1550 nm, multichannel WDM transmission is not feasible.

Notes:
'EDFA — erbium-doped fiber amplifier — ycuiamrens Ha ONTHYECKOM  BOJIOKHE,
JIETUPOBAHHOM MOHAMH DPOHS.

DCM - dispersion compensation modules — Moayib KOMITEHCAIIUH TUCTICPCHH.

WDM —wavelength division multiplexed — MYJIBTHILICKCHPOBAHUE
(MyJTBTHILICKCUPOBAHHBIN) C pa3/IeJIEHUEM IO JUTMHE BOJIHBI.
*CDM - coherence division multiplexed — MYJIBTUILICKCUPOBaHUE

(MyJIbTHUILICKCUPOBAHHBIN) C pa3eICHUEM M0 KOTECPEHIIHH.
°DSF — dispersion shifted fiber — BoiokHO co cMemeHHOMH AucTIepCHeii.

6. Match the letter of the correct answer to the following questions.

1. What do conventional optic fiber communication systems employ to transport
information in optical telecommunication networks?
a) ametallic waveguide;
b) atmosphere;
c) optical fibers.
2. What is used to modulate the light emitted by an optical source?
a) magnetic field;
b) an electrical signal carrying information;
c) radioactive isotopes.
3. What does the light emerging from the optical fiber link illuminate?
a) an oscillator;
b) radioactive material;
c) anoptical detector.
4. What was the only way to increase the bit rate in early development stages of
optical communication systems?
a) to increase the modulation speed of the laser;
b) wavelength division multiplexing (WDM);
c¢) coherence division multiplexing (CDM).
5. What communication systems are the only multichannel systems deployed
commercially nowadays?
a) coherence division multiplexing (CDM);
b) dispersion compensation modules (DCM);
¢) wavelength division multiplexing (WDM).
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7. Read the following statements and say whether they are true or false. Correct the
false ones.

1. Nowadays WDM communication systems are not the only multichannel
optical systems used commercially.

2. To reduce the optical fiber capacity, WDM communication systems use a lot
of lasers and wavelength-selective passive components to multiplex and demultiplex
aplurality of distinct optical channels onto a single fiber.

3. A conventional WDM communication system consists of a plurality of WDM
transmitters, a wavelength division multiplexer and a wavelength division demultiplexer
interconnected by an optical link, and a plurality of WDM optical receivers.

4. Each WDM transmitter operating at a specified distinct wavelength can
accept an electrical input carrying an information channel.

5. If the information channel is coded in an optical domain, then the optical
signals do not have to be turned into an electrical domain by plurality of transponders
to drive WDM transmitters.

6. The number of individual information channels in* modern WDM
communication systems varies from 8 to 64.

8. Match the parts to complete the sentences.

1. A conventional optical link comprises a) one optical amplifier (EDFA), a
segment of optical fiber, and,
optionally, a dispersion compensation
module (DCM).

b) about 600 km.
4. For a conventional long haul link, each ©) certaintechnical limitations.

span has alength of d) the WDM system design and
length of the transmission line.

2. WDM communication systems though
significantly ~ enhancing  capacity  of
communication networks have

3. Each span customarily comprises at |east

5. The number of spans depends on
e) the number of WDM transmitters.

7. The maximum length of a link, which is ) Petween 80 and 120 km.
determined by the requirement to regenerate Q) one ore more spans.
the optical signal, istypically

6. A number of WDM receivers corresponds to

9. Using information of paragraphs 1 — 4, name advantages of a WDM communication
system.

10. Make an outline of the text.
11. Make a short summary of the text in written form using your outline.

Part B

12. Scan the text and choose the best title for it.
1. The advantages of WDM systems.
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2. The advantages of the present invention.
3. The advantages of optical devices.
4. The advantages of CDM channels.

13. Read the text and find out the topical sentences of the paragraphs.
Text B

In the present invention, the system and method employing both wavelength and
coherence division multiplexing address the limitations of the existing WDM technology.
The invention utilizes the benefits of existing WDM systems and enhances their
capacity to atheoretical limit. It is a principal advantage of the present invention that
impairments of WDM and disadvantages of CDM communication systems are
substantially diminished or eliminated by loading one or more WDM transmission
channels with a plurality of CDM transmission channels, and using an optical spectral
range of one WDM channel for transmitting multiple CDM channels.

It is yet another significant advantage of the method and system of the present
invention that the overall count of transmission channels is substantially increased,
and the number of CDM channels added or dropped can be varied without changing
the WDM physical infrastructure.

It is still another important advantage of the present invention that it utilizes a
specially designed broadband optical source characterized by substantial noise
reduction compared to the conventional broadband source used in the conventional
CDM communication systems.

The invention provides a multichannel optical communication system for
transmitting optical signals via an optical fiber. The system comprises a plurality of
individual WDM transmission channels. A desired number of individual WDM
transmission channels of this plurality is selected for transmission of WDM optical
signals. Each WDM optical signal is transmitted via respective WDM transmission
channel on a unigue wavelength within a designated bandwidth. At least one WDM
channel is assigned to transmit CDM optical signals. For CDM transmission, a CDM
transmission unit is disposed within this at least one WDM transmission channel. The
CDM transmission unit comprises one or more CDM transmission channels for
transmitting CDM optical signals within the designated bandwidth of assigned at
least one individual WDM transmission channel.

A broadband optical source significantly different from conventional broadband
sources is used for transmitting CDM optical signals within one WDM transmission
channel. According to one embodiment of the present invention a broadband optical
source having continuous spectrum within one WDM channel comprises a
semiconductor optical amplifier (SOA) for reducing relative intensity noise (RIN)
originated from beating between different frequency components of this spectrum.
According to another embodiment of the present invention a broadband optical
source with reduced RIN has a discrete spectrum with equally spaced individual
spectral lines wherein spacing between the spectral lines exceeds an electrical
detection bandwidth of transmitted CDM optical signals.
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The invention provides a method of multichannel optical transmission via
optical fiber. According to the method, a plurality of individual WDM transmission
channels is provided. A requested number of individual WDM transmission channels
are selected for transmitting WDM optical signals. At least one WDM transmission
channel is selected for transmitting CDM optical signal within a designated range of
wavelengths assigned to this channel. A light beam is generated by a broadband
source within the spectral range of this WDM transmission channel. This beam is
split into a plurality of optical paths, one path chosen as a reference path, and other
paths assigned to CDM transmission channels. In each CDM channel, the light beam
Is phase modulated and delayed by several coherence times relative to the reference
path and other CDM channels. At the output of the optical link WDM and CDM
channels are demultiplexed, and information channels detected.

14. Name the main problems of the text.
15. Make guestions to the text.
16. Expressyour attitude to the facts given in the text. You may use the following phrases:

1. It isfull of interesting information... .
2. | find the text rather / very cognitive... .
3.I'velearnt alot ... .

4. | don't agree with it... .

17. Say which facts presented in the text you’ ve already been familiar with.

18. Give your point of view on the possibility of using presented in the text
information in your future profession.

Part C

19. Scan the following text and say what problemis described init. Entitle the text.
20. Read the text and arrange the following items of an outline:

a) Advantages of OFDM;

b) Frequency division multiplexing;

c) FDM Applications in Industry;

d) Orthogonal Frequency Divison Multiplexing (OFDM).

Text C

Digital communications systems require each channel to operate at a specific
frequency and with a specific bandwidth. In fact, communication systems have
evolved so that the largest amount of data can be communicated through a finite
frequency range. Frequency division multiplexing (FDM?) and orthogonal frequency
division multiplexing (OFDM?) are able to effectively utilize the frequency spectrum.
OFDM systems are currently being implemented in some of the newest and most
advanced communications systems.
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Frequency division multiplexing (FDM) involves the allocation of each channel to
a unique frequency range. This frequency range prescribes both the center frequency and
channel width (bandwidth). Because these channels are non-overlapping, multiple users
can operate concurrently simply by using different channels of the frequency domain.
Note that each channel operates a different carrier frequency and that these channels are
bandlimited to operate within a defined bandwidth.

It is important to note that the implementation of a pulse-shaping filter allows
each channel to be bandlimited to a specific frequency range.

FDM is commonly used in a variety of communications protocols including
Bluetooth and cellular protocols such as GSM®, TDMA®, and CDMA”. Bluetooth, a
digital communications protocol that is utilized by cell phones, laptops, and PDA’Ss, is
one example. It operates in the 2.4 GHz unlicensed band and implements FDM by
defining 79 channels from 2.402 GHz to 2.480 GHz which are spaced at 1 MHz
apart. Each channel is bandlimited through the implementation of a Gaussian filter.

As second common implementation of FDM isin the Global System for Mobile
Communications protocol (GSM) which is a 3G cellular communication standard.
With GSM, the frequency range is divided into downlink channels from 890 — 915 MHz
and the uplink channels at 935 — 960 M Hz. Moreover, these frequency bands are further
divided so that there are 124 channels which are spaced at 200 kHz intervals. Again,
the bandwidth of each channel can be limited through the implantation of a root
raised cosine filter.

OFDM is a subset of frequency division multiplexing in which a single channel
utilizes multiple sub-carriers on adjacent frequencies. In addition the sub-carriers in
an OFDM system are overlapping to maximize spectral efficiency. Ordinarily,
overlapping adjacent channels can interfere with one another. However, sub-carriers
in an OFDM system are precisely orthogonal to one another. Thus, they are able to
overlap without interfering. As aresult, OFDM systems are able to maximize spectral
efficiency without causing adjacent channel interference.

Orthogonal frequency division multiplexing is commonly implemented in many
emerging communications protocols because it provides several advantages over the
traditional FDM approach to communications channels. More specifically, OFDM
systems allow for greater spectral efficiency reduced intersymbol interference (1S1°),
and resilience to multi-path distortion.

Notes:

'FDM = Frequency Division Multiplexing —4acToTHOe  VIUIOTHEHHE, METOX
YaCTOTHOT'O YIUIOTHCHHUSI KaHAJIOB.

?OFDM - Orthogonal Frequency Division Multiplexing — Myasrumiekcuposasue ¢
OpPTOTOHAJIBHBIM YaCTOTHBIM Pa3/IeICHUEM KaHAJIOB.

3GSM — Global System for Mobile — ro6ansHas cuctemMa MOGHIBHOMN CBSI3H.
“TDMA — Time Division Multiple Access — MHOrOCTaHIIMOHHBIH (MHOXKECTBEHHBbII)
JOCTYII ¢ BpEMCHHBIM Pa3/ieJICHUEM KaHaJIOB.

®CDMA — Code Division M ultiple Access — MHOTOCTaHIIMOHHBIN JOCTYI C KOAOBBIM
pasjiciieHHeM KaHaJoB.
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°|SI — intersymbol interference — mexcuMBoIIBHAS HHTEPhEPESHIHS.
21. Find the following information in the text:

a) what digital communication systems require;

b) where the frequency spectrum can be effectively utilized,;
¢) what the common implementation of FDM is;

d) what the advantages of OFDM are.

22. Say where the information presented in the text can be used.

APPENDIX
SUPPLEMENTARY READING

Text 1

1. Read the text.

2. Divide the text into paragraphs.

3. Express the idea of each paragraph in one sentence.
4. Write a summary of the text in English.

DIGITAL TELEVISION

Digital television (DTV) is a telecommunication system for broadcasting and
receiving moving pictures and sound by means of digital signals, in contrast to analog
signals used by analog (traditional) TV. DTV uses digital modulation data, which is
digitally compressed and requires decoding by a specially designed television set, or
a standard receiver with a set-top box, or a PC fitted with a television card.
Introduced in the late 1990s, this technology appealed to the television broadcasting
business and consumer electronics industries as offering new financial opportunities.
There are a number of different ways to receive digital television. One of the oldest
means of receiving DTV (and TV in general) is using an antenna (known as an aerial
In some countries). This way is known as Digital Terrestrial Television (DTT). With
DTT, viewers are limited to whatever channels the antenna picks up. Signal quality
will also vary. Other ways have been devised to receive digital television. Among the
most familiar to people are digital cable and digital satellite. In some countries where
transmissions of TV signals are normally achieved by microwaves, digital MMDS' is
used. Other standards, such as DM B? and DVB-H®, have been devised to allow handheld
devices suich as mobile phones to receive TV signals. Another way is IPTV?, that is
receiving TV via Internet Protocol with guaranteed quality of service (QoS). Finally, an
aternative way is to receive TV signals via the open Internet infra-structure, usually
referred to as Internet TV. Today, regardless of how viewers receive DTV, most will
pick up digital television via a set-top box, which decodes the digital signals into
signals that analog televisions can understand - thus using the television purely as a
monitor. However, a growing number of TV sets with integrated receivers are
available — these are known as iDTVs. Many countries around the world currently
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operate a simulcast service where a broadcast is made available to viewers in both
analog and digital at the same time. As digital becomes more popular it is likely that
the existing analog services will be removed. In some cases this has aready happened
where a broadcaster has offered incentives to viewers to encourage them to switch to
digital or simply switched their service regardless of whether they want to switch. In other
cases government policies have been introduced to encourage the switch-over process,
especially with regard to terrestrial broadcasts. Government intervention usually
involves providing some funding for broadcasters to enable a switch-over to happen
by a given deadline. Luxembourg was the first country to complete the move to
digital broadcasting, on September 1, 2006.

. The Netherlands moved to digital broadcasting on December 11, 2006. The
switch-off was helped greatly by the fact that about 90 percent of the households
have cable that continues to use analogue broadcasts.

. In Finland, terrestrial analogue transmissions were terminated nationwide at
4am, September 1, 2007 (switch-off was previously planned for the midnight after
August 31 but a few extra hours were added for technical reasons). Cable-TV viewers
will continue to receive analogue broadcasts till the end of February 2008.

. Andorra completed its switch-off on September 25, 2007.

. Germany started the switch-off at different times in different regions. The first
was the Berlin area, where the switch-off began on November 1, 2002 and was
completed on August 4, 2003. Most other regions have followed, and in most
populous areas the switch-off is completed, but-a number of regions have not yet
started. The switch-off is planned to be completed by the end of 2008.

. In the United Kingdom, the first switch off of analogue television was on
30 March 2005, in the villages of Llansteffan and Ferryside in Wales. The last regions
will be switched off in 2012.

- In Ukraine, analogue transmissions will be terminated on July 17, 2015.

DTV has several advantages over traditional, analog TV, the most significant being
that digital channels take up less bandwidth. This means that digital broadcasters can
provide more digital channels in the same space, provide high-definition television
service, or provide other non-television services such as multimedia or interactivity.
DTV also permits special services such as multiplexing (more than one program on
the same channel), electronic program guides and additional languages, spoken or
subtitled. In many cases, viewers perceive DTV to have superior picture quality,
improved audio quality, and easier reception than analog. However, DTV picture
technology is still in its early stages. DTV images have some picture defects that are
not present on analog television or motion picture cinema, due to present-day
limitations of bandwidth and compression algorithms such as MPEG>-2.When a
compressed digital image is compared with the original program source, some hard-
to-compress image sequences may have digital distortion or degradation. For
example: quantization noise, incorrect color, blockiness, a blurred shimmering haze.
Broadcasters attempt to balance their needs to show high quality pictures and to
generate revenue by using a fixed bandwidth allocation for more services.
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Notes:

'MMDS — Multichannel Multipoint Distribution Service — MHOrokaHanbHas
MHOTOTOYCYHAs pacrpeaeiicHHas ciiy:koa (CBsI3u).

’DMB - Digital Multimedia Broadcasting — riudpoBoe MyIsTHMEHIAHOE BEIAHNE.
*DVB-H — Digital Video Broadcasting — Handheld — mudpooe TeneBusnontoe
BEII[aHUE JIJISI MOOMIIBHBIX YCTPONCTB.

Y|PTV — Internet Protocol Television — naTepHeT-TeNeBHACHNE.

®MPEG — Moation Pictures Experts Group — skcriepTHast rpyIia o KuaeMaTorpadu,
rpynna  MPEG o6pa3zoBana B 1988 1., 3aHuMaercs alropuTMaMu _CXKaTus

BUJI€OU300paKEHUM.
Text 2

1. Read the text and entitle it.
2. Express the idea of each paragraph in one sentence.
3. Write a summary of the text in English.

A person with a Wi-Fi enabled device such as a computer, cell phone or PDA
can connect to the Internet when in proximity of an access point. The region covered
by one or several access points is called a hotspot. Hotspots can range from a single
room to many square miles of overlapping hotspots. Wi-Fi can also be used to create
a mesh network. Both architectures are used in community networks, municipal wireless
networks like Wireless Philadelphia, and metro-scale networks like M-Taipel.

Wi-Fi also allows connectivity in peer-to-peer mode, which enables devices to
connect directly with each other. This connectivity mode is useful in consumer
electronics and gaming applications.

When the technology was first commercialized there were many problems
because consumers could not be sure that products from different vendors would
work together. The Wi-Fi Alliance began as a community to solve this issue so as to
address the needs of the end user and allow the technology to mature. The Alliance
created the branding Wi-Fi CERTIFIED to show consumers that products are
interoperable with other products displaying the same branding.

A typical Wi-Fi setup contains one or more Access Points (APs) and one or
more clients. An AP broadcasts its SSID (Service Set Identifier, “Network name”)
via packets that are called beacons, which are usually broadcast every 100 ms. The
beacons are transmitted at 1 Mbit/s, and are of relatively short duration and therefore
do not have a significant effect on performance. Since 1 Mbit/s is the lowest rate of
Wi-Fi it assures that the client who receives the beacon can communicate at at least
1 Mbit/s. Based on the settings (e.g. the SSID), the client may decide whether to
connect to an AP. If two APs of the same SSID are in range of the client, the client
firmware might use signal strength to decide which of the two APs to make a
connection to. The Wi-Fi standard leaves connection criteria and roaming totally
open to the client. This is a strength of Wi-Fi, but also means that one wireless
adapter may perform substantially better than another. Since Wi-Fi transmits in the
air, it has the same properties as a non-switched ethernet network. Even collisions can
therefore appear as in non-switched ethernet LAN's. Unlike awired Ethernet, and like
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most packet radios, Wi-Fi cannot do collision detection, and instead uses a packet
exchange to try to avoid collisions.

Notes:
AP — access point — ysen (Touka, IYHKT) [OCTYIA, MPUEMONEPEHATIUK
OecrpoBOIHOM CETH.

Text 3

1. Read the text.

2. Divide the text into paragraphs.

3. Express the idea of each paragraph in one sentence.
4. Write a summary of the text in English.

Standard Wi-Fi Devices

A wireless access point (AP) connects a group of wireless stations to an adjacent
wired local area network (LAN). An access point is similar to an ethernet hub, but
instead of relaying LAN data only to other LAN stations, an access point can relay
wireless data to all other compatible wireless devices as well as to a single (usually)
connected LAN device, in most cases an ethernet hub or switch, alowing wireless
devices to communicate with any other device on the LAN. A wireless router integrates
a wireless access point with an IP router and an ethernet switch. The integrated switch
connects the integrated access point and the integrated ethernet router internally, and
allows for external wired ethernet LAN devices to be connected as well as a (usualy)
single WAN device such as cable modem or DSL modem. A wireless router
advantageously allows all three devices (mainly the access point and router) to be
configured through one central configuration utility, usually through an integrated web
server. A wireless Ethernet bridge connects a wired network to a wireless network. This
is different from an access point in the sense that an access point connects wireless
devices to a wired network at the data-link layer. Two wireless bridges may be used to
connect two wired networks over a wireless link, useful in situations where a wired
connection may be unavailable, such as between two separate homes. A wireless range
extender (or wireless repeater) can increase the range of an existing wireless network by
being strategically placed in locations where a wireless signal is sufficiently strong and
nearby locations that have poor to no signal strength. An example location would be at
the corner of an L-shaped corridor, where the access point is at the end of one leg and a
strong signal is desired at the end of the other leg. Another example would be 75 % of
the way between the access point and the edge of its useable signal. This would
effectively increase the range by 75 %. There are very few stand-alone 802.11 wireless
repeaters on the market, but some access points routers have a built-in repeater mode.
Nearly all WLAN' repesters currently available today are actually built-in functions of
access points. For example, the Cisco 350 and 1200 allow you to configure the access
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point to behave as a repeater (and not as an access point). Buffalo Technology, however,
does offer a stand alone repeater in their AirStation Pro Series WLA-AWCG. The
advantage of the stand alone repeaters is that they are generally less expensive. One
downside of wireless repeaters, though, is that they reduce throughput on the WLAN.
A repeater must receive and retransmit each frame on the same RF channel, which
effectively doubles the number of frames that are sent. This problem compounds when
using multiple repeaters because each repeater will duplicate the number of frames sent.

Notes.
"WLAN —wireless LAN — OecrpoBOHAS JIOKAJIbHAS CETh.

Text 4

1. Read the text.
2. Express the idea of each paragraph in one sentence.
3. Write a summary of the text in English.

Comparing Wirelessand Wired LANs

How exactly does a wireless LAN get integrated with a wired LAN? Where
does switching fit into awireless LAN? Before answering these questions, it might be
helpful to see how the two technologies compare.

At the most basic level, switched networks involve wires, and wireless networks
don't. That might seem silly, but it points out some major differences in the physical layer.

A traditional Ethernet network is defined by the IEEE 802.3 standards. Every
Ethernet connection must operate under- tightly controlled conditions, especially
regarding the physical link itself. For example, the link status, link speed, and duplex
mode must all operate like the standards describe. Wireless LANs have a similar
arrangement, but are defined by the IEEE 802.11 standards.

Wired Ethernet devices have to transmit and receive Ethernet frames according
to the Carrier Sense Multiple Access/Collision Detect (CSMAY/CD? method. On a
shared Ethernet segment, where PCs communicate in half-duplex mode, each PC can
freely “talk” first, and then listen for collisions with other devices that are also
talking. The whole process of detecting collisions is based on having wired
connections of a certain maximum length, with a certain maximum latency as a frame
travels from one end of the segment to another before being detected at the far end.

Full-duplex or switched Ethernet links are not plagued with collisions or
contention for the bandwidth. They do have to abide by the same specifications,
though. For example, Ethernet frames must still be transmitted and received within an
expected amount of time on a full-duplex link. This forces the maximum length of
full-duplex, twisted-pair cabling to be the same as that of a half-duplex link.

Even though wireless LANSs are also based on a set of stringent standards, the
wireless medium itself is challenging to control. Generally speaking, when a PC
attaches to a wired Ethernet network, it shares that network connection with a known
number of other devices that are also connected. When the same PC uses a wireless
network, it does so over the air. No wires or outlets exist at the access layer, as other
end users are free to use the same air.

64



A wireless LAN then becomes a shared network, where a varying number of
hosts contend for the use of the “air” at any time. Collisions are a fact of life in a
wireless LAN because every wireless connection is in half-duplex mode.

Notes:

'CSMA — Carrier Sense Multiple ACCess — KOIIEKTHBHBIH JOCTYI ¢ KOHTPOJIEM
HECYIIEH.

°CD — Collision Detect — 06HapyKeHHe CTONKHOBEHHIL.

Text 5

1. Skimthrough the text and say what the main idea of it is.
2. Speak about the major applications of the DBS system.

Applications Enabled by Direct Broadcast Satellite Technology

Before we describe our strategies for supporting applications within the DBS
system, it is important to gain a better understanding of the kinds of applications that are
suited to broadcast-based information dissemination. Consider the following applications
scenarios, which illustrate some of the possihilities inherent inthe DBS system:

- Rapid Information Dissemination: A major forest fire is burning out of control
in a National Park. Firefighters are being brought in from several adjacent states, and
they are not familiar with the disaster area. Detailed forest service maps are needed to help
them plan their disaster response, but there are not enough to go around. A DBS dish is
rapidly installed in the disaster management command center, a complete set of digital
maps are quickly downloaded over the DBS broadcast channel. Depending on where the
individual teams are to be sent, selected maps are further distributed to mobile computers
(perhaps over a WLAN in the command center) or computers embedded in support
vehicles (perhaps via a campus-area packet relay network that spans the depot around the
command center) that are then taken into the field by the firefighter teams.

. Integrated Broadcast Video and Interactive Data Services: Rural health centers
around the country are equipped with DBS dishes. A “medical practitioners channel”
Is established to transmit DirectTV broadcasts of the latest medical procedures.
During these broadcasts, a viewing physician can use the system's data
communications capabilities to interactively select from a collection of medical
journal articles that describe the procedure or treatment currently on view be
downloaded into his or her personal computer.

- Information on Demand: Up-to-the-minute weather reports are captured for the
entire country and fed into a DBS “digital weather channel.” For major metropolitan
areas (or areas in which the weather is changing rapidly or is particularly severe),
these reports are frequently scheduled. They may include high resolution “moving”
weather maps (e.g., in MPEG) as well as detailed textual descriptions of the current
weather conditions, perhaps specialized to specific regions of the metropolitan area.
DirectPC users can enable filtering programs to capture the reports for their areas
(or where they are planning to travel to). Usersin less populated regions will receive their
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reports on a much less frequent basis. Nevertheless, they can use the system’s uplink
capabilities to request areport “ on demand”, and the network will schedule its delivery for
a future time dot. If multiple users request the same information, its priority can be
increased, and a sooner slot can be allocated to transmit the requested information.

DBS systems can be installed rapidly, even in areas without a well developed
communications infrastructure, although some uplink path will be needed, perhaps
through the public switched telephone system. This makes DBS ideal for establishing
communications in support of emergency response activities, and the system is
particularly effective at distributing critical information to the field.

DBS was developed primarily to deliver video to users. However, the ability to
integrate interactive data access with simultaneous video broadcasts opens new
opportunities for information dissemination combined with television. Distance
learning applications that combine broadcast telelectures on DirectTV with
simultaneous access to instructional materials on DirectPC is but one example.

The final scenario shows how a broadcast channel could be efficiently structured
to combine frequent and less frequent data retrieval requests.

Text 6

1. Read the text.

2. Divide the text into paragraphs.

3. Express the idea of each paragraph in one sentence.
4. Write a summary of the text in English.

Cross-layer Air Interface Design for Satellite Systems

In order to make future satellite systems meeting new services and application
requirements, a complete system optimization is needed. A strict modularity and
layer independence may lead to non-optimal performance in IP-based next-generation
satellite communication systems. Furthermore, the growth of heterogeneous networks
entails the need of adaptive actions. Such optimization is not guaranteed by the
current layered protocol stack. In this framework, an optimized cross-layer approach
IS needed where interactions even between non-adjacent protocol layers are
conceived to achieve a better adaptation to system dynamics and the highly dynamic
applications demands. System efficiency is an important task in satellite
communications where radio resources are costly and scarcely available. Whereas,
QoS! support is the mandatory aspect requested by end users that do not care about
resource utilization, but expect a good service. System optimization and QoS support
are typically conflicting needs; for instance, the best QoS condition for delay-
intolerant traffic is to have a high amount of available resources, thus contrasting
with system efficiency. These conflicting needs can be solved by means of a suitable
cross-layer system design and by exploiting the multiplexing effect. In particular, the
different layers of the OSI protocol stack should be jointly optimized or dynamically
jointly adapted to find the best trade-off between resource utilization efficiency and
QoS provision. The idea behind cross-layer design is that we can obtain substantial gains
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in performance and efficiency by jointly optimizing the behavior of different layers. This
tutorial ams at describing the cross-layer framework starting from a survey of
mechanisms to support it and describing the different cross-layer techniques that can be
obtained by combining different protocol layers together. A wide literature overview on
wireless and satellite systems will be provided and recent results will be presented in
order to prove the usefulness and the potentialities of the cross-layer interface design.

Notes:
QoS — Quality of Service — kauecTBO 06CITYKHBAHHSL.
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Text 7

1. Read the text.
2. Find the information about the advantages of digital broadcast systems.
3. Write a summary of the text in English.

Digital Broadcast Systems

An important development is the digitalization of the networks for radio and
television broadcasting. Once deployed, these can not only disseminate audio and
visual material to the public at large but also provide new (multi-media) services with
conditional access. Digital transmission alows more flexible multiplexing of
different traffic streams. Hence, broadcast networks are not restricted to pure radio
and television services, but also allow encryption for various purposes or
watermarking of information for anti-piracy enforcement and copyright protection.
Systems designed for Digital Audio Broadcasting (DAB?) in the European EUREKA?
program also appear suitable, in terms of data rates, for transmission of still pictures
or data files. Elegant novel modulation techniques have been developed that allow
significantly more programs to be transmitted within the same bandwidth. In
particular, single-frequency networks, allowing master and relay transmitters to
operate on the same carrier frequencies, will provide a spectrum efficiency that
cannot be achieved with analog FM transmitters. Meanwhile, for short wave
transmission, the system called Digital Radio Mondiale (DRM) has been developed.

Most broadcast systems are restricted to one-way transmission, a major
drawback for interactive services, but can be augmented by using other networks for
the reverse link. Future interactive services to mobile users are often highly
asymmetric in their communication requirements. The bulk of data is likely to travel
towards the (mobile) users, with only command and control messages traveling in the
reverse direction. A broadcast network may support the high data rates required in the
downlink. In the context of standardization for future Digital Video Broadcasting
(DVB?®), digital Terrestrial Television broadcasting (DTTB) concepts are also soon to
be standardized. Such digital television systems will use M PEG-type video encoding.

Notes:

'DAB - Digital Audio Broadcasting — widpoBoe paanoBeIaHue.

’EUREKA — a Europe-wide Network for industrial R&D — Espomeiickas ceTh
UCCJeI0BaHU U pa3paboTok it uHAycTpuH, mpoekT EUREKA.

*DVB - Digital Video Broadcasting — iudposast TB-TpaHCIsis.
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Text 8

1. Read the text.

2. Divide the text into paragraphs.

3. Express the idea of each paragraph in one sentence.
4. Write a summary of the text in English.

Computer Protection Products. Why You Need Them?

By Tim Stokes

Is your identity and computer safe while you are surfing the internet? There are
several harmful programs such as spyware, adware and viruses all waiting to infect
your computer. To ensure you are safe, | am going to discuss why the need for
computer protection products is so great today.

1. Spyware is computer software that is secretly installed onto your computer as
you surf the internet. It is designed to take full or partial control over your computer
without your consent or knowledge. Often these spyware programs gather
information about your surfing habits and report back to a ‘third party. Other
programs take complete control of your computer. Spyware programs, without your
knowledge, can redirect your web browser to a site containing harmful viruses.

Have you noticed lately that your computer may be running very slow? The
cause my be attributed to several spyware programs running on your computer all at
the same time. Some may be alow threat while others may be a high threat.

2. The computer virus is a small software program that is intended to spread
from one computer to another. It is intended to interfere with the operation of your
computer. A virus can corrupt or even delete data on your computer; it may even
erase everything on your hard drive. Viruses are also designed to spread itself from
computer to computer through the use of your e-mail program.

Some of the methods used to spread a virus are through video files, images and
most commonly through e-mail attachments. Viruses can also be found in illicit
software and other ‘programs that you may have purposely or inadvertently
downloaded from the internet.

3. Worms and Trojan Horses are two programs that are often confused as a virus.
A virus needs an existing file to attach itself to while worms and Trojan horses do not.
A worm sends copies of itself by way of a computer network which in turn harms the
network. A worm'’s side effects may be minimal or they may damage or even erase files.

A Trojan horse is a file that appears to be harmless but in reality it has disguised
itself in hopes that a user will open the program releasing its harmful effects. Some
Trojan horse programs are harmless but the mgjority are designed to do harm to your
computer and others by spread of the program.

4. Ok, now for the good news, there are ways to protect yourself from these harmful
programs. Computer anti-virus and spyware detection programs are common today.
| have found that a single protection program is not sufficient protection for the computer.

For my everyday protection, | have a program to remove spyware and a separate
program for virus protection. Where the anti-virus program is great for virus
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protection the spyware program is great for removing spyware and Trojan horse files.
The important thing to remember is to update your program files often and at least
run your spyware program everyday. Get rid of the bad programs by quarantining
them and start enjoying yourself on the internet again.

| hope by writing this article that | have helped you to understand why you need
computer protection products. There is no reason why we all can’'t make a living on
or even just use the internet for fun. Just because there will always be people out
there that get a kick out of making people suffer, make sure you are protected.

Text 9
1. Read the text and expresstheidea of it in several sentences.

The Future of Vol P

The future of Vol P seems to be looking bright. It appears that Vol P will become
mainstream. As more and more people are becoming aware of this new technology its
popularity is hugely increasing. If all you need is a simple piece of software
downloaded from the internet to make free phone calls, then it's not surprising.

Consumers undoubtedly will soon change how they make phone calls, but in
order for softphones to become more widely used, the technology will have to be
accessible to more devices than just a PC or laptop. Some predict it is only a matter
of time before people across the world will be able to use Vol P-enabled softphones
on amobile device.

Ever since Skype introduced software for voice calls on computers, the industry
has been buzzing. Google has entered the V ol P market with an instant chat and voice
application, and is testing a Wi-Fi consumer service that could help it deliver phone
and information services to wireless devices.

Technology executives are betting that consumers will soon change how they
make phone calls, reducing; the need for a phone service from a traditional provider.
VolP essentially turns telephone calls into just another piece of software running over
an |P network, and due to this simplicity the future for Vol P seems promising.

The electronics companies are already starting to sell dual purpose products
such as digital cameras the appear to be a normal digital camera, but when a person
slides the back of the device down, there’'s a keypad for making calls. Memory sticks
that store from 64 megabytes to 1 gigabyte, preloaded with a softphone are also now
available. They come with a microphone and earphones.

Internet companies such as Y ahoo, Google, America Online and Earthlink have
aready experimented with this technology. Not a long time ago Yahoo added
improved VolIP calling to its Yahoo Messenger. EarthLinh launched the beta of its
Vling Internet calling service. Google has debuted Google Talk. AOL announced i
would be offering its Vol P service called Total Talk. AOL’s Total Talk will essentially
let people replace their traditional landlines. It has advanced communication features,
such as unified voice, e-mail and instant messaging, and call-management.
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Accessibility must improve in order for this industry to really expand to its
potential. As people don't always want to boot up their computer and put their
headset on to make a phone call.

The phone companies will face a challenge with these drastic changes emerging
with Vol P technology and will need to expand alongside it before other companies
take over to fill the void.

All in all, VolP is becoming increasingly popular with Internet companies and
electronics manufacturers alike, all developing products and services that harness
Vol P technology. It appears that the future of Vol P is healthy and VoIP is here to stay.
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