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UNIT I

QUANTUM SYSTEMS

Word List
arbitrary / 'Q:bltrarl / MIPOU3BOJIbHBIN, CITyYaHBIMI
behaviour / bl'helvjg / o0Opa3 JeiCTBUIA; MOBEICHUE
bond / bPnd / CBSI3BIBATH
cell /sel/ KJICTKa, sTueiika
digital / 'dldZlt(g)l / U poBoi
discovery / dis'kAvarl / OTKPBITHE

electric current

/ lektrik kKArgnt /

BJIEKTPUYECKUN TOK

enable / I'nelbl / JaBaTh BO3MOXKHOCTb, IIPaBo (UTO-TH00
CIeJIaTh)

entity / 'entltl / HEUTO PeaJIbHO CYIIECTBYIOIIEE, OOBEKT

equal / T:kwal / pPaBHBIN, OJAMHAKOBBIM

erase /'relz / CTUpPaTh, TOAYUILATH

indispensable /"Indls'pensgbl / | BaxHBIA, HEOOXOIUMBII

infinitesimal / "Infinlteslmagl / 0eCKOHEeYHO MaJiasi BeINYHHA;
OECKOHEYHO MaJsbli

involve /] In'vPlv / [IPUBJIEKAaTh, BOBJIEKATh

layer /'lelq / CJIOH, MJIacT

matter / 'mxcta) / BCIIICCTBO; MMETh 3HAUCHHNE, 3HAYUTH

measure / 'meZaq / Mepa; €IMHUIIA U3MEPEHUS; U3MEPSTh,
MEPHUTh

particle / 'pQutlkl / JaCTHIIA; KPYIHUIa

penetrate / 'penlitrelt/ MIPOHUKATHh BHYTPh; TPOXOIUTH CKBO3b,
MIPOHU3BIBATH

perform L pqfO:m / VICIIOJIHATH, BBIIOJIHATH

principle / prinsgpl / MIPaBUJIO; 3aKOH; TIPUHIIUIT

research / Fl'sq:tS / (Hay4dHOE) HCCleIOBAaHNE; U3YUCHUE

retrieve / rltrizy / OTBICKMBATh (MH(POPMAITHIO), U3BJIEKATh

significant / slg'nlfikgnt / 3HAYUTEJIbHBIN, BaXKHBIN, CYyIIECTBEHHBIN

superposition / 'sjuzpagpczlScn / | HamoXXeHne, COBMEIICHUE, CYIEPIIO3ULIUS

vital / 'valtl / (’KU3HEHHO) Ba)KHbIM, HACYITHBIMH,

CYIIIECTBEHHBIN; HEOOXOIUMBIA




Part A

1. Translate the following international words.

Principle, ionic, covalent, technology, laser, microchip, diode, oxide, electron,
proton, neutron, photon, mechanics, microscope, atomic, subatomic, hypothesis,
clone, transistor, system.

2. Define the following words as parts of speech and give the initial words of the
following derivatives.

Discovery, atomic, foundation, studied, fundamental, statistical, understanding,
favorable, calculation, superposition, significant, provision, penetration, infinitesimal,

behaviour.

3. Form adverbs and translate the words.

Approximate,

energetical, explicit, mathematical, strong, satisfactory, active.

4. Arrange the words of the two groups in pairs with similar meaning:

1) arbitrary
2) vital

3) perform
4) principle
5) bond

6) discovery
7) entity

8) enable

9) significant

10) seek

a) important

b) urgent

c) rule

d) conduct

€) organism

f) accidental

g) make possible
h) look for

1) finding

1) connect

5. Match the words with their definitions.

1) behaviour

a) absolutely necessary; essential

2) indispensable | b) a flow of electric charge through a conductor

3) cell c) identical in size, quantity, degree, etc.

4) electric current | d) to remove a recording from magnetic tape

5) digital e) an extremely small piece of matter

6) erase f) to recover or make newly available (stored information) from

a computer system

7) infinitesimal

g) the basic structural and functional unit of living organisms

8) involve h) substance that occupies space and has mass

9) matter 1) systematic investigation to establish facts or principles or to
collect information on a subject

10) particle j) to include or contain as a necessary part

11) research

k) representing data as a series of numerical values

12) retrieve

1) the action, reaction, or functioning of a system, under normal
or specified circumstances

13) equal

m) infinitely or immeasurably small
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6. Fill in the gaps with one of the following words: indispensable, performed,
penetrate, superposition, cells, researchers, enables.

1. Flash memory chips found in USB drives also use quantum tunneling to
erase their memory ... .

2. Most of the calculations ... in computational chemistry rely on quantum
mechanics.

3. ... are currently seeking robust methods of directly manipulating quantum states.

4. Quantum tunneling is vital, as otherwise the electrons in the electric current
could not ... the potential barrier.

5. The state may be in a ... of basis values.

6. The study of semiconductors led to the invention of the diode and the
transistor, which are ... for modern electronics.

7. The ability to manipulate quantum information ... us to perform tasks that
would be unachievable in a classical context.

7. Read the text. Choose the sentences covering the main idea of the text.

Quantum Mechanics

The discovery that waves have discrete energy packets (called quanta') that
behave in a manner similar to particles led to the branch of physics that deals with
atomic and subatomic systems which we today call quantum mechanics. The
foundations of quantum mechanics were established during the first half of the
twentieth century by Werner Heisenberg, Max Planck, Louis de Broglie, Albert
Einstein, Niels Bohr, Erwin Schrédinger, Max Born, John von Neumann, Paul Dirac,
Wolfgang Pauli, David Hilbert, and others. Some fundamental aspects of the theory
are still actively studied.

Quantum mechanics has had enormous success in explaining many of the
features of our world. The individual behaviour of the subatomic particles that make
up all forms of matter — electrons, protons, neutrons, photons and others — can often
only be satisfactorily described using quantum mechanics. Quantum mechanics has
strongly influenced string theory, a candidate for a theory of everything and the
multiverse hypothesis. It is also related to statistical mechanics.

Quantum mechanics is important for understanding how individual atoms
combine covalently to form chemicals or molecules. The application of quantum
mechanics to chemistry is known as quantum chemistry. Relativistic quantum
mechanics can in principle mathematically describe most of chemistry. Quantum
mechanics can provide quantitative insight into ionic and covalent bonding processes
by explicitly showing which molecules are energetically favorable to which others,
and by approximately how much. Most of the calculations performed in
computational chemistry rely on quantum mechanics.

Much of modern technology operates at a scale where quantum effects are
significant. Examples include the laser, the transistor (and thus the microchip), the
electron microscope, and magnetic resonance imaging. The study of semiconductors



led to the invention of the diode and the transistor, which are indispensable for
modern electronics.

Researchers are currently seeking robust methods of directly manipulating
quantum states. Efforts are being made to develop quantum cryptography, which will
allow guaranteed secure transmission of information. A more distant goal is the
development of quantum computers, which are expected to perform -certain
computational tasks exponentially faster than classical computers. Another active
research topic is quantum teleportation, which deals with techniques to transmit
quantum states over arbitrary distances.

In many devices, even the simple light switch, quantum tunneling® is vital, as
otherwise the electrons in the electric current could not penetrate the potential barrier
made up, in the case of the light switch, of a layer of oxide. Flash memory chips
found in USB’ drives also use quantum tunneling to erase their memory cells.

Notes:

1
quantum (pl. quanta) — moJis1, 4acTh; KBaHT; (POTOH;

2 : . .

3tunnehng — TYHHENbHBIN 3 ()EKT; TYHHEIbHBII Nepexo;
USB drive (another name for flash drive) — gpa-namsTs.

8. Mark the following statements as true or false in relation to the text. If a statement
is false, change it to make it true.

1. Some basic questions of quantum mechanics are still being actively studied.

2. Much of modern technology operates at a scale where quantum effects are
unimportant.

3. At present, scientists are searching for robust methods of indirectly
manipulating quantum states.

4. Another active research problem is quantum teleportation, which is related to
techniques to transmit quantum states over arbitrary distances.

5. A more distant aim is the elaboration of quantum computers.

9. Match parts A and B to complete the sentences.

A B
1. Efforts are being made to develop |a) can often only be satisfactorily
quantum cryptography ... described using quantum mechanics.
2. ~Much of modern technology |b)how individual atoms combine
operates at a scale ... covalently to form chemicals or
3. Quantum mechanics is important for | molecules.
understanding ... d) is known as quantum chemistry.
4. The application of quantum |c) where quantum  effects are
mechanics to chemistry ... significant.
5. The individual behaviour of the |e) which will allow guaranteed secure
subatomic particles that make up all | transmission of information.
forms of matter ...




10. Using the information from the text speak about the importance of quantum
mechanics.

11. Make an outline of the text.

12. Make a short summary of the text in written form using your outline.

Part B

13. Read the text and write out key words and phrases revealing the contents of the text.
14. Divide the text into logical parts and entitle each part.

15. Find one or two sentences which can be omitted as inessential in each logical part.
Quantum Information

In quantum mechanics, quantum information is physical information that is
held in the “state” of a quantum system. The most popular unit of quantum
information is the qubit, a two-level quantum system. However, unlike classical
digital states (which are discrete), a two-state quantum system can actually be in a
superposition of the two states at any given time.

Quantum information differs from classical information in several respects,
among which we note the following:

It cannot be read without the state becoming the measured value.

An arbitrary state cannot be cloned.

The state may be in a superposition of basis values.

However, despite this, the amount of information that can be retrieved in a
single qubit is equal to one bit. It is in the processing of information (quantum
computation) that a difference occurs.

The ability to manipulate quantum information enables us to perform tasks that
would be unachievable in a classical context, such as unconditionally secure
transmission of information. Quantum information processing is the most general
field that is concerned with quantum information. There are certain tasks which
classical computers cannot perform “efficiently” (that is, in polynomial time)
according to any known algorithm. However, a quantum computer can compute the
answer to some of these problems in polynomial time; one well-known example of
this is Shor’s factoring algorithm. Other algorithms can speed up a task less
dramatically — for example, Grover’s search algorithm which gives a quadratic speed-
up over the best possible classical algorithm.

16. Make a questionnaire to the text and interview your partner on the problems
raised in the text.

17. Sum up the text using the key words, word combinations and the topical
sentences.



18. Express your attitude to the facts given in the text. You may use the following phrases:
— It 1s full of interesting information...
— I find the text rather / very cognitive...
—D’ve learnt a lot ...
— I don’t agree with ...

19. Say which facts presented in the text you've already been familiar with (already
known).

20. Give your point of view on the possibility of using the information presented in
the text in your future profession.

Part C

21. Look through the following text, define the information presented in it and entitle
the text.

22. Scan the following text and say what problem is described in it.
Text C

In physics, a quantum (plural: quanta) is the minimum unit of any physical
entity involved in an interaction. An example of an entity that is quantized is the
energy transfer of elementary particles of matter (called fermions) and of photons and
other bosons. The word comes from the Latin “quantus”, for “how much”. Behind
this, one finds the fundamental notion that a physical property may be “quantized”,
referred to as “quantization”. This means that the magnitude can take on only certain
discrete numerical values, rather than any value, at least within a range. There is a
related term of quantum number.

A photon, for example, is a single quantum of light, and may thus be referred to
as a “light quantum”. The energy of an electron bound to an atom (at rest) is said to
be quantized, which results in the stability of atoms, and of matter in general.

As incorporated into the theory of quantum mechanics, this is regarded by
physicists as part of the fundamental framework for understanding and describing
nature at the infinitesimal level, for the very practical reason that it works. It is “in the
nature of things”, not a more or less arbitrary human preference.

23. Say where the presented information can be used.

24. Speak on one of the following points to your partner:
a) the minimum unit of any physical entity;
b) a single quantum of light.



UNIT 11

NANOTECHNOLOGIES AND NANOMATERIALS IN ELECTRONICS

Word List
assume / @'sjHm / JOIyCKaTh, IPEAINONATaTh
challenge /'CxlInG / CITOJKHAs 3a/1a4a, mpooiema;
CTaBHUTH IO/ COMHEHHE, OCTIapUBaTh;
TpeboBaTh (yCHIINIA)
deliver / dlllvg / NIOCTAaBJISITh; IIEPEaBaTh
dispersion |/ dISPE:S(g)n / | paccemBaHue; pacpocTpaHeHNE
embrace / lm'brels / BKJIIOYATh; OXBATHIBATh
emerge / ITmE:G / MOSIBJIATHCS, BOSHUKATH
feature / 'TJCq / O0COOCHHOCTD; XapaKTepHas 4epTa; JJIEeMEHT
handle / lxndl / YIPABIIATh, PETYIUPOBATH; CIPABISITHCS
identify / al'dentlfal / yCTaHABIIMBATh, OMPEEIIATh; OTIO3HABATH,
pacro3HaBaTh
impact / lmpxlt / BJIMSTHUE, BO3JICHCTBHE
imply / Inn'plal / 3HAYMTh, OAPA3yMEBATh
incorporate |/ In'kLp(g)relt / | coenunaTs(cs), 00beAUHATH(CS); BKIOYATh
leap /1dp / MPBDKOK, CKAYOK
novel / 'mPv(g)l / HEU3BECTHBII; HOBBIN
Part A

1. Compare the meanings of the following English words with the Russian ones. They
may have different meanings.

Nanotechnology, term, phenomenon, utilize, design, production, structure,
potential, individual, organization, film, optical, cosmetics, communication,
technology, interference, physiology, generate, central, evolution, nature.

2. Define the following words as parts of speech and give the initial words of the
following derivatives.

Engineering, characterization, application, experienced, assumption,
embracing, environmental, protection, emergence, encountered, versatility, inorganic,
semiconductor, incorporation, capability, novelize, quantum, computing,
identification.

3. From the given words form a) nouns, b) adjectives, c) adverbs and translate them
into Russian:

a) build, compute, function, calculate, pollute, limit,
produce, interfere, differ, develop;

b) environment, electron, tradition, optics, significance, benefit, science,
atom, differ;

inform, imply, reduce,
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c) radical, ready, especial, intentional, actual, direct, common, previous, wide,
undoubted.

4. Fill in the gaps with the words derived from the words in brackets.
Nanotechnology, shortened to “nanotech”, is the study of the control of matter
on an (atom) and molecular scale. (General) nanotechnology deals with structures of
the size 100 nanometers or smaller. Nanotechnology is very diverse, ranging from
extensions of (convention) device physics to completely new approaches based upon
molecular self-assembly, from developing new materials with dimensions on the
nanoscale to investigating whether we can (direct) control matter on the (atom) scale.
Nanotechnology has the potential to create many new materials and devices
with a vast range of (apply), such as in medicine, (electron) and energy (produce).

5. Find words in paragraph 2 of the text which mean:

1) the force of impression of one thing on another;

2) practical purpose for which a machine, idea etc. can be used;

3) having a good effect;

4) a characteristic quality of anything;

5) any fact or happening which can be observed or can be known through the
senses;

6) a very thin layer of a substance on a supporting material,

7) a microscopic particle whose size is measured in nanometers;

8) taking in or including as a part, item, or element of a more inclusive whole;

9) a branch of electronics that deals with electronic devices for emitting,
modulating, transmitting, and sensing light;

10) difficulties in a job.

6. Fill in the gaps with one of the following words: impact, features, challenge,
novel, emerge, deliver, incorporated, assumed.

1. Unusual physical, chemical, and biological properties can ... in materials at
the nanoscale.

2. In the application of the substance, these individual particles may be ... into
a quantity of another substance, which could be a gas, a liquid or a solid.

3. Perhaps the greatest ... to benefiting from nanotechnology is having the
foresight to develop and use it wisely.

4. As a new field, nanotechnology is just beginning to ... on its promise.

5. In addition, nanoparticles may also spread and persist in the environment,
and therefore have an ... on the environment.

6. This report has ... that, unless otherwise stated, “ultrafine particles” are
essentially equivalent to nanoparticles.

7. ... mechanical properties of nanomaterials is a subject of nanomechanics
research.

8. Many chemicals and chemical processes have nanoscale ... .
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7. Read the text and name the key points raised in it.
What Is Nanotechnology?

Nanotechnology is the term given to those areas of science and engineering
where phenomena that take place at dimensions in the nanometre scale are utilised in
the design, characterisation, production and application of materials, structures,
devices and systems.

Clearly the various forms of nanotechnology have the potential to make a very
significant impact on society. In general it may be assumed that the application of
nanotechnology will be very beneficial to individuals and organisations. Many of
these applications involve new materials which provide radically different properties
through functioning at the nanoscale, where new phenomena are associated with the
very large surface area to volume ratios experienced at these dimensions and with
quantum effects that are not seen with larger sizes. These include materials in the
form of very thin films used in catalysis and electronics, two-dimensional nanotubes
and nanowires for optical and magnetic systems, and as nanoparticles used in
cosmetics, pharmaceuticals and coatings. The industrial sectors most readily
embracing nanotechnology are the information and communications sector, including
electronic and optoelectronic fields, food technology, energy technology and the
medical products sector. Nanotechnology products may also offer novel challengies
for the reduction of environmental pollution.

However, just as phenomena taking place at the nanoscale may be quite
different to those occurring at larger dimensions and may be exploitable for the
benefit of mankind, so these newly identified processes and their products may
expose the same humans, and the environment in general, to new health risks,
possibly involving quite different mechanisms of interference with the physiology of
human and environmental species. These possibilities may well be focussed on the
fate of free nanoparticles generated in nanotechnology processes and either
intentionally or unintentionally released into the environment, or actually delivered
directly to individuals through the functioning of a nanotechnology basic product. Of
special concern would be those individuals whose work places them in regular and
sustained contact with free nanoparticles. Central to these health risk concerns is the
fact that evolution has determined that the human species has developed mechanisms
of protection against environmental agents, either living or dead, this process being
determined by the nature of the agents commonly encountered, within which size is
an i1mportant factor. The exposure to nanoparticles having characteristics not
previously encountered may well challenge the normal defence mechanisms
associated with, for example, immune and inflammatory systems. It is also possible
for there to be an environmental impact of the products of nanotechnology, related to
the processes of dispersion and persistence of nanoparticles in the environment.

Wherever the potential for an entirely new risk is identified, it is necessary to
carry out an extensive analysis of the nature of the risk, which can then, if necessary,
be used in the processes of risk management. It is widely accepted that the risks
associated with nanotechnology need to be analysed in this way.
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8. Read the following statements and say whether they are true or false. Correct the
false ones.

1. Nanotechnology deals with systems designed and manufactured at the scale
of the atom, or the nanometer scale.

2. It may be assumed that the various forms of nanotechnology don’t make any
impact on society.

3. The information and communications sector, including electronic and
optoelectronic fields most readily embraces nanotechnology.

4. Nanotechnology can reduce environmental pollution.

5. The phenomena taking place at the nanoscale are the same as those occurring
at larger dimensions.

6. Nanotechnology cannot do any harm to humans.

7. Those individuals who work in regular and sustained contact with free
nanoparticles should be very careful.

8. There is no need to take into account the risks associated with
nanotechnology.

9. Express your attitude to the importance of nanotechnology.

10. Using the information from the text speak about the benefits and disadvantages of
nanotechnology.

11. Make an outline of the text.

12. Make a short summary of the text in written form using your outline.
Part B

13. Scan the text and choose the best title.
1. Nanotechnology and Nanostructures;
2. Introduction to Nanotechnology;
3. Nanotechnology and Electronics;
4. Nanoscience and Nanotechnology.

14. Divide the text into logical parts. Entitle each part.

15. Read the text and write out key words and phrases revealing the contents of
each part.
Text B

Nanotechnology is already being used by the electronic industry and you will
be surprised to know that many of today’s electronics have already incorporated
many applications that the nanotechnology science has developed. For example, new
computer microprocessors have less than 100 nanometers (nm) features. Smaller
sizes mean a significant increase in speed and more processing capability.

These advances will undoubtedly help achieve better computers. However, at
some point in time (very near in the future) current electronic technology will no
longer be enough to handle the demand for new chips microprocessors. Right now,
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the method for chip manufacturing is known as lithography or etching. This way of
building circuits in electronic chips has a limitation of around 22 nanometers (most
advanced chip processors uses 60 — 70 nm size features). Below 22 nm errors will
occur and short circuits and silicon limitations will prevent chip manufacturing.

Nanotechnology may offer new ways of working for electronics.
Nanotechnology science is developing new circuit materials, new processors, new
means of storing information and new manners of transferring information.
Nanotechnology can offer greater versatility because of faster data transfer, more “on
the go” processing capabilities and larger data memories.

A new field is emerging in electronics that will be a giant leap in computer and
electronics science. It is the field of quantum computing and quantum technology.
Quantum computing is area of scientific knowledge aimed at developing computer
technology based on the principles of quantum theory. In quantum computing the
“gbit” instead of the traditional bit of information is used. Traditionally, a bit can
assume two values: 1 and 0. All the computers up-to-date are based on the “bit”
principle. However, the new “qgbit” is able to process anything between 0 and 1. This
implies that new types of calculations and high processing speeds can be achieved.

We are bound to see many nanotechnological applications within the electronic
industry in the near future. These will undoubtedly increase the quality of life of our
society.

16. Find the sentences containing:
a) the main idea of the text;
b) the examples of use of nanotechnology in electronics;
c) the information about future development of nanotechnology;
d) the description of quantum computing.

17. Express your attitude to_ the facts given in the text. You may use the following
phrases:

— It 1s full of interesting information...

— I find the text rather / very cognitive...

—D’ve learnt a lot ...

— I don’t agree with ...

18. Give the summary of the text using the key words, phrases and the outline.

19. Say which facts presented in the text you ve already been familiar with.

Part C

20. Look through the following text, define the information presented and entitle it.
Text C

Nanomaterials is a field which takes a materials science-based approach to
nanotechnology. It studies materials with morphological features on the nanoscale,
and especially those which have special properties stemming from their nanoscale
dimensions. Nanoscale is usually defined as smaller than a one tenth of a micrometer
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in at least one dimension, though this term is sometimes also used for materials
smaller than one micrometer.

Materials referred to as “nanomaterials” generally fall into two categories:
fullerenes, and inorganic nanoparticles.

The fullerenes are a class of allotropes of carbon which conceptually are
graphene sheets rolled into tubes or spheres. These include the carbon nanotubes (or
silicon nanotubes) which are of interest both because of their mechanical strength and
also because of their electrical properties.

For the past decade, the chemical and physical properties of fullerenes have
been a hot topic in the field of research and development, and are likely to continue to
be for a long time.

Nanoparticles or nanocrystals made of metals, semiconductors, or oxides are of
particular interest for their mechanical, electrical, magnetic, optical, chemical and
other properties. Nanoparticles have been used as quantum dots and as chemical
catalysts.

Nanoparticles are of great scientific interest as they are effectively a bridge
between bulk materials and atomic or molecular structures. A bulk material should
have constant physical properties regardless of its size, but at the nano-scale this is
often not the case.

21. Find the following information in the text:
a) what nanomaterials are;
b) what categories nanomaterials fall into;
c) what the fullerenes are;
d) why nanoparticles are of great scientific interest.

22. Say where the information presented in the text can be used.

UNIT III
MICROFABRICATION
Word List
align / q'laln / BBICTPauBATh B JUHUIO, CTABUTH B PsIJ;
BBIPABHUBATH
application / "xpll'kelSgmn / MIPUMEHEHHE, UCII0JIb30BaHMUE;
PUIIOKEHUE
bulk / PAlk / rpyja, Karma; Macca
density / 'densltl / TJIOTHOCTh; KOHLICHTPALIHS
device / dl'vals / YCTPOUCTBO, MPUCIIOCOOJICHUE;
MEXaHHW3M; alnmapaT, MaliuHa, mpruoop
deposition /"depqzlSgn / OTJIOXKEHUE; OCAXKICHUE
enable / I'nelbl / JlaBaTh BO3MOXXHOCTb, ITPaBO
evaporation / "vxpg'relSan / UCIIapeHue, BhIIapUBaHUE;
napooOpa3oBaHHe
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feature / 'fi:tSq / O0COOCHHOCTD, XapaKTepHasl 4epTa;
JeTallb, MPU3HAK, CBOHCTBO

gear / glg) / MEXaHHU3M, YCTPOMCTBO, HHCTPYMEHT,
npuodop

humidity / hju:'mldltl / CBIPOCTH, BJIAYKHOCTh

pervasive / pg:'velslv / PaCIPOCTPAHSIOIMIMUICS, TPOHUKAIOIIUH,
MPONUTHIBAIOIINHN, 3aMOTHSIIONTHH

precede / pri'siza / MIPEIIECTBOBATh

semiconductor / "semlkgn'dAkte / | noaynpoBoIHUK

substrate / 'sAbstrelt / OCHOBA, IT0JIJIOJKKa

versatility / "v@:sa it / HETOCTOSHCTBO, H3MEHUYUBOCTb;
MHOTOCTOPOHHOCTb, Pa3HOCTOPOHHOCTh

wafer / 'welfiq) / IOJII0XKKA; TUIACTUHA

Part A

1. Define the following words as parts of speech and give the initial words of the
following derivatives.

Earliest, integrated, fabrication, processing, repeatedly, handling, productive,
deposition, contaminated, reconstruct, completely, sophisticated, actually.

2. Read the following words in each line and define their roots. Translate the words

into Russian:

1) technical, technique, technically;

2) scale, scaling, scaled;

3) classify, classified, classification;

4) application, applied, apply;

5) fabricate, fabrication, fabricator;

6) designer, designing, design;

7) process, processing, processed;

8) conduct, conductor, conductive, semiconductor.

3. Match the following terms with their definitions.

1) miniaturize

a) a thin coating or layer

2) substrate

b) make dirty, impure or diseased

3) semiconductor

c) putting to practical use

4) contaminate

d) easy to see through

5) transparent

e) to make or construct (something, esp. electronic equipment)
on a very small scale; reduce in size

6) particle

f) the semiconductor base on which other material is deposited,
esp. in the construction of integrated circuits

7) application

g)a body with finite mass that can be treated as having
negligible size, and internal structure

8) film

h) a substance, such as germanium or silicon, that has an
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electrical conductivity that increases with temperature and is
intermediate between that of a metal and an insulator

4. Translate the following sentences paying attention to the words in bold type.

1. Microfabrication technologies originate from the microelectronics industry,
and the devices are usually made on silicon wafers.

2. Microfabrication is actually a collection of technologies which are utilized
in making microdevices.

3. The substrate enables easy handling of the microdevice through the many
fabrication steps.

4. To fabricate a microdevice, many processes must be performed, one after
the other, many times repeatedly.

5. The complexity of microfabrication processes can be described by their
“mask count”.

6. Microfabricated devices are not generally freestanding devices but are
usually formed over or in a thicker support substrate.

5. Read the text and name the key points raised in it.

6. Divide the text into logical parts and entitle them.

Microfabrication

Microfabrication or micromanufacturing are the terms to describe processes of
fabrication of miniature structures, of micrometre sizes and smaller. Historically the
earliest micromanufacturing was used for semiconductor devices in integrated circuit
fabrication and these processes have been covered by the term “semiconductor device
fabrication”, “semiconductor manufacturing”, etc. Miniaturization of various devices
presents challenges in many areas of science and engineering: physics, chemistry,
material science, computer science, ultra-precision engineering, fabrication processes,
and equipment design. It is also giving rise to various kinds of interdisciplinary
research. The major concepts and principles of micromanufacturing are laser
technology, microlithography, micromachining and microfinishing (nanofinishing).

Microfabrication technologies originate from the microelectronics industry, and
the devices are usually made on silicon wafers even though glass, plastics and many
other —substrate are in wuse. Micromachining, semiconductor processing,
microelectronic fabrication, semiconductor fabrication, MEMS' fabrication and
integrated circuit technology are terms used instead of microfabrication, but
microfabrication is the broad general term.

Traditional machining techniques such as “electro-discharge machining”,
“spark erosion machining”, and “laser drilling” have been scaled from the millimeter
size range to micrometer range, but they do not share the main idea of
microelectronics-originated microfabrication: replication and parallel fabrication of
hundreds or millions of identical structures. This parallelism is present in various
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imprint, casting and molding techniques which have successfully been applied in the
microregime. For example, injection moulding of compact discs involves fabrication
of micrometer-sized spots on the disc.

Microfabrication is actually a collection of technologies which are utilized in
making microdevices. Some of them have very old origins, not connected to
manufacturing, like lithography or etching. Polishing was borrowed from optics
manufacturing, and many of the vacuum techniques come from 19th century physics
research. Electroplating” is also a 19th century technique adapted to produce
micrometre scale structures, as are various stamping and embossing techniques.

To fabricate a microdevice, many processes must be performed, one after the
other, many times repeatedly. These processes typically include depositing a film,
patterning the film with the desired micro features, and removing (or etching)
portions of the film. For example, in memory chip fabrication there are some 30
lithography steps, 10 oxidation steps, 20 etching steps, 10 doping steps, and many
others are performed. The complexity of microfabrication processes can be described
by their “mask count”. This is the number of different pattern layers that constitute
the final device. Modern microprocessors are made with 30 masks while a few masks
suffice for a microfluidic device or a laser diode. Microfabrication resembles multiple
exposure photography, with many patterns aligned to each other to create the final
structure.

Microfabricated devices are not generally freestanding devices but are usually
formed over or in a thicker support substrate. For electronic applications,
semiconducting substrates such as silicon wafers can be used. For optical devices or
flat panel displays, transparent substrates such as glass or quartz are common. The
substrate enables easy handling of the micro device through the many fabrication
steps. Often many individual devices are made together on one substrate and then
singulated into separated devices toward the end of fabrication.

Microfabrication is carried out in cleanrooms, where air has been filtered of
particle contamination. and temperature, humidity, vibrations and electrical
disturbances are under stringent control. Smoke, dust, bacteria and cells are
micrometers in size, and their presence will destroy the functionality of a
microfabricated device. Cleanrooms provide passive cleanliness but the wafers are
also actively cleaned before every critical step.

Notes:

'MEMS — Micro Electro Mechanical Systems — MHKPO3JIEKTPOMEXaHHUECKUE
cucteMbl, TexHonoruss MEMS (oronutorpadudeckas TeXHOJIOTHUS, TO3BOJSIONIAS
W3rOTaBIUBATh UHTETPUPOBAHHBIC KPEMHHEBBIE MUKPOCXEMBI Pa3MEPOM OT JIECATKOB
MUKPOH IO HECKOJIbKHX MHJUIUMETPOB C  KpPOIICYHBIMH MEXaHHMYECKUMU
AJIEMEHTaMU — UHTEIJIEKTyalIbHbIE YCTPOHCTBA (MUKPOMAIITMHBI) C CAMBIMU Pa3HBIMU
GyHKUUAMM. );

*electroplating — ranpBaHOCTErHsl, HAHECEHHE IOKPBITHS METOIOM DJIEKTPO-
OCaXICHHS, HAHECCHHE TaTbBAHUYECKOTO MMOKPBITHS.
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7. Read the following statements and say whether they are true or false. Correct the
false ones.

1. Historically semiconductor devices were made with the help of
microfabrication.

2. Only a few technologies are used in making microdevices.

3. Modern microprocessors are composed of many different masks.

4. Silicon wafers can be employed in production of many electronic devices.

5. Some devices can be mounted on one substrate and then separated toward
the end of fabrication.

6. Different contaminations can affect the functionality of a microdevice.

8. Match parts A and B to complete the sentences.

A B

1. Miniaturization of various devices | a) the microelectronics industry.
presents challenges ... b) with 30 masks.
2. The major concepts and principles of | ¢) in many areas of science and
micromanufacturing are ... engineering.
3. Microfabrication technologies d) laser technology, microlithography,
originate from ... micromachining and microfinishing.
4. Modern microprocessors are made ... |e) in cleanrooms, where air has been
5. Microfabrication is carried out ... filtered of particle contamination and

temperature.

9. Using the information from the text speak about the fabrication of microdevices.
10. Make an outline of the text.
11. Make a short summary of the text in written form using your outline.
Part B
12. Look at the title. Make your predictions about the contents of the text.
13. Read the text and write out key words and phrases revealing its contents.
14. Divide the text into logical parts. In each part find the key sentence.
Micro Electro Mechanical Systems

The term MEMS', for Micro Electro Mechanical Systems, was coined in the
1980’s to describe new, sophisticated mechanical systems on a chip, such as micro
electric motors, resonators, gears, and so on. Today, the term MEMS in practice is
used to refer to any microscopic device with a mechanical function, which can be
fabricated in a batch process (for example, an array of microscopic gears fabricated
on a microchip would be considered a MEMS device but a tiny laser-machined stent
or watch component would not). In Europe, the term MST for Micro System
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Technology is preferred, and in Japan MEMS are simply referred to as
“micromachines”. The distinctions in these terms are relatively minor and are often
used interchangeably.

Though MEMS processes are generally classified into a number of categories —
such as surface machining, bulk machining — there are indeed thousands of different
MEMS processes. Some produce fairly simple geometries, while others offer more
complex 3-D geometries and more versatility. A company making accelerometers for
airbags would need a completely different design and process to produce an
accelerometer for inertial navigation. Changing from an accelerometer to another
inertial device such as a gyroscope” requires an even greater change in design and
process, and most likely a completely different fabrication facility and engineering
team.

In one viewpoint MEMS application is categorized by type of use: sensor,
actuat0r3, structure.

In another view point MEMS applications are categorized by the field of
application:

— Inkjet printers.

— Accelerometers in modern cars for a large number of purposes including
airbag deployment in collisions.

— Accelerometers in consumer electronics devices such as game controllers,
personal media players / cell phones. Also used in PCs to park the hard disk head
when free-fall is detected, to prevent damage and data loss.

— MEMS gyroscopes used in modern cars and other applications to detect yaw".

— Silicon pressure sensors e.g. car tire pressure sensors, and disposable blood
pressure sensors.

— Optical switching technology which is used for switching technology and
alignment for data communications.

— Bio-MEMS applications in medical and health related technologies.

— Interferometric - modulator display’ (IMOD) applications in consumer
electronics (primarily displays for mobile devices).

Notes:

'"MEMS - MUKPODJIEKTPOMEXaHNYECKUE CUCTEMBI;

>gyT0SCOpe — THPOCKOII;

>actuator — CHJIOBOI IPUBOJT; BO3IEHCTBYIOIIEE YCTPOICTBO;

‘yaw — OTKTOHEHHE OT HAIPABICHUS IBHKCHHUS;

’interferometric modulator display — ucrieii HHTEp(hEpPOMETPHUECKOrO

MOIIyJISATOPA.
15. Make questions to the text to interview your partner about MEMS.
16. Speak about MEMS applications.

17. Say what new information you have learnt from the text.
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18. Sum up the text using the key words, word combinations and the topical
sentences.

Part C

19. Look through the following text, define its main idea and entitle the text.

Text C

Micromachines are mechanical objects that are fabricated in the same general
manner as integrated circuits. They are generally considered to be between
100 nanometres to 100 micrometres in size, though that is debatable. The applications
of micromachines include accelerometers that detect when a car has hit an object and
trigger an airbag. Complex systems of gears and levers are another application.

Most micromachines act as transducers'; in other words, they are either sensors
or actuators.

Sensors convert information from the environment into interpretable electrical
signals. One example of a micromachine sensor is a resonant chemical sensor.
A lightly damped mechanical object vibrates much more at one frequency than any
other, and this frequency is called its resonance frequency. A chemical sensor is
coated with a special polymer that attracts certain molecules and when those
molecules attach to the sensor, its mass increases. The increased mass alters the
resonance frequency of the mechanical object, which is detected with circuitry.

Actuators convert electrical signals and energy into motion of some kind. The
three most common types of actuators are electrostatic, thermal, and magnetic.
Electrostatic actuators use the force of electrostatic energy to move objects. Two
mechanical elements, one that is stationary (the stator) and one that is movable (the
rotor) have two different voltages applied to them, which creates an electric field. The
field competes with a restoring force on the rotor (usually a spring force produced by
the bending or stretching of the rotor) to move the rotor. The greater the electric field,
the farther the rotor will move. Thermal actuators use the force of thermal expansion
to move objects.When a material is heated, it expands and amount depending on
material properties. Two objects can be connected in such a way that one object is
heated more than the other and expands more, and this imbalance creates motion. The
direction of motion depends on the connection between the objects.

Note:
1
transducer — npeoOpazoBaTesb; 1aTYNK; TPUEMHHUK.

20. Find the following information in the text:
a) what micromachines are;
b) how micromachines act;
c) what the size of micromachines is.

21. Say what you have learnt about micromachines.
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UNIT IV

INFORMATION PROTECTION

Word List

access / 'xkses / JT0CTYI

authority / QTP / BJIACTh; MOJTHOMOYHS
available / q'vellgbl / JOCTYTIHBIN

cancel / 'kxmnsql / OTMEHUTh

capability / "kelpqbilit] / CIIOCOOHOCTb

consent / kgn'sent / coryacue
contribution / "kPntrlju:Sgn / BKJIAJI

disclose / dis'klquz / PacKphITh

design / dl'zaln / MIPOEKT

distinct / dls'tINLKt / OTAEIbHBIN, OTIHYHBIN
evaluate / lvxljuelt / OLIEHUTD

facilitate / fq'slltelt / 00JIerYnThH

flaw / f10: / HEJIOCTATOK

govern / 'gAvan / YIpaBJIsATh

hardware / ' hQ:dweq) / anmapaTHbBIE CPEJICTBA
implement / lmpllmacnt / MpUOOP; BBHITIOJTHSATH
label / 'lell / MapKUpPOBaTh
mandatory / 'mxncgtejrl / MPUHYAUTEIBHBIN
moderate / 'mPd(g)relt / yMEpSTh, 0CIa0IATh
overflow / 'quvaflqu / BBIXOJIUTH 3 IIPEJIEIbl
process / pProuses / oOpalaTeIBaTh
protect / prg'tekt / 3alMIIaTh

reassure [ "ri:q'Sug / 3aBEPHUTH

scheme / skizm / cxema

storage / 'stO:rldZ / XpaHEeHHe
Part A

1. Define the following words as parts of speech and give the initial words of the
following derivatives.

Accession, application, cancellation, capability, contribution, disclose,
evaluating, government, moderation, processing, protection, storage, reassure.

2. Translate the following words paying attention to the suffixes and the prefixes.
Economical, application, identical, additional, responsible, self-protection,
functional, categorization, unprotected, widely, commonly, acceptability, impossible.
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3. Study the following words and choose:
a) nouns:
1) apply, application, applied, applicant, appliance;
2) processing, process, processor, procession;
3) protection, protect, protectioning, protectional;
4) information, inform, informative, informer;
b) adjectives:
1) differ, differently, difference, different;
2) availability, avail, available;
3) accessibility, access, accession, accessible;
4) direct, direction, directly, directness.

4. Match the words with their definitions.

1) apply a) electronic device for storing and processing data

2) access b) to carry out a process on data for a particular purpose, may be
carried by a person or by a computer

3) process | ¢) to use something such as a method, idea, or law in a particular
situation, activity, etc.

4) computer | d) the right to enter a place, use something, see someone

5) design e) able to be used or can easily be bought or found

6) available | f) construct or manufacture

7) hardware | g) to make information known

8) scheme | h) a systematic plan fora course of action

9) disclose | 1) the physical equipment used in a computer system, such as the
central processing unit, peripheral devices, and memory

5. Fill in the gaps with the words derived from the words in brackets.

1. Many of these new (applicant) involve both storing information and
simultaneous use by several individuals.

2. A flight boarding agent might have the (addition) authority to print out the
list of all passengers.

3. The airline example is one of (protect) of corporate information for corporate
self-protection.

4. It 1s convenient to divide protection schemes according to their (function)
properties.

5. These are systems that provide (isolate) of users, sometimes (moderate) by
total sharing of some pieces of information.

6. Translate the following sentences paying attention to the words in bold type. What
part of speech do they belong to?

1. It is not always easy to separate hardware and software and this fact has
been demonstrated on several occasions in the courts.

2. We like fast computers, the latest operating system, neat software and
expensive peripherals as much as anyone.
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3. In addition, many companies make contributions to employee retirement
plans at the start of the year.

4. A scheme to share the costs between insurers and taxpayers has been agreed
to, but Parliament has yet to approve it.

5. Security is maintained by terminal operators using unique identification and
password codes to gain access to the system.

6. Internet Explorer and Netscape, for example, can restrict access according to
a rating system.

7. A computer has a wide range of applications for businesses.

8. The new network will enable data to be processed more speedily.

7. Fill in the gaps with one of the following words: reservation, protection,
understood, schemes, sharing, library.

1. As computers become better ... and more economical, every day brings new
applications.

2. In an airline seat reservation system, a ... agent might have authority to make
reservations.

3. The airline example is one of ... of corporate information for corporate self-
protection.

4. It 1s convenient to divide protection ... according to their functional
properties.

5. These are systems that provide isolation of users, sometimes moderated by
total ... of some pieces of information.

6. In some cases the public ... mechanism may be extended to accept user
contributions.

8. Read the text and name the key points raised in it.

Basic Principle of Information Protection

1. General Observations: As computers become better understood and more
economical, every day brings new applications. Many of these new applications
involve both storing information and simultaneous use by several individuals. The
key concern in this paper is multiple use. For those applications in which all users
should not have identical authority, some scheme is needed to ensure that the
computer system implements the desired authority structure.

For example, in an airline seat reservation system, a reservation agent might
have authority to make reservations and to cancel reservations for people whose
names he can supply. A flight boarding agent might have the additional authority to
print out the list of all passengers who hold reservations on the flights for which he is
responsible. The airline might wish to withhold from the reservation agent the
authority to print out a list of reservations, so as to be sure that a request for a
passenger list from a law enforcement agency is reviewed by the correct level of
management. The airline example is one of protection of corporate information for
corporate self-protection (or public interest, depending on one’s view).
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2. Functional Levels of Information Protection: Many different designs have
been proposed and mechanisms implemented for protecting information in computer
systems. One reason for differences among protection schemes is their different
functional properties — the kinds of access control that can be expressed naturally and
enforced. It is convenient to divide protection schemes according to their functional
properties. A rough categorization is the following:

a) unprotected systems. Some systems have no provision for preventing a
determined user from having access to every piece of information stored in the
system. Although these systems are not directly of interest here, they are worth
mentioning since, as of 1975, many of the most widely used, commercially available
batch data processing systems fall into this category — for example, the Disk
Operating System for the IBM System. Our definition of protection, which excludes
features usable only for mistake prevention, is important here since it is common for
unprotected systems to contain a variety of mistake-prevention features. These may
provide just enough control that any breach of control is likely to be the result of a
deliberate act rather than an accident. Nevertheless, it would be a mistake to claim
that such systems provide any security;

b) all-or-nothing systems. These are systems that provide isolation of users,
sometimes moderated by total sharing of some pieces of information. If only isolation
is provided, the user of such a system might just as well be using his own private
computer, as far as protection and sharing of information are concerned. More
commonly, such systems also have public libraries to which every user may have
access. In some cases the public library mechanism may be extended to accept user
contributions, but still on the basis that all users have equal access.

Briefly, then, we may outline our discussion to this point. The application of
computers to information handling problems produces a need for a variety of security
mechanisms. We are focusing on one aspect, computer protection mechanisms - the
mechanisms that control access to information by executing programs. Finally, some
protection designs can be evaluated by comparing the resources of a potential
attacker with the work factor required to defeat the system, and compromise
recording may be a useful strategy.

9. Read the following statements and say whether they are true or false. Correct the
false ones.

1. Computers become more economical and bring new applications.

2. These new applications involve only storing information.

3. Different functional properties is the reason for differences among protection
schemes.

4. Protection schemes are not convenient to divide according to their functional
properties.

5. Every system has provision for preventing a determined user from having
access to every piece of information stored in the system.

6. All-or-nothing systems have no public libraries which are accessible to
every user.
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10. Using information of paragraph 2 speak about a reservation system.
11. Make an outline of the text.

12. Make a short summary of the text in written form using your outline.

Part B

13. Look at the title of the text. Make your predictions about its contents.

14. Read the text and write out key words and phrases revealing the contents of the text.
15. Divide the text into logical parts. In each part find the key sentence.

16. Find one or two sentences which can be omitted as inessential in each logical part.
Descriptor-Based Protection Systems

Descriptors have been introduced for the purpose of protecting information,
although they are also used in some systems to organize addressing and storage allocation.
For the present, it is useful to separate such organizational uses of descriptors from their
protective use by requiring that all memory accesses go through two levels of descriptors.
In many implementations, the two levels are actually merged into one, and the same
descriptors serve both organizational and protection purposes.

Conceptually, we may achieve this separation by enlarging the function of the
memory system to provide uniquely identified (and thus distinctly addressed) storage
areas, commonly known as segments. For each segment there must be a distinct
addressing descriptor, and we will consider the set of addressing descriptors to be
part of the memory system. Every collection of data items worthy of a distinct name,
distinct scope of existence, or distinct protection would be placed in a different
segment, and the memory system itself would be addressed with two-component
addresses: a unique segment identifier (to be used as a key by the memory system to
look up the appropriate descriptor) and an offset address that indicates which part of
the segment is to be read or written. All users of the memory system would use the
same addressing descriptors, and these descriptors would have no permission bits —
only a base and a bound value.

The unique identifiers used to label segments are an essential cornerstone of
this organization. They will be used by the protection system to identify segments, so
they must never be reused. One way of implementing unique identifiers is to provide
a hardware counter register that operates as a clock (counting, say, microseconds) and
is large enough never to overflow in the lifetime of the memory system. The value of
the clock register at the time a segment is created can be used as that segment's
unique identifier. As long as the memory system remembers anything, the time base
of the clock register must not be changed.

Since the addressing descriptors are part of the memory system, which is
shared by all processors, the system address space is universal. Any single processor
address space, on the other hand, is defined by the particular protection descriptors
associated with the processor and therefore is local. If the supervisor switches control
of a real processor from one virtual processor to another, it would first reload the
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protection descriptors; the processor address space thus is different for different
users, while the system address space remains the same for all users.

With the addressing function separated architecturally from the protection
function, we may now examine the two generalized forms of protection systems: the
capability system and the access control list system.

17. Make questions to the text, interview your partner on the problems raised in it.

18. Express your attitude to the facts given in the text. You may use the following
phrases:

— It 1s full of interesting information ...

— I find the text rather/very cognitive...

—D’ve learnt a lot ...

— I don’t agree with...

19. Say which facts presented in the text you’ve already been familiar with.

Part C

20. Read the title of the following text. Make your predictions about the contents of
the text.

21. Read the text and find out the topical sentences in each paragraph.

The Personal Information Protection and Electronic Documents Act

The Personal Information Protection and FElectronic Documents Act
(abbreviated PIPEDA or PIPED Act) is a Canadian law relating to data privacy. It
governs how private-sector organizations collect, use and disclose personal
information in the course of commercial business. In addition, the Act contains
various provisions to facilitate the use of electronic documents. PIPEDA was passed
in the late 1990s to promote consumer trust in electronic commerce. The act was also
intended to reassure the European Union that the Canadian privacy law was adequate
to protect the personal information of European citizens. PIPEDA incorporates and
makes mandatory provisions of the Canadian Standards Association’s Model Code
for the Protection of Personal Information, developed in 1995.

“Personal Information”, as specified in PIPEDA, is as follows: information
about an identifiable individual, but does not include the name, title or business
address or telephone number of an employee of an organization. The law gives
individuals the right to know why an organization collects, uses or discloses their
personal information; expect an organization to collect, use or disclose their personal
information reasonably and appropriately, and not use the information for any
purpose other than that to which they have consented.

The law requires organizations to:

— obtain consent when they collect, use or disclose their personal information;

— supply an individual with a product or a service even if they refuse consent
for the collection;

27



— collect information by fair and lawful means; and have personal information
policies that are clear, understandable and readily available.

22. Say what you have learnt about the PIPEDA.

UNITV
COMPUTER SECURITY
Word list
application code |/ "xpll'kelSgn 'kqud / | xox npunoKeHHs
computer / kgm'pju:tg KOMIIBIOTEpHAsl 0€3011aCHOCTh
security sl'kjugrltl /
compromise / ' kKPmprgmalz / KOMIIPOMETUPOBATH, 3aHUMAThCS
HECAHKIIMOHUPOBAHHBIM PACKPHITHEM
WM TTOJTY9@HUEM 3allHIIeHHOM
uHhopMauu
corrupt / ka'rApt / HCKa)XaTh; YHUUTOXKATh, pa3pyllaTh
JTaHHBIC
encrypt / en'kript / mudpoBaTh
execution / "ekslkju:Saomn / WCIIOJTHEHWE, BBITTOTHEHUE (IIPOTpaMM,
KOMaH/T)
flawlessly / HO:0lsl / 0e3ymnpedHo, 0€3yKOPU3HEHHO
impenetrable / Imn'penltraol / HETPUCTYITHBIN, HEJTOCTYITHBIH
implement / lmpllmgnt./ OCYIIECTBIIATh, BHEJPATH
kernel / 'kF:nql / SATIPO
malicious / mqllSgs / HECaHKIIMOHUPOBAHHBIN
overflow / "quvgflqu’/ NIEPETIOIHEHNE
privilege level |/ 'privilldz 'levl / YPOBEHB JIOCTYIIA
robust /rPoAst / HaJICKHBINA, YCTOWYUBBIN K OIIOKaM
scrutiny [ 'skrustini / THIATeIbHAs IPOBEPKa
security policy | / sl'kjugprltl pPlisl / NOJIUTHKA 0€30M1aCHOCTH
verifiable / 'verlfalgol / O/IJTAFOIIUIACS MPOBEPKE, KOHTPOJIIO
Part A

1. Define the following words as parts of speech and give the initial words of the
following derivatives.

Management, impenetrable, configuration, deterministic, verifiable, assurance,
capability, functionality, protection, correctness.

2. Find the words and phrases in paragraph 1 that mean the same.
a) a system in a computer that helps all the programs in it to work;
b) safe from and protected against damage and attacks;

28




c) to keep someone/ something safe from harm, damage;
d) measures taken in order to keep someone/ something safe from harm,
damage.

3. Translate the following sentences paying attention to the words in bold type.

1. None of the top 10 clonemakers now sells computers that run the Macintosh
operating system.

2. The new mainframe operating system I have personally approved is going
haywire; the computer is down half the time.

3. We like fast computers, the latest operating system, software and expensive
peripherals.

4. A company can protect information of this kind only as long as it is
confidential to the business and not in the public domain.

5. The decision he reached was that existing computer hardware was not
sufficiently powerful to cope with the problem.

6. But another factor is that instruction manuals that usually accompany new
computer hardware and software are difficult to understand.

7. The belief that it would be possible to maintain old computer hardware in
operational order for use by future historians is utopian.

8. Please supply a valid name and password.

9. This computer system gives the user the capability of accessing huge
amounts of data.

10. Both computers had a 28, 800-baud fax modem, 16 megabytes of random-
access memory and voice mail / speakerphone capabilities.

11. The company has spent millions of dollars replacing outdated computer
hardware.

12. The market permits people to make decisions and to act without going
through the impossible task of collecting all the relevant information.

4. Fill in the missing words: assure, operating systems, hardware, security, web
servers, produce.

1. The term “high assurance” usually suggests the system has the right ...
functions.

2..The design methodology to ... such secure systems is precise, deterministic
and logical.

3. The strategy is based on a coupling of special microprocessor ... features.

4. Secure ... ... designed this way are used primarily to protect national
security information, military secrets, and the data of international financial
institutions.

5. These systems are found in use on ... ..., guards, database servers, and
management hosts.

6. Ordinary operating systems, on the other hand, lack the features that ... this
maximal level of security.
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5. Read the text and find out the words to prove the title of the text.
6. Read the following text. Choose the sentences covering the main idea of the text.
Computer Security

One use of the term computer security refers to technology to implement a
secure operating system. Much of this technology is based on science developed in
the 1980s and used to produce what may be some of the most impenetrable operating
systems ever. Though still valid, the technology is in limited use today, primarily
because it imposes some changes to system management and also because it is not
widely understood. Such ultra-strong secure operating systems are based on operating
system kernel technology that can guarantee that certain security policies are
absolutely enforced in an operating environment. An example of such a Computer
security policy is the Bella-La Padula model. The strategy is based on a coupling of
special microprocessor hardware features, often involving a memory management
unit, to a special correctly implemented operating system kernel. This forms the
foundation for a secure operating system which, if certain critical parts are designed
and implemented correctly, can ensure the absolute impossibility of penetration by
hostile elements. This capability is enabled because the configuration not only
imposes a security policy, but in theory completely protects itself from corruption.

Ordinary operating systems, on the other hand, lack the features that assure this
maximal level of security. The design methodology to produce such secure systems is
precise, deterministic and logical. Systems designed with such methodology represent
the state of the art of computer security although products using such security are not
widely known. In sharp contrast to most kinds of software, they meet specifications
with verifiable certainty comparable to specifications for size, weight and power.
Secure operating systems designed this way are used primarily to protect national
security information, military secrets, and the data of international financial
institutions. These are very powerful security tools and very few secure operating
systems have been certified at the highest level “unclassified”. The assurance of
security depends not only on the soundness of the design strategy, but also on the
assurance of correctness of the implementation.

The term “high assurance” usually suggests the system has the right security
functions that are implemented robustly enough to protect DOD' and DOE? classified
information. Medium assurance suggests it can protect less valuable information,
such as income tax information. Secure operating systems designed to meet medium
robustness levels of security functionality and assurance have seen wider use within
both government and commercial markets. Medium robust systems may provide the
same security functions as high assurance secure operating systems but do so at a
lower assurance level. Lower levels mean we can be less certain that the security
functions are implemented flawlessly, and therefore less dependable. These systems
are found in use on web servers, guards, database servers, and management hosts and
are used not only to protect the data stored on these systems but also to provide a high
level of protection for network connections and routing services.
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Notes:

'DOD — Department of Defense — Munncrepctso o6oporst CIIIA;
’DOE — Department of Energy — Munucrtepctso suepreruxu (CIIIA).

7. Match parts A and B to complete the sentences.

A

B

1. The configuration ...

a)that the security functions

implemented flawlessly.

arc

2. These are very powerful security
tools ...

b) are based on operating system kernel
technology.

3. The strategy is based on a coupling
of ...

c) less valuable information.

4. Lower levels mean we can be less
certain ...

d) completely itself  from

corruption.

protects

5. Such ultra-strong secure operating
systems ...

e) and very few secure operating systems
have been certified at the highest level
“unclassified’.

6. Medium assurance suggests it can
protect ...

f) special microprocessor hardware units to
a special operating system kernel.

8. Read paragraph 2 and describe the essence of “high assurance of computer
security”.

9. Express your attitude to the importance of “computer security”.

10. Make an outline of the text.

11. Make a short summary of the text in written form using your outline.

Part B

12. Look at the title. Make your own predictions about the contents of the text.

13. Read the text and write out key words and phrases revealing the contents of the text.
Secure Coding

If the operating environment is not based on a secure operating system capable
of maintaining a domain for its own execution, and capable of protecting application
code from malicious subversion, and capable of protecting the system from subverted
code, then high degrees of security are understandably not possible. While such
secure operating systems are possible and have been implemented, most commercial
systems fall in a “low security” category because they rely on features not supported
by secure operating systems (like portability, et al.). In low security operating
environments, applications must be relied on to participate in their own protection.
There are “best effort” secure coding practices that can be followed to make an
application more resistant to malicious subversion.
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In commercial environments, the majority of software subversion
vulnerabilities result from a few known kinds of coding defects. Common software
defects include buffer overflows', format string2 vulnerabilities, integer3 overflow,
and code/command injection. Some common languages such as C and C++ are
vulnerable to all of these defects. Other languages, such as Java, are more resistant to
some of these defects, but are still prone to code/command injection and other
software defects which facilitate subversion. Recently another bad coding practice
has come under scrutiny; dangling pointers’. The first known exploit for this
particular problem was presented in July 2007. Before this publication the problem
was known but considered to be academic and not practically exploitable. In
summary, “secure coding” can provide significant payback in low security operating
environments, and therefore worth the effort. Still there is no known way to provide a
reliable degree of subversion resistance with any degree or combination of “secure
coding”.

Notes:
I
buffer overflow — nepenonnenue Oydepa (mporpammuasi ommOka, KoTopas
BO3HHUKAET IIPU OTCYTCTBUH HJIM HEJIOCTATOYHOM aBTOMAaTHYECKOM KOHTPOJIC BBIXOJIA
orepalyii 3alMCH TaHHBIX 3a TPEe/IeIbl MACCHBA B TIAMSITH);

2 .

format string — Qopmarupyromas cTpoka (€Tpoka, HCHOIb3yeMas B
oIepaTopax BbIBOJA, KOTOpas MOXKET COAEpKaTh cHelUpuKauy (GopMaToB, a TaKkKe
JUTEPabl);

3. o ;
integer — 1eJI0e YKMCJIO, BCTPOSCHHBIN MMPOCTON THI JaHHBIX;
4 . . o .
dangling pointer — yka3aTeab Ha HECYIIECTBYIOIIMHN (yHaJICHHBIN) OOBEKT;
BUCSIYMH (3aBUCIIHIT) YKa3aTellb.

14. Name the main problem of the text.
15. Make questions to the text to interview your partner abour secure coding.

16. Express your attitude to the facts given in the text. You may use the following
phrases:

— It 1s full of interesting information ...

— I find the text rather / very cognitive ...

—D’ve learnt a lot ...

= I don’t agree with ...

17. Give your point of view on possibility of using presented in the text information
in your future profession.

Part C
18. Read the title of the text and say what information is presented in it.

19. Read the title of the text and express your point of view on its main idea.
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Hardware Mechanisms that Protect Computers and Data

Hardware based or assisted computer security offers an alternative to software-
only computer security. Devices such as dongles may be considered more secure due
to the physical access required in order to be compromised.

While many software based security solutions encrypt the data to prevent data
from being stolen, a malicious program or a hacker may corrupt the data in order to
make it unrecoverable or unusable. Similarly, encrypted operating systems can be
corrupted by a malicious program or a hacker, making the system unusable.
Hardware-based security solutions can prevent read and write access to data and
hence offers very strong protection against tampering and unauthorized access.

Working of hardware based security: A hardware device allows a user to login,
logout and to set different privilege levels by doing manual actions. The device uses
biometric technology to prevent malicious users from logging in, logging out, and
changing privilege levels. The current state of a user of the device is read both by a
computer and controllers in peripheral devices such as hard disks. Illegal access by a
malicious user or a malicious program is interrupted based on the current state of a
user by hard disk and DVD controllers making illegal access to data impossible.
Hardware based access control is more secure than logging in and logging out using
operating systems as operating systems are vulnerable to malicious attacks. Since
software cannot manipulate the user privilege levels, it is impossible for a hacker or a
malicious program to gain access to secure data protected by hardware or perform
unauthorized privileged operations. The hardware protects the operating system
image and file system privileges from being tampered. Therefore, a completely
secure system can be created using a combination of hardware based security and
secure system administration policies.

20. Find the following information in the text:
a) how hardware based security works;
b) when a hacker can’t gain access to secure data.

21. Prove the following point of view:
hardware mechanisms can protect computers and data.

22. Speak on one of the following points to your partner:
a) what you usually do to protect your computer system from malicious users;
b) what advice you can give to your friend to make his computer system secure.

UNIT VI
CRYPTOGRAPHY
Word List
application / "xpll'kelSqmn // MIPUMEHEHHE, UCTIOJIb30BAHKE
arbitrarily / "Rbl'tre(q)r(g)l / MPOM3BOJILHO

authentication |/ O:'"Tentl'kelSqn // yJI0CTOBEPEHHE, 3aCBUICTEIILCTBOBAHUE
MOJJTMHHOCTH, YCTAaHOBJICHUE
COOTBETCTBHSI OPUTHHAITY
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block cipher |/ blPk 'salfiq) / OJIOUHBIN TGP
cheating / tSJIIN / HapylieHue, oOMaH, MOIIICHHUYECTBO
cipher / 'salfq) // KO, mu@p, TAWHOIKCH
confidentiality |/ 'kOnflden(t)SIxlgti / |xonpUAEHIIMATBHOCTD, CEKPETHOCTD
(uadopmanun)
cryptography |/ krip'tPgjrayfi / Kpunrorpadus
deprecation / "deprl'kelSqgmn // Heog00peHue, Bo3pakeHue, MpoTecT
designate / 'dezlgnelt // O0OBSBIIATH, HA3BIBATh (UTO-THO0 YEM-JTHOO)
develop / dl'velgp // pa3BUBATh, COBEPILICHCTBOBAT;
pa3pabaThIBaTh, MPOSKTUPOBATH
embodiment |/ Im'bPdImgmnt / BOILIOIIEHHUE, OCYILIECTBICHHE
encryption / In'krlpS(q)n / mudpoBanue, 3audpoBLIBAHHE,
KOJMPOBKa
hash / xS / OecrnopsiIoK, MelIaHWHa, ITyTaHUIIA
hash function |/ hxS TAnkS(q)n / XomI-(OyHKIMS, QYHKIMS PACCTAaHOBKH
integrity / In'tegyrlti / I[ETTIOCTHOCTh, COXPAHHOCTb, HETIPOTHUBO-
PEYMBOCTH M IMTPABHIIBHOCTH TAHHBIX
internal / Im'tg:n(a)l / BHYTPEHHUN
knit / it/ COEIUHSITh, 00BETUHATH
malicious / mgallSgs / 3JI00HBIH, 37101, 37I0YMBIIIUICHHBIH,
3JIOHAMEPEHHbIN
onetime / 'wAntalm / OBIBIIMH, TPOIIE TN, TPOILIBIHI
operate / 'Ppgrelt / paboTatb, 1€iiCTBOBAThH
pad / xd / 0JIOKHOT, KJIaBUATypa, MPOKJIaIKa
privacy / 'pralvgsl / JUYHOE JIeJI0, TaliHa, CEKPETHOCTb,
KOH()HICHIINATbHOCTH;
MIPaBO HA YACTHYIO )KU3HB;
3alUTa MepCOHaIbHON HHGOPMAITUU
relate / rllelt / OTHOCHUTLCS, IMETh OTHOIIICHUE,
3aTparuBaTh; ObITh CBSI3aHHBIM
repudiation / fl'pju:di'elSan / OTKa3 OT (haKTa MOITyYEeHUS
WJIH OTTIPABJICHHSI COOOIICHISI
require / tl'kwalg / TpeOOBaTh, HYKAAThCS
share / SIFq) /] JICATHCS, Pa3IeIsATh, COBMECTHO
HCTIOJIb30BaTh
signature / 'slgnltSq // HIO/IMTUCH
stream cipher |/ strJm 'salliq / MOTOYHBIN MUP, TOTOKOBBIN MHU(P
successive / sqk'seslv / CJICTYIOIIUH OJIMH 32 IPYTHUM,
MOCIIEIOBATENBHBIN, MTOCIIETYIOIINN
symmetric-key |/ sl'metrlk ki / mu@poBaHKE C UCIIOJIH30BAHUEM

cryptography

CUMMCTPUYIHOTO KpI/IHTOI‘pa(I)I/ILICCKOFO
KJIFO4a
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Part A

1. Define the following words as parts of speech and give the initial words of the
following derivatives.

Encryption, easily, sender, application, embodiment, longer, successive,
developed, security, carefully, deprecation, hidden, initially, signature, attacker,
broken, receiver, different, arbitrarily.

2. Give Russian words with similar roots.

Cryptography, symmetric, method, publicly, polyalphabetic, aspect, standard,
design, finally, variant, popular, block, variation, type, combine, text, secret, material,
function.

3. Translate the following words paying attention to the suffixes and prefixes.
Commonly, operation, designation, especial, variant, privacy, widely,
signature, knitting, longer, computable, receiver.

4. Fill in the gaps with the words derived from the words in brackets.

1. Symmetric-key cryptography was the only kind of encryption publicly
(know) until June 1976.

2. The modern study of symmetric-key ciphers (relation) mainly to their
application.

3. Messages are almost always (long) than a single block.

4. A method of (knit) together successive blocks is required.

5. Several methods have been developed, some with better (secure) in one
aspect or another one.

6. The modes of operation must be (careful) considered when using a block
cipher in a cryptosystem.

5. Fill in the gaps with one of the following words: operates, popular, as, using,
considerable, is combined.
1. The Data Encryption Standard remains quite ... and used in different

applications.

2. Many block ciphers have been designed and released, with ... variation in
quality.

3. Stream ciphers create a long stream of key material which ... with the
plaintext.

4. A hidden internal state in a stream cipher changes as the cipher ... .
5. ... the secret key material, that internal state is initially set up.
6. Block ciphers can be used ... stream ciphers.

6. Read the text and name key points raised in it.
Symmetric Key Algorithm

Symmetric-key cryptography refers to encryption methods in which both the
sender and receiver share the same key (or, less commonly, in which their keys are
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different, but related in an easily computable way). This was the only kind of
encryption publicly known until June 1976.

The modern study of symmetric-key ciphers relates mainly to the study of
block ciphers and stream ciphers and to their applications. A block cipher is, in a
sense, a modern embodiment of Alberti’s polyalphabetic cipher: block ciphers take as
input a block of plaintext and a key, and output a block of ciphertext of the same size.
Since messages are almost always longer than a single block, some method of
knitting together successive blocks is required. Several have been developed, some
with better security in one aspect or another than others. They are the modes of
operation and must be carefully considered when using a block cipher in a
cryptosystem.

The Data Encryption Standard (DES') and the Advanced Encryption Standard
(AES?) are block cipher designs which have been designated cryptography standards
by the US government (though DES’s designation was finally withdrawn after the
AES was adopted). Despite its deprecation as an official standard, DES (especially its
still-approved and much more secure triple-DES variant) remains quite popular; it is
used across a wide range of applications, from ATM’ encryption to e-mail privacy
and secure remote access. Many other block ciphers have been designed and released,
with considerable variation in quality. Many have been thoroughly broken.

Stream ciphers, in contrast to the “block”™ type, create an arbitrarily long stream
of key material, which is combined with the plaintext bit-by-bit or character-by-
character, somewhat like the one-time pad. In a stream cipher, the output stream is
created based on a hidden internal state which changes as the cipher operates. That
internal state is initially set up using the secret key material. RC4* is a widely used
stream ciphe. Block ciphers can be used as stream ciphers.

Cryptographic hash functions are a third type of cryptographic algorithm. They
take a message of any length as input, and output a short, fixed length hash which can
be used in (for example) a digital signature. For good hash functions, an attacker
cannot find two messages that produce the same hash. MD4’ is a long-used hash
function which is now broken; MD3, a strengthened variant of MD4, is also widely
used but broken in practice.

Notes:

'DES — Data Encryption Standard — crangapt mmpoBaHus TaHHBIX;

?AES — Advanced Encryption Standard — ymydmeHHsii cramapT mubpo-
BaHus, cTangapt AES;

SATM — Automatic Teller Machine — Gankomar;

*RC4 — Rivest cipher 4 — (motoxoBbii, morounsii) mudpp PaiiBecra 4,
(TOTOKOBBIN MHUDP C KITIOYOM MEPEMEHHOTO pa3Mepa, ero alropuT™M 0asupyercs Ha
WCTIONIb30BAaHUM CITYYalHBIX TiepecTaHoBOK. IIudp MoXeT HAAEKHO CIYXKUTH IS
0e30macHoM (3alUIIEHHOW) CBSI3U U OOMEHA CEKPETHBIMU JAHHBIMM );

MD — Message Digest — anroputm MD (cepust anroput™mos (MD2, MD4,
MDS5) paspabortana P. PaiiBectoM s mpuiioXeHUM, HCIOIB3YIONUX ITU(POBYIO
noanucb. MD4 ucnonb3yetcs B cucreme 6e3zonacHoctd Windows NT, 4utoObl u3
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OUTOBOM TMOCIIEOBATEIBHOCTH MPOU3BOJIBHON JIJTUHBI

MMOJYYNUTh YHUKAJIBbHYIO

OMTOBYIO MOCJIEA0BATEILHOCTh KOHEUHON JIJTUHBI).

7. Read the following statements and say whether they are true or false. Correct the

false ones.

1. Symmetric-key cryptography refers to the encryption methods in which the
sender and receiver share either different keys or the same key.

2. A block of plaintext and a key are output for block ciphers.

3. Some methods of connecting together successive blocks have been
developed longer because messages are usually shorter than a single block.

4. Some method of separating successive blocks is necessary in block ciphers.

5. When using a block cipher, there’s no need to take into account the modes of

operation.

6. Symmetric-key cryptography was a single type of encryption that was

popular before 1976.

8. Match parts A and B to complete the sentences.

A B
1. The US government adopted Data |a)is used to ensure e-mail privacy and
Encryption  Standard and  Advanced | secure remote access.
Encryption Standard as ... b) having sufficient qualitative
2.0ne of popular standards 1s Data | difference.

Encryption Standard that ...

3. Different block ciphers
developed, ...

4. Combination of a long stream of key
material with the plaintext is ...

5. A peculiar feature of a stream cipher is ...
6. Using the secret key material, ...

7. Block ciphers can be used as ...

have been

c) cryptography standards.

d) typical for stream ciphers.

e) stream ciphers.

f) changing of a hidden internal state
as the cipher operates.

g) the internal state is initially set up.

9. Read paragraph 2 and describe the principles of block cipher operation.

10. Using information of paragraph 3 make the description of US cryptography

standards.

11. Read paragraph 4 and make description of stream ciphers.

12. Using information of paragraph 5 explain the essence of cryptographic hash

functions.

13. Make an outline of the text.

14. Make a short summary of the text in a written form using your outline. The

phrases given below will help you.
1. The text deals with ... .
2. ... are discussed.
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3. They include ... .

4. It shows ... .

S. Tosumup ... .

6. Intensive efforts have been devoted to ... .
7. The efforts continue in the direction of ... .

Part B

15. Study the words and word combinations to the following text. Point out the main
question of it.
Security, objectives, privacy, data integrity, authentication, non-repudiation.

16. Read the text and write out key words and phrases revealing the contents of the
paragraphs.

17. Read the text and find out the topical sentences of the paragraphs.
18. Find I or 2 sentences which can be omitted as inessential in each logical part.

19. Look through the text and choose the best title.
1. Cryptographic Secrecy
2. Cryptographic Procedures
3. The Concept of Information
4. Cryptographic Goals
Text B

Of all the information security objectives the following four form a framework
upon which the others will be derived: privacy or confidentiality; data integrity;
authentication; and non-repudiation.

Confidentiality is a service used to keep the content of information from all but
those authorized to have it. Secrecy is a term synonymous with confidentiality and
privacy. There are numerous approaches to providing confidentiality, ranging from
physical protection to mathematical algorithms which render data unintelligible.

Data integrity is a service which addresses the unauthorized alteration of data.
To assure data integrity, one must have the ability to detect data manipulation by
unauthorized parties. Data manipulation includes such things as insertion, deletion,
and substitution.

Authentication is a service related to identification. This function applies to
both entities and information itself. Two parties entering into a communication
should identify each other. Information delivered over a channel should be
authenticated as to origin, date of origin, data content, time sent, etc. For these
content reasons this aspect of cryptography is usually subdivided into two major
classes: entity authentication and data origin authentication. Data origin
authentication implicitly provides data integrity (for if a message is modified, the
source has changed).

Non-repudiation is a service which prevents an entity from denying previous
commitments or actions. When disputes arise due to an entity denying that certain
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actions were taken, a means to resolve the situation is necessary. For example, one
entity may authorize the purchase of property by another entity and later deny such
authorization was granted. A procedure involving a trusted third party is needed to
resolve the dispute.

A fundamental goal of cryptography is to adequately address these four areas in
both theory and practice. Cryptography is about the prevention and detection of
cheating and other malicious activities.

20. Sum up the text using the key words and word combinations and the topical
sentences.

21. Find the sentences containing:
a) the main idea of the text;
b) specifying information.

22. Express your attitude to the facts given in the text. You may use the following
phrases:

— It 1s full of interesting information ... .

— I find the text rather/very cognitive ... .

—D’ve learnta lot ... .

— I don’t agree with it ... .

23. Say which facts presented in the text you ve already been familiar with.

24. Make a questionnaire to the text and interview your partner on the problem
raised in the text.

Part C

25. Read the title of text and say what information is presented in it.

26. Scan the following text and say what problems are described in it.
From the History of Cryptography

Cryptography has a long and fascinating history. The most complete non-
technical account of the subject is Kahn’s The Codebreakers. This book traces
cryptography from its initial and limited use by the Egyptians some 4000 years ago,
to the twentieth century where it played a crucial role in the outcome of both world
wars. Completed in 1963, Kahn’s book covers those aspects of the history which
were most significant (up to that time) to the development of the subject. The
predominant practitioners of the art were those associated with the military, the
diplomatic service and government in general. Cryptography was used as a tool to
protect national secrets and strategies.

The proliferation of computers and communications systems in 1960s brought
with it a demand from the private sector for means to protect information in digital
form and to provide security services. Beginning with the work of Feistel at IBM in
the early 1970s and culminating in 1977 with the adoption as a U.S. Federal
Information Processing Standard for encrypting unclassified information, DES, the
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Data Encryption Standard, is the most well-known cryptographic mechanism in
history. It remains the standard means for securing electronic commerce for many
financial institutions around world.

27. Find the following information in the text:
a) the main fields of cryptography usage;
b) the most common cryptographic mechanism.

28. What can you add to the text using your knowledge in the field of cryptography?

UNIT VII

NEW ELECTRONICS: RESEARCH AND DEVELOPMENT

Word List
achieve / qtSizv / JIOCTUTaTh
approach / q'prouts / noaxo (K paCCMOTPEHUI0, U3YUCHUIO
4ero-a1o0)
bulky / ' BAIKI / OOJIBIIION, TPOMO3IKUI
capable / 'kelpgb(g)! / CIIOCOOHBII
carbon dioxide |/"kRbgn dalPksald / | nByokucs yriepona, yriekucislii ra3
cargo /'kQ:gagu / py3
contamination |/ kgn'txmi'nelScn / | 3arpsa3HeHue, 3apaxeHue
conventional |/ kgn'venS(g)nl / TpaJULMOHHBIN, CTaHAAPTHBIN
cool / kuzl / CTYJIMTh, OXJIAXKIATh
crux / krAks / TJIABHBIN, OCHOBHOM, pellaroniui
BOTIPOC, OCHOBHAs Mpoldiema,
3aTpyTHCHHE
dangle / 'dxNgl / CBOOOJIHO CBHCATh, KQUaThCsl, BUCETh
efficient / IISamnt/ 3 PEKTUBHBIN, TEHCTBUTEIIBHBIN
ferret / ferlt/ BBITOHSITh, Pa3bICKUBATD;
CBIIIUK, YIOPHBIN MCCIICIOBATEIb
fingerprint(s) | /'fINgq'print / OTIEYATOK Majblla, XapaKTePHBII
MIPU3HAK
freight / frelt / I'PY30BOii, TOBapHBIH (0 TPaHCTIOPTE)
fry / fral / KapHUTh
heat / niet / TeIIoTa
illicit / IMlslt / HE3aKOHHBIH, 3aMpeIeHHBIN
inanimate / In'<nlmit / HEOYIIeBJICHHBIN, HEXKUBON
melt / melt / TasATh, INIABUTh, PACTAILJIUBATh
overcome / "quve kAm / IPEOA0JIETh
pinpoint / 'plnpOint / TOYHO OMpPEACNIATh, YKa3bIBaTh
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remote / rl'mguit / OTJAJICHHBIN, TaJbHUHN

renowned / rl'naund / MIPOCJIABJICHHBIN, U3BECTHBIM,
3HAMEHUTBIN

shortcoming / SO:tkAmMIN / HEJ0CTATOK, HECOBEPIIICHCTBO

similarly / 'slmllgll / moA00HBIM 00pa30oM, TaK ke

smuggle / 'smAgl / MIPOBO3UTh KOHTPabaHA0M, TaHO

MIPOHOCHUTH
sniffer / 'snilifie) / HIOXaTh, BJIBIXaTh HOCOM;

HAapKOMaH, HIOXAIONTMH HAapKOTHK
spin / spln / BpAIllCHUE; KPY>KEHUE; BEPUECHUE
survive / sq'valv / MIEPEKUTH, BBIJIEPKATH, TPOAOIKUTH

CYIIECTBOBATh
urgent /'g:dz(q)nt / CPOYHBIH, HEOTIIOKHBIN, KpaiiHe

HEOOXOUMBIT
variety / varalgtl / pazHooOpa3zue
voltage / 'vauiltldz / BOJIbTaX, NEKTPUUECKOE HAMPSIKEHHUE,

pa3HOCTh MOTEHIINAIOB

Part A
1. Read the following words in each line and define their roots. Translate the words
into Russian:

1) operate, operation, operator, operative;

2) reduction, reductive, reduce;

3) equip, equipment, equipped;

4) develop, developer, development;

5) similar, similarity, similatly.

2. Fill in the gaps with the words derived from the words in brackets.

1. Smuggling is a (grow) problem.

2. The screening systems available are typically bulky, expensive and require ultra
high (sensitive) as the sensor is remote from the cargo.

3. The Ferret will reduce the need for customs and security officials to enter or
unpack freight (contain).

4. The Ferretis (equip) with a suite of sensors that is more sensitive than any
currently employed in conventional cargo scanners.

5. UK researchers have made huge advancements in terms of miniaturisation and
improving the (capable) of the sensors.

3. Find out the equivalents to the following words and word combinations in
paragraphs 1 and 2 of the text below.

Pa3HoOOpa3me, cucTeMBl TIIATCIBHOW TIPOBEPKH, TpeOOBaTh, TPy3, PHUCK
MOTCHIIMAJIBHOTO 3apayKeHUs, KpalHsAs HEOOXOAMMOCTh, aIbTEPHATHBHOE PEIICHHE,
HEJI0OCTATKH, B3PhIBUATHIC BEIIECTBA, PCHTTCHOBCKHE JTYUH.
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4. Fill in the gaps with one of the following words: expensive, explosives,
overcomes, carbon dioxide, developing, consuming.

1. UK researchers are ... a robot which is able to screen cargo at border controls
far more accurately than traditional methods.

2. The process of investigation of the cargo is time ... .

3. The screening systems are external, bulky and ... .

4. Therefore, there is an urgent need for an alternative solution that ... the
shortcomings of current techniques of detecting cargoes.

5. Sniffer dogs are trained to search for drugs, ... and humans.

6. Tiny traces of ... indicate the presence of humans in the container.

5. Read the following text. Choose the sentences covering the main idea of the text.
Ferreting out Contraband

Smuggling — whether goods or people — is a growing problem.

While a variety of technologies is available, the screening systems are external,
typically bulky, expensive and require ultra high sensitivity as the sensor is remote
from the cargo. Further investigation requires either time consuming unpacking of the
cargo or the need for staff to enter the container, putting them at risk of potential
contamination. There is, therefore, an urgent need for an alternative solution that
overcomes the shortcomings of current techniques of detecting cargoes. X-rays and
similar scanners produce images that can often be difficult to interpret — not to
mention the dangers of working with radiation. Similarly, sniffer dogs have to be
trained to search for a specific item — whether it is drugs, explosives or humans — and
they can only work in half hour shifts before they get tired.

The solution is the Cargo Ferret. The device, which will be capable of detecting
drugs, weapons and illegal immigrants hidden in cargo containers, is being developed
as part of a £732,000 project, which began in October 2008 in the UK.

The three year research project will result in what its developers say is the
world’s first screening device able to pinpoint all kinds of illicit substances and the
first designed to operate inside standard freight containers.

The Ferret will reduce the need for customs and security officials to enter or
unpack freight containers. Suitable for use at seaports and airports, the Ferret is
equipped with a suite of sensors that is more comprehensive and more sensitive than
any currently employed in conventional cargo scanners.

By combining two different types of sensor — laser and fibre optic based — the
Ferret will lead to confidence in detection improving considerably.

The sensors are small enough to be carried on the robot and can detect specific
“fingerprints” of illegal substances at much lower concentrations than currently
possible. When placed inside a steel freight container, the ferret will attach itself
magnetically to the top, then automatically move around searching for contraband,
while sending a stream of information back to the controller.
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There’s a better chance of detection if the sensors are inside a lorry. It improves
detection rates and minimises false alarms — which is a huge problem. The act of
emptying a lorry and finding nothing wastes a great deal of time.

By focusing on new sensor technologies, Dr Dodd and his team have made
huge advancements in terms of miniaturisation and improving the capabilities of the
sensors. The sensors developed are targeted to match the sensitivity of dogs in
detecting substances problems of distraction, confusion, with a much longer on duty
time, due to the sensor’s inanimate nature.

The core component of the sensor device, however, is the specific sensor
material design, which is required to be able to interact with specific drugs and in the
meantime to produce corresponding output signals — for example, fluorescent or
spectroscopic signal variations in relation to the presence and the concentration of the
drugs present.

Due to the advantageous nature of an optical fibre, both in terms of the wave
guiding and of sensing, the sensor device created will be compact, low power and
lightweight to be best tailored to use in field.

Fibre optic and laser properties vary greatly, depending on the presence of
different items. In many ways, the approach is similar to fingerprinting. The sensors
can detect extremely low concentrations of illegal substances and have the ability to
locate multiple items. They transmit peak signals which correspond to particular
substances.

Human trafficking is the fastest growing criminal industry in the world.
Equipped with magnetic wheels, the Ferret can not only attach itself to the ceiling,
but can also dangle sensors deep into the container. These can then detect tiny traces
of carbon dioxide, which indicate the presence of humans in the container.

UK researchers are designing the Cargo Ferret to be as user friendly as
possible, so UK border agents will require only minimal training and the process of
detection will be as quick and efficient as possible. The scientists predict that the
Ferret will be ready for testing within two years, with potential deployment within
five years.

6. Read the following statements and say whether they are true or false. Correct the
false ones.

1. Nowadays smuggling is not a problem at all.

2. The screening systems available are typically bulky, high-priced and require
ultra high sensitivity.

3. UK researchers are developing a robot which is able to screen cargo at border
controls far more accurately than traditional methods.

4. The Ferret will increase the need for customs and security officials to enter or
unpack freight containers.

5. The Cargo Ferret is equipped with only one type of sensor — fibre optic based.

6. The sensors can detect extremely low concentrations of illegal substances.

7. The Ferret can’t indicate the presence of humans in a container.

8. UK border agents will require thorough training before using the Ferret.
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7. Express your attitude to the importance of developing new technologies in the
field of border controls.

8. Using the information from the text speak about the advantages of the Cargo
Ferret.

9. Make an outline of the text.

10. Make a short summary of the text in written form using your outline.
Part B

11. Look at the title. Make your predictions about the contents of the text.

12. Read the text and write out key words and phrases revealing the contents of the
text.

13. Find the paragraphs in the text which describes an alternative way to process
information.
Spintronics Technology May Cool the Laptop

Does your laptop sometimes get so hot that it can almost be used to fry eggs?
New technology may help cool it and give information technology a unique twist,
says Jairo Sinova, a professor of physics from Texas University. Sinova and
colleagues from Hitachi Cambridge Laboratory, University of Cambridge and
University of Nottingham have had their research published in the renowned journal
Nature Physics.

Laptops are getting increasingly powerful, but as their sizes are getting smaller
they are heating up, so how to deal with excessive heat becomes a headache. The
crux of the problem is the way information is processed. Laptops and some other
devices use flows of electric charge to process information, but they also produce
heat. Theoretically, excessive heat may melt the laptop. This also wastes a
considerable amount of energy. Is there a solution?

One approach may be found in Sinova’s research — an alternative way to
process information. The research looks at the spin of electrons, tiny particles that
naked eyes cannot detect. The directions they spin can be used to record and process
information. To process information, it is necessary to create information, transmit
the information and read the information. How these are done is the big question. The
device the researchers designed injects the electrons with spin pointing in a particular
direction according to the information the scientists want to process, and then they
transmit the electrons to another place in the device but with the spin still surviving,
and finally the researchers are able to measure the spin direction via a voltage that
they produce.

The biggest challenge to creating a spin-based device is the distance that the
spins will survive in a particular direction. Transmission is no problem. You can
think for comparison that if the old devices could only transmit the information to
several hundred feet away, with the new device, information can be easily transmitted
to hundreds of miles away. It is very efficient.
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Talking about its practical application, Sinova is very optimistic. This new
device, as the only all-semiconductor spin-based device for possible information
processing, has a lot of real practical potential. One huge thing is that it is operational
at room temperature, which nobody has been able to achieve until now. It may bring
in a new and much more efficient way to process information.

14. Ask questions to the text making an outline of it.

15. Express your attitude to the facts given in the text. You may use the following
phrases:

— It 1s full of interesting information... .

— I find the text rather/ very cognitive... .

—D’ve learnt a lot... .

— I don’t agree with it... .
16. Say which facts presented in the text you 've already been familiar with.

17. Give your point of view on the possibility of using the information presented in
the text in your future profession.

Part C

18. Look through the following text, define the information presented in it and entitle
the text.
Text C

As opposed to traditional electronics, which uses the charge of the electron,
spintronics uses the electron’s “spin” and manipulates the spin orientation. An
electron’s sense of rotation is represented by a spin that either points up or down. In
magnetic material the spin orientation of the electron can be used to store information
to a semiconductor, so that the information stored can be processed in spin-based
electronic components.

The use of spintronics technology could revolutionize the electronics and
computing industries by making it possible to store vast amounts of data in much
smaller devices than is currently possible.

The development of a silicon-based device that works at room temperature is a
breakthrough for two reasons: first, silicon is the prevalent material in modern
electronics production; and second, until now scientists have only been able to
demonstrate control of electron spin at low temperatures that are not everyday use.

The demonstration of information exchange between a magnetic material and a
semiconductor at room temperature is a positive step in the development of
spintronics technology. If the new technology takes off it would mean huge energy
savings because reversing the “electronic spin” would require less power than the
normal electronic charge.

19. Say where the information presented in the text can be used.

20. Prove that spintronics could mean big energy savings.
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UNIT VIII

INTEGRATED CIRCUITS

Word List

alter / 'O:ltq / W3MEHSATh, BHIOU3MEHATh, BHOCHTH HM3MCHCHHUS,
nepeIeIbIBaTh

array / q'rel / MHOJKECTBO, TpyINa; MaTpulla, CETKa, pPEIIeTKa;
MAaCCHB JIaHHBIX

coat / kaut / MTOKPBITUE; TTIOKPHIBAIOIIUHN CJI0M; OOJIUIIOBKA;
MTOKPBIBATh; HAHOCHTH IMOKPHITHE; OOTUIIOBBIBATH

deposition |/ "depq'zlSqn / |ocaxkaeHue, BeIACICHHE (MeTalIa HA aHOAE WITH
KaToJC TIPH AJICKTPOJIN3E), BhINAICHHE,
JCTIOHMPOBaHNE, HaHeCeHUE (TIOKPBITHH, TICHOK
U T. 11.), HAIIBUICHHE, OTII0KCHUE

diffuse / dl'fjuss / nudGyHAUPOBATh; pacceuBaTh(Cs); PaACTIbUIATh(Cs)

dissolve / dl'zPlv / pacTBOPATH(CS), pPa3KIKATH(CS), pa3narath(cs)
(Ha coCTaBHBIE YaCTH)

etch / etS / TpaBuTh (0OpabaTbiBaTh MAaTepuan AJii BBISABICHUS
CTPYKTYpHI), IPOTPABIUBATh (B MeTasorpadun)

expose / eks'pquz / AKCTIOHMPOBATh; TIOJBEPraTh OOJYUYEHUIO, O0JydaTh;
BO3/ICHCTBOBATD, ITOIBEPraTh BO3/ICHCTBHIO

gate / gelt / KJII04YeBas CXema, BCHTW/IbHAsS CXEMa, BCHTUJIb,
TCHEPATOp CEJCKTOPHBIX HMMITYJbCOB, 3aJBHIKKA,
3aTBOP, KIHOY

impose / Im'pguz / KJIacTh, IMOMeEIIaTh, (PUKCHPOBATH B OMPEACICHHOM
TOJIOKCHHH

impurity |/ lm'pjugrltl / = |mpuMecs; BKIrO4YEeHUE

inevitable |/ In'evitgbl / HEN30E)KHBII, HEMUHYEMBIH, HEOTBPATUMBIii

ingot / INgajt / CJIIUTOK, OOJIBaHKA, UYIIIKA; BHIPAIIIEHHBINA KPUCTAILIT

layer /el / CJIOM, IJIACT, MPOCJIONKA, TPOKIaaKa

masking / mQ:skIN / MAacCKHpOBaHWE, HAJOXCHUE MacKu, HaHECCHHE
MAacKHpYIOIIETO  CJIOSI ~ WJIM  MAacKHPOBOYHOTO
TTOKPBITHS

opaque / q'pelk / HENpO3pavyHbIi, CBETOHENPOHUIIAEMBbIH,
HEIPOCBEYNBAIOIHAMN

phosphine |/ 'fPsiJn / dochuH, hochopHcThIi BOTOPOT

photoresist |/ foutqurlzist / |porope3uct  (CBETOUYBCTBUTENIBHBI  MaTepual,
3aTBEPACBAIOIIMNA IO BO3JIECUCTBUEM CBETOBOIO
MIOTOKA, WCITOJIB3YETCS MPU M3TOTOBJICHUU TEYATHBIX
TJ1aT)

polish / oqullS / MOJIMPOBATh, NUTU(POBATH

property / 'prPpaftl / CBOMCTBO, CIIOCOOHOCTh; XapaKTePUCTUKA
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reduce / rl'dju:s / BOCCTaHABJIMBATh, CHM)XaTh, COKpallaTh, NMPUBOJIUTH
(BbIpakeHUE K BU]Y), CBOJUThH, YMEHBIATH(CSI)

reject / 'rizdZelkt / 0TXO0/bI;, Opak; OTBEpraTh, OTKJIOHSTh, 3a0paKOBBIBATH

reliable / rl'lalgll / HaJIe)KHBIN, JOCTOUHBIN TOBEPUS; I0CTOBEPHBIN

require / fl'kwalg / TpeboBaTh (4eT0-1100); HYKIaThCs (B 4eM-JIH00)

solve / sPlv / pPacTBOPSATH

spin (spun,|/ spln / OBICTPO BpalIaThCsl; BEPTETH(Cs); KPYTUTHCS

spun)

transfer / trxnsta: / nepeaava, mepeHoc, mepexoi, MepeMenieHue;
nepe1aBaTh, IEPEHOCUTD, IEPEXOIUTh, IEPEMEIATh

ubiquitous |/ ju:blkwlitgs / |Be3necymuii; NoBCEMECTHBIN

vapor / 'velpq / nap; ucrapsath(cs)

versatile / 'va:saytall / YHUBEPCAIbHbBIN, IIMPOKOTO HA3HAUCHUS;
HKCITYaTallMOHHO THOKU, epeHasaXxuBaeMbli

Part A

1. Translate the following words which may have some similarity with the words in
Russian but often differ in meaning.
Integration, component, diffusion, silicon, principal, miniature, demonstrate,

control, application,

scale, technique, chip, production, commercial, initiate,

communication, manufacture, filter, typical, process, oxygen, solvent, mask, accurate,
implant, deposit, separate, precision.

2. Read the following words in each line and define their part of speech. Translate
the words into Russian:
1) integrate, integration, integrator;
2) process, processor, procession;
3) produce, production, producer, productive, product;
4) solve, solution, solvent, soluble, insoluble;
5) apply, application, applicable, appliance;

6) dope, dopant, doping;

7) control, controller, controllable;
8) 1dentify, identity, identification;
9) separate, separation, separable;
10) react, reaction, reactive, reactor;
11) vapor, vaporize, vaporization;

12) ion, ionize, ionization;

13) oxide, oxidation, oxidizer;
14) pure, purify, purification, purity, impurity.

47




3. Match the following terms with their definitions.

1) clean room

a) a light-sensitive coating that is applied to a substrate or board,
exposed, and developed prior to chemical etching; the exposed
areas serve as a mask for selective etching

2) ingot

b) a substance, e.g. boron or phosphorous added in small amounts
to a pure semiconductor material to alter its conductive properties
for use in transistors and diodes

3) photoresist

c) a room that is maintained virtually free of contaminants, such as
dust or bacteria, used in laboratory work and in the production of
precision parts for electronic or aerospace equipment

4) dopant

d) a material, usually metal, that is cast into a shape suitable for
further processing. Non-metallic and semiconductor materials
prepared in bulk form may also be referred to as ingots,
particularly when cast by mold based methods

5) diffusion

e) a small thin circular slice of a semiconducting material, such as
pure silicon, on which an integrated circuit can be formed. It serves
as the substrate for microelectronic devices built in and over it and
undergoes many microfabrication process steps such as doping or
ion implantation, etching, deposition of various materials, and
photolithographic patterning

6) plazma
etching

f) a process that utilizes accelerated ions to penetrate a solid
surface. The implanted ions can be used to modify the surface
composition, structure, or property of the solid material

7) deposition

g) the transport of matter from one point to another by random
molecular motions. It occurs in gases, liquids, and solids

8) wafer h) a process in which gas transforms into solid
9) ion 1) a form of processing used to fabricate integrated circuits. It
implantation |involves a high-speed stream of glow discharge (plasma) of an

appropriate gas mixture being shot (in pulses) at a sample. The
plasma source, known as etch species, can be either charged (ions)
or neutral (atoms and radicals). During the process, the plasma will
generate volatile etch products at room temperature from the
chemical reactions between the elements of the material etched and
the reactive species generated by the plasma

4. Translate the following sentences paying attention to the words in bold type.

1. The mask is removed and portions of the photoresist are dissolved.

2. The uncovered areas are then either chemically etched to open up a layer or are
subjected to chemical doping to create a layer of P or N regions.

3. The dopant is deposited on the hot surfaces left exposed by the masking

process.

4. This is done through a process known as chemical vapor deposition.
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5. A thin, round wafer of silicon is cut off the ingot using a precise cutting
machine called a wafer slicer.

6. A drop of photoresist material is placed in the center of the silicon wafer, and
the wafer is spun rapidly to distribute the photoresist over the entire surface.

7. The ions penetrate the wafer and remain implanted.

8. The process of masking and etching or doping is repeated for each successive layer
depending on the doping process used until all of the integrated circuit chips are complete.

9. The hundreds of individual chips are separated with a fine diamond cutter.

10. The completed integrated circuits are sealed in anti-static plastic bags to be
stored or shipped to the end user.

5. Complete the following sentences filling in one of the words given below:
incorporated, design, technologies, invention, printed circuit boards, inexpensive,
bipolar junction transistor, reliability, advantages, contained, doping.

1. The first integrated circuits ... only up to a dozen components.

2. Bipolar integrated circuits are the circuits in which the principal element is the ... .

3. Several major types of MOS device fabrication ... have been developed since
the mid-1960s.

4. These miniature circuits have demonstrated low cost, high ... , low power
requirements, and high processing speeds compared to the vacuum tubes and
transistors which preceded them.

5. After the ... of the IC in 1959, the number of components and circuits that could
be ... into a single chip doubled every year for several years.

6. The complex and interconnected design of the circuits and components is
prepared in a process similar to that used to make ... .

7. Integrated circuit microcomputers are so ... they are even found in children’s
electronic toys.

8. The uncovered areas are then either chemically etched to open up a layer or are
subjected to chemical.... to create a layer of P or N regions.

9. The ... of each layer is prepared on a computer-aided drafting machine.

10. They allowed more complex systems to be produced using smaller circuit boards,
less assembly work (because of fewer separate components), and a number of other ... .

6. Read the text and arrange the following items of outline in accordance with the text.
1. Rapid growth of ICs’ complexity.
2. The importance of ICs in our life.
3. Micropressor chips and their development.
4. Invention of the IC.
5. What is an IC?
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Integrated Circuits

An integrated circuit, commonly referred to as IC, is a microscopic array of
electronic circuits and components that has been diffused or implanted onto the
surface of a single crystal, or chip, of semiconducting material such as silicon. It is
called an integrated circuit because the components, circuits, and base material are all
made together, or integrated, out of a single piece of silicon, as opposed to a discrete
circuit in which the components are made separately from different materials and
assembled later. ICs range in complexity from simple logic modules and amplifiers to
complete microcomputers containing millions of elements.

The first integrated circuits were created in the late 1950s in response to a
demand from the military for miniaturized electronics to be used in missile control
systems. At the time, transistors and printed circuit boards were the state-of-the-art
electronic technology. Although transistors made many new electronic applications
possible, engineers were still unable to make a small enough package for the large
number of components and circuits required in complex devices like sophisticated
control systems and handheld programmable calculators. Several companies were in
competition to produce a breakthrough in miniaturized electronics, and their
development efforts were so close that there is some question as to which company
actually produced the first IC. In fact, when the integrated circuit was finally patented
in 1959, the patent was awarded jointly to two individuals working separately at two
different companies.

After the invention of the IC in 1959, the number of components and circuits
that could be incorporated into a single chip doubled every year for several years. The
first integrated circuits contained only up to a dozen components. The process that
produced these early ICs was known as small scale integration, or SSI. By the mid-
1960s, medium scale integration, MSI, produced ICs with hundreds of components.
This was followed by large scale integration techniques, or LSI, which produced ICs
with thousands of components and made the first microcomputers possible.

The first microcomputer chip, often called a microprocessor, was developed by
Intel Corporation in 1969. It went into commercial production in 1971 as the Intel
4004. Intel introduced their 8088 chip in 1979, followed by the Intel 80286, 80386,
and 80486. In the late 1980s and early 1990s, the designations 286, 386, and 486
were well known to computer users as reflecting increasing levels of computing
power and speed. Intel’s Pentium chip is the latest in this series and reflects an even
higher level.

Only a half century after their development was initiated, integrated circuits
have become ubiquitous. Computers, cellular phones, and other digital appliances are
now inextricable parts of the structure of modern society. That is, modern computing,
communications, manufacturing and transport systems, including the Internet, all
depend on the existence of integrated circuits.

The impact of integrated circuits on our lives has been enormous. ICs have
become the principal components of almost all electronic devices. These miniature
circuits have demonstrated low cost, high reliability, low power requirements, and
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high processing speeds compared to the vacuum tubes and transistors which preceded
them. Integrated circuit microcomputers are now used as controllers in equipment
such as machine tools, vehicle operating systems, and other applications where
hydraulic, pneumatic, or mechanical controls were previously used. Because IC
microcomputers are smaller and more versatile than previous control mechanisms,
they allow the equipment to respond to a wider range of input and produce a wider
range of output. They can also be reprogrammed without having to redesign the
control circuitry. Integrated circuit microcomputers are so inexpensive they are even
found in children’s electronic toys.

7. Match the letter of the correct answer to the following questions.
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1. What is an integrated circuit?

a) It is a circuit consisting of a great number of components mounted one after
another on a silicon wafer.

b) It is a circuit consisting of a number of vacuum tubes and transistors placed
on chip.

c) It is a circuit containing a great number of components made of
semiconductor materials diffused or implanted on the surface of a silicon wafer.

. What kind of impact did ICs produce on our life?

a) They are of no importance.

b) Their invention caused rapid increase in the performance of electronic
equipment.

c) They did not allow the equipment to respond to a wider range of input and
produce wider range of output.

. What are the advantages of ICs in comparison with the vacuum tubes?

a) They are cheap, reliable, consume much power and are characterized by
lower processing speed.

b) They are reliable, cheaper, consume less power and handle more information
than vacuum tubes.

c) In spite of their better cost, reliability and power characteristics ICs are very
fragile.

. What was the invention of the IC instigated by?

a) The first integrated circuit appeared in the result of efforts to meet the
requirement of the military sphere for electronics designed for missile control
systems.

b) They were needed because sophisticated control systems and handheld
programmable calculators contained smaller number of components and were
less complex.

c) Transistors and printed circuit boards were too small to be used in the
electronics for missile control systems.

. What was the rate of the IC’s complexity increase in the years that followed its

invention?
a) It became three times higher.
b) It remained unchanged for a very long period of time.



c) It became two times more complex with every coming year.
6. What kind of ICs made microcomputers possible?
a) SSI ICs;
b) MSI ICs;
c) LSI ICs.
7. What did Intel 80286, 80386 and 80486 differ in?
a) They differed in the architecture.
b) There was no difference between them.
c) Each successive type had higher computing power and speed thanks to the
higher power of its processor.

8. Read the following sentences and say which of them are true or false.

1. Integrated circuit is a circuit consisting of a few discrete transistors placed on
wafer.

2. All the components of the integrated circuits are assembled one by one.

3. The first integrated circuit appeared in the result of efforts to provide electronic
devices for sophisticated missile control systems.

4. The inventors of the integrated circuit worked at the same company.

5. For several decades after the IC invention, the number of components on a
single chip remained unchanged.

6. MSI circuits were followed by LSI circuits consisting of hundreds of
components.

7. The first microprocessor appeared in 1971.

8. Intel 286, 386 and 486 did not differ in their power and speed.

9. Integrated circuits have become indispensable in modern equipment.

9. Pick up the information from the text that might be of use to speak about the
evolution of integrated circuits. Find additional information in the WWW.

Part B
10. Look through the text and suggest your own title.

11. The text is divided into several parts. Look through the text and arrange the
titles of the parts in accordance with the text.

. Silicon wafer preparation.

. Cutting the wafer into chips.

. Doping.

. Masking.

. Making successive layers.

. IC manufacturing is a complicated process requiring specific conditions.

. Packaging and marking.

. Packing.

01N Nk~ W~
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The IC Manufacturing Process

1. Hundreds of integrated circuits are made at the same time on a single, thin
slice of silicon and are then cut apart into individual IC chips. The manufacturing
process takes place in a tightly controlled environment known as a clean room where
the air is filtered to remove foreign particles. The few equipment operators in the
room wear lint-free garments, gloves, and coverings for their heads and feet. Since
some IC components are sensitive to certain frequencies of light, even the light
sources are filtered. Although manufacturing processes may vary depending on the
integrated circuit being made, the following process is typical.

2. The actual IC manufacturing is preceded by the stage of preparing the silicon
waver. The procedure includes the conversion of silicon into monocrystal form and
creation of monocrystalline silicon ingot. Then, a thin, round wafer of silicon is cut
off the ingot using a precise cutting machine called a wafer slicer. Each slice is about
0.01 to 0.025 inches (0.004 to 0.01 cm) thick. The surface on which the integrated
circuits are to be formed is polished. Once the wafer is formed and processed the
actual IC manufacturing begins.

3. It starts with the oxide film coating of the wafer. The surfaces of the wafer
are coated with a layer of silicon dioxide to form an insulating base and to prevent
any oxidation of the silicon which would cause impurities. The silicon dioxide is
formed by subjecting the wafer to superheated steam at about 1000 °C under several
atmospheres of pressure to allow the oxygen in the water vapor to react with the
silicon. Controlling the temperature and length of exposure controls the thickness of
the silicon dioxide layer.

4. The complex and interconnected design of the circuits and components is
prepared in a process similar to that used to make printed circuit boards. For ICs,
however, the dimensions are much smaller and there are many layers superimposed
on top of each other. The design of each layer is prepared on a computer-aided
drafting machine, and the image is made into a mask which will be optically reduced
and transferred to the surface of the wafer. The mask is opaque in certain areas and
clear in others. It has the images for all of the several hundred integrated circuits to be
formed on the wafer.

A drop of photoresist material is placed in the center of the silicon wafer, and
the wafer is spun rapidly to distribute the photoresist over the entire surface. The
photoresist is then baked to remove the solvent.

The coated wafer is then placed under the first layer mask and irradiated with
light. Because the spaces between circuits and components are so small, ultraviolet
light with a very short wavelength is used to squeeze through the tiny clear areas on
the mask. Beams of electrons or x-rays are also sometimes used to irradiate the
photoresist.

The mask is removed and portions of the photoresist are dissolved. If a positive
photoresist was used, then the areas that were irradiated will be dissolved. If a
negative photoresist was used, then the areas that were irradiated will remain. The
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uncovered areas are then either chemically etched to open up a layer or are subjected
to chemical doping to create a layer of P or N regions.

5. One method of adding dopants to create a layer of P or N regions is atomic
diffusion. In this method a batch of wafers is placed in an oven made of a quartz tube
surrounded by a heating element. The wafers are heated to an operating temperature
of about 1500-2200°F (816—-1205°C), and the dopant chemical is carried in on an
inert gas. As the dopant and gas pass over the wafers, the dopant is deposited on the
hot surfaces left exposed by the masking process. This method is good for doping
relatively large areas, but is not accurate for smaller areas. There are also some
problems with the repeated use of high temperatures as successive layers are added.

The second method to add dopants is ion implantation. In this method a dopant
gas, like phosphine or boron trichloride, is ionized to provide a beam of high-energy
dopant ions which are fired at specific regions of the wafer. The ions penetrate the
wafer and remain implanted. The depth of penetration can be controlled by altering
the beam energy, and the amount of dopant can be controlled by altering the beam
current and time of exposure. Schematically, the whole process resembles firing a
beam in a bent cathode-ray tube. This method is so precise, it does not require
masking — it just points and shoots the dopant where it is needed. However it is much
slower than the atomic diffusion process.

6. The process of masking and etching or doping is repeated for each
successive layer depending on the doping process used until all of the integrated
circuit chips are complete. Sometimes a layer of silicon dioxide is laid down to
provide an insulator between layers or components. This is done through a process
known as chemical vapor deposition, in which the wafer’s surface is heated to about
752 °F (400 °C), and a reaction between the gases silane and oxygen deposits a layer
of silicon dioxide. A final silicon dioxide layer seals the surface, a final etching opens
up contact points, and a layer of aluminum is deposited to make the contact pads. At
this point, the individual ICs are tested for electrical function.

7. The thin wafer.is like a piece of glass. The hundreds of individual chips are
separated with a fine diamond cutter and then putting the wafer under stress to cause
each chip to separate. Those ICs that failed the electrical test are discarded.
Inspection under a microscope reveals other ICs that were damaged by the separation
process, and these are also discarded.

8. The good ICs are individually bonded into their mounting package and the
thin wire leads are connected by either ultrasonic bonding or thermocompression.
The mounting package is marked with identifying part numbers and other
information.

The completed integrated circuits are sealed in anti-static plastic bags to be
stored or shipped to the end user.

12. Read attentively part 4 and say what operations masking is connected with.

13. Read part 5 and say what methods of doping are described in it. Say what weak
points of each method of doping are mentioned.
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14. What kind of process is used to provide an insulator between layers or
components?

15. Say whether it is right to state that ICs are qualified as good or to be discarded
only by microscope inspection.

16. Make your own block diagram of the IC manufacturing process and be ready to
give details concerning some of the stages (e.g. photoresist coating, masking, doping).

Part C
17. Look through the following text and title it.
Text C

Depending on the type of transistors, the integrated circuits are based on they
can be classified into bipolar, MOS' and BiICMOS? integrated circuits.

Bipolar integrated circuits are the circuits in which the principal element is the
bipolar junction transistor. They are generally used where the highest logic speed is
desired.

The other major class of integrated circuits is called MOS because its principal
device is a metal oxide semiconductor field-effect transistor (MOSFET?). It is more
suitable for very large-scale integration (VLS?) than bipolar circuits because MOS
transistors are self-isolating and can have an average size of less than 107 in.”
(10° mm?®). This has made it practical to use-millions of transistors per circuit.
Because of this high-density capability, MOS transistors are used for high-density
random-access memories (RAMs’), 'read-only memories (ROMs®), and
MiCroprocessors.

Several major types of MOS device fabrication technologies have been
developed since the mid-1960s. They are: (1) metal-gate p-channel MOS (PMOS’),
which uses aluminum for electrodes and interconnections; (2) silicon-gate p-channel
MOS, employing polyerystalline silicon for gate electrodes and the first
interconnection layer; (3) n-channel MOS (NMOS), which is usually silicon gate; and
(4) complementary MOS (CMOS?®), which employs both p-channel and n-channel
devices.

Both conceptually and structurally the MOS transistor is a much simpler device
than the bipolar transistor. In fact, its principle of operation has been known since the
late 1930s, and the research effort that led to the discovery of the bipolar transistor
was originally aimed at developing the MOS transistor. What kept this simple device
from commercial utilization until 1964 is the fact that it depends on the properties of
the semiconductor surface for its operation, while the bipolar transistor depends
principally on the bulk properties of the semiconductor crystal. Hence MOS
transistors became practical only when understanding and control of the properties of
the oxidized silicon surface had been perfected to a very great degree

There is a strong interest in combining high-performance bipolar transistors and
high-density CMOS transistors on the same chip (BiCMOS). This concept originated
with work on bipolar circuits when power limitations became important as more
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functionality (and thus more transistors) was added to the chip. It is possible to
continue adding more circuits on a chip without increasing the power by combining
the low-power CMOS circuits with the bipolar circuits. This is done with both
memory circuits and logic circuits, resulting in speeds somewhere between those of
typical CMOS and bipolar-only circuits, but with the functional density of CMOS.
The disadvantage of BiCMOS is its additional cost over plain CMOS or bipolar
circuits, because the number of processing steps increases 20-30 %. However, this
increased complexity is expected to be used when either the additional functionality
over bipolar circuits or the increased speed over CMOS circuits justifies the cost.

Notes:

'MOS — metal-oxide-semiconductor — MeTaLI-OKHCEI-IONYIPOBOIHHK,
MOII-texHonorust (CTpyKTypa);

’BiCMOS — bipolar  complementary metal-oxide-semiconductor — (3anommnHa-
romast) ounomnsipaas KMOII-ctpykrypa; ounonspaas KMOII-rexnomnorus, buKMOII
TEXHOJIOTHUECKUN MPOIIECC U3TOTOBICHUS MOTYIPOBOTHUKOBBIX YCTPOUCTB;

*MOSFET — metal-oxide-semiconductor field-effect  transistor — monesoit
tpan3ucTop ¢ MOII-cTpykTypoii;

*VLSI — Very Large-Scale Integration — cBepx60ibIasi CTEICHb HHTETPALIHH,
cBepxOoJbIas HHTerpaibHas Mukpocxema, CBUC;

*RAM — random-access memory — 3amoMHHAIOIIEe YCTPOHCTBO ¢ MPOM3BOIIb-
HOI BEIOOPKOM, OTIEpaTUBHOE 3aIlIOMUHAIOIIEE YCTPOMCTBO;

*ROM - read-only memory — HOCTOSIHHOE 3aIOMUHAIOIIEE YCTPOIMCTBO;

"PMOS - p-channel metal-oxide-semiconductor — MOII-cTpyKTypa ¢ KaHAIOM
p-tuna, p-kananeHasgs MOII-ctpykrypa, p-MOII-cTpykTypa;

SCMOS — complementary metal-oxide semiconductor, complementary MOS —
KOMIUIEMEHTapHast CTPYKTYpa.

18. Sum up the information about the MOS transistors.
19. Speak about CMOS and BiCMOS circuits, their advantages and disadvantages.

UNIT IX
SEMICONDUCTORS
Word List
conductivity / "kPndAKtvIt / yleJibHasi TPOBOIMMOCTh;
DIIEKTPONIPOBOTHOCTh
charge carrier / t8Q:dZ kxrlg / HOCHUTEIb 3apsiia
crystal lattice / krlstl 'Txtls / KpUCTAJITUYECKAs PeIIeTKa
current density / 'kKArgnt 'densltl / IUIOTHOCTb TOKa
diversified / dal'vg:sifald / MHOT'OCTOPOHHUMN, Pa3IUYHBIH,
pa3ZHOOOpa3HbIN
dopant / 'doupant / JIETUPYIOIIas IPUMeECh
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doping / 'dauplN / JIeTUPOBaHUE

enhance / In'hQ:ns / yBEJIUYNBATh, YCUIIUBATh
extrinsic / eks'trinslk / MIPUMECHBIN

fanciful / txmslful / HEBOOOpa3UMBbI, HEPEATbHBIN
fluctuation / "fIAktu'elSan / KosiebaHue, OTKIOHEHHE
fragile / frxdzall / XpYIKAN

frequency / friskwansl / JacToTa

intrinsic / In'trinslik / MIPUCYIIHI, COOCTBEHHBII

majority carrier

/ medzPrltl kxriq /

OCHOBHOM HOCHUTEINH (3apsiia)

minority carrier

/ malmPrit] kxrlg /

HEOCHOBHOMW HOCHUTENb (3apsia)

power consumption

/ 'pauq kgn'sAmpSaon

HOTpe6JICHI/Ie 9HCPrun

/
purify / 'pjugrlial / OYMIIATh
replacement / rlplelsmagnt / 3aMeHa
source / s0O:s / MCTOYHUK

take advantage of sth. | / qd'vQ:ntldZ / BOCIIOJIb30BAThCS YeM-TH00

thermionic emitter /" TWml'Pnlk ['mlte) /

TEPMOBJIEKTPOHHBIN SMUTTEP

travelling wave tube | /'trxvilN 'welv tjuzb / | mamma Oerymeil BoJIHbI

vacuum tube / 'vxikjugm ‘tju:l /

AIIEKTPOHHAS JlaMIia

valve A\ AJIICKTPOHHAS JIaMIIa,
AIIEKTPOBAKYYMHBIH MTPHOOP
versatile /'va:satall / MHOT'OCTOPOHHU,
MHOT'OLIEJIEBOM, YHUBEPCAIbHBIN
Part A

1. Make up English-Russian pairs of the words and word-combinations equivalent in
meaning.

1) demand a) yAOBJIETBOPATH TpeOOBaHUS
2) investigation b) anekTpoHHas JamIia

3) seek C) MOOY>XIaTh, HOOMIPATH

4) ultimately d) uccnenosanue

5)satisfy the needs €) B KOHIIE KOHI[OB, OKOHYATEIbHO

6) evolving f) xpynkuii

7) foment g) NOTpeOHOCTh, CIIPOC

8) fanciful h) uckatp

9) vacuum tube 1) 0OIIIEM3BECTHO

10) fragile ]) HEHACBITHBIN, HEYTOIMMBIN

11) versatile
12) notoriously
13) insatiable

k) pasBuBatomuiics
1) HeBOOOpa3uMBbIii, HepeanbHbIN
M) YHUBEPCATbHBIN
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2. Define the following words as parts of speech and give the initial words of the
following derivatives.

Conductivity, insulators, investigation, replacement, inexpensive,
manufacturer, application, purifying, improvement, impressive, valuable, unrealible.

3. Fill in the gaps with the words derived from the words in brackets.
1. The rapid growth of the national telephone network had made the ... (replace)
of mechanical switches highly desirable.

2. It was ... (expensive) portable radios that created the first large
(commerce) market for the device.
3. American researchers and ... (manufacture) sought the ways to use

germanium-based transistors in computing machines.

4. ... (improve) in semiconductor devices led to faster, cheaper electronics of all
kinds.

5. The new tecnology proved to be far more than an ... (increment)
improvement.

6. Silicon has earned a most ... (value) place in the history of technology and
twentieth-century culture.

4. Read the following words in each line and define their roots. Translate the words
into Russian:

1) determined, determination, determinative, determinedly, determiner;

2) improvement, improvable, improving, improved, improver;

3) conductor, conductivity, conduction, conductance, conducting;

4) manufacture, manufacturer, manufacturing, manufacturability;

5) incremental, incrementally, incrementor, incrementation;

6) evolving, evolvement, evolution, evolved, evolutionary, evolutional;

7) reliable, unreliable, reliability, reliableness, reliably.

5. Read the following text and name the key points raised in it.
Semiconductors

Semiconductors are solid materials with a level of electrical conductivity between
that of insulators and conductors. Although the scientific study of semiconductors began
in the nineteenth century, concentrated investigation of their use did not begin until the
1930s. The development of quantum physics during the first third of the twentieth century
gave scientists the theoretical tools necessary to understand the behavior of atoms in
solids, including semiconductors. But it was a commercial need that really stimulated
semiconductor research in the United States. The rapid growth of the national telephone
network had by 1930 made the replacement of mechanical switches highly desirable.
Vacuum tubes, used in radios and other devices, were too expensive and fragile for use in
the telephone network, so researchers turned their focus to solid crystals. Germanium and
silicon showed the most promise. Scientists at Bell Laboratories designed the first
transistor using the semiconductor germanium. A prototype was produced in 1947, and
innovation followed rapidly.
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Transistors replaced vacuum tubes in electronic devices slowly at first. It was
inexpensive portable radios that created the first large commercial market for the
device. American researchers and manufacturers sought ways to use germanium-
based transistors in computing machines. The more versatile silicon, however,
ultimately replaced germanium to satisfy the needs of evolving computer technology.

The semiconductor silicon gave its name to a region — an area between San
Jose and San Francisco, California, that became known as Silicon Valley — and
fomented revolutions in technology, business, and culture. Once scientists had
determined that silicon had the necessary properties for applications in computing,
practical concerns took center stage. Although silicon is one of the most common
elements on earth - sand is made of silicon and oxygen — isolating and purifying it is
notoriously difficult. But interest in silicon-based devices was very strong, and by the
late 1950s a diversified semiconductor industry was developing, centered in
California but serving government and commercial clients throughout the country.

The electronics industry initially turned to semiconducting materials to replace
large, slow, electromechanical switches and fragile, unreliable vacuum tubes. But the
new technology proved to be far more than an incremental improvement.
Semiconductors showed promise for miniaturization and acceleration that previously
seemed fanciful. An insatiable desire for faster, smaller devices became the driving
force for the semiconductor industry. An impressive stream of innovations in theory,
design, and manufacturing led the semiconductor industry to make ever-smaller,
ever-faster devices for the next half century. Improvements in semiconductor devices
led to faster, cheaper electronics of all kinds, and to the spread of the semiconductor
and its dependent industries throughout the world.

The future will likely bring a replacement for silicon in the ongoing search for
smaller, faster electronic devices, but silicon has earned a most valuable place in the
history of technology and twentieth-century culture.

6. Read paragraph 1 of the text and answer the questions:

1. What are semiconductors?

2. What gave scientists the theoretical tools to understand the behaviour of atoms
in semiconductors?

3. Why do scientists turn their focus to solid crystals?

7. Read paragraph 3 and explain why there was such a big interest in silicon.

8. Choose the correct answer to the following questions:

1. Vacuum tubes used in radios and other devices were ...
a) too costly and fragile;
b) expensive but promising;
c) too cheap and unreliable.

2. Semiconductor research in the USA was stimulated by ...
a) the government order;
b) stiff competition among private companies;
¢) a commercial need.
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3. Scientists had determined that silicon had the necessary properties for
applications in ...
a) electromechanical switches;
b) computing;
¢) inexpensive radios.
4. Semiconductors showed promise for making devices ...
a) smaller and faster;
b) smaller and more expensive;
c) bulky but cheaper.
5. The first large commercial market for transistors was created by ...
a) mechnical switches;
b) vacuum tubes;
c) cheap portable radios.

9. Read the following statements and say whether they are true or false. Correct the
false ones.

1. The concentrated investigation of the use of semiconductors began only in
the 1930s.

2. Semiconductor germanium was used in the designing of the first transistor.

3. Vacuum tubes were quickly replaced by transistors in electonic devices.

4. Silicon i1s difficult to isolate and purify.

5. It was germanium that satisfied the needs of evolving computer technology.

6. Semiconductors turned out to be promising for miniaturization and
acceleration.

10. Match the parts to complete the sentences.

1. The semiconductor silicon gave its
name to a region ...

a) to replace electromechanical switches
and vacuum tubes.

2. Vacuum tubes were too expensive
and fragile ...

b)the spread of the semiconductor
industries throughout the world.

3. By the late 1950s a diversified
semiconductor industry ...

c) that became known as Silicon Valley.

4. The electronics ‘industry initially
turned to semiconducting devices ...

d) was centered in California.

5. Improvments in  semiconductor
devices led to ...

e) so researchers turned their focus to
solid crystals.

11. Using information of the text speak about the role of silicon in the development

of the semiconductor industry.

12. Make a short summary of the text in written form.

Part B

13. Read the title of the following text. Make predictions about its contents.
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14. Read the text and write key words and phrases revealing the contents of the text.
15. Divide the text into logical parts. In each part find the key sentence.
16. Find sentences which can be omitted as inessential in each logical part.

Return of the Vacuum Valve

Until the 1950s, all active electronic functions were performed by the vacuum
valve. They were made up of metal electrodes arranged in a vacuum glass envelope.
Their sizes varied, but even one of the latest valves had a volume of more than one
cubic centimetre. When solid state devices were invented, one of their main
attractions was their small size. As the technology developed, individual elements
became smaller and smaller, until complete circuits could be designed on a single
piece of silicon. This development resulted in the replacement of vacuum valves by
transistors in receivers and low-power electronic systems. In high power transmitters
vacuum valves continue to and thermionic emitters are still used where a free source
of electrons is required as in cathode-ray tubes. But semiconductor devices proved to
be poorly equipped to survive certain environments.

For example, when semiconductor devices are exposed to ionizing radiation in
space and defence systems, they are bombarded by both neutral and charged
particles, which cause fluctuations in current leading to failure of the device. Vacuum
tubes are far more immune to such environments. Vacuum tubes work at much higher
voltages than semiconductors and they have the potential to provide high frequency
operation. Therefore some research centres have developed research programmes for
producing micron-sized vacuum electronic devices. It is the semiconductor
fabrication technology which now offers the opportunity of producing vacuum tubes
as small as transistors.

There are many potential applications of vacuum microelectronics, but they all
centre on the properties of field emitting devices. For many years a great deal of
effort has been directed towards finding a cold electron source to replace the
thermionic cathode in such devices as cathode ray tubes and traveling wave tubes.
Most research programmes have concentrated on cold cathodes to take advantage of
the small device size, low power consumption and high current densities which in
rum will lead to high operating frequencies and fast switching.

17.. Name the main problems of the text.

18. Find the paragraph in the text which describes one of the main attractions of
solid state devices.

19. Explain why most research programmes have concentrated on cold cathodes as
a source of electrons.

20. Make questions to the text.
21. Name advantages vacuum tubes have over solid state devices when they operate
in certain environments.
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22. Express your attitude to the facts given in the text. You may use the following
phrases:

— It 1s full of interesting information...

— I find the text rather / very cognitive...

—D’ve learnt a lot...

— I don’t agree with it...

23. Give a short summary of the text.
Part C

24.  Look through the following text, define the information presented in it and
entitle the text.
Text C

The property of semiconductors that makes them most useful for constructing
electronic devices is that their conductivity may easily be modified by introducing
impurities into their crystal lattice. The process of adding controlled impurities to a
semiconductor is known as doping. The amount of impurity, or dopant, added to an
intrinsic (pure) semiconductor varies its level of conductivity. Doped semiconductors are
often referred to as extrinsic. By adding impurity to pure semiconductors, the electrical
conductivity may be varied not only by the number of impurity atoms but also, by the
type of impurity atom and the changes may be thousand folds and million folds.

The materials chosen as suitable dopants depend on the atomic properties of
both the dopant and the material to be doped. In general, dopants that produce the
desired controlled changes are classified as either electron acceptors or donors.
A donor atom that activates (that is, becomes incorporated into the crystal lattice)
donates weakly-bound valence electrons to the material, creating excess negative
charge carriers. These weakly-bound electrons can move about in the crystal lattice
relatively freely and can facilitate conduction in the presence of an electric field.
Conversely, an activated acceptor produces a hole. Semiconductors doped with donor
impurities are called n-type, while those doped with acceptor impurities are known as
p-type. The n and p type designations indicate which charge carrier acts as the
material’s majority carrier. The opposite carrier is called the minority carrier, which
exists due to thermal excitation at a much lower concentration compared to the
majority carrier.

25. Find the following information in the text:
—what makes semiconductors the most useful for constructing electro-
nic devices;
— what doping is;
— what the difference between intrinsic and extrinsic semiconductors is;
— two types of doped semiconductors;
— what n and p type designations indicate.

26.  Speak about the importance of doping for constructing electronic devices.
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APPENDIX

SUPPLEMENTARY READING

Text 1

1. Read the text.

2. Express the idea of each paragraph in one sentence.
3. Write a summary of the text in English.

What are Potential Harmful Effects of Nanoparticles?

Nanoparticles can have the same dimensions as some biological molecules and
can interact with these. In humans and in other living organisms, they may move
inside the body, reach the blood and organs such as the liver or the heart, and may
also cross cell membranes. Insoluble nanoparticles are a greater health concern
because they can persist in the body for long periods of time.

The parameters of nanoparticles that are relevant for health effects are
nanoparticle size (smaller particles can be more dangerous), chemical composition
and surface characteristics, and shape.

Inhaled nanoparticles can deposit in the lungs and then potentially move to other
organs such as the brain, the liver, and the spleen, and possibly the foetus in pregnant
women. Some materials could become toxic 'if they are inhaled in the form of
nanoparticles. Inhaled nanoparticles may cause lung inflammation and heart problems.

The objective of nanoparticles used as drug carriers is to deliver more of the
drug to the target cells, to reduce the harmful effects of the drug itself on other
organs, or both. However, it is sometimes difficult to distinguish the toxicity of the
drug from that of the nanoparticle.

With the exception of airborne particles reaching the lungs, information on the
behaviour of nanoparticles in the body is still minimal. Assessment of the health
implications of nanoparticles should take into account the fact that age, respiratory tract
problems, and the presence of other pollutants can modify some of the health effects.

Information on the effects of nanoparticles on the environment is very scarce.
However, it is likely that many conclusions drawn from human studies can be
extrapolated to other species, but more research is needed.
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Text 2

1. Look at the title. Make your predictions about the contents of the text.
2. Divide the text into paragraphs.

3. Express the main idea of each paragraph in one sentence.

4. Summarize the text and be ready to retell it.

Information Security

Information security means protecting information and information systems
from unauthorized access, use, disclosure, disruption, modification or destruction.
The terms information security, computer security and information assurance are
frequently incorrectly used interchangeably. These fields are interrelated often and
share the common goals of protecting the confidentiality, integrity and availability of
information; however, there are some subtle differences between them. These
differences lie primarily in the approach to the subject, the methodologies used, and
the areas of concentration. Information security is concerned with the confidentiality,
integrity and availability of data regardless of the form the data may take: electronic,
print, or other forms. Computer security can focus on ensuring the availability and
correct operation of a computer system without concern for the information stored or
processed by the computer. Governments, military, corporations, financial
institutions, hospitals, and private businesses amass a great deal of confidential
information about their employees, customers, products, research, and financial
status. Most of this information is now collected, processed and stored on electronic
computers and transmitted across networks to other computers. Should confidential
information about a business’ customers or finances or new product line fall into the
hands of a competitor, such a breach of security could lead to lost business, law suits
or even bankruptcy of the business. Protecting confidential information is a business
requirement, and in many cases also an ethical and legal requirement. For the
individual, information security has a significant effect on privacy, which is viewed
very differently in different cultures. The field of information security has grown and
evolved significantly in recent years. As a career choice there are many ways of
gaining entry into the field. It offers many areas for specialization including: securing
networks and allied infrastructure, securing applications and databases, security
testing, information systems auditing, business continuity planning and digital
forensics science, to name a few.

Text 3

1. Read the title of the following text and make your predictions about its contents.
2. Express the main idea of each paragraph in one sentence.

3. Say which facts presented in the text you've already been familiar with.

Security Classification for Information

An important aspect of information security and risk management is
recognizing the value of information and defining appropriate procedures and
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protection requirements for the information. Not all information is equal and so not
all information requires the same degree of protection. This requires information to
be assigned a security classification.

The first step in information classification is to identify a member of senior
management as the owner of the particular information to be classified. Next, develop
a classification policy. The policy should describe the different classification labels,
define the criteria for information to be assigned a particular label, and list the
required security controls for each classification.

Some factors that influence which classification information should be assigned
include how much value that information has to the organization, how old the
information is and whether or not the information has become obsolete. Laws and
other regulatory requirements are also important considerations. when classifying
information.

The type of information security classification labels selected and used will
depend on the nature of the organisation, with examples being:

— In the business sector, labels such as: Public, Sensitive, Private, Confidential.

—In the government sector, labels such as: Unclassified, Sensitive But
Unclassified, Restricted, Confidential, Secret, Top Secret and their non-English
equivalents.

— In cross-sectoral formations, the Traffic Light Protocol, which consists of:
White, Green, Amber and Red.

All employees in the organization, as well as business partners, must be trained
on the classification schema and understand the required security controls and
handling procedures for each classification. The classification a particular
information asset has been assigned should be reviewed periodically to ensure the
classification is still appropriate for the information and to ensure the security
controls required by the classification are in place.

Text 4
1. Look through the text and entitle it.
2. Answer the questions.
1. What factors are connected with the problem of the tyrany of numbers?
2. What kind of solution in the production of integrated circuits was found by
Jack Kilby?
3. Explain the essense of Jack Kilby’s invention.

With the small and effective transistor at their hands, electrical engineers of the
50s saw the possibilities of constructing far more advanced circuits than before.
However, as the complexity of the circuits grew, problems started arising.

When building a circuit, it is very important that all connections are intact. If
not, the electrical current will be stopped on its way through the circuit, making the
circuit fail. Before the integrated circuit, assembly workers had to construct circuits
by hand, soldering each component in place and connecting them with metal wires.
Engineers soon realized that manually assembling the vast number of tiny

65



components needed in, for example, a computer would be impossible, especially
without generating a single faulty connection.

Another problem was the size of the circuits. A complex circuit, like a
computer, was dependent on speed. If the components of the computer were too large
or the wires interconnecting them too long, the electric signals couldn’t travel fast
enough through the circuit, thus making the computer too slow to be effective.

So there was a problem of numbers. Advanced circuits contained so many
components and connections that they were virtually impossible to build. This
problem was known as the tyranny of numbers.

In the summer of 1958 Jack Kilby at Texas Instruments found a solution to this
problem. He was newly employed and had been set to work on a project to build
smaller electrical circuits. However, the path that Texas Instruments had chosen for
its miniaturization project didn’t seem to be the right one to Kilby.

Because he was newly employed, Kilby had no vacation like the rest of the
staff. Working alone in the lab, he saw an opportunity to find a solution of his own to
the miniaturization problem. Kilby’s idea was to make all the components and the
chip out of the same block (monolith) of semiconductor material. When the rest of
the workers returned from vacation, Kilby presented his new idea to his superiors. He
was allowed to build a test version of his circuit. In September 1958, he had his first
integrated circuit ready. It was tested and it worked perfectly!

Although the first integrated circuit was pretty crude and had some problems,
the idea was groundbreaking. By making all the parts out of the same block of
material and adding the metal needed to connect them as a layer on top of it, there
was no more need for individual discrete components. No more wires and
components had to be assembled manually. The circuits could be made smaller and
the manufacturing process could be automated.

Jack Kilby is probably most famous for his invention of the integrated circuit,
for which he received the Nobel Prize in Physics in the year 2000. After his success
with the integrated circuit Kilby stayed with Texas Instruments and, among other
things, he led the team that invented the hand-held calculator.

Text 5
1. Look through the text and entitle it.
2. Answer the questions.
1. What is the difference between three majour types of PCBs?
2. What is the difference between printed circuit boards and integrated circuits?

3. Explain the difference between two methods of connecting the components of
PCBs?

A printed circuit board, or PCB', is a self-contained module of interconnected
electronic components found in devices ranging from common beepers, or pagers,
and radios to sophisticated radar and computer systems. The circuits are formed by a
thin layer of conducting material deposited, or “printed”, on the surface of an
insulating board known as the substrate. Individual electronic components are placed
on the surface of the substrate and soldered to the interconnecting circuits. Contact
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fingers along one or more edges of the substrate act as connectors to other PCBs or to
external electrical devices such as on-off switches. A printed circuit board may have
circuits that perform a single function, such as a signal amplifier, or multiple
functions.

There are three major types of printed circuit board construction: single-sided,
double-sided, and multi-layered. Single-sided boards have the components on one
side of the substrate. When the number of components becomes too much for a
single-sided board, a double-sided board may be used. Electrical connections
between the circuits on each side are made by drilling holes through the substrate in
appropriate locations and plating the inside of the holes with a conducting material.
The third type, a multi-layered board, has a substrate made up of layers of printed
circuits separated by layers of insulation. The components on the surface connect
through plated holes drilled down to the appropriate circuit layer. This greatly
simplifies the circuit pattern.

Components on a printed circuit board are electrically connected to the circuits
by two different methods: the older “through hole technology” and the newer
“surface mount technology”. With through hole technology, each component has thin
wires, or leads, which are pushed through small holes in the substrate and soldered to
connection pads in the circuits on the opposite side. Gravity and friction between the
leads and the sides of the holes keeps the components in place until they are soldered.
With surface mount technology, stubby - J-shaped or L-shaped legs on each
component contact the printed circuits directly. A solder paste consisting of glue,
flux, and solder are applied at the point of contact to hold the components in place
until the solder is melted, or “reflowed”, in an oven to make the final connection.
Although surface mount technology requires greater care in the placement of the
components, it eliminates the time-consuming drilling process and the space-
consuming connection pads inherent with through hole technology. Both
technologies are used today.

Two other types of circuit assemblies are related to the printed circuit board.
An integrated circuit, sometimes called an IC* or microchip, performs similar
functions to a printed circuit board except the IC contains many more circuits and
components that are electrochemically “grown” in place on the surface of a very
small chip of silicon. A hybrid circuit, as the name implies, looks like a printed
circuit board, but contains some components that are grown onto the surface of the
substrate rather than being placed on the surface and soldered.

Notes:
'PCB - Printed Circuit Board — neuaruast miara;
’IC — Integrated Circuit — HHTerpanbHas cXeMa.

Text 6
1. Look through the text and entitle it.
2. Answer the questions.
1. What advantages made ICs so popular in modern electronic devices?
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2. What facts from the history of IC’s invention are stated in the text?
3. What is the difference between Kilby’s and Noyce’s IC?

Integrated circuits were made possible by experimental discoveries which
showed that semiconductor devices could perform the functions of vacuum tubes, and
by mid-20th-century technology advancements in semiconductor device fabrication.
The integration of large numbers of tiny transistors into a small chip was an
enormous improvement over the manual assembly of circuits using discrete
electronic components. The integrated circuit’s mass production capability,
reliability, and building-block approach to circuit design ensured the rapid adoption
of standardized ICs in place of designs using discrete transistors.

There are two main advantages of ICs over discrete circuits: cost and
performance. Cost is low because the chips, with all their components, are printed as
a unit by photolithography and not constructed one transistor at a time. Furthermore,
much less material is used to construct a circuit as a packaged IC die than as a
discrete circuit. Performance is high since the components switch quickly and
consume little power (compared to their discrete counterparts) because the
components are small and close together. As of 2006, chip areas range from a few
square millimeters to around 350 mm®, with up to 1 million transistors per mm®.

The idea of an integrated circuit was conceived by a radar scientist working for
the Royal Radar Establishment of the British Ministry of Defence, Geoffrey W.A.
Dummer (1909-2002), who published it at the Symposium on Progress in Quality
Electronic Components in Washington, D.C..on May 7, 1952. He gave many
symposia publicly to propagate his ideas.

Dummer unsuccessfully attempted to build such a circuit in 1956.

The integrated circuit can be credited as being invented by both Jack Kilby of
Texas Instruments and Robert Noyce of Fairchild Semiconductor working
independently of each other. Kilby recorded his initial ideas concerning the integrated
circuit in July 1958 and successfully demonstrated the first working integrated circuit
on September 12, 1958. In his patent application of February 6, 1959, Kilby
described his new device as “a body of semiconductor material ... wherein all the
components of the electronic circuit are completely integrated”.

Kilby won the 2000 Nobel Prize in Physics for his part of the invention of the
integrated circuit. Robert Noyce also came up with his own idea of integrated circuit,
half a year later than Kilby. Noyce’s chip had solved many practical problems that
the microchip developed by Kilby had not. Noyce’s chip, made at Fairchild, was
made of silicon, whereas Kilby’s chip was made of germanium.
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Text 7

1. Read the text.

2. Divide the text into paragraphs.

3. Express the idea of each paragraph in one sentence.
4. Write a summary of the text in English.

A computer virus is a computer program that can copy itself and infect a
computer without permission or knowledge of the user. However, the term “virus” is
commonly used, albeit erroneously, to refer to many different types of malware
programs. The original virus may modify the copies, or the copies may modify
themselves, as occurs in a metamorphic virus. A virus can only spread from one
computer to another when its host is taken to the uninfected computer, for instance by
a user sending it over a network or the Internet, or by carrying it on a removable
medium such as a floppy disk, CD, or USB drive. Meanwhile viruses can spread to
other computers by infecting files on a network file system or a file system that is
accessed by another computer. Viruses are sometimes confused with computer
worms and Trojan horses. A worm can spread itself to other computers without
needing to be transferred as part of a host, and a Trojan horse is a file that appears
harmless. Both worms and Trojans will cause harm to computers when executed.
Most personal computers are now connected to the Internet and to local area
networks, facilitating the spread of malicious code. Today’s viruses may also take
advantage of network services such as the World Wide Web, e-mail, Instant
Messaging and file sharing systems to spread, blurring the line between viruses and
worms. Furthermore, some sources use an alternative terminology in which a virus is
any form of self-replicating malware. Some viruses are programmed to damage the
computer by damaging programs, deleting files, or reformatting the hard disk. Others
are not designed to do any damage, but simply replicate themselves and perhaps
make their presence known by presenting text, video, or audio messages. Even these
benign viruses can create problems for the computer user. They typically take up
computer memory used by legitimate programs. As a result, they often cause erratic
behavior and can result in system crashes. In addition, many viruses are bug-ridden,
and these bugs may lead to system crashes and data loss.

69



Cs. tan 2010, mo3.31

Yuebnoe uzoanue

METO/JHYECKOE IIOCOBHE
110 PA3BHUTHIO HABBIKOB YTEHHUA HA AHIJTHHCKOM
A3BIKE JlUVIA CTY/IEHTOB 1 KYPCA ®P3

READ AND SPEAK
FOR FULL TIME STUDENTS OF THE
RADIOENGINEERING AND ELECTRONICS FACULTY

CocTaBUTENN:

JleekoBnu Taresana BukroposHa
Beprean Tatesana FOpreBHa
I'pnmanoBuy Esrenust FOpbeBHa u ap.

Koppexkrop JI. A. IlInuko

[Toanucano B mevyath ®opmar 60x84 1/16. bymara odcernas.
lapuautypa «Taiimey. Otneyatano Ha pusorpade. Ycn. meu. 1.
VYu.-u3n. 1. 4,2. Tupax 250 k3. 3aka3 192.

W3natens u nonurpaduyueckoe UCIIOIHEHUE: YUPEKIeHIEe 00pa30BaHUs
«benopycckuit rocy1apcTBEHHbIN YHUBEPCUTET UHOOPMATUKHU U PAJAUOIIEKTPOHUKI
JIM Ne02330/0494371 ot 16.03.2009. JIII Ne02330/0494175 ot 03.04.2009.
220013, Munck, I1. bpoBkwu, 6



	CONTENTS
	UNIT I  QUANTUM SYSTEMS
	UNIT II  NANOTECHNOLOGIES AND NANOMATERIALS IN ELECTRONICS
	UNIT III  MICROFABRICATION
	UNIT IV  INFORMATION PROTECTION
	UNIT V  COMPUTER SECURITY
	UNIT VI  CRYPTOGRAPHY
	UNIT VII  NEW ELECTRONICS: RESEARCH AND DEVELOPMENT
	UNIT VIIII  NTEGRATED CIRCUITS
	UNIT IX  SEMICONDUCTORS
	APPENDIX. SUPPLEMENTARY READING



