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paboTel, Bonmpockl uH(popMaimonHoi Oe3onacHoctu (Mb) mpuodpenn ocolyro
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BKHOCTh M aKTyaJbHOCTh. B JaHHOW CTaThe paccMaTpUBAIOTCS OCHOBHBIC
yrpo3bl, BO3HMKAIOIIME MpPU AUCTAHIIMOHHON padoTe, W MpemIararoTCs
KOMILJIEKCHBIE MEPBI 3alIUThl MH(popMaruu. J[ucTaHIIMOHHBIN (opMarT, Ipu Beeit
ero THOKOCTM M  yAOOCTBE, CO3a€T MHOKECTBO  YA3BUMOCTEH:  OT
UCTMOJIb30BAHUSI HEHAACKHBIX CETEH M JIMUHBIX YCTPOUCTB 10 PUCKOB (DUILMHTA
U yreuek AaHHbIX. Oco0oe BHUMAHUE YACTSETCS HCMOJIB30BaHUID VPN,
MHOTO(aKTOPHOH ayTeHTU(UKALMK, MU(POBAHAIO HAHHBIX W OOYYCHHIO
COTPY/AHUKOB.

Karwuessbie cioBa: yaaieHHas padota, pummHr, VPN, MHOrodgaktopHas
ayrenTuukanus, DLP-cucrema, knbepOe30macHOCTb.

C nmepexonoM Ha yaalieHHbIH ¢Qopmar paboTel MHOTHE KOMMAHWHA W
OpraHu3alliy CTOJIKHYJIMCH ¢ HOBBIMM MHIMAcHTaMu Mb. [1To nanneim Xakep.ru,
B 2023 1. 10JIA LENEBBIX aTaKk HA OpPraHu3alMsIX yBenu4ymiiach Ha 78 % OT
obmero uucna [1]. OgHOM W3 MPUUYMH TAaKOro pocTa CTajga HECHOCOOHOCTH
TPAJIMLMOHHBIX CPEICTB 3aAlIMTHl WH(OPMALKMK MPOTHBOJACHCTBOBATH ATAKAM.
3MOYMBILIJIEHHUKNA AKTUBHO HCIOJB3YIOT YA3BUMOCTH B JOMAIOIHUX CETSIX,
(MILIMHTOBBIE aTakh W chnadble MapoiaM A J0cTyna K KOPHOPAaTUBHBIM
cucreMaM. B cBsi3n ¢ 3THM OpraHM3anusM HEoOXOIMMO adanTHPOBaTh CBOM
CTPATErvy 3aUThI JAHHBIX C YUYETOM HOBBIX PEAJIHIl.

K ocHOBHbIM  yrpo3aMm  HMH(pOPMALMOHHOW  O€30MaCHOCTH MNP
JUCTAHIMOHHOM (hopMare pabOThl OTHOCATCS:

1. HeGe3omacHbIe CETH U YCTPOMCTBA.

B oducHoli cpene IT-ormen obecneunBacT LEHTPAIM30BAHHBIA KOHTPOJIb
HaJ BCE MHQPACTPYKTYpOil: KOPIOPATUBHBIMH KOMITBIOTEPAMH, CEPBEpPaMH,
MapIIPyTH3aTOpaMi W MEXCETEBBIMU 3KpaHaMH. OJHAKO TNpW  yIAJICHHOH
padoTe COTPYAHHMKM YacTO MOAKIKOYAKTCS K KOPIOPATHBHBIM PECypcaM 4epe3
JMYHBIE YCTPOCTBA (HOYTOYKHM, TUIAHLIETHI, CMApT(OHBI) U HEMPOBEPEHHBIE
CETH, TaKMe Kak. JoMamHuil Wi-Fi cTaHOBHUTCA YA3BUMBIM, €CIIM POYTEP HE
OOHOBJICH WJIH HWCHOJIb3YET cla0ble HACTPOikM Oe30MmacHOCTH (Hampumep,
ycrapeBmmii mpotokosnn WPA2 wnu craHaapTHBIM Mapoiab aJAMHUHUCTPATOPA),
YTO MO3BOJISACT 3JIOYMBILIJICHHUKAM NEPEXBAThIBaTh TpaQuK, OOLIECAOCTYIHbIE
TOYKM AocTyna (kade, adponopThl, KOBOPKUHIH) MPEACTABISIOT YIpo3y H3-3a
OTCYTCTBUS WM(POBAHUS, YTO OOJEryacT MpoBeAcHUE atak Tuna Man-in-the-
Middle (MITM) ¢ nepexBaroM JIOTMHOB, MApojied M KOH(PUACHIIMAIbHBIX
JAHHBIX, KPOME TOro, JIMYHBIE YCTPOMCTBA COTPYAHMKOB O€3 3alIWTHI
(oTcyTCTBME  aHTHUBHMpYyca, (aiipBona WM  aKTyalbHBIX  OOHOBJICHMIA)
NPEBPALIAOTCS B JIETKYH MUILEHB U1 BpeAoHOCHOTO [10.

2. Metoasl conuanbHONR MHXCHEPUH U (PULLIAHT.

ConmanbHass WHXEHEPUST OCTACTCS KpPaWHE OMAaCHbIM METOAOM aTak Ha
YIAJIECHHBIX COTPYAHHUKOB, OCOOCHHO YS3BUMBIX W3-3a Lu(ppoBoro (popmara
paboTBl M OTCYTCTBHUS JINYHOTO B3aMMOJCHCTBUS. 3JIOYMBIIUICHHUKA aKTUBHO
UCHOJB3YIOT ~ TNCUXOJIOTMYECKHE  MAHWMYJSALWW, TOCKOJIBKY  YIAJICHHBIE
pPabOTHHKM HE MOTYT OMNEPATUBHO MPOBEPUTH MOAO3PUTENBHBIE 3AMPOCHl Y
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KOJUIET, a CTPEeCC M BBICOKAs HAarpy3ka CHIDKAIOT WX OJUTENBHOCTH [2].
HaunGonee pacnpocTpaHeHbl (UIIMHIOBBIE NUChbMA, MACKUPYIOLIMECS O
coolwmenus ot pykooacTea wim UT-ciyx0bl ¢ TpockO0i «OOHOBUTH JAHHBICY,
(peiiKOBBIE 3BOHKH OT «TEXMOJACPKKNY» ¢ TPEOOBAHMEM MEPENATH MAPOIN WA
YCTaHOBUTH BpeaoHocHoe [10, a Ttakke NOAAENBHBIE MPOPUIA KOJUIET B
MECCEHDKEPAX, PACCHUTAIOIINE 3APAKEHHBIC BIOKEHUS. DTH METObI OCOOCHHO
3¢ exkTrBHBI Gi1aroaps N30JMPOBAHHOCTH YAAJICHHBIX KOMAH U IOBBILICHHOH
JOBEPUYMBOCTH COTPYIHHUKOB B YCIIOBUSX cTpecca [6].

3. Opranuzanust KOHTPOJISI AOCTYTIA.

[Tpu oducHo# padore UT-cnenuanimcTel MOTYT ONEPATHBHO 3a0JIOKUPOBATH
YBOJIEHHOTO COTPYAHHMKA WM OTCICANUTD MOAO3PUTENBHYIO AKTUBHOCTD, OJTHAKO
B YAANEHHOM (QopMaTe KOHTPOJIb 3HAUUTENBHO YCIOXKHACTCSA. COTPYAHHUKH
YacTO WCHOJB3YIOT cnadble maponu (thma «123456» wunm  «Password1y),
KOTOPBIC JIETKO MOAOMparoTcs OpyTopc-aTakamu, OTCYTCTBHUE CErMEHTALMU
OpaB MNPUBOJUT K CUTYallMH, KOTJAa BCE YJAICHHBIE PAOOTHUKA HMMEHOT
OJIMHAKOBBINA JOCTYN K CUCTEMAaM, YTO YBETUYMBACT PUCKU NIPA KOMITPOMETALMU
JaKe OJHOW YYETHOH 3amMCH, KPOME TOr0, MHOTHE COTPYIHUKH MPEHEOPEraroT
OOHOBJICHMEM  OINECPALMOHHBIX CHUCTEM M KOPHOPATHUBHBIX MPUJIOKEHUH,
OCTaBJsisl ySI3BUMOCTH (Hanmpumep, B RDP-nmoakmtoueHusx), KOTOPbIMH MOTYT
BOCITOJIb30BATHCA 3JI0YMBIIUICHHUKH [3].

Hist apdextuBHON OOpbOBI ¢ HA3BaHHBIMM yIpo3aMHu  OE€30MACHOCTH
OpeUIaralTCs CICAYIOUIME METOABI 3alUThl MHPOPMALUU AJIsi COTPYIHUKOB,
paboTarolmux B yIaIeHHOM opmare:

1. Ucnonb3oBanne BUPTYyaIbHBIX YacTHBIX ceteid (VPN). Xopommii VPN-
cepBuC WHM(PPYET BECh HHTEPHET-TPAQHK, [e€nas €ro HEAOCTYMHBIM s
MepeEXBATA NAXKE MPU MOAKITFOUCHUN YePE3 HEHANCKHBIC ceTH [4]. VPN-cepBuCHI
camM¥ MOTYyT cOOMPATh U aHATM3APOBATH TAHHBIC TIOJIb30BATEIICH.

2. Buenpenne DLP-cucreMm [Uisi MPeAOTBPALLEHUS YTEYEK M 00SI3aTEIBHOE
(P POBAHUE KOPITOPATUBHOMN MEPEMUCKH.

3. MuorogakropHas ayrentupukanus (MFA). Jlaxe ecnu 3m10yMBILITIEHHAK
NOJTYYUT JIOTHH W MApOJib COTPYAHMUKA, O€3 JOMOTHUTENRHOTO Koaa u3 SMS wiu
MOOWJIBHOTO MPUJIOKEHUS OH HE CMOKET MOJYUUTh AOCTYM K cUcTeMe [5]. OTOoT
OPOCTOW METOJ YK€ MPEAOTBPATHSI MHOXKECTBO YCHEIIHBIX aTaK IO BCEMY
Mupy. OJTHAKO JaXKE CaMbIE COBEPIICHHBIE TEXHUUECKHE CPEICTBA HE TOMOIYT,
€CJIM COTPYTHUKH HE MOHUMAIOT OCHOB KHOEPOE30MaCHOCTH.

4. PerynsipHoe o0y4eHHE AOHKHO ¢TaTh HOpMOd. HeoOxoaqmmo moBcemecT-
HO MPAKTUKOBATh HECKYYHBIE JIEKIIMM U MPAKTUYECCKUE TPEHUHTH C TIPUMEPaMHU
peanbHBIX atak. [101e3H0 MPOBOANTE TECTOBBIE (DPUILIMHTOBBIE PACCHUIKH BHYTPH
KOMIOAHWH, YTOOBI COTPYTHUKH HA IPAKTHKE YYUIIMCh PACIIO3HABATD YTPO3HI.

5. J1ns 3amMThl KOHPUIACHIUAIBHBIX JaHHBIX HEOOXOIMMO HCIOJIb30BATh
muppoBaHUE KaK MpH Mepenayde, TaKk W NPU  XPAHEHHH HWHQPOPMALUH.
CoBpeMEHHBIE PEIIEHUS TTO3BOJISIOT U (PPOBATh 3NEKTPOHHYIO MOUTY, (paiisl B
O0NauHBIX XpaHWIMIIAX W JaXe COOOLICHHWsS B KOPHOPATHBHBIX YaTtax [7].
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Oco0eHHO 3TO aKTyalbHO s KOMIIAHWH, paboTaromMX € NEPCOHATBHBIMU
JAHHBIMU KJIIMEHTOB WA KOMMEPUYECKOM TAHOM.

6. MOHATOPUHT O€30MaCHOCTH B YCIOBHSIX YAAICHHOM pabOThI TaKXke Tpe-
Oyer ocoboro moaxona. Cucrembl knacca EDR (Endpoint Detection and
Response) mo3BOJSIOT OTCIIEKMBATh YIPO3bl HA YCTPOMCTBAX COTPYIHWUKOB B
pPEATbHOM BPEMEHHM M aBTOMATHYECKH OJIOKMPOBAaTh MOJO3PUTEIBHYIO AKTHB-
HOCTh. [Ipm 3TOM BaXKHO HaWTH OajlaHC MEXAy OE€30MacHOCTBIO M MPUBAT-
HOCTBIO, 4YTOObI YPE3MEPHBIA KOHTPOJIb HE BBI3BIBA COMPOTUBICHUS Y
COTPYIHUKOB.

7. OTaenbHOr0 BHUMAHMS 3aClTy>KMBAET pe3epBHOE KomupoBaHue (back up)
JAHHBIX. YIAJICHHbIE COTPYJHUKHA MOTYT CIIy4alHO yIaluTh WIH TOBPEIUTH
BaXHbIC (Daiybl, a ransomware-aTakd MOryT 3amu(poBarh JaHHBIE HA KX
ycrpoiicTBax. Perymsapueie back up B 3aniuiieHHOE 001a4HOE XPAHWIIUALIE WA
HA KOPIMOPATUBHBIE CEPBEPBI MOMOTYT OBICTPO BOCCTAHOBHTH WH(POPMALKIO B
Clly4ac MHUUACHTA.

Takum 00pa3oM, Mepexoa Ha yAAICHHYI padoTy — 3TO HE MPOCTO CMEHA
pabouero  mecta, a  (PyHIAMEHTAIbHOE  M3MEHEHUE  TOAXOJ0B K
uH(popMaMOHHOW 0e30nacHOCTH. KOMIUJIEKCHBIE TEXHUYECKHUE PEUICHMUS,
OOyYeHUE COTPYJHUKOB W UETKME PErJaMEeHThl JODKHBI PadoTarh B
COBOKynHOCTH. KOMNaHWH, KOTOPBIE CMOTYT HAWTH OanaHCc MEXKIY yA0OCTBOM
yAJIEHHON paOOThl M 3alIMTON JaHHBIX, TOTYYaT 3HAUUTEIBHOE KOHKYPEHTHOE
IPEUMYIIECTBO B COBPEMEHHOM LU (PppoBOM Mupe [8].

CnucoK HCNob30BAHHBIX HCTOYHHKOB:

1. Xakep. Ataku u tpeHapl Q2 2023: 4TO HYXKHO 3HATh O KHOEpyrpo3ax
nocienHero  kpapraia //  Xakep.ru. 2023, 30 aBrycra. URL:
https://xakep.ru/2023/08/30/q2-2023-attacks-and-trends/.

2. Koznos JI.B., lllecrakoB A.A. CoBpeMEHHbIE YIpO3bl WH(OPMALMOHHON
0e30MacHOCTH B YCINOBUSAX yaaneHHOH pabGotel //  HHpopmaumoHHas
Oe3omacHoCTh. 2022. Ne 3(45). C. 56-62.

3. MenbaukoB B.I1. KubGepOezonacHocTe M 3ammTa JaHHbIX. M.: HOpaiiT,
2021. 318 c.

4. NIST Special Publication 800-46r2 "Guide to Enterprise Telework,
Remote Access, and Bring Your Own Device (BYOD) Security”. 2022. URL:
https://nvlpubs.nist.gov/nistpubs/Special Publications/NIST.SP.800-4612.pdf /.

5. ENISA Threat Landscape 2023 "Top Cyber Threats and Trends".
European Union Agency for Cybersecurity, 2023, URL:
https://www.enisa.europa.eu/publications/enisa-threat-landscape-2023 /.

6. Cxiisipos [I.B., Tymanor B.E. 3ammrta uHpopmanmmu B 0OJaYHBIX
ceppucax. CII6.: BXB-IlerepOypr, 2020. 256 c¢. OnektpoH. Bepcus. URL:
https://books.4nmv.ru/books/iskusstvo_zashchity 1 vzloma informatsii 364286
8.pdf/.

7. ISO/IEC 27001:2022 "Information security, cybersecurity and privacy
protection”. 2022 / URL: https://www.1so0.org/standard/27001 /.

300


Xakep.ru
https://xakep.ru/2023/08/30/q2-2023-attacks-and-trends/
https://nvlpubs.nist.gov/nistpubs/SpecialPublications/NIST.SP.800-46r2.pdf%2520/
https://www.enisa.europa.eu/publications/enisa-threat-landscape-2023%2520/
https://books.4nmv.ru/books/iskusstvo_zashchity_i_vzloma_informatsii_3642868.pdf%2520/
https://books.4nmv.ru/books/iskusstvo_zashchity_i_vzloma_informatsii_3642868.pdf%2520/
https://www.iso.org/standard/27001%2520/

8. 3pikoB A .U. LludppoBuzanus kak CpeACTBO MOBBIMIECHUS 3PPEKTUBHOCTH
npennpusitas / A.W. 3eikoB, P.M. Snnapos // BaumonaelcTBrue By30B, HAYYHBIX
OpraHM3alMii M YYPESKACHUNA KyIbTYpel B cdepe 3ammTel MHPOpMALUU U
TEXHONOTW Oe3omacHOCTH: COOpHUK crareid mo marepuanam V.  Mexnay-
HApPOAHOH HAy4yHOU KOH(EPECHLMH, MOCBSIICHHONW MaMATH JOKTOpa TEXHHU-
Yyeckux Hayk, mpogeccopa A.A. TapacoBa U TOKTOpa TEXHUYECKMX HAYK, CTap-
mero HayuHoro corpyaauka O.B. Kazapuna, Mocksa, 24-26 anpens 2024 r.
M..  ®epcpanbHOE  TOCYJAAPCTBEHHOE  ABTOHOMHOE  00pa3oBaTEiIbHOE
yupexaeHUe  Bbicmiero  oOpazoBaHusi  «PoCCHICKHMIA  roCymapCTBEHHBINH
T'YMAHMTAPHBIA YHUBEPCUTETY, 2024. C. 124-127.

Izhboldina T. K.
Ufa University of Science and Technology, Ufa

Scientific supervisor:
Yapparov RM.
Ufa University of Science and Technology, Ufa

FEATURES OF ENSURING INFORMATION SECURITY
IN THE CONTEXT OF REMOTE WORK

Abstract. In the context of the massive transition to a remote work format,
information security issues have become particularly important and relevant.
This article examines the main threats posed by remote work and suggests
comprehensive information protection measures. The remote format, for all its
flexibility and convenience, creates many vulnerabilities: from the use of
unreliable networks and personal devices to the risks of phishing and data leaks.
Special attention is paid to the use of VPNs, multi-factor authentication, data
encryption and employee training.

Keywords: remote work, phishing, VPN, multi-factor authentication,
encryption, DLP system, cybersecurity.
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