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AHAJIN3 METOJIOB CKPBITHSA BPEJOHOCHBIX NPUJIOKEHUI

AHHoTanusi. B ctatee paccMaTpuBarOTCsl METObI, KOTOPBIMHA BPEAOHOCHBIE
IOPUJIOKEHUST CTPEMATCS YXUTPUTBCS M YHTH OT OOHapyXeHus B sandbox-
Cpelax W aHTUBUPYCHBIX cucTemax. [IpvBEACH aHanM3 OCHOBHBIX TEXHUK,
BBISIBJICHBl WX TMPEUMYINECTBA M OrPAHUYEHMs. PacCMOTPEHBI BO3MOKHBIE
NOIXO0bl K MPOTUBOACHCTBHIO TAKUM MEXAHU3MaM.

KiroueBbie ciioBa: BpeAOHOCHOE MOCEUIEHUE, sandbox, aHTUBUPYCHas
3allUTa, YBa3usl, KNOEpPOE30MacCHOCTb.

BBenenne

CoBpeMEHHbBIE  aTakl Ha  WHQOPMANMOHHBIE  CHCTEMBI  3a4acTYIO
OCYIIECTBIISIIOTCS 4YE€PE3 BHEAPCHHUE BPEAOHOCHBIX MNPWIOKECHHNA. s ux
OOHapy>KCHHsI M MCCIEAOBAHUS IOUPOKO MCHONB3YIOTCA Ssandbox-cpenbl W
aHTHBHUPYCHl. TeM He MeHee, aBTOpPbl BPeAOHOCHBIX [IO cO31ar0T TEXHHKH,
NO3BOJISFOIINE YKIIOHATBHCS OT MX OOHAPYKEHUSI.

OcHOBHAsl 4aCTh

TeXHUKH YKIOHEHUsI OT Sandbox’o6 W AHTUBHPYCOB MOKHO YCJIOBHO
Pa3ACIUTh HA HECKOJIBKO KaTeropuii:

OOHapy>KeHUE BUPTYAIbHOM Cpebl

Muorue sandbox’vei MCHONB3YIOT BUPTyalbHble MamuHbl (VM) ans
W30JISIIAMA  MCIIOJIHAEMOTO KOJa. BpPEeNOHOCHBIE TNPWIOKCHHAS aHATM3UPYIOT
NPU3HAKK BUPTYAJIM3ALMKA, TAKUE KAK HaJM4YMe Crnenu(pUyecKux apaiBepoB
(Hanmpumep, VBoxGuest.sys, vmhgfs.sys), BUPTYAIbHBIX CETEBBIX AAANTEPOB
(vmxnet3, virtio) WIA HEECTECTBEHHBIE KOHPUIypauuu 0O0O0pYyIOBaAHUS
(HECOOBIYHO MAaJCHbKMH O00BEM TaMATH, OJWH MPOLECCOP, OTCYTCTBHE
(u3nyecKkux ycTpoicTs) [5].

Pacummpennbie MeTo1bl 0OHapy>keHUs VM BKITFOYAKOT:

OnpeneneHne 3aaepXKEK BBIMOTHCHUS WHCTPYKLIMNA, XapPaKTEPHBIX IS
BUpTyanu3auuu (Hanpumep, uepe3d RDTSC, RDPMC, CPUID) [3].
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CuutbiBanue cneurduueckux CPUID-uncTpykumid (Hypervisor present bit,
hypervisor vendor ID).

[TpoBepky  HecTaHAApTHBIX  pasMepoB  KdW-namsath (L3 cache) n
0CcoOeHHOCTEH CTPYKTYphl ACP[-Tadnui,.

CkanupoBanue uWMeH BIOS’0o6 W NpoOU3BOAMTENEH 00OpyIOBaHUS Ha
HUIAYME YINOMUHAHWA O BUpTyaim3auumu (Hanpumep, VMware, VirtualBox,
QEMU) [5].

AHanu3 cnenupuUecKuX MPOLECCOB M CEPBHUCOB, XapakTepHbIX mis VM
(Hammpumep, vboxservice.exe, vimtoolsd.exe).

Hoseiime TeXHUKA:

Hcnonb3oBaHne  MOOOYHBIX — KaHAIOB  (side-channel analysis) — ans
OINPEAEIICHMS HAIMYMS Tunepsu3opa [3].

ATtaku uepe3 ureHue anomanuii padbotel 11.B (1ranslation Lookaside Buffer)
U KII-MTAMSITH.

HekoTopeie BpeAOHOCHBIE MPOTPAMMBI JAKE JUHAMHYECKH MEHSIOT CBOE
NOBEICHUE, HATPUMEP, AKTUBUPYIOTCS TOJBKO B Cy4Yae OTCYTCTBHS MTPU3HAKOB
BUpTyanu3anuu. bomiee Toro, B HEKOTOPBIX CIyvasX OCYLICCTBISETCS aKTHBHAs
UMUTALMS  HECTAOWIBHONW paboThl MPOTrPAMMHOTO  OOECHEYECHHs, YTOOBI
CIPOBOLIMPOBATh Sandbox Ha MPEXKIECBPEMEHHOE 3aBEpLICHHE aHanmm3a. Yacto
TAK)KE TPUMEHSIOTCS TEXHUKH KOHTposist Temneparypel CPU W 4acTOThI
OTKJIMKA YCTPOWCTB BBOJA, TIOCKOJIBKY BHUPTYAJIbHBIE CPEIbl HE BCEraa
KOPPEKTHO 3MYJIUPYIOT (PU3NYECKHE MApaMETPbl PEATBHOTO 000PYI0BAHUSI.

[TpoBepka BpeMEHH BBITTOJTHEHUS

Sandbox-oxpyXeHUsi OrpaHMYEHBl MO BPEMEHW aHanu3a (OOBIYHO OT
HECKOJIBKMX CEKYHJ 10 5 MUHYT), YTOOBI MUHUMHU3HUPOBATH PECYPCHI.

Kitaccnueckue TEXHUKH:

Hcnonb3oBanne 3aaepxek (sleep, NtDelayExecution), HeEpemko ¢
Moau(PUKaLMEH mapaMeTpoB Taitmepa Juist 00X0Aa MPOCTOTrO MPOIMYCKa BPEMEHH
aHanm3a (sleep-patching) [2].

W3mepenue peanpHOro Bpemenu uepe3 RDTSC,  GetTickCount(),
QueryPerformanceCounter().

PacuivpeHnabie METOIBL:

Hcnonb3oBanne TexHUK  sleep obfuscation:  BBINOIHEHHE  KOPOTKHX
MEPUOJIOB CHA, MEPEMEKAEMbIX O€3BPEIHON aKTUBHOCTBIO [1].

3aByaIMpOBaHHBIE 3aJCPXKKM YEPE3 PECYPCOEMKHE 3ajauu: nepedop
JaHHBIX, OECKOHEUHBIC UKJITBI C YCIIOBHEM BBIXOJA B 3aBUCUMOCTH OT BPEMEHHM.

Environmental Keying. akThBals BPEIOHOCHOTO KOAA TOJNBKO 1O
JOCTUKEHUH OTPEJCIIEHHOTO BPEMEHU, ATl WM COOBITHS (HAPUMEP, 3aIyCK
TOJIbKO B MSTHHUIYY BedepoM). JlOMOJHUTENBHO, HEKOTOPBIE BPEAOHOCHBIE
OpPOrpaMMbl  QHAJIM3UPYKOT HW3MECHEHHS CHCTEMHBIX 4YacOB B  IPOLECCE
BBITIOJTHEHHSI, YTOOBI BBISIBUTH MOTBITKA MCKYCCTBEHHOTO YCKOPEHHS BPEMEHH
sandbox’om. ITpuMeHSIOTCS TaKKe TaiiMepbl HA 0a3e BHEIIHUX COOBITUH, TAKAX
KaK OTKJIMK CETEBOr0 OOOpYJOBaHWS WJIM TMOSBICHHE HOBBIX MPOLIECCOB
NOJIb30BATENS, YTO 3aTPYIHAET (POPCUPOBAHHYIO SMYJISLIAIO AKTHBHOCTH.
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OskHIaHuE MONB30BATELCKOTO B3AUMOACHCTBHS

Sandbox b1 4acTO HE MOJENTHUPYIOT PEATBHOE TIOBEICHUE MOIB30BATEIS.

TpaauMOHHbBIE METO/BI:

[TpoBepka Hanuuust ABM>keHUs Mbim (GetCursorPos, GetlLastinputinfo) [2].

Oxxupanue BBOJA TEKCTa WM Haxaths knaBull (GetAsyncKeyState,
SetWindowsHookEx).

PacuivpeHHbIE TEXHUKMY:

AHanM3 €CTECTBEHHOCTH JBMKEHWH MBIIIKM: KPUBOJMHEHHOCTh, CKOPOCTH,
YCKOPEHUE.

OXMaHUE HECKOJIBKHX Pa3HbIX TUIOB B3aUMOJACWHCTBHS. KJIHK +
NEpPETaCKMBaHUE + MPOKPYTKA + 3aKPBITHC OKHA.

[TpoBepka (POHOBBIX MPHIIOKEHWH M MX AKTHBHOCTH (ITPOBEPKA HAIAYMS
NOMYJISIPHBIX TPUNokeHuit: Chrome, Teams, Skype, aHTUBAPYCHBIX TPOLIECCOB).

CrnexxeHue 3a COCTOSIHUEM OKOH: MHHHMMU3ALMS, PAa3BOPAUYMBAHUE OKOH W
¢okyc BBOAA. Takke BPEIOHOCHBIE MPOTPAMMBI MOTYT MU3MEPSTh CKOPOCTh W
pUTM Habopa TEKCTA, ONPEAEIISs, SBISIOTCS M HAKATUS KIABUII PE3YJIBTATOM
PEATbHOM JIECATEIBHOCTH YEJIOBEKA WJIM aBTOMATH3WPOBAHHOIO CKpunta. B
HEKOTOPBIX  CJIydasx  BPEAOHOCHBIH  KOX  OKMOAET  MHOTOKPATHBIX
B3aMMOJCHCTBHIA C pa3HBIMU OKHAMM, YTO TPYAHO BOCIPOM3BECTH B sandbox 'ax
3a KOPOTKUH MEPHOJ aHAITN3A.

[[IndpoBanue, ynmakoBka U NOAMMOPHU3M

[[udpoanrie yactell Kkoaa, MOJIUMOPPHU3M M METAMOPPU3M TMO3BOJSIOT
n30erarb CTaTUYECKOro aHAIN3A.

Metoasr:

[Torumopdu3m:  HM3MEHEHHME  CTPYKTYpPbl  Kojga  0€3  M3MCHEHUs
(PYHKIMOHATBHOCTH MPU KOKAOM 3aIMYCKE.

MeTtamop(u3M: NOJTHOE NMEPENUCHIBAHKAE KOJA, CO3JaHIE HOBBIX (DYHKIMIA C
TEM K€ ToBeaAcHuEM [1].

YnakoBka ¢ TMOMOIIBIO W3BECTHBIX WM CaMOMMCHBIX makepoB (UPJX,
Themida, COOCTBEHHBIE KPUIITOPHI ).

Hcnonb3oBanne creraHorpa@Mu: COKPBITHE BPEAOHOCHOTO KOJAA BHYTPH
M300paKCHUNA, JOKYMEHTOB U JIPYTHUX Meanadaisios.

HoBele TpeH b

Fileless Malware: ncnonb30BaHUE JIETUTUMHBIX CUCTEMHBIX WHCTPYMEHTOB
(Hanpumep, PowerShell, WMI, Living-off-the-Land Binaries — LOLBins) 0e3
3anucH (haitjioB Ha JTUCK.

ATaku 4epe3 MHOTOCIOMHYIO YNAKOBKY: BPEIOHOCHBIA KOJ 3amu()poBaH
HECKOJIBKO Pa3 C MCMOJB30BAHUEM PA3HBIX AJTOPAUTMOB W METOAOB YIMAKOBKH.
[Ipn 5TOM HEKOTOpPBIE COBPEMEHHBIE OO(YCKAaTOPbl MOIYT JAWHAMHUYECKU
WU3MEHATb CHTHATYPhl AP[-BBI30BOB M WCHOJIB30BATh METOABI IU(POBAHUS C
oaHOpa3zoBbiMK KirouaMu (OTP), 4TO MpakTUYECKH HMCKIIFOYAET BO3MOKHOCTB
CTATHYECKON aexkoMnwisiuuy. Hepeako Takke TMNPUMEHSETCS BHEIPCHHE
OPOMEXYTOUHBIX ~ BUPTYQJbHBIX  MAllMH  BHYTPH  OCHOBHOIO  KOJA,
YCIIOJKHSIIOILEE MTPOLIECC aHAIN3A.
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Hcnonb30BaHuE JIESTUTUMHBIX TPOLIECCOB

Kitaccnueckue METOIEL

Process Hollowing: co3naHue mporecca, 3aMeHa €ro Kojga BPEIOHOCHBIM
[2].

DLL Injection. BHeAPEHUE CBOECH OMOIMOTEKH B aAPECHOE MPOCTPAHCTBO
JAPyroro nporecca.

Parent Process Spoofing:  mnoaMeHa  POAMTENBCKOTO  mpouecca  JUis
MACKHPOBKH aKTUBHOCTH.

COBPEMEHHBIE METOBL:

AtomBombing: BHeapeHMEe KojJa 0€3 H3MEHEHHMsl MaMaTH MpoLecca
HANPSIMYIO Yepe3 aroMapHble Tabnuubl Windows.

Process Doppelgdnging. co3gaHue mporecca ¢ MCnonb3oBaHuem NT1S-
TpPaH3aKUMi AJs 3amycKa BPEIOHOCHOTO KoAa 0e3 (PaKTHUYECKOTO COXPaHEHUS
UCIIOJIHSIEMOro (aiina Ha auck [4].

Heaven’s Gate: mnepexon Mexay 32-OMTHBIM KM 64-OMTHBIM pEXUMAMHU
UCNIONHEHUS B Windows 1uist 00X0/1a CUCTEMHBIX OTPAHUYCHUH.

Callback Injection: WMCNONB30BAaHUE JETMTUMHBIX  (yHKUUE  Windows
(Hanpumep, CreateRemoteThread, QueueUserAPC) 1yisi BHEIPEHHS KOJA.

JIOTIOJIHUTEITBHO:

HNrxekuus yepe3 CETeBbIC CTEKHM (HAMPUMEDP, BHEAPEHHE 4epe3 (PUIbTPHI
CETEBOTO ApaiBepa).

Ucnonw3zoBanue Trusted Installer cepBucoB Il 3amycka BPEAOHOCHOTO
koma ¢ npuBwiecrusmu  SYSTEM. Bce dWame BCTPEYAOTCA — CIIOKHBIC
MHOTOCTYNIEHYATBIE CXEMBI, T€ BPECIOHOCHBIA KOJ CHayajla 3axBaThIBAcT
YIPaBJICHUE HAJ MEHEE 3AIMUIICHHBIMU TOJb30BaTEIILCKUMHU TPOLECCAMH, a
3aTeM 4Yepe3 LENOYKY BHEAPEHUH TMEPEXOAUT K CHUCTEMHBIM CIyKOam.
Hcnonb3yercss Takke Metoauka BHeApeHMs vepe3 COM-00beKTHI, Kornaa
BPEIOHOCHBII KOJI PETUCTPUPYET ce0sl KaK JISTUTUMHBIHA 00pabOTUMK COOBITHIA B
CUCTEME.
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