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NCIOJb30BAHUE HIU®POBAHUA, 3AHIUINEHHON MAMSTH
N KEYSTORE API JUIA BAIIATBI JAHHBIX
B MOBWJIBHBIX HTPUJIOKEHUAX

AHHoTanusi. B craree  paccMarpuBarOTCs  COBPEMEHHBIE  METObI
oOecnieueHust O€30MACHOCTM JAHHBIX B MOOWIBHBIX MNPWIOKEHHUSIX HA
mwiaropme  Android.  Ocoboe  BHUMAHWE  YACICHO  HMCIOJIB30BAHHUIO
mU(ppPOBaHUS, 3AMMIICHHON MaMATH YCTPOHCTB U BO3MOXKHOCTEH KeyStore APl
JUIS  XpaHECHUs Kpunrorpapuyeckux Kiroueid. OmnucaHbl MPEUMYIIECTBA
KOKIONO0 W3 TMOAXOAOB, a TaKkKEe TMPUBCACHBI PEKOMEHIAUUMU 10 HX
KOMOMHHPOBAHHOMY MCIOJIb30BAHUIO JJISl MOBBIMIEHUS OOLIEH 3alMUIIIEHHOCTH
MIPUJIOKEHA.

KaroueBbie ciaoBa: MOOWIIbHAS 0€30MACHOCTh, IMIM(PPOBAHUE TAHHBIX,
3allMIIEHHas namMaTh, KeyStore API, Android.
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BBenenne

MoOubHBIE yCTPOICTBA MOBCEMECTHO HMCIONB3YIOTCS IS XPaHECHUS W
00paboTkn KOH(UAeHIMATbHON HH(OpManmu. B cBs3n ¢ 3THM BO3pacract
HEOOXOAMMOCTh B HAACKHBIX MEXAHW3MAX 3allMThl JAHHBIX KaK MpPH KX
XpaHeHuW, Tak W npu nepepade. llmarpopma Android npepocraBisier
pa3padoTunkaM psii MHCTPYMEHTOB Ul 0OecrneueHusi OE30MaCHOCTH, BKIFOYAsI
MEXAHU3MBbl IIHA(PPOBAHUS, WCHOJb30BAHUE 3AUIMIICHHBIX XPAHWIUI] W
CHECLMATTU3UPOBAHHBIE AP s yIIPaBIeHHAs KPUNTOrPpa@ruYeCKUMH KITFOUaAMU.

OcHOBHAs 4aCTh

IIpumenenne g poBaHust JAHHBIX

[[ludppoBanrie  MO3BOJIAET  CAEHaThb  JAHHBIE  HEYATAEMBIMM  JJIs
3JIOYMBILIJICHHUKOB B CJIy4ac HMX IMEpeXBara WIM HECAHKIIMOHWPOBAHHOTO
nocryna [1], [2]. B Android noctynmHbl Kak CTaHAAPTHBIE aJTOPUTMBI
CUMMETPUYHOTO wrdpoBanus (Hanpumep, AES-256 ¢ pexumamu GCM wuna
CBC), tak mu acummerpuuHoro (RSA, ECC) [3]. Kpome TOro, akTUBHO
Pa3BUBACTCS MCMOJIB30BAHUE AJITOPUTMOB NOCTKBAHTOBOM Kpunrorpadum,
00ECNEUNBAIINX 3AUTy OT OyAyHIMX YIPo3, CBSI3aHHBIX C MOSBICHUEM
KBAHTOBBIX KOMITBEOTEPOB [1].

Jlns noBbIIIEHKS O€30MaCHOCTH PEKOMEHIYETCS:

+ TPUMECHSATH COBPEMEHHBIE " POBEPEHHBIE BPEMEHEM
kpuntorpadpuueckue oudbnmorekn (Hanpumep, BouncyCastle, Conscrypt) [1];

+ MCMOJB30BaTh HAJCKHBIE CXEMBI YIPABICHUS KIOYaMH, BKJIHOYas
TEHEPAIUIO YHUKAJIbHBIX CECCHOHHBIX KITHOUEH [2];

+ Ppeanu30BBIBaTh JBOMHOE MHQPPOBAHME OCOO0 UYBCTBUTEIBHBIX TAHHBIX
(IByXcTyneHuaryr kpunrorpaduro) [3].

Taxoxe BaxHO 00ecreunBaTh 3a0IUTy JAHHBIX KaK «Ha MOKoey (data at rest),
Tak W «B NyTW» (data in transit), TPUMEHSS 3alIALICHHBIE TPAHCIOPTHBIE
MPOTOKOJIBI, Takue Kak 775 1.3 [2], [5].

Hcnonb3oBanue 3alHIIEHHON MAMATH

CoBpeMEHHbIE MOOWJIBHBIE ~ YCTPOWCTBA OCHALIAKOTCS  JTOBEPECHHBIMU
cpenamu  ucnonHenus  (7rusted Execution Environment,  TEE)  wumma
Oe3omacHeiMM  dneMeHTamu  (Secure Element, SE), o0ecrneunBarOIUMU
(PU3HYECKYIO W JIOTHUYECKYIO 3AIMTY KPUTUUYECKH BOKHBIX TaHHBIX [1].

TEE, peanusyemblii, Hanpumep, Ha Oaze ARM TrustZone, mNO3BOJSAECT
W30JIMPOBATh BBIMOJIHEHUE KOAA O€30MaCHOCTM OT OCHOBHOH OMNEpalMOHHOM
CHUCTEMBI, 00€CIICUNBAL:

- 0e30macHOE BBIMOJHEHUE KpunTorpaguueckux onepanmii [1];

+ TPOBEPKY LETOCTHOCTH MPWIOKEHUNA U CPE/IbI BBIOJIHECHUS [1];

+ HAJSKHOE XPAHCHUE OMOMETPUYECKHX NAHHBIX (OTIECYATKOB NANbIICB,
CKaHOB juna) [1].

Secure Elements npencrapistor co0oil cnenuaTn3upOBaHHBIE MUKPOCXEMBI,
COOTBETCTBYIOIIME  OAHKOBCKMM M TOCYJAPCTBEHHBIM  CTaHAApTam
Oe3omacHoctn  (Hanpumep, Common Criteria EAL  5+), 410 pemaer wux
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ONTUMAIBHBIM BBIOOPOM AJIi XPAHEHUS 0CO0O0 BAKHBIX MAHHBIX, TAKAX KaK
KITFOUX U (PPOBBIX KOMIEIHKOB WU UACHTH(PUKAIIMOHHBIE TOKCHBI [2].

B Android peanmmszoBana mnoaaepxka Protected Confirmation APl n
Identity Credential API, MTO3BOJISFOLLUX UCITOJIb30BATh BO3MOKHOCTH
3AMIICHHON maMsITh Juis 0e30MacHOTO MOATBEPKIACHHS TMOJIB30BATEIBCKAX
orepanyii U XxpaHeHus: HUPPOBBIX JOKYMEHTOB [1].

HUcnonn3oBanue KeyStore API

KeyStore API Android  npenocraBnseT  pa3padoTuMkaM  BO3MOKHOCTb
0€30MacHO TeHepaluy, XPAHCHWUS W HWCIOJIB30BAHMUS KPUNTOrpaduyeCcKux
KJTt0Ueil 0e3 mpsAaMoro 1ocTyna K HUM CO CTOPOHBI MPHITOsKeHUs [ 1].

Ocobennoctu KeyStore API.

« KIOYM MOTYT OBITh TMOMEYEHbl Kak TPeOYyIOIIKUE ayTEHTU(UKALNIO
NOJIb30BATENS (HATPUMEDP, C TIOMOIIBIO OTNEYaTKa Majiblla WIA Paclo3HaBaHUs
nmina) [1];

+ BO3MOYKHOCTH YCTAHOBKH CPOKa IEUCTBHA KIHOYEH W OTPAHUYCHUN IO
YUCTy MPUMEHEHNUH [1];

- MCHOJB30BAHME AaNmapaTtHelX MoAyyeh Oe3onmacHoctu (Hardware-
Backed Keystore) nns npe1oTBpalIcHHs! aTaK Y€PE3 U3BJICUCHUE U3 mamsTH [1].

Kpome Toro, B nocnennux Bepcusix Android (HauuHas ¢ Android 9 Pie)
JOCTYTIHBI PACHIMPEHHBIC (PYHKIUH:

- StrongBox Keymaster — MOIynb, 00ecrieunBarOIIni enle 00ee CTPOryro
arnmapaTHyo 3alUTy KIOYCH B OTACIBHOM uurie [1];

. TMoAAcpKKa O€30MacHON reHepalud aCUMMETPUYHBIX Map KIOYEH is
NOJMUCAHUS JAHHBIX U ayTeHTHPUKAUK O0€3 Mepeaadu 3aKphITOro Kiroua [5].

IIpenmymecTBa KOMIVICKCHOTO HCIOJIb30BAHUS

KoMOuHupoBanue TexHONOTWi mMM(pOBaHMs, 3AMMIICHHOW NaMsATH W
KeyStore API moO3BOJIIET NOCTUYb MAKCUMAIBLHO BO3MOKHOTO YPOBHS 3aILMTHI
JAHHBIX B MOOMJTBHBIX MPUIokeHusx [1], [2]:

+ MHHHMH3ALMS PUCKA KPOKHU JAHHBIX AKE MPH (PU3HUECKOM JOCTYIE K
YCTPOMCTBY WJIM B3JIOME OMECPAMOHHON CUCTEMBI [1];

. 3allliTa KJIKYEH W YyBCTBUTEIBHOH HMH(OpPMALMM OT YTEUEK YEPe3
NPUJTIOKEHUS, TIEpeXBaT TpaduKa WK SKCITIOWTHI HYJIEBOTO AHs [1];

- TOBBILICHUE JIOBEpUS  TNOJb30BaTelic  Onarojaps  COOTBETCTBHIO
NPUJIOKEHUST COBPEMEHHBIM TPEOOBAHMSAM 3aKOHOJATENbLCTBA W CTAHAAPTOB
6e3onacnoctu (GDPR, HIPAA, PCI DSS) [4];

+ YCTOWYMBOCTh K HOBBIM yIpo3aMm, BKJIKOYAs aTakd C MCHOJIb30BAHUEM
KBAHTOBBIX BBIUMCIICHUI U aTaKW IO CTOPOHHUM KaHasaM (side-channel attacks)
[11, [3]

B COBOKYMHOCTH 3TH METOBI MO3BOJISIOT CO3/1aTh HANCKHYIO APXUTEKTYPY
3aUTHl MOOWIBHBIX MPWIOKEHHWA, MUHUMU3HPYS TOTCHUUAIBHBIE PUCKU W
obecreunBasi T0JITOCPOYHYIO O€30MACHOCTh MOJIb30BATENBCKUAX JAHHBIX [1].

3akio4enue

OOlecricueHre 3amUThHl JTaHHBIX B MOOWJIBHBIX NPWIOKEHUSAX TpeOyeT
OPUMEHEHUS MHOTOYPOBHEBBIX MOAXOM0B. Mcnonp3oBaHue muQpoBaHUs,
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3aIIMIIEHHON mamMath U KeySiore API MO3BONSET 3HAYUTEIBHO IOBBICHTH
0€30MacHOCTH MOJIB30BATENIbCKAX JaHHBIX. B YCIOBUSX pacTyIlero uncia yrpo3
pa3paboTurKkaM CIICAYET YUYUTHIBATH JAHHBIC METOAbI MPU MPOCKTUPOBAHUH
APXUTEKTYPBI PUIOKEHUHN U Peau3alui MEXaHU3MOB XPaHEHHsI U1 00pabOTKH
YyBCTBUTENBHON MHPOPMALIUH.
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