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BE3OINACHOCTH MOBIIBHBIX YCTPOMCTB:
AHAJIN3 YI'PO3 U METO/IbI 3AIIIUTHI

AHHoTanmusi. B craree paccMarpuBarOTCS  COBPEMEHHBIE  YTPO3bBI
0€30MacHOCTA MOOWJIbHBIX YCTPOMCTB, Takue Kak BpeaoHocHoe 10, ¢ummuHr,
YT€UKA JAHHBIX M AaTaKhl Ha OMNEPALMOHHBIE CHUCTEMBI. [IpoBencH aHanm3
CYLIECTBYIOIIMX METOAOB 3allMThI, BKJIFOYAs AHTUBUPYCHI, ABYX(DAKTOPHYIO
ayreHTU(QUKauuio ¥ mu@dpoBaHue AaHHBIX. [IpeasoskeHa HOBas KOHLIEMILIMS
UCMOJb30BaHUsl  OJIOKYEHH-TEXHONOTUI  AJIi  TMOBBIIIEHUS  O€30MacHOCTH
MOOWJIBHBIX YCTPOHCTB, KOTOpasi 00ECNEUNBACT IEUEHTPATM30BAHHOE XPAHEHUE
JAHHBIX W 3a0IUTY OT HECAHKIIMOHMPOBAHHOIO JOCTYTIA.

KaroueBbie cjioBa: MOOHJIBHBIC YCTPOMCTBa, yrpo3bl, (PUIIMHI, yTEUKa
JAHHBIX, aTaKa, AyTCHTH(QHUKALUS, AaHTUBUPYCHOE MPOTPAMMHOE OOECIECUEHUE,
OJTIOKYECHH-TEXHOJIOTHH, YSI3BUMOCTh, IIN(POBAHUE.

MoOunbHBIE YCTPOMCTBA CTAJId BA)XKHOM 4YacThIO HAIICH TMOBCEAHEBHOM
JKU3HU. MBI HCTIONIb3YEM WX 7Sl PabOThI, OOLICHHMS, MPOBEACHUS (PUHAHCOBBIX
omepanMii M XpaHeHuss JUYHOH wmHpopMaumu. OJHAKO WX MIMPOKOE
pPacpoCTPaHEHHUE MPUBJICKAET BHUMAHUE KNOEPIPECTYNHUKOB. C YBEIIMUEHUEM
NOMYJIIPHOCTH MOOMJIBHBIX TAKETOB, TAKUX Kak CMapT(OHBI W TUIAHIIETHI,
BOMPOCHl OE30MACHOCTH 3THUX YCTPOMCTB CTAHOBATCS BCE 00JieE BAKHBIMU.
B 510ii cTaTtbe Mbl 00CYIMM KITFOUEBBIE YTPO3bI, CBA3AHHBIE C MCIOJb30BAHUEM
MOOWJIBHBIX YCTPOWCTB, & TaKKE CIMOCOOBI WX 3aIUTHl U MPEIJIOKAM HOBBIE
CTpaTeruy Jis TOBBILIEHWS YPOBHS OE€30MACHOCTH, BKIIFOYAs COBPEMECHHBIC
peLIEHUs.

[TpoBens aHanm3 yrpo3 O€30MaCHOCTH MOOWJIBHBIX YCTPOMCTB, MOKHO
CAENaTh BBIBOJ, 4YTO OCHOBHBIMM yrpo3amMu O€30MACHOCTH MOOWIIbHBIX
YCTPOMCTB SBJISFOTCA:

— BpeAOHOCHBIE mporpamMMbl (Malware): mpeactapistor coOoil OAHY W3
CaMbIX CEPbE3HBIX YIPO3 Uil MOOWJBHBIX YCTPOWCTB. OHU MOTryT OBITh
YCTAHOBJICHBI YEPE3 3aPAKCHHBIC TMPWIOKEHHS, CCBUIKM WIA JaXe MpU
NOAKITIOYEHUM K He3aumMineHHbiM Wi-Fi cetsm. OHM mpeacTaBisitoT coOoit
BUPYCHI, TPOSIHBI, IIMMOHCKUE TMPOTPAMMBI U IPYrHe BUABI BpeaoHOcHOTO 110,
KOTOPBIE MOTYT YKPAacThb [aHHBIC WM TMOBPEAWTH YCTPOHCTBO. [lpuMepamu
TAKUX MPOrpaMM MOTYT CHYXKWTb. TPWIOKCHHS, MAaCKUPYIOLIMECS MO
JIETUTUMHBIE, HO COIEP>KAIIUE BPEIOHOCHBINA KOJ,
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— (MmMHr W couManbHAs WHXKEHEpUs: (UIIMHT MPEACTaBISET COOOH
cnoco0 oOMaHa MOJIb30BATENECH C LENBIO MOMYyYEHUsT MX KOH(DUIACHIMATBHOM
uH(pOpMaLMKU, TAKOW KAk MApoii U HOMEPA KPEAMTHBIX KapT. OTOT MPOLECC
MO>KET MPOUCXOUTh YEPE3 NCKTPOHHBIE MUCbMA, TEKCTOBBIE COOOIIECHUST WU
NOJCIIbHBIE BEO-CANTBI, KOTOPBIE BRIMJISIAAT KaK HACTOSIINCE,

— YSI3BUMOCTH B OIEPALIMOHHBIX CUCTEMAX. MOOWJIBHBIC OMEPALMOHHBIE
cucrembl, Hampumep, Android u 10S, MOryT MMETh HEIOCTATKH, KOTOPHIC
XaKepbl MOTYT HCIOJIB30BAaTh MJIsl TOJYYEHHS HEPA3PEUICHHOTO AOCTyma K
ycTpoiictBam. YacTto moJib30BarenM HE OOHOBIISIFOT CBOM  YCTPOMCTBA
CBOCBPEMEHHO, YTO MOBBILIACT BEPOSITHOCTh UCIIOJIB30BAHMSI TUX YSI3BUMOCTEH.

VYTpara unu Kpaxka rajpkera; puandeckas yrpara Wi Kpaka MOOHIIBHOTO
YCTPONCTBA MOXKET CTaTh CEPHE3HON Yrpo30i. ECiin yCTPOMCTBO HE 3aLLUILICHO
HaAJIeKalMM  00pa3oM, 3JOYMBILIJICHHHK MOXET MOJIYYATh AOCTYN KO BCEM
XPaHALUMCS HA HEM JaHHBIM:

— YTCUKHA [JAHHBIX. MPEACTABIISIOT COOOH HECOIMIACOBAHHBIA JOCTYN K
KOH(UACHIMATBHOW MH(POPMALUK, XPaHSLICHCS HAa MOOWJIBHBIX YCTPOHCTBax
Wi B 00NauHbIX cepBUcax. B kauecTBe mpuMepa MO>KHO NMPUBECTH B3JIOMBI
OONaYHBIX CEPBUCOB. 3JIOYMBIIUICHHUKA NPUMEHSOT Pa3jMYHbIE TEXHUKH,
TAKWE KaK (PUIIMHT WM aTakKu METOAOM «TpyOOd CHIIbI», 4TOOBI MOTYYHUTh
JOCTYI K YYETHBIM 3aMUCAM MOJIb30BATENCH B 00JAYHBIX XPAHWIHALLIAX,

— aTaKkWd Ha OMNECPALMOHHBIC CHCTEMbI. aTakd HA ONEPALMOHHBIE CUCTEMBI
MOOWJIBHBIX YCTPOWMCTB CBSI3aHbl C JKCIUTyaTtanuei yszsumocteid B OC mis
NOJTyYEHUsI HECAHKIMOHUPOBAHHOTO KOHTPOJI HaJ yCTpoiicTBOM. Takue araku
MOTYT OBbITh HAMPABICHBI HA CHCTEMHBIE KOMIIOHEHTHI M HA MOJIb30BATEIBCKUE
NPUTIOKEHUS,

— HeOe3omacHple  npuiiokeHus: Hebe3omacHble NPUIIOKEHUS —  3TO
OPOrpaMMbl, KOTOpPbIE TPEOYIOT CIMIIKOM MHOIO PAa3pellEeHU WM HMET
YSI3BUMOCTH, YTO TO3BOJIAET 3JOYMBILUICHHAKAM TMOJIYYATh JOCTYN K JIMYHOW
uH(pOpPMaLMK MOJIB30BATENS.

CylIecTBYIOIIME METOBI 3aLIUTHl OT BBIIICIEPEUMCICHHBIX YIPO3, TaKHE
KaK:

— AHTUBUPYCHOE MPOrpaMMHOE odecnieueHne. [[puMeHEHHE aHTUBUPYCHOTO
[1O — 3TO 0AMH W3 KIKYEBBIX CMOCOOOB 3aUIUTHl MOOHMJIBHBIX YCTPOWCTB OT
BPEIOHOCHBIX Tporpamm. PerymnsipHble OOHOBIEHUST 0a3 JaHHBIX AHTUBUPYCOB
NOMOTAT OOHAPY>KUBATh HOBBIC YTPO3HI,

— nByx(aktopHas ayreHTHuKanus. J[ByxdakTopHas ayTeHTHPHKAIUSA
(2FA) obecneunBacT TOMOTHUTENBHYIO 3aLIUTY MPH BXOJE B aKKayHTHI. Jlaxke
€CIIM XaKep Y3HAET NapoJib, €My BCE PABHO NOHAAOOWTCS BTOPOW 3IEMEHT
(HampuMep, KOA, OTIPaBiIeHHBIH 10 SMS), 4T0ObI MOJIYYUTh JOCTYII,

— MOCTOsSIHHBIE OOHOBNEHUs. (OOHOBIEHWE OMNEPALMOHHOW CHCTEMBI U
OPOrpaMMHOr0  O0ecreueHus:  CHOCOOCTBYET — YCTPAHCHHIO — M3BECTHBIX
ys3BUMOCTel. [lonmp3oBarensaM ClieayeT MOHMMAaTh Ba’KHOCTb PETYJSIPHOTO
OOHOBJICHUSI CBOMX yCTPOMCTB;
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— mmdpoBanue naHHblX. [lluppoBanne wuHPOpMaLM Ha MOOMIBHBIX
YCTPOMCTBaxX CMOCOOCTBYET COXPAHCHHIO KOH(PMICHIMAIBHBIX JAHHBIX B
cllydac yTpaTrel WM KP@OKW YCTPOWCTBA. bBOJBIIMHCTBO  AKTYaJIbHBIX
OTIECPALMOHHBIX CUCTEM MUMEIOT BCTPOCHHBIE BO3MOXHOCTH ISl II(PPOBAHMS;

— npuMmeHenne VPN. IloakmtoueHre K BUPTYAIBHBIM YAaCTHBIM CETIAM
(VPN) npu pabote ¢ oOuiectBeHHBIMU Wi-Fi ceTsMU COCOOCTBYET 3alllMTE
uH(pOpMaIMK OT BO3MOKHOT'O MEPEXBATA CO CTOPOHBI 3JT0YMBILIIICHHUKOB.

CyliecTByrOIIME METOABI HE CHOPABISIIOTCA C COBPEMEHHBIMH YIPO3aMHU,
MOTOMY 4YTO OHM paloTalOT W30JMPOBAHHO U 3aBUCAT OT JECHCTBUMA
MOJI30BATENSI, JAHHBIE METOABl 3aIMUTBl HE AJANTUPOBAHBI K HOBBIM
texnosorusiMm (IoT, 5G). MoxHo caenarb BBIBOA, YTO AJiS MOJJICPKAHHS
Oe3omacHoCTH TPeOyeTCs MHTErPUPOBAHHAs CUCTEMA C MCMoyib3oBaHuem KU,
OJIOKYEHHA U aBTOMATUYECKOTO YCTPAHECHUS YSA3BUMOCTEH.

BHenpenne OJIOKYEHH-TEXHONOTUI B CHCTEMBI 3alMTHl  MOOHJIBHBIX
YCTPOMCTB  MO3BOJUT  CO3/[aTh  JEUEHTPAIM30BAHHYIO, MPO3PAYHYOD H
YCTOHYMBYIO K B3JIOMY WH(QPACTPYKTypy s YIOPABJICHHS JaHHBIMHU,
ayTeHTU(MKALKUU U 3alUTHl OT KHOepyrpo3. biokueiin obecrneunBacT BEICOKHIA
YPOBEHBb O€30MaCHOCTH 32 CYET CBOEH HEM3MEHSEMOCTH, PACPEICICHHOCTH U
WCMOJIB30BaHUsl KPUNTOIPAPUUECKAX METOIOB.

OCHOBHBIE KOMIIOHEHTHI CUCTEMBI

— JEUEHTPAIM30BAHHOE XPAHECHUE JAHHBIX: JAHHBIC HE XPAHATCSA HA LICHT-
PAIM30BAHHBIX CEPBEPAX, MCKIKOUYas PUCK MacCCOBBbIX yreuek. lIpemnaraercs
XPaHUTh NAPOJIH, KIIFOUU UPPOBAHUS U APYTHE KOH(PUAECHIIMAIBHBIE JAHHBIE B
pacnipeneneHHOW cetu Onmok4veiH. [1ob30BaTenb MOKET MOAYYUTh AOCTYI K
CBOMM JIaHHBIM TOJIBKO Y€PE3 MPUBATHBIM KIIFOY, a JJII XaKepoB JOCTYI OyaeT
3aTpyAHUTEIICH,

— YCTOHYMBOCTH K B3JIOMY. OJIOKYEHH HMCHOJB3YET KPHUNTOrpaduyecKue
QITOPATMBI, KOTOPBIE JENAKOT JAHHBIE MMPAKTUYECKA HEBO3MOXKHBIMM IS
noaaeyak. Ecnum  3M0yMBINIJIEHHWK  HM3MEHUT  JaHHble B OJOKYEHHE,
TO MOTPEOYyETC M3MEHEHUE BCEX MOCICAYIOMMX OJIOKOB, YTO CHCNAET aTaKy
3KOHOMHUYECKU HEBBITOJIHOM;

— MPO3PAaYHOCTh U AYJUT: ONEPALH 3AMKACHIBAIOTCS B OJIOKYEIH, 4T0 00€ec-
NEYABACT NPO3PAYHOCTh M BO3MOXKHOCTH ayauTa. [losmb3oBarens Oecnpe-
MATCTBEHHO OTCIIEIUT, KTO M KOTJA MBITAJICS NOJYYATH JOCTYII K €T0 JAHHBIM,

— 3amuTa OT (pummHra: OJIOKYEHH MO3BOJSET YCTAHABIMBATH MOJIMHHOCTb
CalTOB W TPUJIOKEHUIA 4Yepe3 ACUECHTPAIM30BAHHBIE peecTpsl. [lob30BaTens
CMOXKET BHIETh TOATBEPXKACHUE JIETUTUMHOCTH pecypca MNepel BBOJAOM
JAHHBIX;

— yaoOHas W Oe3onacHass ayTEHTU(UKAIMS: WMCHOJBb30BAaHUE HU(PPOBBIX
NOAMUCE M CMApT-KOHTPAKTOB Ui ayTCHTU(PHKALMK  MOJIb30BATEIS.
[Tpennaraercs OCyIIECTBIIATh BXOI B MPWIOKEHUS O€3 Mepeiaun maposei uepes
WHTEPHET, BMECTO TPAIULMOHHBIX MAPOJIEH NCIOIB30BATh LA(PPOBYIO MOIIKUCH,
KOTOpasi XpaHUTCs B OJIOKYEHHE, UTO MCKITFOUMT PUCK MEPEXBATA,;
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— KOHTPOJIb JOCTYNA. CMapT-KOHTPAKTHI YIIPABJISIOT AOCTYIIOM K JAaHHBIM
Ha OCHOBE NPEAYCTAHOBJIICHHBIX MpaBWil. MOXKHO YCTaHOBUTb OTPaHUYEHHE
JOCTYIIAa K JAHHBIM TPWIOKEHWS B 3aBUCHUMOCTH OT MECTOIOJIOKEHUS
YCTPOWCTBA.

Brenpenne OIIOKUYEHH-TEXHOIOTUI B CHCTEMBI  3allUTHl  MOOMJIBHBIX
YCTPOMCTB MpeUIaracT MHHOBALIMOHHBIN MOAX0/I K 00€CIEUECHUI0 0€30MaCHOCTH
JaHHBIX. J[CLIEHTpaTM30BaHHOE  XPAHEHWE, TMPO3PAYHOCTh W yAoOHas
ayTeHTU(UKaUUs JENaT OJIOKYEHH WMIACAIbHBIM PEUICHHEM JUIS 3allUThl OT
COBPEMEHHBIX  KHOEpyrpo3. BHenpeHwe maHHOM  CHUCTEMBI  CIIOCOOHO
CYIIECTBCHHO  YJYYIIUTH  O€30MaCHOCTh  MOOWIBHBIX  YCTPOUCTB W
rapaHTUPOBATh 3AIIUTY MMOIB30BATEIBCKUX TaHHBIX.

3ammTa MOOWJIBHBIX ~ YCTPOHCTB MPOAO/DKAECT  OCTABaThCs — BAXKHOH
npobiemoii Ha (QoHe yBenuueHUs yucia KuOepyrpo3. ObecrieueHue
0€30MacHOCTH MOOWJIBHBIX YCTPOMCTB MNPEACTABISIECT COOOH MHOTOTPAHHYIO
3a/1a4y, TPeOYIOMYIO YCWIMHA Kak OT MOJIb30BaTeIei, Tak U OT CO3JaTeNei
IPOrpaMMHOro obecrnedeHus. HecMOTpsl Ha MMEOIMECS PUCKH, UCTIOTIB30BAHUE
COBPEMEHHBIX 3AIIUTHBIX METOJOB U BHEAPEHUE HOBBIX TEXHOJOTUH CIIOCOOHBI
CYLICCTBEHHO YJIYYIINTb YPOBEHb O€30MaCHOCTH MOOHIIBHBIX YCTPOMCTB.
[TpeanoskeHHasi KOHLETLKAS UCIOb30BaHusl OJTIOKYECHH-TEXHOIOTMI Mpeaaract
WHHOBALIMOHHBINA MOIX0/ K 3aIIUTE TAHHBIX, 00eCTeunBas ACUCHTPAIM30BAHHOE
XPaHEHUE, MPO3PAYHOCTh U KOHTPOJIb A0CTyma. HeoOX0auMMo y4YuThIBaTh, 4TO
0€30MacCHOCTh — 3TO HE KOHEYHAs 1eJIb, & HEMPEPBIBHBINA MPOLECC, KOTOPHIMA
TpeOyeT peryIsspHOr0 OOHOBJIEHUS 3HAHUI U HHCTPYMEHTOB.
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Abstract. This article discusses current security threats to mobile devices,
such as malware, phishing, data breaches and attacks on operating systems. It
analyzes existing protection methods, including antivirus, two-factor
authentication and data encryption. A new concept of using blockchain
technology to improve the security of mobile devices is proposed, which
provides decentralized data storage and protection from unauthorized access.
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