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HayuHbIil pyKOBOIUTENS!
KopuauiioBa A.A.
Y (puMCcKHii yHUBEPCUTET HAYKH U TEXHOJIOTHHA, Y da

HNOJAEPKKA JIBYX®AKTOPHOM AYTEHTHO®UKAITAN 2DA)
B UHOPACTPYKTYPE SAMBA AD

AHHOTAanMs. B [MaHHOM  cTarke  paccMarpuBacTCs  HACTPOMKaA
IByX(pakTOpHOH ayTeHTU(UKAIMM HAa OCHOBE HMH(PACTPyKTypbel Samba AD.
OcylIecTRASCTCS BHEAPECHUE alMapaTHBIX PEHICHU B MHPpacTpykType Samba
AD, rae 3a OCHOBY B3siTa poccHiicKas pa3padoTka — PyTokeH.

KaoueBbie caoBa: Samba AD, naByx(akropHas ayTeHTH(pHUKaLWS,
0e3onacHOCTh, ayTeHTH(uKaius, PyrokeH, Active Directory, Alt Linux.

B 5moxy nocTosSHHBIX MH(POPMALMOHHBIX YIPO3 PacCMaTPUBACTCS BONPOC
NOBBILICHHSI OE30MACHOCTH C AOCTYNIOM K KOPIOPATUBHBIM ceTAM. UTOOBI
pPEIMTh JAHHYK MPOOJIEMy CErOAHS BCE Yalle MCMHOJIB3YKOT CPEICTBA
nByx(paktopHoii ayreHTu(ukaumu (2DA). JlaHHBII METON B COBPEMEHHOM
MUpPE SBISECTCS OJHMM W3 HauOosnee 3>(P(HEKTUBHBIX CHOCOOOB 3alUTHI OT
HecaHKiMoHupoBanHoro aoctymna (HCJI).

B nmannoii pabore paccmarpuBacTCs  BHEAPEHHE  JBYX(AKTOPHOH
ayreHTU(UKauuy B UHQpAcTpyKTypy Samba AD ¢ ucnonb3oBanrieM PyTokeHa.

Cytp 2DA 3aKknro4acTcs B MPOBEPKU TMOJIMHHOCTH, KOTOPBIA HMCIONB3YET
JIBA Pa3NU4HbIX (pakTopa Ui NOATBEP)KICHHUS JIMYHOCTH TMOIb30BATENS, YTO
0€3yCJIOBHO MOBBIMIAET YPOBEHb OE30MACHOCTH.

Beraenstor Tpu dpaktopa ayreHTHGUKAIUK [ 1], HCOIB3yEMBIE B Pa3IMYHbIX
KOMOMHAIMAX: HA OCHOBE 3HAHUS 4ero-an0o, 001amanus 4eM-Tn00, Ha OCHOBE
OMOMETPUYECKUX XapaKTEPUCTUK (Tao. 1)
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Tabnuya 1
@akTops! ayreHTH)HUKAHH [2]

Knaccudukarms Tamos
(hakTOpOB ayTeHTU(UKALIAN
NCSC-TG-017

®dakTop

ITpumepsnr
ayTeHTH(PHUKALIH prMeEp

ITapons wm naponsHas

pasa;
PIN-xon

DOU3HYECKUHN KITI0Y,

Ha ocHoBe 3HaHud
yero-nuoo (1-i)

Type 1: Authentication by
Knowledge

Ha ocHoBe . Kapra ¢ marauTHOM
Type 2: Authentication by P N

00J1aJaHusA Yero-Iud0 . nojiockoi; OTP-TokeH,

" Ownership .
(2-1) TE€HEPUPYIOIIHHA
OJHOPAa30BbIM MAPOJIb

Ha ocHoBe . OTIe4aToK MajbIeB;
Type 3: Authentication by HeB

OMOMETPUYECKUX PucyHoOk ceTuatkuy;

Characteristic

XapaKTEPUCTHUK (3-1) I"'onoc

[TpuHmmn padoTel ABYX(AKTOPHOU ayTeHTH(HKAIMH COCTOMT W3 JBYX
B3aMMOCBSI3aHHBIX KOMITOHEHTOB:

1. Tlaponb, KOTOpBIA TpeOyeTcs NMpH JOCTYNE K PECYpCy M XPAHUTCA Y
NOJIB30BATENS.

2. CreHepupOBaHHbIM THUIl JAHHBIX, KOTOPbI MOXKET XpaHUThCS Ha
(PM3NYECKOM YCTPOICTBE MM B 3aBUCUMOCTH OT BPEMEHU MEPECO3AABATHCS.

TonbKkO MpU HATMYUK TUX KOMIOHEHTOB y MOJI30BATENsl UMEETCS IOCTYTI
K JJAHHBIM.

Jing  peamm3zaumMy  JAHHOH  TEXHOJOTMM  CYIIECTBYIOT
WHCTPYMEHTHI ABYX(aKTOPHOU ayTeHTHQUKALMK (TadiI. 2).

pa3JInYHbIE

Tabnuya 2
HNHcTpyMeHTHI 1BYX(AKTOPHOM ayTEeHTH(UKALIAN

Kareropus HaszBanue Onucanue Linux makeTsr
1 2 3 4
AyteHTH(UKA Haubonee BocTpeeboBaHHBIE
HOHHBIC MPHJIOKEHHUE CPETH AHAJIOTOB, | .
1 Google p pea > | libpam-google-
MTPHIIOKCHHS . MTO3BOJISIFONIEE TEHEPUPOBATH .
. Authenticator authenticator
(Authenticator BPEMEHHBIE, OTHOPA30BHIC
Apps) apoJu
. Amnanor Google
Microsoft J008 .
) Authenticator, ¢ T10TOIHH- authenticator
Authenticator
TCITBHBIMH (DYHKITUIMH
AHaor ¢
MYJIbT WCTBEHHOM
YABTHYCTPOHCTBEHHO Perl-WWW-
Authy CUHXPOHMU3ALMEN, TaK K€ Auth
MOIICPKUBACT 3AIMUTY Y
yIaJICHHBIX aKAYHTOB
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Oxonuyanue maon. 2

1 2 3 4
Poccwuiickas paspa-
AnmapaTHbie . - -
00TKa /IS armmapaTHoOH pesc-lite-ccid,
TOKEHBI . :
(Hardware PyTtoken ayrertudukaruu u L[] libpesclite, pesc-
(anexTpoHHOH 1 (POBOH tools, opensc
Tokens)
TTOJITTACH)
SMS u OTtmpaska oxHOpasosoro koaa | [lmardopma
lNonmocoBas SMS uyepe3 SMS unu 3B0HOK Ha OpenUDS Server:
ayTeHTH(H- tenedon (mocneHun PP | openuds-server-
Kalys HOMEpA) nginx
[Inardopma
['onocoBeie OTtnpaska koa0B ¢ momompeto | OpenUDS Server:
BBI30BBI TOJIOCOBOTO BBI30Ba openuds-server-
nginx
[Inardopma
VoiceKey.PLAT
FORM:
vk-
monitoringcompo
nent vk-
routercomponent
buomeTpuuec BeTpoeHHoe yeTponcTBO vk
P P yerp ; securitycomponent
Kas PacnozHaBa- | a1t CKAHUPOBAHHSA OTIIEYATKA :
vkchroniclercomp
ayTeHTU(HUKA- | HHE TOJI0Ca nabia (IMHPOKO onent
st PacTpOCTPAHEHO) vke
databasecomponent
vk-
licensingcomponent
vk-
mediahubcomponent
vk-
voicegridprocessor
BceTpoeHnHoe ycTpoicTBO 1T
pacmo3HaBaHus OHOMETPHH
Pacnosnasa-
mura. TexXHOIOTHS, howdy
HUE JTUIA
ucronb3yemas B Apple Face
ID n npyrux
[Iporpammusbie .
borp ITognepxuBacT MHUPOKHUI
peIeHus . y .
Duo Security | cektp pemieHuit duo unix
JULA HHTCTpatld JUTSE Ay TEHTU(UKATTHH B
u 20A Y
OOmavHbIHi cepBHUC, KOTOPBIN
. MO3BOJIET YIPABIIATH
Okta Verify yrp Okta (uepe3 API)
YAOCTOBEPEHUAMH
W JOCTYTIOM
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B namem cinydae mis npumepa peanmzaumu 2DA Obul BeIOpaH PyTokeH
OLUIT 3.0. DTO aKTHUBHBIN KIIFOYEBOH HOCHUTEIb, SIBJSIOLMIMACS MPEACTABUTEIIEM
HOBOW JuHEikn USB-TOKEHOB M CMapT-KapT Ui MOAMMCAHUS JOKYMEHTOB
ANIEKTPOHHOH TOANUCHED M CTporod 2MA HAa HACTONBHBIX M MOOWIIBHBIX
ycrpoiictBax. [IpoayKTel JIMHEHKM  SIBJISIFOTCS  MOJHO(PYHKIMOHAIBHBIMU
anmaparasiMu CK3U [3].

B cmapr-kaprax u USB-Tokenax anmaparHo-peanu3oBansl. ['OCT P 34.10—
2012.3 [4] ¢ nnuHoii kmroda 256/512 6ut u 'OCT P 34.11-2012.4 [5], a Taxxke
cumMmeTpuuHble mUppel Marma u Ky3HEUMK M MEXIYHAPOAHBIE AJITOPATMBI
anektponHod moamucu RSA u ECDSA. Kpunrorpaguyeckue onepamuu
BBITIOJTHSAIOTCS 0€3 KOMMMPOBAHMSI KJIFOUA B TAMSITh KOMITBEOTEPA.

Yacte Mopaened JMHEHKM, TOMHMO TPAJIMLIUOHHOTO  KOHTAKTHOTO
untepdeiica, ocHaimieHa OeckoHTakTHbIM uHTEp(ericom (NFC). Ilpu sTom
(YHKIMH yCTPOMCTB JOCTYMHBI 4epe3 o0a uHTepdeiica. OTO MO3BOJSIET
NOJAMUCHIBaTh AOKYMEHTHI Ha CMapTQOHAX W MJIAHIIECTAX TaK K€ JIETKO, KaK
pacrnaunBaTbcst OECKOHTAKTHONH OAHKOBCKOM KapTOi, MPH HATMYMHA MOAIEPKKH
B UCHOJIb3YEMOM MOOHIIEHOM MPUIJIOKCHHH.

Hactpoiika Samba AD na 0a3ze OC ALT Linux w wuHTerpauus c¢
PyTOKeHOM peanu3oBaHa Mo CIeAYMEMY ATTOPUTMY:

[Mlar 1: TIlogrortoBka mporpaMMHOro oOecnedceHus.  OOHOBIsIEM
PEMO3UTOPUM U YCTAHABIMBACM HEOOXOIMMbIE KOMITOHEHTHI:

[ar 2: [Topkmro4YeHne yCTPORCTBA U TEHEPALMS KITFOUEBOM Tapsbl.

[Iar 3: Coznanue ceprudukara.

[ITar 4: Hacrpoiika JOKaNbHOH ayTEHTU(UKALMKA C WCHOJb30BAHUEM
PyrtokeHna.

[Mar 5: ®uHAIBHOE TECTUPOBAHKUE.

Takum oOpa3zom B 1aHHO# padoTe peain3oBaHa NONIECPKKA TBYX(PaKTOPHOU
ayreHTu(ukanuu B MHQpacTpykrype SAMBA AD.
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SUPPORT FOR TWO-FACTOR AUTHENTICATION (2FA)
IN SAMBA AD INFRASTRUCTURE

Abstract. This article discusses setting up two-factor authentication based
on the Samba AD infrastructure. The implementation of hardware solutions in
the Samba AD infrastructure is carried out, where the Russian development -
Rutoken - 1s taken as a basis.

Keywords: Samba AD, two-factor authentication, security, authentication,
Rutoken, Active Directory, Alt Linux.
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