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AnHoramusi. B cratbe mnpezicrtaBieHa metoguka koHduryparuu SIEM-
CUCTEMBI JUIsl OOHApY>KEHHUS aHOMAJIbHBIX JCHCTBUU B KOPIOPATUBHOM CETH.
[IpuBeneHbl MpPUMEPHl AHOMANbHBIX JCHCTBUII B KOPHOPATUBHOM CETH.
PaccmoTpeHbl OTIMYMS CUTHATYpHBIX MPaBUJl KOPPEJSIIUU OT IpPaBuI,
OCHOBAHHBIX Ha TIOBEJACHYECKOM aHaliu3e, pa3pabOTaHHBIX Ha OCHOBE JIAHHBIX
0a3bl 3HaHu Mitre Att&ck.

KuwueBble cjoBa: cucrema MoHutopuHra, SIEM-cucrema, MeToauka
KOH(Urypaluu, Koppesius, BbIABICHHE HHIIMIEHTOB, Mitre Att&ck.

BBenenue

B Hacrosimiee Bpemsi HHpOpMalMOHHAs O€30MaCHOCTh SIBJSIETCS OJHUM W3
IMPUOPUTETHBIX HAMPABJICHUHN JUIsl 1000 opranuzanuu. [[is cBOEeBpeMEHHOIO
BBISIBJICHUS yIpO3 W MHIUJCHTOB MPUMEHSIIOTCS cucTeMbl kiacca SIEM
(Security Information and Event Management). Cnenyer OTMETHTh, YTO
abdextuBHOCT, padoThl SIEM-cuctembl ompenensercs MpaBUILHOCTHIO €€
KoH(urypanmu ¢ yderoM crenu@UuKd KOHKPETHOM  HMH(OpPMAIMOHHOM
UHOPACTPYKTYPHI.

OcHoBHas YyacTh

SIEM-cuctema — xmroueBodt kommoHeHT B apxutekrype SOC (Security
Operational Center), obOecrneurBarOIIMil LIEHTPATU30BaHHBIA CcOOp COOBITUI
nH(pOopMaIIMOHHOW 0€30MaCHOCTH, MOHUTOPHUHT, BBISBICHHE aHOMAaJIbHBIX
JNEUCTBUM B KOPIIOPATUBHOM CE€TU U OIIOBELICHWE KOMAaHJIbl PEarupOBaHUSA O
BBISIBJICHHBIX MHLIMACHTAX [1].

K aHoManbHBIM JEUCTBUSAM MOTYT OTHOCHUTBCS JIFOOBIE€ OTKJIOHEHHUS OT
ITaTHON pabOThl aBTOMATU3UPOBAHHBIX CUCTEM U MOBEACHUS IOJIb30BaTENCH.
Cpenn Haubosiee pacHpOCTPAHEHHBIX TPUMEPOB TaKUX JIEUCTBHA MOXKHO
BBIJICIIUTD:

— TIOTIBITKM aBTOpHU3AIMU B JIOKAIBHOW CeTH pabOTHHUKaMH B Hepabodee
BpEMS WJIM U3 HETUTTMYHBIX T€0JIOKAIs, HAaIPUMep, APYTror CTPaHbI;
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— HECAaHKIIMOHUPOBAHHOE TIOBBINNICHUE NPHUBWICTUN IMIOJH30BATEIEM, HE
MMEIOIIUM COOTBETCTBYIOUIUX MOJTHOMOYUH;

— TIOMBITKU JIOCTYNa K KOHGUIAEHIUMATBLHOU MHGOpMAIMU C YCTPOWCTB, C
KOTOPBIX TaKOU JOCTYI HE MPEyCMOTPEH;

— 3anyck PowerShell unu KoMaHIHOW CTpPOKH IOJIb30BaTENEM, padoTa
KOTOPOTO HE MOJIPa3yMEBAET UCIIOIb30BaHUE JAHHBIX HHCTPYMEHTOB;

— CO3/]JaHME€ W UW3MEHEHUE YUYETHBIX 3amuceid 0e3 COIVIACOBaHMS C
paboTHHKamMu  oTAena  HWHPOPMAIMOHHOW  O€30MacHOCTH W OTHena
WH(OPMAITMOHHBIX TEXHOJIOTHH;

—  HECOIVIaCOBaHHOE€ C  pab0OTHUKaMU  OTAeNa  HMH(POPMALMOHHON
Oe3omacHOCTM W OTHAeNa HMHPOPMAIMOHHBIX  TEXHOJOTHUH  M3MEHEHHE
KOHUTypanuii 000pyA0BaHUS.

{1 CBOEBPEMEHHOTO BBISBJICHHUS MOAOOHBIX Yrpo3 HWH(MOPMalMOHHOU
o6e3zonmacHocTH  MOXHO 3¢ deKkTuBHOCTh KOoH(purypauuu SIEM  myrem
MpOBEeNCHUsT aHanu3a HWHOOPMAIMOHHOW HH(PPACTPYKTYphl OpraHU3aIlii,
OTIpPEJICICHUS] KPUTUYECKH BAXKHBIX aKTHBOB, MHCIIOJIb30BAHUS Al TUBHBIX
paBuJ KOPPENIALNU, KOMOMHUPOBAHUM CUTHATYPHBIX MPABUI KOPPEISIUU U
OCHOBAHHBIX Ha MOBEJICHYECKOM aHAIIU3€E, a TAK)KE MCIOJb30BaHUS aKTyalbHbIX
0a3 3HaHMII 110 TEXHUKAM HapyliuTenei, Hanpumep, Mitre Att&ck [2].

Mitre Att&ck — »T0 oTKphITas 0aza 3HAHHH O MOJICIAX IIOBCACHUS
HapymuTener uHGOpPMAMOHHON OE€30MacCHOCTH, OCHOBAaHHAsi Ha peajbHBIX
JTAaHHBIX O KuOeparakax. Taxke oHa KiIacCHU(DHUIUPYET TAKTHKH, TEXHUKA H
MIPOIIETYPHI, KOTOPBIC TPUMEHSIOTCS TIPU MPOHUKHOBEHUH B MH()OPMAITMOHHBIC
CHUCTEMBI M PA3BUTHH KNOEPATaKU BHYTPH CETH.

Metonuka xoHdurypauun SIEM-cuctem BKIIOYaeT B ceOsl Cleayroliue
OCHOBHBIE ATAIlbI:

1 Ananmu3 uHbOpMaIMOHHOW MH(PPACTPYKTYphl opraHuzanuu. Ha nannom
JTane HEOOXOJIMMO OMPENCIUTh KPUTHUECKH BAKHBIC aKTHBBI, UCIIOIb3yEMbIC
CpeIlCTBAa 3alllUTHI, a TaKXKe IOJIb30BATENCH, O00JIaalOMIUX TTOBBIIICHHBIMU
MPUBUJICTUSIMHU.

2 Tloakmrouenue UCTOYHUKOB coObITHIT K SIEM-cucteme. Ha nqannom orarme
HEOOXOJIMMO  HACTPOWTH  OTIPaBKy  JIOTOB  OOOPY/IOBaHUS,  CHCTEM
ayTeHTU(PUKALUKA, HMCTOJIb3yeMbIX B OpraHu3allii TPUIIOKEHUNM U CPEICTB
3ammTel B SIEM-cucremy. Crenyer OTMETHTB, 4TO COBpeMeHHble SIEM-
CUCTEMBI 001a1al0T (PYHKIMOHAIOM [0 HOPMAJM3ALMK MOJYyYaeMbIX JIOTOB —
MIPUBEJICHUE X K eAMHOMY (hopMaTy JIJIsl JajdbHEHIIero aHaau3a.

3 IlocTpoenue mpoduisi HOPMAJIBLHOTO MOBEJEHHUS MOJIb30BaTeNel U paboThI
aBTOMATH3UPOBAHHBIX CUCTEM JIOKaIbHOUM ceTu. Ha mjanHOM 3Tane HeoOX0auMo
MPOBECTH AaHAJIW3 IITaTHOH aKTUBHOCTH aBTOMATH3MPOBAHHBIX CHCTEM H
IIOJIb30BATEIIEH JIOKAJIbHOW CETH.

4 Hactpoiika npasun koppensiuud B SIEM-cucreme. Ha manHom stare
CYIIIECTBYET HECKOJBKO TIOIXOJOB K pa3pabOTKE TPABWJI KOPPEISIIIUN —
CUTHATYPHBIE U C UCIIOJIb30BAHUEM TTOBEACHUYECKOTO aHAIH3a.
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CurHatypHble MpaBWa KOPPEJSILMA OCHOBBIBAIOTCS HA MW3BECTHBIX
m1a0a0Hax COOBITHH, KOTOPBIE YKa3bIBAIOT HAa KOHKPETHBIE THUIBI KHOepaTax.
Taxue npasuiia cpabaThIBalOT IPU HAJIUYKUU TOYHOTO COBIIAJICHUSI HACTPOEHHBIX
B IIpAaBHJIC IIAPaMETPOB C JAaHHBIMU W3 arperupyeMbIX JIOTOB, TaKMX Kak:
UACHTU(UKATOPBI COOBITHM, X3IIM BPEIOHOCHBIX (DalIoB, UMEHAa W IIyTH
pacrojioKeHUs] BPENOHOCHBIX IpoueccoB, oOpamenus Ha [P-agpeca wu
JIOMEHHBIE NMEHA, CBA3aHHBIE C BPEJOHOCHON aKTUBHOCTBIO, TOYHBIC KOMAaH/IbI
C OompeAeNieHHbIMU MapameTpamu, 3amyckaembie B PowerShell. TIpeumymectBo
CUTHATYPHBIX NPABWII: BBICOKAS] TOYHOCTh MPU OOHAPYKEHHUH YK€ H3BECTHBIX
yrpo3. Hemoctarok: He MO3BOJISAIOT BBISBISATH HOBBIE WM MOAU(DUIIMPOBAHHBIE
aTaku.

[IpaBuna, OCHOBaHHBIE Ha MOBEAEHYECKOM aHAIU3€, OPUEHTHUPOBAHBI HA
aHaJIM3 OTKJIOHEHHMs OT IUTATHOW pabOThl CUCTEM M IOJIb30BATEIEH JOKAIbHOU
CeTH, OOBIUHO IMOAPA3yMEBAIOT PEaIU3ALUIO ONPEACICHHBIX 1IETOYEK COOBITUH,
OTpaXKaIOILUX JIOTUKY JEHCTBUI HapyHMTEIs HH(POPMALMOHHON O€30MacHOCTH.
JUis mOCTPOEHHUs TaKuX LEMOYEK COOBITHM MOXKHO HCIIOJNb30BaTh OTKPBITYIO
0a3y 3Hanuii Mitre Att&ck. IIpeumyniecTBo mnpaBui, OCHOBaHHBIX Ha
MIOBEJECHYECKOM aHaIu3e: MO3BOJISIFOT BBISIBIISIT HOBBIE WIH
MoaupuurpoBaHHble aTaku. HegocraTok: O0OJbIIOE KOJMYECTBO JIOMXKHBIX
CpaboTOK, TpeOYyIOMUX MPOBEACHHUS OBTOPHOTIO aHAIM3a LEMOYKU COOBITHI U
npaBuiia KOPPENSIUU, €r0 KOPPEKTUPOBKH.

5 TecrnpoBanne u KOppekTHpoBKa. Ha pgaHHOM »3Tane mnpomcxoauT
TECTUPOBAHUE  HACTPOEHHBIX MPAaBWJI  KOPPEILMH, aHAIU3  JIO)KHBIX
cpabarbiBanuii  SIEM-cucTeMbl, KOPPEKTHPOBKa M JOpadOTKa CO3/IaHHBIX
npaBui Koppensuuu. s CHUKEHHS KOJMYECTBA JIOXKHBIX CpadaTbIBAHMIA
MO>KHO BOCIOJIB30BaThCSl CIUCKAMM HCKJIIOUEHUN U 1MoAOOpOM 0oJiee TOYHBIX
YCIJIOBUM arperaiuu coObITUN, JOPAOOTKOM JTOTUKHU pabOTHI ITpaBuia.

6 HenpepsiBHOEe oOHOBIIeHHe B oOorameHue SIEM-cuctembl. Heobxoaumo
PETYJISIPHO NEpEeCMAaTpUBATh IIpaBUia KOPPEJALMHA U aKTYyaJM3UpPOBATh UX IS
CBOEBPEMEHHOT'O BBISBJICHUSI HOBBIX YI'PO3, a TaKKe€ OOHOBJISITH HUCIIOJIb3yEeMbIe
CIIUCKM WCKIIIOUeHHM U 0a3bl curHaryp. HeoO6xoaumo Ha MOCTOSHHOW OCHOBE
OTCJIEKMBATh HaJIWYME JIOroB OOOpPYJOBaHUS, CHUCTEM ayTEHTU(PUKAIUH,
UCIIOJb3YEMBIX B OpraHu3alluu MPUJIOKEHUN W cpeAcTB 3amuThl B SIEM-
CUCTEME, TI0 Mepe YyBEJIMYEHHUsS HMHPOPMALUOHHON  HMHPPACTPYKTYpbl
NOJKJII0YaTh HOBbIE UCTOYHHUKH.

Cnegyer OTMETHTb, YTO TMOCJE€ OOHAPYKEHHS AHOMAJbHBIX ACHCTBUU B
KOPIOPAaTUBHOM CETH BaXXHO OOECIEYUTh CBOEBPEMEHHOE pearvpoBanue. s
ATOr0 HEOOXOAUMO pa3padoTaTh CIEHApPUM PEarupoBaHMUS HA WHIIMJICHTHI,
BO3MOYKHO, HAaCTPOUTh HHTETPAIMIO CO CHEUUATU3UPOBAHHBIMU CPEICTBAMU
aBTOMATHU3ALMU I TOBBILIEHUS 3P PEKTUBHOCTH pearupoBaHus.

3akiroueHue

O¢ddextuBnas kondurypamus SIEM-cucteMbl — 3TO HENPEPHIBHBINA
MpoLEecC, MOAPA3yMEBAKOIIUK  KOMIUIEKCHBIM  TMOJAXOJ,  YYUTHIBAIOLIHAMN
OCOOCHHOCTH HMH(POPMAIMOHHON HWHPPACTPYKTYpbl OpraHu3alud, MOJEIH
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MOBEJICHUST HapyIIUTeNe WH()OPMAIMOHHOW OE30MacCHOCTH W JITUTUMHBIX
MOJIb30BATENIEH JIOKAIbHOM CeTH, a Takke OCOOCHHOCTH apXHUTEKTYpHI
ucnonb3zyemoir SIEM-cuctembl U ee MeXaHU3MbI cOopa, 00pabOTKU M aHaM3a
coObITH HHGOPMAIMOHHON Oe3omacHOCTH. Mcnonp3oBanue 6a3bl 3HaHui Mitre
Att&ck npu xondurypupoBanun SIEM-cHCTeMBbI MO3BOJSET CYINIECTBECHHO
000TaTUTh JOTUKY €€ paboThl, TaK KaK B TAKOM CIllyyae MpaBWiIa KOPPEALUU
OCHOBaHbl Ha JIOTMKE peaju3allid aTakW, €€ MOCJIeNOBaTeIbHBIX JTamax, a He
TOJIBKO HAa WCIIONB30BAaHWN CHUTHATyp. JlomoHEHWe CHUTHATYpHBIX TIpaBUII
KOPPEJSIUN TIPaBIJIAMH, OCHOBAHHBIMU Ha TTOBEJCHYECKOM aHAJIN3€ TIO3BOJISICT
BBISIBIIATH OOJIe€ CIIOKHBIC WJIM HEM3BECTHBIE paHEe aTakW, YTO 3HAYUTEIHHO
MOBBINIAET YPOBEHD 3AIUIICHHOCTH KOPIIOPATUBHOM CETH.
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Abstract. The methodology for configuring a SIEM system to detect
abnormal activity in a corporate network is considered. Examples of abnormal
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signature rules of correlation and the rules based on behavioral analysis,
developed on the basis of data from the Mitre Att&ck knowledge base, are
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