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HccenenoBanbl METO/BI BBISIBIICHUS W YAAICHUS NOJOOHBIX MPOTPAMM, a TAKXKE
UX BJIMSHHME HA JIOKATBHYHO ceTb. Oco00€ BHUMAHHWE YACIEHO CKPBITHOCTH
paboTHI KEHIOITEPOB U COCOOAM 3AIIUTHI OT HUX.

KawuesBbie cioBa: keinorrep, cereBoid Tpaduk, mmnuonckoe [0,
uH(pOpMaMOHHAs 0€30MaCHOCTh, AHAITN3 JaHHBIX.

B Hamie Bpemst kuOepyrpo3bl CTaHOBATCS BCe 00Jiee pacpOCTPAHCHHBIMU U
MOTYT NPUYMHUTE CEPHE3HBIN BPEI KAK WHAMBUAYAIbHBIM MOJIB30BATENSAM, TaK
1 koMnanusM. OHa U3 TAKMX KHOEPYTPo3 3TO KEHIOTTEPHI.

Keiinmorrepbl — 3T0 mMporpaMMHOE WM annaparHoe CPEACTBO, MpEAHA3HaA-
YEHHOE /I (PMKCAMKM U COXPAHCHUS BCEX HAKATHI KIABHMII HA KJIABUATYpPE
KOMIBIOTEPA WK JPYrOro YCTPOHCTBA. 3TO MOXKET BKJIKOYATH MMAPOJIU, JIOTHHBI,
JMYHBIE COOOINEHUS, TEKCThl JOKYMEHTOB W JAPYTME€ JaHHBIC, KOTOPBIE
N0JIb30BATENb BBOJUT C KJIIABUATYPHI.

[TporpaMMbl Takoro TUHa MOTYT MCIONB30BAThCS KAaK B PaMKaX 3aKOHA,
HanpUMeEp, B KOPIOPATUBHON cpeAe AJis MOHUTOPUHIA COTPYAHHMKOB, TaK W C
HAPYLICHUEM 3aKOHOJATENBCTBA, KOT/1a OHU MCIOJIB3YIOTCS JUIsS KPAKH JTMYHOM
uHdopmarmu. B naHHOW HAy4yHOH CTarbe paccMaTpPUBACTCS MPOrPaMMHOE
o0ecrnieueHne A1 MOHUTOPUHTA 34 COTPYJIHUKAMH U TO, KaK 3TO MPOTPaMMHOE
00EeCIIEYEHNE MOKET UCTIOIB30BATHCS 3710YMBILUICHHUKAMH.

LanAgent — 53T0 mnporpaMMHOEe OOECNEYECHHE, MNPEAHAZHAYCHHOE ISt
CKPBITOTO MOHMTOPHHra padoThl COTPYJHWUKOB BHYTpW oOpranusauuii. O
[IpEeIHA3HAYCH JUIA OTCIC)KUBAHNS IEHCTBHAN MTOJIB30BATEIIEN B CETH, aHAIN3A UX
AKTUBHOCTU M 00€CIECUEHUs KOHTPOJIS HaJ, pabounmu npoueccamu. [Iporpamma
YacTO KCIMOJIB3YETCS AIMUHUCTPATOPAMU W PYKOBOAUTEISAMH JUIsl TIOBBILICHHS
MPOU3BOJUTEILHOCTH TPyJa COTPYAHUKOB U ONITHUMHU3ALMA TPYIOBBIX PECYPCOB.

UroObl mpoBecTH aHanu3 paboThl KEWNOrrepoB Oblla CKayeHa U
ycTaHoBJIcHa nporpamma LanAgent Ha ABa HOYTOyKa TMOJKIIOYEHHBIE K
JOKaNbHOM cetu. OnuH U3 HUX ObUT HOYTOYK MPOCTOrO MoJb30Baresis. Bropoi
HOYTOYK OBUI AAMUHHCTPATOpPa, KOTOPBIA CIECOWI 34 MOJIb30BATEIIEM.
[IpenBapuTenbHO HAa HOYTOYK TMOJB30BaTENsl OB YCTAHOBJIEH AHAIM3aTOP
cereoro Tpapuka Wireshark u monb3oBarenbCkas BEpCUs MPOrPaMMBI
LanAgent. IlepBoe utro Opocaercs B rasa 3TO TO, YTO NOCIE YCTAHOBKH
NOJIb30BATENBCKOM Bepcun LanAgent HET HHMKAKWMX SPIBIKOB MPUJIOKEHUS,
cozmaercs Tonbko manka B kKarajgore C:\Windows\SysWOW64\LASys. Ha
NEPBBIA B3IVl HET HUKAKMX OTKIOHEHWI B pabOTe ONMEPAllMOHHOM CUCTEMBI,
BCE paboTaeT Tak ke, Kak ® pabotano mo oartoro. Ha ycTpoicTBO
aJIMAHUCTPATOPA OblJIa YCTAHOBJIEHA a/IMUHUACTPATHBHAS BEPCUSI IPOIPAMMHOTO
obecneuennss LanAgent. [locne ycTaHOBKM MporpaMMbl Ha padodeM CTOJIE
NOSIBUWIACH HE TMOCPEACTBEHHO cama mporpamMma. LanAgent mnpocrelimee
OPOrpaMMHOE OOECMEUYEHUE, OTKPbIB MPOrpaMMy MOXKHO JIETKO J00aBUTH
HOBOI'O MOJIB30BATedl MO €ro JjokambHOMy I[P aapecy m cpa3y ke Haudarb
OTCJIEKMBATh €ro NCHCTBUA. B mporpaMme MOKHO NPUMEHWTH HACTPONKH JUIst
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KOKIOr0 TOJb30BateNss OTAcAbHO. K mpuMepy, y OOHOro MOJIb30BaTENs
NEPUOAMYHOCTh CHUMKA SKpaHa OyeT 5 MUHYT, a Y APYroro MUHYTA.

Ha HoyTOyke mosib3oBarensi 3T0 HUKAK YBEAOMJIEHM O TOM, 4TO 32 HUM
cienat He Oyaer. Ha paboTy omnepanoHHOW CHUCTEMBI TaK K€ HUYEro HE
BJIMSIET, BCE pa0bOTacT B IITATHOM pexknume. OQHAKO ACHCTBHS aAMUHHCTPATOpa
B MPWIOKECHHE MOXKHO OTCIAEAWTh € TMOMOLIBK aHanu3atopa Tpaduka
Wireshark. Wireshark — 310 MoniHOe W MPOKO KCMONIB3YEMOE MPOTrPaMMHOE
o0ecrnieueHne MPEAHAZHAYEHHOE ISl aHaIM3a ceTeBOro Tpaduka. OH MO3BOJISIET
U3y4arh JCTaIM NEPEIAYd JAHHBIX B PEAIbHOM BpeMeHM. J[aHHas mporpamma
MO>KET MCIIOJIB30BAThCs U aHAJIM3a KaK MPOBOAHBIX, TaK M OECIPOBOIHBIX
CeTeil. OTO TO3BOJSAET MPUMEHATH €r0 B CAMBIX Pa3HbBIX O00JACTAX: OT
JOKQJTBHBIX OPUCHBIX CETEH 10 TMOO0ATBHBIX MOJKIIFOUYEHUH Y€PE3 MHTEPHET.

[Tpy Ka>K1OM M3MEHEHHE HACTPOEK WM 3alPALIMBAHUE «JIOTOB» CO CTOPOHBI
aJIMAHUCTPATOPA OTCJICKUBACTCS TMOAO3PUTENIbHAS aKTUBHOCTH CETEBOIO Tpa-
¢uka. Ha pabGoTy 3T0 HUKaK HE BIUSET, HO C moMoIIbo Wireshark MokHO 3ame-
TUTh OTPABJICHUE W MOJYYECHHUE MHOKECTBA MAKETOB CO CTOPOHBI aMWHKCT-
paropa MOJB30BATENI0 W OT MOJIb30BATENS aaMUHUCTparopy. C MCHoIb30Ba-
HUEM aHAJIU3aTOPa CETEBOro Tpaduka ObLIO YCTAHOBJIEHO, YTO BCE COOpaHHBIC
JAHHBIE, BKIKOYAs TEKCTOBYKD MH(MOPMALMIO U CHUMKH 3KpaHa, COXPAHSOTCS
JOKAJIbHO HA YCTPOMCTBE mosib3oBarens. Tak wWHpopmanuss Ha HOYTOYK
aJIMAHUCTPATOPA MOCTyNaJla HE MOCTOSHHO, OH €€ MOJy4yal Npu OOHOBIEHHE
«JIOTOBY» M Cpa3y K€ MOCIE 3TOr0 HAYMHACTCS OTHPABKA MAKETOB HA HOYTOYK
aJMHAHUCTPATOPA.

HUcxons u3 paGotel ¢ Wireshark OblI0O yCTAaHOBNEHO, YTO HAIM4ME
KEUIOrrepa MOKHO BBISIBUTH IO CICAYIOIIAM MPUYMHAM. OOJbIIAE OOBEMBI
UCXOAAIIEro  Tpaduka, TOMO3PUTEIBHBIC MAKEThl, OTHPABIIEMbIE  HA
Hens3BecTHBIe [P-anpeca, ncnonb3yemele MPOTOKOBEL. Kelmorrep Memonp3oBal
takue nmpoTokosibl, kak HTTP/HTTPS (mnst oTnpaBky AaHHBIX HA YJAJICHHBIC
cepeepel), TCP/UDP (mnsa cBszu), FTP/SFTP (nns 3arpy3ku ¢aiinos), SMTP
(U1 OTIPABKM JAHHBIX HA SJIEKTPOHHYIO MOYTY).

Jpyrum cnocoGoM BeIsiBIEHUS LanAgent SBISETCS aHAIHM3 BCEX AKTHBHBIX
NPUJIOKEHUH M CHUCTEMHBIX TMPOLIECCOB Ha IMOJIb30BATEILCKOM HOYTOYKE.
OOBIYHO TaKHWe NPOLECCHl MMEKOT HEOOBIUHbIC HA3BAHWS WM HE SIBJISFOTCS
CTaHJAPTHBIMH JUIS ONEPALIMOHHON cucTeMBbl. [Ipy uX aHanuze CTOUT oOpamark
BHAMAHUE HA PACIOJIOXKEHUE HCHOMHSAEMOro (aiinma, €ro BepcUrd W
uHpopmauo o paspaborumke. K TOMy ’k€ HYyXHO YUYMTBIBATH IMOKA3aTEIH
MCIOJIb30BaHUs LEHTPATBHOTO MPOLIECCOP, MAMSTH U CETEBOM akTUBHOCTH. [Ipn
OOHapy>KCHUH MOJ03PUTEIBLHOIO MPOLIECCA, BHIMOJIHATD NOUCK B HHTEPHETE IO
€ro UMEHH, YTOOBI TPOBEPUTH SBIIICTCS JIM OH BPEAOHOCHBIM [10.

Ha psny ¢ »TuMm Juis BBISIBICHHS KEHJIOITEPAa MOKHO HMCHOJIB30BAThH
CHECLMATIBHBIC YTUJIMTHl JUIsl AOMOJHUTENBHOIO MOMCKA wmuoHckoro [10.
Hcnonmb3oBaHne  OOBIYHBIX ~ AHTUBUPYCHBIX ~ OPOrpaMM  MOXET  HE
JaTh JKEIAEMOT0 pe3ynbTara, Tak kak LanAgent OyneT paccMaTpuBarbCs UMU
KaK OOBIYHOE IPUJIOKEHUE, HE SABIISAOMIEECS BPEIOHOCHBIM [10.
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N30aBuThCs OT Keiyorrepa B HAINEM CIy4ae MOKHO YEpe3 [MaKeT
yCcTaHOBIUMKA. [IpoBOaMTCS BCs TaXKE MPOLEYPa ¢ YCTAHOBKOM, HO TOJBKO PH
[IOBTOPHOM OTKPBITHE YCTAHOBIIMKA MpOrpaMma cama IpeniaracT yIalluTh
cebs. B ciydae, koraa HET AOCTyNa K MAaKETy YCTAHOBIIMKA CTOMT OTKPBITh
JUCTIETYED 3a/1a4 U B (POHOBBIX 337a4aX UCKaTh MOJO3PUTEIBHBIE 3a1a4. Y HAC
ata 3amada system.exe (32 bit). [lpoBeaeH aHanm3 MHPOPMALMKA O JAHHOM
IPOLECCE C UCMOJNB30BAHUEM UHTEPHET-PECYPCOB, B PE3YJIBTATE KOTOPOTO OBLI
CHCHaH BBIBOJA O €ro NPUHAMUICKHOCTH K KATeropud BPEIOHOCHOIO
OpPOrpaMMHOro obecreueHus. 3aTeM NEPEIM B PACIONIOKECHHE TAlKH|,
3aBEPIIMIIN 3a/1a4y Mpolecca U B O€30MaCHOCTH MANKKW BbIIATM MOIHBIA JOCTYT
[TOJIB30BATEINI0. BIIOCAEACTBUMA HAM yIAJIOCh YAAIUTH TAINKY ¢ KEHJIOTTEPOM.

B pamkax npoBEOEHHOrO WCCIIECAOBAHUS Mbl JETAIBHO WM3YYWIH (PYHK-
UOHa nmporpammsel LanAgent, koTopas npeacTapisieT codoi kehnorrep. Oco-
00€ BHUMAHHUE YIEISIIOCh €€ BIIMSHUIO HA JIOKATbHYIO CETh M B3aUMOJCHCTBHIO
MEXIY YCTPOMCTBAMM TOJIb30BATENICH W aJIMUHHACTPATOPOB. AHAIU3 IMOKA3al,
YTO JAHHOE TMpOorpaMMHOE obOecrneueHue OOIaJacT BBICOKOW CTEMEHBIO
CKPBITHOCTHA: OHO HE OTOOPAKAETCS B CIHCKE AKTHBHBIX MPHJIOKCHUH, HE
CO3/1aCT YBEAOMJICHWI IJI MONBb30BaTENs U padoTacT B (POHOBOM pEXHUME, HE
OKa3bIBas 3aMETHOTO BIIMAHUS HA MPOU3BOAUTEIIBHOCTE CUCTEMBI.

Kpowme Toro, nccnenoBaHue no3BOIUIO OMPEACTUTE CHOCOOBI OOHAPYKEHUS
W yjaneHus keunorrepoB. OOMH M3 NOAXONOB 3aKJIKOYACTCS B AHAIN3E
IIPOLIECCOB OIEPALMOHHON CHUCTEMBI, 1€ KIFOYEBBIMU NPU3HAKAMU SBIIAFOTCA
HECTAH/APTHBIE HA3BAHWS HCIOJIHACMBIX (aiiyioB, WX pPACMOIOXKEHUE W
aHOMaJIbHAsl HAarpy3Ka Ha CUCTEMHBIC pecypchl. K ToMy e OBIIIO0 YCTaHOBIICHO,
YTO HKCIMOJIb30BAHUE CIELUATM3APOBAHHBIX YTWIMT I IMOMCKA IIMHUOHCKOIO
[TO moxer ObITh Ooyice PE3YNbTATHBHBIM, YEM MPUMEHEHHE KIACCHYECKUX
AHTUBUPYCHBIX PEIICHWH, KOTOPbIE 3a4acTyk) HE PACMO3HAT MOMO0OHBIE
[IPOrpaMMBI KaK yrposy.
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Abstract. The article discusses LanAgent software, which is a keylogger,
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