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INPUMEHEHUME METO/IA XOJIbTA-BUHTEPCA
IS TIPOI'HO3UPOBAHUSA KOJIMYECTBA CETEBBIX ATAK

AHHOTauusi. B pabore paccmaTpuBaeTcs NpUMEHEHHE MeToaa XoJiTa-
BunTtepca ans mporHozupoBaHusl KuOeparak. Mccienmyrorcs anauTHBHAsS U
MYJIbTHITUKATUBHAS. MOJEIH, TIO3BOJISIFOIUE YIYUTHIBATh TPEH U CE30HHOCTH B
JTaHHBIX 0 KubOepyrposzax. IlpuBeneHbl ocHOBHBIE (OPMYIBI METOAA, a TAKXKe
OpOBEICH aHalu3 UX M[PUMEHUMOCTH Ui 3a1ad4  HWHGOPMAIMOHHON
0€30I1aCHOCTH.

KaoueBble cj10Ba: MPOrHo3upoBaHue kubepaTak, MmeToa Xonra-Bunrepca,
aNIUTHBHAS MOJENIb, MYJIBTUIUIMKATABHAS MOJICNIb, BpPEMEHHBIC PsIbl,
uH(popMamoHHasi 0€30MacCHOCTb.

[Iporno3upoBaHue CETEBBIX aTaK C MOMOIIBI0 CTATHYECKUX METOJIOB — ATO
OJlHA M3 KIIOYEBBIX TEXHUK B 00JacTH HWH(POPMAIIMOHHOW O€30MaCHOCTH.
CraTtnyeckne METONbI, B OTIMYHE OT AMHAMUYCCKUX, HE TPEOYIOT aHaIM3a
MOBEJICHUSI CUCTEMBbI B pPEaJIbHOM BpEeMEHH. BMecTo 3TOro OHM OCHOBaHBI Ha
MpEeIBapUTEILHOM aHAJIU3€ JIAHHBIX, KOTOPhIE HE M3MEHSIOTCS BO BPEMEHU, U
MCITIOJIb30BAHUIO PA3TUYHBIX AJITOPUTMOB JUIsI BBISIBJICHUS YSA3BUMOCTEH U yTpo3.

CoBpeMeHHbIE ~ KHOEpyrpo3bl  00JaJar0T  BBIPAKEHHOM  BPEMEHHOM
JUHAMUKOW ¥ CE30HHBIMM TATTEPHAMH, YTO JEJaeT METOJbl aHalu3a
BPEMEHHBIX PsIJIOB, B 4aCTHOCTH Tonxon XoibTa-BuHTepca, mepcrneKTHBHBIM
WHCTPYMEHTOM JIsl IPOTHO3UPOBAHUS aTaK HA OCHOBE MCTOPUYECKUX JTAHHBIX,
BBISIBJICHUSI aHOMAJbHONW aKTUBHOCTH B CETEBOM Tpaduke U 3(HPEKTUBHOIO
WCITOJIB30BAHUS PECYPCOB CHCTEM 3amuThl. [IpakTHueckasl peanu3anus MOXKET
JOCTHTAThbCS IMyTeM cOopa HCTOPHYECKMX JaHHBIX OO0 aTakax, BBISIBICHHS
CE30HHOCTH.

Bomnpoc Beibopa moxaenu Merona XoJsibTa-BuHTEpca 3aBUCUT OT XapakTepa
aHANM3UPYEMBIX JTAaHHBIX M THIA Yrpo3. MyJIbTUILIUKATHBHAS MOJEIh OyneT
MPUMEHSITHCA TIPU:

* pactymieil aMrmuTyne KosieOaHui (Hampumep, ob6vem DDoS-atak,
KOTOPBIN YBEIIMYMUBAETCS MPOTOPIIMOHAIBHO 001IeMy TpauKy);

* TIpU aHAJIN3E€ UHTEHCUBHOCTH aTaK, TJI€ CE30HHBIC BCTUIECKH YCUITUBAIOTCS
C pocToM 0a30BOTO YPOBHS YIpO3;
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 nnsi  (GUHAHCOBBIX  MOKaszarenel  KUOepmpecTymHOCTH  (0OBEeMBI
YKpaJEHHBIX CPEJICTB).

[Ipumep uCHONB30BaHUS: MPOTHO3UPOBAHUE MUKOB (PUIIMHTOBBIX aTak B
NpeAnpa3IHUYHbIE TMEPUOAbI, KOTa HMX KOJMYECTBO PACTET B IMPOLEHTHOM
COOTHOIIIEHUH K 0a30BOMY YPOBHIO.

AJITUTUBHASA MOJIENb:

e JUIS TIOKa3aTesledl C IMOCTOSHHOW aMIUIUTYI0N KosieOaHuil (Hampumep,
KOJIMYECTBO MONBITOK CKAHUPOBAHUS [IOPTOB);

* OpY MOHHUTOPUHIE€ PYTHHHBIX YIrpo3 C YCTOWYUBBIMU CE30HHBIMU
naTTEPHAMM;

* s TOKasaTesel, Iie Ce30HHbIe KoyieOaHWs HE 3aBUCAT OT 0a30BOTO
YPOBHSI.

[Ipumep: mpOrHO3UpOBaHUE CYTOYHOM aKTUBHOCTH OOT-CETEH, I/Ie HOYHBIE
aTaky BCErJa NPEBBIIIAIOT JHEBHBIE HA IPUMEPHO MOCTOSHHYIO BEJIUYHHY.

BBIIO paccMOTPEHO J1BE MOJENM IOCPEICTBAM S3bIKa IPOIPAMMHUPOBAHHUS
python3, ¢ 1ienplo M3y4eHHsI U TPOrHO3UPOBAHMS BO3MOXKHBIX aTak. McxoaHbie
JaHHble ObUTM B3ATHl M3 oT4yeToB Kommanuu ddos-guard [3]. [lockonbky B
paccMaTpuBaeMOM  cllyyae HE HaOJII0JAeTcsi IOCTOSHHOW  aMIUIMTY/AbI
Kosie0aHul, TO A TUTUBHYIO MOJIENIb MOKHO HE pacCCMAaTpUBATh.

Marematuueckas popma aaAUTUBHON MOJIENIN 3alliCU UMEET BUT [2]:

Ly =0 (Y =St-s) + (1 =) - (Lg-1 + T—q), (1)

Te =B (Le—Le—) + (1 —B) - Ty, (2)

St = Y —=L)+ A —=7) Stem 3)

Yion =Le+h-Te + Ssitom (4)

rae Y; — gaktudeckoe 3HaueHHEe B MOMEHT BpeMeHHU t; L; — ypOBEHb B MOMEHT
BpemeHu t; T; — TpeHA B MOMEHT BPEMEHHU; S; — CE30HHOCTb B MOMEHT

BpeMmeHu t; o, [,y — mapaMeTphbl CriaXMBaHHUs, KOTOPHIE OIPEICISIOT BeC
KaXI0r0 KOMIIOHEHTa; N — 3TO KOJMYECTBO NMEPHOIOB BIIEpPEa, Ha KOTOPHIC
HYHO CJIeJIaTh TPOTHO3; M — IJIMHA CE30HHOTO MEPHUO/a.

Maremarnyeckasi 3auch MYJbTUIUIMKATUBHOW MOJEIN UMEET CIEAYIOIINI

BUJI U onuckiBaeTcs popmynamu 5-8 [1].
i

L =a- St + (1 —a) (L +Teoq), (5)

T: = B'&Lt — L)+ (1—P) Ty, (6)
St=Y'L_i+(1_Y)'St—ma (7)

Yt+h =(Lt+h-T)+ Ssit-m » (8)

rae Y, — gakTthyeckoe 3HaYeHHE B MOMEHT BpeMEHH t; L, — ypOBEHb B MOMEHT
Bpemenu t; T, — TpPEeHA B MOMEHT BpPEMEHM; S; — CE30HHOCTH B MOMEHT

BpeMeHu t; o, B,y — mapaMerpsl CriaXKMBaHUsA, KOTOPBIE OIPEIEISIOT BEC
Ka)XJIOTO KOMIIOHEHTa; N — 3TO0 KOJHMYECTBO MEPHOJOB BIEpE], HA KOTOPHIC
HYKHO CZEJIaTh MMPOTHO3; M — JJIMHA CE30HHOTO MEPHOJIA.
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[IpoBeneHHOE  WCCIENOBAHHUE  BBISIBUIO  KJIIOYEBBIE  OTPAaHUYEHUS
KJIACCUYECKUX METOJ0OB IIPOTHO3MPOBAHUS BPEMEHHBIX PSI0B, B YaCTHOCTU
Mozenu XosbTa-BuHTtepca, 171 3a1a4 HHPOPMAITMOHHON 6€30IaCHOCTH.

B kauecTBe mEpCHEKTUBBI MOXHO BBIJCIUTh Pa3pabOTKy THOPHIHBIX
CHUCTEM, YUUTHIBAIOIIME TPEHI aHOMAJIMH U BHEIIHKUE (aKTOPHI, a TAKXKE MOJICIH
CIIOCOOHBIC aJIalITUPOBATHCS K HOBBIM YI'PO3aM.
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INVESTIGATION OF THE HOLT-WINTERS METHOD FOR
PREDICTING THE NUMBER OF NETWORK ATTACKS

Abstract. This paper explores the application of the Holt-Winters method
for forecasting cyberattacks. The additive and multiplicative models are
examined, enabling the analysis of trends and seasonality in cyber threat data.
Key formulas of the method are presented, along with an evaluation of their
applicability in cybersecurity tasks. The study demonstrates the effectiveness of
this approach for short- and medium-term attack prediction, which can support
the development of proactive defense measures.

Keywords: cyberattack forecasting, Holt-Winters method, additive model,
multiplicative model, time series analysis, cybersecurity.
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