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A/IBEPCAPHBIE ATAKHN HA ZERO TRUST-CUCTEMMBbI:
YA3BUMOCTHU U METO/IbI 3BAIIIMTHI

AHHOTamust. Apxutekrypa Zero Trust cuuTaeTcss NEPCHEKTUBHOW IS
3aIUTHL OT COBPEMEHHBIX KMOEpyrpo3. OHAKO €€ BHEAPEHUE HE FapaHTUPYET
a0COIOTHOM 3aIMTHL: 3JI0YMBILIJIEHHUKN pa3paldaThIBAlOT aBEPCAPHBIE ATAKH,
HANpaBJICHHbIE Ha O00XOJ MEXAHW3MOB HEMPEPBHIBHONW ayTeHTH(UKALWUH,
MAHUIYJSIOUK0  KOHTEKCTHO-3aBUCMMBIMU  TOJIMTUKAMHA M OKCIUTYaTalMIo
YSI3BUMOCTEH  MalIMHHOTO O0y4YeHus, wucnoiae3dyemoro B ZT-cucremax.
B naHHOH cTaree AQHAIM3UPYIOTCS OCHOBHBIE YA3BHUMOCTH APXUTEKTYPHI
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HYJIEBOTO JOBEPUS M MPEUIAraroTCsl CTPATErMK 3allUThI, TAKME KAK aJanTHBHAs
ayTeHTU(UKalMs, YCTOHYMBBIE K MaHUMYJSILUSIM MOJEIM MAIIUHHOTO
00y4YeHUsl U TMOPUIHBIE METO Il OOHAPYKEHUS AHOMAJIHIA.

Karuessble ciioBa: Zero Trust, aaiBepcapHble aTaku, MAlIMHHOE OOyYCHHE,
JUHAMUYECKUH KOHTPOJIb JOCTyNa, KNOEpOE30MacHOCTb.

Zero Trust (ZT, HyneBoe noBepHe) — KOHUENIMS WH(HOPMALMOHHON
0€30MacHOCTH, MPEANOoJIararoas OTCyTCTBUE TIOBEPHUS K KaKuM Obl TO HH OBLITO
oObektam IT-uHQpacTpykTypbl oOpraHuzanuu, Oyab TO MOJIB30BATEIH,
ycTpoiicTea win nporpaMmmel. Konuenmus ZT paaukaabHO MEHAET Napagurmy
KHOepOE30NMacCHOCTH, 3aMEHsISl TPAAUIMOHHBIE MOJIEIM HAa TMOCTOSHHYIO
BEpH (PUKAIMIO MOJIB30BATENEH, YCTPOUCTB U TpaH3akui [1].

Angepcaphbie ataku (adversarial attacks, cocTsizaTenbHbIe aTaku) — 3TO THI
aTaK, HAMPABJICHHBIX Ha OOMaH WJIA BBIBOJ W3 CTPOsS MOJECIECH MAIIMHHOTO
oOyueHus. B omyiume OT TpaAMIMOHHBIX KHOEpaTak, KOTOPHIE HALECJICHbI HA
B3JIOM CHCTEM WM KPaXy HaHHBIX, AJBEPCAPHBIC aTAKW MAHMUIYIUPYHOT
BXOJHBIMUA [JAHHBIMM MOJENM, 3aCTaBlisAss €€ BbIAABATh HENPABUJIBHBIC
pe3yabTaThl, COBEpUIaTh OWMMOKKM WIM JEMOHCTPHPOBATH HEOXKHIAHHOE
noseacHue [2].

C 2021 no 2024 r. HaOMOJAETCS 3HAYUTEIBHBIN POCT YKCIa KHOEparak, 4ro
3aTPAruBacT U CUCTEMBI, OCHOBaHHbIE HA KOHIenumu ZT. ITo nanaeim FACCT ¢
2021 mo 2023 1. 4nuca0 UHIUACHTOB YBEIUYWIOCH B 3 pa3a. [Iuk npuiescs Ha
2022-2023 r., yTo OBUIO CBSI3aHO C MACCOBBIM IMEPEXOAOM KOoMMNaHWii Ha ZT-
Mozenb 0€3 JOHKHON aganTauud MEXaHu3MoOB 3auTel. B 2024 1. Temnbl pocta
CHW)KAKOTCS, OJHAKO 3HAYEHUS OCTAKOTCA BBICOKUMH. OTO CBHJETEIBCTBYET O
TOM, 4YTO, HECMOTpPA Ha IMOCTENEeHHYK ajnanrauo ZT, yrpossl
3BOKOLUOHUPYIOT.
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Puc. 1. KonnuecTBo agBepcapHbIX atak Ha Zero Trust-cCHCTEMBI
32 2021-2024 rr.

Apxurektypa (ZT) HEMOHCTPUPYET BBICOKYK)  YCTOHYHMBOCTH K
TPaJIMLMOHHBIM KHOepaTakaM, HO BCE XKE MOJABEPIKEHA U OCTAETCS YA3BUMOM K
psaay amBepcapHbIX arak [3]. PaccMOTpUM OCHOBHBIE BEKTOPBI aTak, KOTOPBIE
MO>KHO KJIACCH(PMIMPOBATH HA TP OCHOBHBIC KATETOPUH:
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l. Ya3puMocTd  ayTeHTU(UKALMA W aBTOpU3auuu.  MeXaHu3Mbl
ayTeHTU(UKAUMW W aBTOPU3aLMU SBJSIFOTCS OCHOBHBIMH YS3BUMOCTSIMH B
apxurektypax ZT. KiroueBbie yrpo3sl BKIOYAKOT KOMIPOMETALMIO YUYETHBIX
OaHHbBIX uepe3 ¢ummHr W araku tuna  Credential Stuffing, o0xon
MHOTO(akTOpHO# ayTeHTU(UKaIMK (HampuMmep, ¢ nmomouplo SIM-cBonuHra 1
MITM-arak), a Takxke Kpaxy TokeHOB jgoctyma (JWT/OAuth udepes
XSS/CSRF). Ocobenno omacHoii sBisieTcs moaMeHa refresh token, xotopas
NO3BOJIIET COXPAHATH JOCTYN J&KE MMOCIEC W3MECHEHWS YYETHBIX JIAHHBIX.
B cpene ZT, rae kaxaplid 3ampoc TpeOyeT ayTeHTH(UKALMU, 3T YSI3BUMOCTH
MOTYT CTaTh KPUTHYECKAMHU TOUYKAMHU OTKA3a.

2. YA3BUMOCTH MUKpPOCEpPBUCHON apxutektypsl u  APL.  Ilepexox Ha
MUKPOCEPBUCHYIO apXWUTEKTypy B Zero Trust-cmcremax, HECMOTPS HA CBOM
NPEUMYIIECTBA, CO3ACT HOBBIE BEKTOPHI AJIl MOTCHIMAIBHBIX aTakK, 0COOCHHO
yepe3 yszeuMoctu APL. Cormacio OWASP API Top 10, Haubosiee onacHbIMH
apnsitores  arakn  tMnma  BOLA  (Broken Object Level Authorization),
MO3BOJIAIOIIKE 3JIOYMBIIIJIEHHUKAM MOJIy4aTh HECAHKIIMOHUPOBAHHBINA JHOCTYIT K
JAHHBIM YE€PE3 MAHUNYJSUUI0 HMACHTU(UKATOPAaMHA OOBEKTOB, a TaKXKe
paznmuuHble  BuAbl  MHBEKIMEA  (SQL1, NoSQLi), skcmmyarupyromume
HEAOCTATOYHYI0 BAMAALMIO BXOAHBIX MMApaMeTPOB MpW 3ampocax kK Oazam
naHHbIX [4]. He MeHee cepbe3HOoi yrpo30id aBiseTcs noamMeHa napametpos API,
KOrJa 3JI0YMBILITIEHHUKN U3MeHar0T HTTP-3aroioBku minm query-napameTpsl ¢
LENBbI0 ACKANAlMKA NPUBHIETANA. OTH NPOOJEMbI CTAHOBATCS CEPhE3HEE M3-3a
TUIOXOr0 Pa3CicHHsl CETH MEXAY MHUKpOCEpBHCaMH. B3noMaB OIWH CEpBUC,
3JIOYMBILIJIEHHUK MOKET aTaKOBaTh JPYTHUE.

3. Y43BUMOCTM  CHCTEM  MOHHTOPMHIA W  MAlIMHHOTO  OOy4YeHUs.
3MOYMBILIIEHHUKN CTATM AKTUBHO MCMOJBb30BaTh CTAHIAPTHHIE MHCTPYMECHTHI
anmuauctpupoBanus (PowerShell, RDP) g MackupoBKM BpPEAOHOCHBIX
AecTBuii moa  OOBIYHYRO paloTy aaMUHHCTPAaTopoB. B Toxke Bpems
CTPEMUTENBHO pa3BuBaroTcs adversarial ML-ataku, 310yMBINUICHHUKHA HCKYCHO
NOJJCIIBIBAOT JIAHHBIC, YTOOBl AHOMAIMM OCTABAJIUCh HE3AMEUEHHBIMH [5].
ATakyroume CrIeuualbHO CO3JAK0T MHOKECTBO JIOKHBIX TPEBOT, YTOOBI
NEPETPY3UTh AHATTUTUKOB W CKPBITh HACTOSIIME aTaku. TakkKe OHU MCIIONB3YIOT
MEUICHHBIA MOA00P JaHHBIX, KOTOPBIA YacTO MPOXOAWT HE3AMEUYCHHBIM H3-3a
HEMPABUIIbHBIX HACTPOEK CHCTEM 3alUUTHI. J[aHHBIE METOMBI JEMOHCTPHPYIOT,
YTO JaXe COBPEMEHHBIC CHUCTEMBI MOHUTOPHMHIA HAa OCHOBE MAIIMHHOIO
oOyuenuss (ML) He oOnamaror aOCONOTHOW YCTOMYHMBOCTBEO, MMOITOMY
HEOOXO0MMO MOCTOSTHHO COBEPIIEHCTBOBATH AITOPUTMBI OOHAPY>KEHUS [6].

Jns 3(pPeKTUBHOrO MPOTUBOACKHCTBHS BBISBICHHBIM YSI3BUMOCTSM Z€T0
Trust-cucTem, BBIACISIOT CIEAYOLINE MEPBI 3aLUTHI

JIns 3aMThl MEXAaHU3MOB ayTeHTU(PUKALMKA W aBTopu3anmu B Zero Trust-
CUCTEMAX HEOOXOJUMO pPealn30BaTh MHOTOYPOBHEBBIA MOAXO0HA. Bo-mepBhIX,
UCIOJb30BaTh COBPEMEHHBIE METOJbI BXOJAa — OMOMETPHIO (CKAHWPOBAHUE
OTIIEYATKOB MaJbLEB WX JIALNA) U (PU3NYECCKHE KIIFOUM O€30MaCHOCTH BMECTO
HEHAACKHBIX ~ SMS-KOIOB,  JOMONHSST 3TO  MPOBEPKOH  MPUBBIYHOTO
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MECTOIOJIOKEHHAS U YCTPOWCTB MOJIB30BATEIEH [UIsl BBISBJICHUS MOJO3PUTEIb-
HBIX TOMBITOK JOCTYNA, BO-BTOPBIX, YCHWJICHHO 3alMINATh TOKEHBI JOCTYyMA —
YCTAHABIIMBATh KOPOTKUW CPOK WX AciCTBUS (HE Oojee 15 MUHYT), MPUMEHSTh
ANIEKTPOHHYIO MOANKUCH U CUCTEMY MTHOBEHHOM OJIOKMPOBKM MPH KOMIPOME-
TaUUu, B-TPETBUX, PETYJASPHO TPOBOJWUTH KOMIUICKCHBIE TMPOBEPKH —
KOHTPOJIIPOBaTh ~ HACTPOHKM  CUCTEMBl  BXOJA, OPOBEPATh  CCHUIKH
NEPEHANpaBJICHAs, MHU(PPOBaTh CEPBEPHl BBbIIAYM TOKEHOB W CBOEBPEMEHHO
YCTPaHATh OOHAPYKCHHBIE YSI3BUMOCTH.

Jlns 3ammTel MuKkpocepBrcoB u API B ZT-cpenax HEOOXOAUMO peain30BaTh
KoMmIuieke Mep. Ha ypoBHe API-Iuir030B KPUTHUECKH BRKHBI. MPOBEPKA MpaB
J0cTyna K KaKIOMY OOBEKTYy, OJIOKHpOBAaThH BPEAOHOCHBIE KOMAaHJBbI,
OTpaHMYMBATL 4acToTy oOpameHuit [7]. Hcnonb3oBarh  3alllMIICHHBIE
COCIUHEHMS, BBIJABAaTh MHHUMAJIbHbIE TPaBa, NPUMEHATH  MPUHLMI
«3aMpelIcHO BCE, YTO HE paszpemieHo». OOs3aTeNIbHBIM 3JIEMEHTOM SIBISIETCS
MOHHUTOPHHT BceX API-BBI30BOB € aHAIM30M aHOMAJMA M ABTOMATHYECKOH
OJTOKUPOBKOH MAaCCOBBIX MJIH MOAO3PUTENIBHBIX 3APOCOB.

Jns 3((EeKTHBHOrO NPOTUBOACHCTBUS CJHOKHBIM aTakaM, TakKWM Kak
Adversarial ML, HeoO0OX0AMMO COBEPIIEHCTBOBAThH CHCTEMBI MOHHMTOPHHIA W
MAaIMHHOTO 00yueHus. KiIrOYeBBIMH MEpaMH SBIISIOTCS: BHEAPEHUE YCTOM--
yuBbIx ML-Mo/€En€e, BKIFOYAs arOPUTMBI OOHAPYKEHUSI AHOMAIIAIA U PeTyJIsip-
HOTO MPOBEPATh MX Ha YSI3BUMOCTb, COBMEIIATH MOBEICHUYCCKUI aHaIM3 C
NPOBEPKOM M3BECTHBIX IMIAOJIOHOB ATAK, & TAK)KE aBTOMATUYECKH aJalNTHPOBATh
YyBCTBUTEIBHOCTb CUCTEM IS BBISIBJIEHUS MEIJIEHHBIX W CKPBITHIX aTak.

HccnenoBanne aasepcapHbIX atak Ha CUCTEMBI ZT-CUCTEMBI UMEET BAKHOE
NPAKTUYECKOE 3HAUYECHWE NJIsi COBPEMEHHON KMOEepOE30MaCHOCTH, MOCKOJIBKY
BBISIBJISIET KJIFOYEBBIC YSI3BUMOCTH MEPCIEKTUBHON apXWUTEKTYPbl U MPEIIaract
KOHKPETHBIE ~ MEpbhl  3amMThL.  [lOJlydeHHBIE  PE3YyABTATBl  MO3BOJSIOT
OpraHm3aumsM, BHeApsomuM ZT, 3apaHee YCTpaHATh clla0ble MecTa B
MexaHn3Mmax ayTteHTu(ukanuu, 3ammre APl m cuctemax monutopunra. Ho,
HECMOTPS. Ha CYUICCTBYIOIUME YS3BHUMOCTH, KOHUeNUMs ZT mpu NmpaBHIbHOMA
peau3aliny U MOCTOSHHOM COBEPIIEHCTBOBAHMM OCTAETCS OJHUM M3 HauOoJiee
NEPCIICKTUBHBIX ~ MOAXOJ0B K  OOecrneueHuro  KuOepOe30macHOCTH B
COBPEMEHHBIX YCIOBHSIX.
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Abstract. The Zero Trust architecture 1s considered promising for protection
against modern cyber threats. However, its implementation does not guarantee
absolute protection: attackers develop adversarial attacks aimed at bypassing
continuous authentication mechanisms, manipulating context-sensitive policies,
and exploiting machine learning vulnerabilities used in ZT systems. This article
analyzes the main vulnerabilities of the zero-trust architecture and suggests
protection strategies such as adaptive authentication, manipulation-resistant
machine learning models, and hybrid anomaly detection methods.
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