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K BOITPOCY OB OBECIHIEYEHUY NTH®OPMAIIMOHHOM
BE3OIIACHOCTH OBBbEKTOB KPUTUUYECKOM
NHPOPMALIMOHHOU NHOPACTPYKTYPBI

AnHotauus. O6ecreueHre MHPOPMAITMOHHON 0€30MacHOCTH Ha O0BEKTax
KPUTHYECKONM HMH(POPMAIIMOHHOM HHQPACTPYKTYphl SBJISIETCS OJHOM U3
IIPUOPUTETHBIX 3aa4 TIOCYJApPCTBEHHBIX M 4YacTHbIX opraHuzanuil. Crarbs
NOCBSIIIEHA KIIIOYEBBIM YIrpo3aM 0€30MacHOCTH OOBEKTOB KPUTHUYECKOM
UH(POpMalMOHHON MHPpacTpyKTypbl. Oco00€ BHUMaHUE YIENSIEeTCs KOMILIEKC-
HOM 3allWTe, COYETAIOUIEHd OpraHru3alMOHHbBIC, IIPABOBBIE, IIPOrPaMMHBIE,
annapaTHbIe U TEXHUYECKHE MEPBI 3aLUTHI.

KiroueBble cioBa: kputuyeckas HHPOpMalMOHHAs HH(PaCTpyKTypa,
uH(popMamoHHas 6€30MacHOCTb, 3alllUTa HH(POpPMALMU, KOMIUJIEKCHAS 3alUTa,

yrpo3a.

B ycioBusix nudpoBuzanuu oOecrneueHrue 3aiuTbl 00bEKTOB KPUTHUYECKON
uHpopmamonHor uHPpacTpykTypsl (K1) npuobperaer 0coOyr0 3HAYUMOCTb.
K HuUM oTHOCSTCS: MHPOPMALIMOHHBIE CUCTEMBI, HH(POPMALIMOHHO-TEIEKOMMY-
HUKAIlMOHHBIE CETH, aBTOMATU3UpPOBaHHbIE cucTeMy yrnpasieHuss KNUN. Onwu
SIBJISFOTCSI BAYKHBIM 3JIEMEHTOM, KOTOPBIE MOIIEPKUBAIOT PabOTy rocyapcTBa U
ousHeca. Mx 3ammurta TpeOyeT KOMILIEKCHOTO IOAXO0/a, BKJIIOYAIOIIETO BCE
CpeIlCTBa 3alIUThl HH(GOPMAITUH.

B coorBerctBUM ¢ PenepanbHbM 3akoHOM OT 26.07.2017 r. Ne 187-03
«O 0e30IMacHOCTH KpUTUYECKOW HHPOPMaIMOHHON WHEGpacTpyKTypsl Poccwuii-
ckori Ddeaeparuny (187-D3), mox KM monmmaercs, oowektsl KU, a takke
CETH DJIEKTPOCBA3M, MCMOJIb3yEMbIE JJI1 OpraHU3alii B3aUMOJEHCTBUS TAKUX
00BbeKTOB [1]. 3HaUYUMBII O0BEKT KPUTHUECKOW HHPOPMALIMOHHON UH(PPACTPYK-
Typbl (KMU) — 310 00BeKT KN, KOTOpOMY mHpHCBOEHA OJHA U3 KaTErOpHii
3HAYMMOCTH M KOTOPBIM BKIIIOUEH B peecTp 3HAUUMbIX 00beKkTOB K.

Kubeparaku Ha o0bekTsl KMU npenctaBisitoT NOTEHUHUATBHYIO YIpo3y U
MOT'YT MpUHUMATh pa3nudHbie ¢hopmbl. [To nanHbIM HccnenoBanuii Ha 2024 r.,
OTMEYaeTcsl POCT CIOXKHOCTH aTak Ha 37 % MO CpaBHEHUIO C MPEABLAYIINM
neprogoM. CoOrlacHO CTaTHCTHYCCKHM [OaHHBIM JKcmeptoB Anti-Malware,
oovektel KWW monBepratorcs puckam  TpeX  THIOB: TEXHUYECKHM,
OKCIUTyaTallMOHHBIM W OpTraHM3aiMoHHBIM. Kaxapli u3 3TUX (aKTopoB
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IIPEACTABIAECT CEPbE3HYI0 ONACHOCTH JUIsl 3alUTHl KPUTUYECKH BaXKHBIX
00BeKTOB. PacnipocTpaHeHHbIE YTPO3BI:

1. HauGomnpiiyto yrpo3y MpeACTaBISIIOT HECAHKIIMOHUPOBAHHOE MOJIYYEHUE
JIOCTyTA K 3aluiiaeMoil nHpopManuu, KOTOpoe MOXKET OBITh COBEPIICHO Kak
BHEIIIHUMU 3JIOYMBIIIUICHHUKAMU, TaK U HUHCANAEPOM.

2. OnacHOCTh HECYT BUPYCHBIE aTaK C TPEOOBAaHUEM BBIKYIIA, KOT/1a KPUTHU-
YecKd BakHas WHGOpMaIs MOJABEpraercs MU(POBAHUIO C MOCIEAYIOIMINM
maHTaxxoM. B 2024 r. HanOoJIbIIyI0 AKTUBHOCTD IEMOHCTPUPYIOT aTaku C MpH-
MeHeHueM mm@poBanbiukoB. 51 % unnunentoB B cermente KMU 3a BTOpoit
kBapTan 2024 1. ObUTH CBSA3aHBI HMEHHO C 3TUM THIIOM BpenoHocHoro [10 [2].

3. Cornacuno mamasiM HKIIKU, pacnpeneneHHbie aTaku Ha OTKa3 B 00CTy-
KUBAaHWH 3aHMMAIOT 3HAYMTENbHYI0 fomto (16 % B 2023 r1.) cpenu yrpos, Ha-
npasiieHHbIX Ha KM, OTn atakum BXOAAT B TPOWKY CaAMBIX PaCIpPOCTPaHEHHBIX
HapaBHE C BUPYCHBIMHU MPOrpaMMaMH U OIHOKaMu niepconaa [3].

4. Ocoboe MecTo 3aHMMArOT METOJIbl COLMaIbHOW MHKeHepuH. DUiuHr u
LIEJIEBBIE PACCBUIKU C ONIACHBIMH BJIOKEHHUSMU CTaJlb HACTOJBKO H30LIPEHHBIMH,
yto 73 % ycrnenmHsix mpoHUKHOBeHUHM B cucteMy KU HaunHarOTCs UMEHHO ¢
KOMIIPOMETAIMY YYETHBIX TaHHBIX Yepe3 MCUXOJIOIMUECKOe Bo3aencTBre. Jaxe
CJIOXKHBIE MHOTOCTYIIEHYATHIE ATAKH HAYMHAIOTCS C XMILECHHS YUETHBIX JaHHBIX
yepe3 METO/Ibl COLIMAIIBHOTO BO3IEUCTBU.

Jnst >p¢deKTHBHOrO0 NPOTUBOACHCTBUS COBPEMEHHBIM Yrpo3am Oe3omnac-
HOocTH 00bekTOB KHMUM HeoOXoaumMo BHeApEeHHWE KOMIUIEKCHOM CHUCTEMBI
3aIIMTHI, BKJIKOYAs OPraHU3allMOHHO-TIPABOBBIE, IMPOTPAMMHO-ANIAPaTHBIE H
TEXHHYECKUE MephlI [4].

[IpaBOBBIE MEPHI COCTABISAIOT OCHOBY OO€CIeUeHUs1 0€30MaCHOCTH OOBEKTOB
K1N. O6s3aTenbHbIM TpeOOBaHUEM SIBIIAETCS COOJIOACHUE MoJioxkeHud D3
Neo 187 u cootBercTBytomnX HOpMATUBHBIX akToB OCTIK Neo 235, 236, 239 u
@®Cb Poccun. BaxxHOM 31€MEHTOM MpaBOW 3alllUThl CTAHOBUTCS BKJIIOUEHHE
o0wekToB B Peectp KM u nonHouennas peanusanus tpedboBanuii ['ocynapct-
BEHHOU cHCTeMbl OOHAPYXEHUS, TPEIYNPEKICHUS U JIUKBUIALUU MTOCIEACTBHM
komnbroTepHbIX aTak (['ocCOIIKA), apnstomascs noapazaeneaneM @CTOK, a
Takke TpeOoBaHui  HarumoHAJIBHOTO  KOOPAWHAIMOHHOTO  IIEHTpa IO
komnbroTepHbiM MHUKIeHTaM (HKLKH), kotopas siBiseTrcs: noapasaeiacHueM
®Cb  Poccum [5]. [JomonHuTenbHO — Kaxkaas  OpraHus3anus  JIOJDKHA
pa3pabaThiBaTh COOCTBEHHbIE HOPMATHBHBIE JIOKYMEHTBI, PErJIaMEHTUPYIOLIUE
NOpsIIOK 00pabOTKHU U 3alTUThl UH(POPMALIUH.

TexHuyeckue Mepbl 3alIMThl IMPETEPIECBAIOT 3HAYNUTEIIBHBIE H3MEHEHUS
Onarosapsi BHeIpeHUI0 MHHOBAIMK. [lepcreKTUBHBIMM HANPABICHUSIMU SIBJISISI-
I0TCSI CUCTEeMbl Ha 0a3e uckyccrtBeHHoro mHtemiekta (UMW) nns oOHapykeHus
aHOMaJIMii, HCIIOJIb30BAHWE KBAHTOBOM Kpunrorpadguu U pa3BepThIBaHHUE
o0navHbpIX MaTGopm 6€30MacCHOCTH ¢ aBTOMATHYECKUM pearnpoBaHueM [6].

OpraHu3alMOHHBIE MEpbl BKJIKOYAOT TPH OCHOBHBIX  HaIlPaBJICHUS:
peryJsipHbIi ayAuT O€30IacHOCTH Ui BBISBICHUS YSI3BUMOCTEM B CHUCTEMaXx,
BHEJIPEHUE MOJEIIM pa3rpaHUYeHHs] JOCTyla C MPUMEHEHUEM IpPUHLHUIIA
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MUHUMAJIbHBIX TPUBUIETHA UM MHOTO(GAKTOPHON ayTeHTU(]UKAIMH, a TaKkKe
cUcTeMaTuyeckoe ooyueHue nepcosana [7].

K mporpaMmHBIM M NpOrpaMMHO-anIapaTHbIM CPEICTBAaM, NPHUMEHIEMBIM
Ui obecrieueHusT  O€30IaCHOCTH  3HAYMMBIX ~ OOBEKTOB  KPUTHUECKOH
MHPOPMALIMOHHON  MH(PPACTPYKTYpPbl, OTHOCATCA CUCTEMa 3aIlUTHl  OT
HECAaHKIIMOHHPOBAHHOTO  JOCTYIIA,  MEXKCETEBbIE  JKpPaHbl,  CUCTEMBI
oOHapy>keHust ¥ npenoTBpaiienust Bropxkenuit (IDS/IPS), antusupycei, SIEM-
CUCTEMBI, PEryJsIpHOE pe3epBHOEC KomupoBaHue, oOHOBIeHHe [IO0 wu
UCITIOJIb30BaHUE 3alUIICHHBIX KaHalloB cBs3H [8], [9].

Kubeparaku wa KWW mnporpeccupyror, HauWHas OT CaMbIX MPOCTBIX
BUPYCOB JI0 CIIO)KHBIX MHOTOCTYNEHUYaThIX aTak. O¢(deKTuBHAs 3amuTa
00bexToB KU B cOBpeMEHHBIX YCIOBHSIX TpeOyeT mepexoia OT TPaJIullMOHHBIX
METOJIOB K aJaNnTHBHBIM cucTeMaMm Oe3omacHoctd [10]. Peammsamms yrpos
MOXXET IPUBECTH K MPEKPALICHUI0 WIM HapyLIEHUIO HOPMAaJIbHOIO
(YHKIIMOHUPOBAHUS 3HAYMMOTr0 OOBEKTa, & TAK)KE HAPYIICHHIO OE30MaCHOCTH
oOpabaTeiBaeMOi HMH(OpMaMK (HApYLIIEHUIO JOCTYIHOCTH, II€JIOCTHOCTH,
KOH(QUACHIIMATBHOCTH MH(pOpMalnK). 3aKOHOJATEIbCTBO JAA€T OCHOBHYIO 0a3y
JUIS  3alUThl, HO 0€3 KOMIUIEKCHOIO HCIOJb30BaHUS CPEACTB 3allUTHI,
o0ecneunTh TMOJIHYK 3alIUuTy HEBO3MOkHO. (OOecrneueHne O€30MacHOCTH
3HaYUMOTO0 OOBEKTAa JOCTUraeTCsl IyTEM IPUHATUS B paMKax IOACHCTEMBI
0€e30MaCHOCTH  3HAYMMOIO  OOBEKTa  COBOKYINHOCTH  OpraHU3allMOHHBIX,
IPOrpaMMHO-AIMIIAPATHBIX W TEXHUYECKUX  MEp, HANpaBJICHHBIX  Ha
HEUTpaIn3aluio yrpo3 Oe3zonacHocTH uHGpopmanuu. i CHUKEHUS PUCKOB
KM HeoOXx0oauMO NMPOBOAUTH PETYJISAPHBIN ayIUT, KOTOPBIA IOMOTAeT OLIEHUTD
TEKYUIUH YPOBEHb 3alLUTHI, MPOAHAIU3UPOBATH YIPO3bl U MPUHATH P MEp IO
MOBBIIIEHUIO 3PPEKTUBHOCTH 3AIUTHI CUCTEMBI.
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ON THE ISSUE OF ENSURING INFORMATION SECURITY OF
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Abstract. The article is devoted to the key security threats to critical
information infrastructure facilities. Special attention is paid to comprehensive
protection, combining organizational, legal, software, hardware and technical
protection measures.
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