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METO/I HYJIEBOI'O IOBEPUS (ZERO TRUST) MEXKY JIOJAbMH
KAK OTBETHASA MEPA HA PACITPOCTPAHEHUME ITPUMEHEHUA
NCKYCCTBEHHOI'O UHTEJVIEKTA
JJIA TEJJE@OHHOTI'O MOIIEHHUYECTBA

AHHoTamusi. B cratbe paccMmaTpuBaeTCs MPUMEHEHME KOHIEHIIUM ZEro
Trust 1 mepeHOC MPUHIMIIOB KMOEePOE30MacCHOCTH HAa YPOBEHb MEKIIMUYHOCTHOTO
OOITICHUsI B KOHTEKCTE TOJI0COBBIX KOMMYHHUKAIIAHN.

KaroueBble c/I0Ba: HYJEBOC JOBEpUe, Tene(POHHOE MOIIEHHUYECTBO,
coupanbHas WHXKEHEPWs, TMOBEJACHUECKas ayTeHTuuKkanus, 1udpoBas
0€30MacCHOCTb.

CoBpeMeHHbIE LHU(PPOBBIE TEXHOJIOTMHM, C OJHON CTOPOHBI, YHPOLIAKOT
NOBCEIHEBHYI0 KOMMYHUKALMIO U 00ECMEUNBAKOT YA0OCTBO B3aUMOACHCTBHS, a
C Jpyroi — CO34ar0T LIMPOKUE BO3MOXKHOCTH JUIA 3JIOYMBILIJIEHHUKOB. B moc-
JIEIHAE TOJAbl HAONIOAACTCA POCT KOJMYECTBA TEIC(POHHBIX MOIIEHHUYECTB,
0COOEHHO € MCIOJIb30BAHUEM MOJAMEHBI HOMEPOB, COLMATBHBIX MAHUITYJISILIUA 1
TEXHOJIOTHIA UCKYCCTBEHHOTO MHTEIIEKTa (M), Takux Kak reHepaius roioca.

TpaauMOHHBIE CPEACTBA 3AIUUTHI, OCHOBAHHBIE HA TOBEPUU K UACHTU(UKA-
TOPY 3BOHSLIETO, CTAHOBATCS HEIOCTATOYHBIMU. B 3THX yCIOBUSX BO3PACTAET
noTpeOHOCTh B NPUMEHEHUM OOJEe CTPOTMX M YHUBEPCATBHBIX MOJECICH
oe3zonacHocTd. OAHOW M3 TaKMX MOJENEH sBisieTcs KoHuenuus Zero Trust
Security (MOJEAbL HYJEBOrO JOBEPHs), KOTOpas MNPEANOaractT OTCYTCTBUE
ABTOMATUYECKOTO JIOBEpHs K JIIOOOMY CyOBEKTy B3amMOAcicTBUs Oe3
MPEABAPUATENILHON IPOBEPKH €r0 MOUTMHHOCTH [1].

AKTYaJIbHOCTh MCCIICAOBAaHUs O0YCJIOBIEHA HEOOXOAMMOCTBIO aAanTalyuu
OpuUHIMNOB Zero Trust K roJiocOBOM KOMMYHHKAIMU, KaK B JIMYHOM, Tak U B
JENIOBOM cpene. B yclmoBUsIX MOCTOSHHOTO POCTa KOJMYECTBA M CIIOKHOCTH
MOIIEHHUYECKMX CXEM BaXHO C(HOPMHUpPOBATH YCTOHYMBBIE MOBEICHUYCCKHUE
MATTEPHBI 3AMUTHL OT yrpo3 [2].
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Meton Zero Trust Obu1 M3HAYaIbHO pa3pabOTaH i 3aWMThl HU(POBOKH
uHppacTpykTypel U HMT-cuctem, rae Kakablii MOJB30BATENlb W YCTPOHMCTBO
OPOXOAAT 00s3aTENBbHYI0 ayTEHTU(IMKALMIO U TPOBEPKY AocTyna. OQHAKO €ro
NPUMEHEHUE K cepe ToJIOCOBBIX KOMMYHHKALIMA MEXIY JIFOAbBMH PaHEE HE
paccMaTpuBAIOCh CHCTEMHO. HOBM3HA 3aKITIOUYaeTCsl B MEPEHOCE MPUHIMUIOB
1 (ppoBoit O€30MACHOCTY HA YPOBEHL 00OBIYHOM TeIE()HOHHOU OECEe b

KnroueBbIe acreKThl HOBU3HBI [3]:

— (hopMHpOBaHME KOHUECMIMU «HE OOBEpPSAH — TMpOBEPsA» B OBITOBOM
Tene(HOHHOM OOIICHHH,

— BHCIPECHHE TMOBCACHYECKOH M TOJIOCOBOW  ayTeHTH(UKAUMU MPH
rOJ0COBBIX BbI30BAX;

— O0OBEAVHECHHUE TEXHOJOTMYECKUX HWHCTPYMEHTOB (aHTHCHAM-(DHUIBTPOB,
pacro3HaBaHus pPEYM) C  COLMAIBHO-NICHUXOJOTUYECKUMU  MEXaHU3MaMu
(0Oy4deHHE, KOJOBBIC CJI0BA, KPUTHUYECKOE MBILIUICHHE ),

— y4eT BO3MOKHOCTH (hanbcuduikanum ronoca ¢ nomoinbio MW kak HOBOro
(dakTopa pucka.

JlanHas apanrtauus  Aenaetr  noaxox  Zero  Trust  yHHBEpPCAIBHBIM
WHCTPYMEHTOM MPOTHUBOJACHCTBUS MOLICHHUYECTBY Kak B IU(POBOM, TaKk U B
YeJIOBEYECCKON TNIOCKOCTH KOMMYHHMKALHIA.

AKTyaJIbHbIE yTPO3bI TENEPOHHBIX KOMMYHHKALNA MO>KHO
KJIACCU(PUIMPOBATE MO HECKOJIBKMM HAMPABJICHUSIM:

1. Ilonmena nHomepa (Caller ID Spoofing): Ucnone3ys texnonorun VoIP u
CHELMATIBHOE TPOrpaMMHOE OOECNEYCHHUE, MOLICHHHKM MOTYT 3BOHHUTH C
HOMEPOB, BH3yaJbHO COBNAJAMOIIAX C HOMEPAMU OAHKOB, TOCYUPEKICHUH,
POACTBEHHMKOB HWJIM KOJUIET. OTO CO3JACT WJUIFO3UI0 JIETUTUMHOCTH W
MOBBILIAET BEPOSITHOCTh TOBEPHSI CO CTOPOHBI KEPTBHI.

2. T'onocoeie mopnaenku (Deepfake Voice): Pazeutne UM mozonuio
co3naBath  (anbCU(UKAIMK TOJOCOB, MPAKTUYECKA HEOTJIUYMMBIC OT
OPUTHHAJIBHBIX. JTO HUCIOJNB3YETCS MJis aTak B OW3Hec-cpelie (Hampumep,
(abIIMBBIA 3BOHOK OT «IUPEKTOpPa» € MPOCHOOM MEPEBECTH NEHBIM) WU B
YaCTHOM KW3HM (MMHTALUS roJioca PeOCHKA ¢ MPOCKOOM O MOMOIIIH ).

3. CoumanbHass wumxeHepus: Hcmomb3yercs Uisl  CO3JaHUsl  YYBCTBA
CPOYHOCTH, MAHWKH, AOBEPUS WM cTpaxa. [Ipumepbl BKIIOYAKOT 3BOHKM OT
«CITy>kObl  0€30MacHOCTH  OaHKa», «CJEAOBATEN», «MEApPaOOTHUKA» WM
«BHYK2» C MOJIbOaMu O CpPOYHOH momomu. Yacto ucnonb3yercs CUueHapui, B
KOTOPOM >KEPTBA JOJDKHA JEHCTBOBATh HEMEUICHHO, HE Pa3AyMbIBasl.

4. Oumndr o tenedony (Vishing): BeimannBanue maposei, 0JHOPa30BbIX
KOJOB W APYTUX NaHHBIX. OTIWYKE OT TPAAMLMOHHOIO (PUIIMHTA 3aKTI0YAETCS B
TOM, YTO aTaka NPOMCXOOUT B PEATBHOM BPEMEHM M YacTO NOJAKPEIUICHA
MaHUNYJISTUBHOM PEYBIO U MOJAMEHOH HOMEDA.

5. Texnuyeckue ysa3BUMOCTH: MCrmonb3oBaHHE YA3BUMOCTEN B CHUCTEMAax
VoIP, He1OCTAaTOUHOM 3aUThl NPUIIOKEHUNA, OTCYTCTBHE 3alUThl SIM-KapT u
VSI3BUMOCTH B  NPOLIMBKE TENE(OHOB TAaKKE MOTYT HMCIOJb30BATHCS
3JTIOYMBILIJICHHUKAMU 7151 KOMIPOMETALIAN CBS3H.
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JIs MpUMEHEHHSI MOJENIH HYJIEBOTO JOBEPUS B TOJIOCOBBIX KOMMYHHUKALIMSX
HEOOX0qMMO  (OPMUPOBATH  YCTOWYMBBIC MPUHUMUIBI  B3aUMOJCHCTBUS,
OCHOBAHHBIC HA MPOBEPKE, a HE HaA JoBepud. lIpennararorcs craeayromme
PEKOMEHIALNH;

1. HemoBepre K BHEIMIHMM TPU3HAKaM JOCTOBEpHOCTH: He cnemyer
nojlaratbCsl Ha HOMEDP, OTOOpakaeMblii Ha 3KpaHe TeneoHa, TroJIoC
co0eceIHAKa WK TaXe COEpKaHue pasroBopa. Beerna HeoOxoamMma nmpoBepka
MCTOYHMKA UHPOPMALIUH.

2. Ucnonb30BaHME BTOPUYHBIX KaHalOB NPOBEpKU: [Ipm COMHEHuMsX
CJIEIYET 3aBEPIIUATH PA3TOBOP M CBS3AThCSA C MPEANONIAracMbiM COOECETHUKOM
yepe3 albTCPHATHBHBIA KaHAl CBSI3M — MECCEH/UKEP, SJEKTPOHHYHO MOYTY,
JMYHYIO BCTPEYY.

3. BBeieHUE KOJOBBIX CIIOB. B Kpyry CEMbM WM B OPraHu3alid MOKHO
JOTOBOPHUTHCS 00 MCMONB30BAHUM 3apaHEE OMPEICICHHBIX KOAOBBIX (hpa3 mjs
Bepr(UKAMU JUYHOCTH. TaKkWe CjoBa HE MAOJDKHBI OBITh OYEBHIHBIMH H
JOJKHBI IEPUOINYECKH MEHSITHCS.

4. AHanu3 MOBEAEHYECKMX NMPHU3HAKOB. HeCBOWCTBEHHBIN CTWIIb OOLIEHUS,
arpeccHsi, TMONBITKM BbI3BaTh MAHHWKY, HABS3BIBAHUE PEIICHUHA — BCE 3TO
NPU3HAKM MOIICHHUYECKOH araku. Zero Trust TpeOyeT BHHMATEIBHOIO
HAOFOICHUS 32 TAKUMU TIPOSIBJICHUSIMM.

5.0tka3 oT mnepenaun KOHQUACHUMAIBHBIX AaHHbIX: [log mpemnorom
0€30MacCHOCTA MOIICHHUKHA 4YacTO MPOCAT MPEAOCTaBUTh KoA u3 SMS, HOoMep
kaptel wm CVV. CornacHo Zero Trust, HUKaKWe JTaHHBIC HE JIOJLKHBI
NEPEIABATHCS IO MHUIIMATHBE 3BOHSIILETO.

6. TexHomornueckass  3ammra:  MCNONb30BaHME — NPUIOKEHWH  JUIs
uaeHTU(UKAIIMKY 3BOHKOB (Hampumep, Truecaller), G10KMpOBKa HEM3BECTHBIX W
CKPBITBIX HOMEPOB, (PUIBTPALIMSL 3BOHKOB MO KJIFOUEBBIM MPU3HAKAM.

7. O0yuenne u mnpoduiaaktuka: PeryispHoe mNpoBeacHUE O00ydYaroImmx
MEPONPHUIATHIA W TPEHHUHIOB, CO3JaHUE  KOPHOPATHBHBIX  CTaHAAPTOB
KOMMYHHKAIMKM, pPa3paboTka BHYTPEHHHX WHCTPYKUUH MO BEpHPUKALIH
JMYHOCTH MPH 3BOHKAX.

PaccMoTpuM psii peanbHBIX KEHCOB, MOATBEP:KIAOIIUX HEOOXOIMMOCTb
BHepeHus Zero Trust:

— cinyvaii B ['epmanum (2024). MOIICHHUKH, MOAJENAB TOJOC IOYEPH
neHcuoHepku, coobmmmm o JTII v HeoOXoAMMOCTH CpPOYHOro NEPEBOAA
KPYNHOH cymMMmbl. JKEHIIMHA craciaack OT MOTEPH CPEACTB TOJIBKO Onarogaps
NPUBBIYKE TIEPE3BAHUBATH OJM3KAM W 33]aBaTh YTOUHSIOIIME BOMPOCH,

— nHUUACHT B BenmukoOputanuu (2023): PykoBOAWUTENh KOMITAHWY TIOTY YT
3BOHOK OT «JIMPEKTOPa» ¢ MpockOoil 0 mepeBoe cpeAcTB. [ paMoTHas mpoBEpKa
rojoca 1 AOMOJHUTENBHOE MOATBEPKACHHE 0 SJIEKTPOHHON NOYTE MO3BOJIUIN
NPEIOTBPATUTh (PUHAHCOBBIE MMOTEPH,

— (puHancoBelii cextop Poccum (2022): OguH w3 OaHKOB BHEAPWI
TOJ0COBYK) OMOMETPHUIO MTPH BXOAAIIMX 3BOHKAX OT KJIMEHTOB. DTO MO3BOJIMIIO
3a roJi COKpaTUTh KOJMMYECTBO YCIEIIHBIX MOIIEHHUYECKUX 3BOHKOB Ha 38 %.
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Mopene Zero Trust, apantupoBaHHas K TENePOHHON KOMMYHWKALAH,
MPEAOCTABIIAECT MOIIHBIA  MHCTPYMEHT NPOTUBOACHCTBUS  COBPEMEHHBIM
yrpo3am. Ilepexox OT HOBEpUs K MPOBEPKE IMO3BOJISET MWHUMHU3UPOBATH
BJIUSIHUE MAHUITYJISITUBHBIX M TEXHUYECKH CIIOKHBIX aTak.

KoMIuiekCHBIA  MOAXO0A, BKJIKOYAKOIIMA  TEXHOJIOTUYECKHAE  CPEACTBA,
NOBEICHYECKNE MPAKTUKKA M 00PA30BATEIbHBIC MEPHI, IENACT METOM HYJEBOIO
JIOBEpUSI yYHUBEpPCalbHBIM W MacmTabupyembiM [4]. [lpuMeHnenue 3TOrO
MoaAX0Aa CrnocoOCTBYET (OPMHUPOBAHUIO HHU(PPOBOH TUTHMEHBI OOMICHUS W
3aIIUTE UHTEPECOB MPAXKAaH, OpraHU3aluii 1 00IECTBA B LIEJIOM.

[lepcniekTUBBl  JAIBHEHININX  MCCIAECAOBAHWI  BKIIOYAKOT  Pa3palbOTKy
ABTOMATU3HPOBAHHBIX CHCTEM T'OJIOCOBOM ayTEHTH(MKALMU, UHTETPALUAIO ZEro
Trust B rOCyAapCTBEHHBIE CTAHAAPTHI CBA3M, 4 TAKXKE PACIIMPEHUE NMPAKTUKH
00yueHust B 00pa30BaTEbHbIX YUPEKICHUIX U OPraHA3aLHsIX.
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