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BbIAIBJIEHUE HOTEHIIUAJIBHBIX YI'PO3 CO CTOPOHBI
BHYTPEHHUX HOJb30OBATEJIEM HA OCHOBE UX JEUCTBUU
N UCTOPUU PABOTHI

AHHOTanust. B craree paccMarpuBacTCs METOAMKA BBISIBICHUS IOTCHLI-
WAIBHBIX YIPO3 MH(POPMALMOHHON O€30MaCHOCTH, HCXOIAUINX OT BHYTPEHHUX
NOJIB30BATENCH Opranu3auuu. OCHOBHOE BHHUMAHME YJIEHSAETCS AHAIU3Y X
NOBEICHYECKOW AKTUBHOCTH, MOHWTOPHHTY JACHCTBUA W MCTOpUM pabOThl B
KOpPIIOpPaTUBHON cucTteMe. [IpuMeHEeHHEe MNOBEACHYECKUX MOJENEH U CUCTEM
BBISIBJIICHU S aHoManui [TO3BOJIAET CBOEBPEMEHHO OOHapyKUBaTh
MTOAO3PUTENBHYO aKTUBHOCTB, NMPEAOTBpALLAs YTEYKA JTAHHBIX U BHYTPEHHHE
ataku. Takke 00CYKIAarTCI COBPEMEHHBIE NPOrPAMMHBIE  PEIIECHMUS,
HAMPABJICHHBIC HA YCUJICHUE 3aLUTHI OT MHCAMIEPCKUX YIpo3 U GOPMUPOBAHUE
npoduiieii monb30BaTENC Ha OCHOBE UX U(PPOBOTO MOBEJACHUSI.

KiaroueBble ciaoBa: WHcaliaepckue yrpossl, uH(oOpManuoHHas Oe3omnac-
HOCTb, TIOBEIEHYECKUN AaHaau3, MOHWUTOPHUHI AaKTUBHOCTH, BBIABJICHUE
AHOMAJIHIA.
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BrIsiBNIeHNE MOTEHIMATIBHBIX YTPO3 CO CTOPOHBI BHYTPEHHUX MMOJI30BATENEH
TpeOyeT CHCTEMATHYECKOr0 MOHHMTOPHUHIa WX ACHCTBHIA B HMH(POPMALMOHHBIX
CUCTEMAX C MCIIOJIb30BAHUEM CIIEHAATM3UPOBAHHBIX HMHCTPYMEHTOB. Hanpumep,
cuctembl  SIEM  (Security Information and Event Management) coOupator u
AQHAJIM3UPYIOT JIOTH aKTUBHOCTH, TAKUE KaK MOMBITKA BXOJA B CUCTEMY, 3aTPOCHI
K 0a3aM JAaHHBIX, KONMUPOBAaHWE (PAWIOB HA BHEUIHME HOCUTEIIM MM OTIPABKA
JAHHBIX Yepe3 KOPIMOPATHBHYK MOYTYy [1]. AHOManuu BBISBISIOTCS 4YepPE3
CPaBHECHHUE TEKYLIEH aKTUBHOCTH C UCTOPUYECCKUMH JAHHBIMU. €CIM COTPYIHUK
U3 OTJEJIa MAPKETHHTa, OOBIYHO PabOTArOMIMKA C KIIMEHTCKAMU MPE3CHTAlUSMMY,
HAYMHACT 00palarbCs K (PMHAHCOBBIM Oa3aM NaHHBIX, 3TO (PUKCUPYETCS KaK
NOIO3PUTENBHOE MOBEACHUE. J[ONOTHUTENIBHO HMCIONB3YIOTCS METPUKH, TAKUE
KaKk OOBEM CKauMBacMbIX JaHHbIX (Hampumep, Oosiee 1 I'b 3a ceccuro) wnm
4acToTa IOCTyNa K KPUTHUECKUM CHCTEMaM BHE padouero BpeMeHu. KitroueBbim
WHCTPYMEHTOM SIBJISIETCS AHANM3 TOBEACHUS Ha OcHOBe cucreMm UEBA
(User andEntityBehavior Analytics) [2].

JUIs MOBBILIEHAS TOYHOCTH JETEKIUNA YIPO3 UHTErpanus ¢ cucreMmamu DLP
(Data LossPrevention) mo3BoJis€T OTCJICKUBATh JNEHCTBUS, HEMOCPEACTBEHHO
CBA3aHHbIE C YTeuKkoil naHHbIX. Hanmpumep, DLP-npasuia moryr aBroMaru-
YeCckM (PUKCUMpPOBaTh WHLOMAECHTHI MO [MIA0IOHaM: «konupoBaHue Oosiee 10
(haiiyioB, TOMEUEHHBIX KaK KOH(UIACHIMATBHBIC, 3a 24 yacay WU «IEePeChlIKA
JOKYMEHTOB C KJIFOUEBBIMU CJIOBAMHM «KOMMEPYECKAsk TaiiHa» 4epe3 JMYHYHO
nouTy». JlONOTHUTENbHBI YPOBEHb KOHTPOIS 00eCneunMBarOT cucteMbl PAM
(Privileged Access Management), KOTOpbIE MOHUTOPAT ACHCTBUS aqMUHHCTpA-
TOPOB, UMEIOLINX JOCTYI K KPUTUYECKUM pPecypcaM, U OJIOKUPYIOT HECAHKIIMO-
HUPOBAHHBIC U3MECHEHHUSI HACTPOEK, TAKUE KaKk MOAM(UKALMS NpaB aoctyna [3].

Ha 3ToM 3Tane ycTaHaBIMBAKOTCS KPUTEPUM Ml OUEHKH U KITacCU(UKaMU
NEPEMEHHBIX, HEOOXOAMMBIX JUIsl aHAJIM3a PUCKA, a4 TAKKE KPUTEPHHM CaMOi
OLICHKH PHUCKOB. METOIBI, MCMONB3YEMBIE Il 3TOr0, YK€ Ha CTaauu
OTpPEACTIEHUS] KOHTEKCTA 3aAar0TCs B 00umX yeprax. COrmacHo ACHCTBYIOLIMM
cranpapram [SO, TEpMHMH «OLICHKA PHCKA» BKJIKOYACT TPH MOANPOLECCa:
UACHTU(DHUKALIMIO PUCKA, aHAJIW3 PUCKA W OLEHKY pucka. [lpomecc oOueHKH
PHCKOB MOBTOPSETCS M YIYUIIAETCS IO MEPE MOCTYIIEHUS HOBOM MH(POPMALIH.
OTO MOXKET MPHUBECTH K PACIIMPEHUIO OOIACTH MPUMEHCHHS WM W3MECHECHHUIO
KOHTEKCTA, €CTU OyAyT BBISIBJICHBI HOBBIC TUIIBI PUCKOB [4].

Paccmorpum paboTy HEHPOHHOH CE€TH Il PEUICHUS 3a/laud BBISIBIICHUS
NOTCHUUAIBHBIX YIPO3 HA MPUMEPE JAATACETa, COAECPIKAIIECT0 MHPOPMALMIO O
COTPYJIHUKAX, UX NCHCTBUAX U MCUXOMETPHUECKUX XaPAKTEPUCTUKAX.

JlaraceT coaep>kuT nHPpOpMaIUIO;

+ O COTPYIHWKAX (YHUKAIbHBIA HMICHTU(UKATOP TOJB30BATENs, POJIb B
opranmzaumu (Hanpumep, [TAdmin, Engineer), otaen (Hampumep, Finance,
R&D), IpOeKTHI, B KOTOPBIX YYACTBYET MOJIB30BATEND ),

+ 0 COOBITMSIX BXOJA M BbIXOAA MOJb30BATEIECH W3 CHCTEMBI (MACHTH(U-
KaTop MOJIb30BATENS, JaTa U BPEMs COOBITHS, THIT aKTUBHOCTH, UACHTU(PHUKATOP
KOMIIBIOTEPA),
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+ 0 BE€0-aKTHBHOCTSIX COTPYIHUKOB (MACHTH(PHUKATOP MOJIB30BATENS, AATA U
BpeMs 3anpoca, nocemeHHbiii URL, TUI akTUBHOCTH, COAEPKUMOE 3ampoca);

- 00 onepamumsx ¢ ¢ainamu (MACHTUPUKATOP NOB30BATEN, AaTa U BPEMS
onepanuu, ums (aiina, Tun AelCcTBUs, ¢uiar 3aMucH Ha CbeMHBIA HOCUTEIb ),

+ O MOAKJIIOYECHWW BHEIMIHUX YCTPOHCTB (MACHTU(MKATOP TMOJIB30BATENS,
JaTa MOAKIIFOUEHUS, My Th K JAHHBIM Ha YCTPONCTBE, THIT ACHCTBHS ),

« O JIMYHOCTHBIX XapaKkTEpUCTHKaX mojb3oBatencii  (OTKPBITOCTS,
JloOpocoBecTHOCTD, DKCcTpaBepeus, JloOpokenarenbHOCTh, HEBpOTH3M);,

« 0 jmoctyne K (Qaiinam-JIOByIIKaM (MACHTH(PUKATOP MOJb30BATENS, WM
(aiiia-npUMaHKH ).

Jlnsg oOHapy’>Ke€HUsi aHOMAJIMH WCHOJIb30BAJICIABTOPHKOJEDP - HEHPOHHAs
CETh, KOTOpast 00y4yaeTcsi BOCCO3/1aBaTh HOPMAJIbHOE MOBEACHHE MOJb30BATE-
neit. [locne oOydeHUs: BBIYMCISETCS CPEAHEKBAAPATUYHAS OIIMOKA BOCCTAHOB-
nenust (MSE) mist kakIoro mojab30BaTelis, KIaCCUPUIMPYs TEX, Ybsi OLIMOKA
npeBbIIIacT 97-i MEPUEHTHITb, KaK MOTEHIMaNbHbIE yrpo3bl. MU Takke renepu-
pyeT BU3yaln3alMy: rpaguk NoTeph OOYUEHUS M JAWAarpaMMy pPacCesiHUsl, TAE
AHOMAJIMKM  BBIJACTECHBI KPACHBIM, YTO MOMOracT AaHAJMTHKaM  OBICTPO
UACHTA(PUIMPOBATH MOJ03PUTEIBHBIX OTB30BATENCH.

AHoManuu (KpacHbli = Yrposa)
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Puc. 1. TenmoBas kapTa cOOpaHHas 1O CIETAHHOU 0aze

HelipoHHast ceTh MOKa3bIBaE€T BBICOKYK) >(P(EKTUBHOCTH B HAXOXACHHUU
yrpo3 (F1- mepa npumepno 0,85 Ha TECTOBBIX TaHHBIX). BHEApEHUE N3MEHEHMI
NOJIUTUKK O€30MACHOCTH HAa OCHOBE MOJYYEHHBIX PEKOMEHIAIMI MO3BOJSET
CYLLECTBEHHO CHU3WUTh PUCKU U YIYUYILIUTh 3aLIUTY JTAHHBIX.

BrIgBIeHNE NOTEHIUATIBHBIX YTPO3 CO CTOPOHBI BHYTPEHHMX IMOJIB30BATENCH
SBJIICTCS KPUTHUECKH BaKHOM 3aaueii B cHcTeMe 00eCeYeHHsl HHPOPMALMOH -
HOW Oe3omacHocTH 000 opraHuzanuu. [I[puMeHEHUE NOBEACHUECKOrO aHHA-
733, MOHUTOPUHTA AKTUBHOCTH M CUCTEM OOHAPYKEHHSI AaHOMAJIANA TO3BOJISIET
HE TOJIBKO CBOEBPEMEHHO BBISIBIISITE MHCANWIEPCKUE YIPO3bI, HO U CHW)KATh PUC-
KA YTEYKH KOH(UACHIMATBbHOW HH(popMannu. KOMINIEKCHBIH MOIX0Md, BKIHO-
YAKOIIMNA TEXHOJOTUM MAUIMHHOTO OOYYEHHMS, MOCTOSIHHYO OLEHKY LU(POBBIX
npoduneil monp30BaTesicld U MHTETPALMIO CPEACTB MH(POPMAILMOHHON aHaJM-
TUKH, 00€CIICUMBAET BBICOKANA YPOBEHb 3AIUTHl U YCTOWYMBOCTH KOPIOPATHB-

HOM Cpelibl K BHYTPEHHHUM aTaKaMm.
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DETECTION OF POTENTIAL THREATS FROM INTERNAL USERS
BASED ON THEIR ACTIONS AND WORK HISTORY

Abstract. This article presents a methodology for detecting potential
information security threats originating from internal users of an organization.
The focus 1s on analyzing behavioral activity, monitoring actions, and evaluating
user work history within corporate systems. The use of behavioral models and
anomaly detection systems allows for timely identification of suspicious
activity, thereby preventing data leaks and internal attacks. The paper also
discusses modern software solutions aimed at enhancing protection against
insider threats and building user profiles based on their digital behavior.

Keywords: insider threats, information security, behavioral analysis,
activity monitoring, anomaly detection.
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