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OCOBEHHOCTHU KBAHTOBBIX METOJA0B KPUIITOI'PA®UMN:
HNPUHIUAIIBI, PEAJIM3AIIUA U IIEPCITEKTUBbBI

AHHOTamusi. B crarbe paccMaTpuBalOTCd OCOOEHHOCTH KBAaHTOBOM
kpuntorpajpuu u nporokona BB84, a takke uX OTIMYME OT TpaJWLIMOHHBIX
METONOB. AHAIM3UPYIOTCS IPUHLUIIBI KBAaHTOBOM MEXaHUKH, JIEKALIUE B
ocHoBe pacnpeneneHus kiatodeit (KPK), takme xak mpunmun [eiizeHOepra u
KBaHTOBas cynepnozunus. Onucansl cymectByronme cucreMbl KPK, nx mirocer
U MUHYCBL. OOCYKIat0TCs EPCIEKTUBBI Pa3BUTHs KBAHTOBOM KpunTorpadguu u
ee poJib B 3alIUTe UHOpMALIUU OYyIIETro.

KiroueBble cjI0Ba: KBaHTOBas Kpunrorpagusi, KBAaHTOBOE paclpeiesieHue
kmouerd  (KPK), mnportokon BB84, kBaHTOBas cynepno3uuus, IpHUHIIMII
HEONPEECIEHHOCTH, KyOUThI, 0€30MaCHOCTh MH(OPMALIIH.

B ycnoBusix ycuieHuss yrpo3 KubepOe30macHOCTH, OO0YCIOBJICHHBIX
Pa3BUTHEM BBIUMCIUTEILHOW TEXHUKH, B TOM YHCJI€ KBAHTOBBIX KOMIIBIOTEPOB,
TpaAuIMOHHbIE KpUNTOTpauyeckue METOAbl CTAaHOBITCS Bce Oosee
ys3BUMBIMH. KBanTOBasi kpunrtorpadus, HCHOJb3YIOIIAs 3aKOHBI KBAHTOBOM
MEXaHUKU JJIs  3amuThl  nepenaBaemMod  uHpopmaruu  [1].  OcHOBHBIM
HalpaBJICHUEM  sBJISIETCS  KBaHTOBoe pacnpenenenue kmtouerd  (KPK),
MO3BOJISIONIEE JIBYM CTOpPOHAM YCTAHOBUTH OOIIMA CEKPETHBIM  KIIOY,
ycToilunBbii k mnepexBary [2—4]. KPK ocHoBbIBaeTcsi Ha ABYX MNPUHIIUIIAX
KBAaHTOBOM MEXaHMKHU: KBAaHTOBOW CYINEpHO3UIIUU: KyOUT (HaMMEHbIIas
eAUHUIIA B MH(POPMAITMN) MOXKET OJTHOBPEMEHHO IPEACTABIATh 3HaUeHHA 0 u 1,
OMUCHIBAETCS BEKTOPOM COCTOSIHUS

[w) = 0l0) + B[1), rae [af* + B = 1,
U TIpUHIUIE HeompeneneHHocTu [ eizenOepra. M3mepenne kyOuTa M3MEHSET
€ro COCTOSIHHE, YTO TIO3BOJISIET OOHAPYXUTh JIOOBIE TOMBITKA B3J0Ma
COOOILIEHUSI.

[Ipotokon BB84. IIpoTokOa KBaHTOBOIO paclpelesiecHus] KIouel B
KOTOPOM HCIIOJB3YETCS Il KOAWPOBAHUS WH(OpPMAIMK YEThIPe KBAHTOBBIX
COCTOSIHUS JBYXYPOBHEBOW CHCTEMBbI, (OPMUPYIOIMIHE JBa COMPSKEHHBIX
0asuca. Hocurensmu wHbOpPMAIMK  SBISIIOTCS  2-YPOBHEBBIE  CHUCTEMBI,
Ha3bIBaeMble KyOWTamMu (KBaHTOBBIMM OuTamu). [IpoTokon  BkiIrOuYaer
CJIETYIOUIUE ITAMbI:

67



— MOATOTOBKA W IepeAadya KyOMTOB: Hampumep, AJjmca TeHEepUupyer
cily4ailHple OUTBI, KOAUPYET UX B KyOUTHI C MCIOJIB30BAHUEM JIBYX 0a3uCOB U
ornpasisier booy;

— W3MepeHHne KyouToB: Hampumep, bod m3Mmepsier KyOuThI, BbIOUpas OJUH
13 0a3nCoB;

— 0o0BsBICHUE OasucoB: Hampumep, Ammca u boO oOMeHuBaroTcs
uH(popMaImen 0 UCIOJb30BaHHBIX 0a3ucax, COXpaHss TOJILKO COTJIACOBAaHHBIC
OWUTBHI;

— OlEeHKa omuOok: Hampumep, Ammca u boO cpaBHUBAIOT YacThb
COTJIaCOBaHHBIX OMTOB JIJIs1 BBISIBJICHUS OIIHUOOK;

— HWCIIPABJIEHUE OLIMOOK: HANpUMEpP, €CIU YPOBEHb OIIMOOK MPHUEMIIEM,
MPUMEHSIIOTCS] IPOTOKOJIBI UCITPABIICHUS.

— YCWJIEHHE NMPUBATHOCTU: Hampumep, Anuca u boO MCHONB3YIOT METO/bI
JUTS TIOJTy4eHHUs a0COJIFOTHO CEKPETHOTO KITIoYa.

PaccmoTpum pasiee OCHOBHBIE METOIbI peanu3annu nportokonaa KPK.

CymectByroT pasneie peanuzanuu KPK cucrem, kaxxnas U3 KOTOPbIX UMEET
CBOM IUTIOCHI U MUHYCBI:

— BOJIOKOHHO-ONTHYECKUE CHUCTEMBI: MepeatoT (POTOHBI MO ONTHYECKOMY
BOJIOKHY, HO OTPAaHHYEHBI PACCTOSTHUEM H3-3a TIOTEPH;

— CIyTHUKOBBIC CHUCTEMBI: UCIIOJIB3YIOT CIYTHUKUA [JIsl TIepejlauyd  Ha
OOJNbIIME PACCTOSHUS, HYXKJAIOTCS B CHEIUMAIBHOM OOOpYIOBaHUM U
MOJIBEP>KEHBI aTMOC(EPHBIM BIUSHUSM;

— CHUCTEMBbl CBOOOJHOTO MPOCTPAHCTBA: NEPENalOT (POTOHBI C MOMOILBIO
Ja3epHBIX Jyded B arMmocdepe, TpeOyrOT TPSMOM BUAMMOCTH U TaKXKe
MOABEPKEHBI BIUSHUIO TTOTO/IBI.

PaccMoTpuM fanee OCHOBHBIE MPEUMYILIECTBA M HEAOCTATKM METOJIOB
KBaHTOBOW kpunrorpaduu. [IpenmyiecTBa 3Toro Meroza:

— BBICOKMI  ypOBEHb  3alIUThl  mepedaBaeMbix  cooOmeHui: KPK
rapaHTupyer Oe30MacHOCTh, OMUpasch Ha (QyHIAMEHTAIbHBIC MPUHIUIIBI
GbuU3KMKY, a HE Ha BBIYUCIUTENIBHYIO CII0)KHOCTh MAaTEMAaTUYECKUX alrOPUTMOB;

— YCTOMYMBOCTH K B3JIoMy anroputmoB: QKD He 3aBucuUT OT
KpUNTOTpadUueCcKuX aIropuTMOB, MOTEHIIMAIBLHO YSA3BUMBIX B OyAyIIIEM.

OcCHOBHEBIE HEJOCTATKA METOA:

— OrpaHWYEeHUs AUCTAHIMU Tepeladyd COOOIICHUMN: MOTepu B KBAHTOBOM
cpelle OrpaHUYUBAIOT NAJBHOCThH NEpeiayu KIouel, YTo TpeOdyeT MpUMEHEHuUs
KBAHTOBBIX PETPAHCIISITOPOB;

— TEXHHYECKas CIOXHOCTh peanu3anuu: pa3BepTbiBanne KPK-cuctem
TpeOyeT  HCIOJIb30BAHMUS  CIELUAIM3UPOBAHHOTO M JIOPOTOCTOSIIETO
000pyI0BaHUS;

— coBMmecTuMocTh: KPK-cucreMbr TpeOyroT cnieruaibHOM HHGPACTPYKTYPHI
Y HE COBMECTUMBI C CYIIECTBYIOIIMMH KJIACCUYECKUMHU CETSIMHU CBSI3H.

KBantoBas kpunrtorpadus oOjagaeT 3HAYUTEIBHBIM TOTEHIMAJIOM s
3amuThl uHPopMauuu. Oxupaercs nanbHeimee paszsutue QKD-cuctewm,
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BKJIFOYAsl YBEJIMYEHUE AAITBHOCTH, CKOPOCTH T€HEpPAUHMHU KIKOYEW U CHHUKEHUE
croumoctd. OHa MOXET 3allUTUTh BaXKHBIE OOBEKTHI HWH(PACTPYKTYPHI,
OAHKOBCKHE CUCTEMbI U TOCYIapCTBEHHBIE CETH.

KBanToBass kpunrtorpadusi — 93TO  PEBOJIONUMOHHBIA  MOAXOJ K
uH(pOpMAIMOHHOW O€30MacHOCTH, OCHOBAaHHBII Ha KBAHTOBOM MEXaHUKE.
IIporokosn BB84 nexut B ocHOoBe coBpeMeHHbIX QKD-cuctem. HecMotpsa Ha
OTpaHUYCHMs, KBAaHTOBAas KPUMOTOrpausi MOMKET ChITPAaTh BaXXHYI pOJib B
3amuTe MHGOpMaIi, OCOOCHHO B YCJIOBHUSX YIPO3 CO CTOPOHBI KBAaHTOBBIX
KOMITBIOTEPOB.
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Abstract. The article discusses the features of quantum cryptography and
the BB84 protocol, as well as their differences from traditional methods. The
principles of quantum mechanics underlying key distribution (QKD), such as the
Heisenberg principle and quantum superposition, are analyzed. The existing
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