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OIIPEAEJIEHUE U OBHAPYKEHHUE DDoS-ATAK
C UCITIOJIb3OBAHUEM METOJ10B MAIIIMHHOI'O OBYYEHUA

AHHOTamusi. B cratbe TPEACTAaBICHO WCCICAOBAHUE TMPUMCHCHUS
pa3IUYHBIX METOAOB MAalIMHHOTO 00yuyeHus misa oOHapyxkeHus DDoS-atak Ha
OCHOBE aHaym3a ceTeBoro Tpaduka. IIpoBoauTCs CpaBHUTEIBHBIA aHAIHU3
npousBouTenbHOCTH Mojienield Random Forest, Bagging, AdaBoost, XGBoost,
LightGBM, CatBoost ¢ ucnonas3oBanueM mMeTpuk Accuracy, Precision, Recall,
F1 u ROC-AUC. Lenbio paboThl sBIsieTCs onpeeneHue Harbonee 3 hexTus-
HOT'O METO/JIa JUIs paHHETo OOHApYyKeHHS U peaoTpamieHuss DDoS-aTak.

KiawueBble ciaoBa: DDoS-araku, kubOepOe30MacHOCTh, MAalIWHHOE
oOydyeHue, aHaiu3 cereBoro Tpaduka, IpeAOTBpallleHHUE aTak, Accuracy,
Precision, Recall, F1, ROC-AUC.

OOecnieueHre HAJEKHOW 3alIUTHl CETEBOM HHQPPACTPYKTYpbl KPUTUUYECKU
BAXKHO IS NIPEANPUATHIA Pa3IMYHOr0 Maciutada BBUAY BO3pPACTAIOLIErO PUCKA
BO3HMKHOBeHUs1 DDoS-arak. Krnaccuyeckue cmnocoObl MPOTUBOJAEHCTBHS
JAHHBIM YIPO3aM 3a4acTyl0 HEIOCTaTOYHO 3(PPEKTUBHBI, YTO OOYCIOBIEHO
IOCTOSIHHBIM ~ YCIIOKHEHHEM M yBelW4YeHHueM o0bemMoB arak. OauH U3
MEPCIEKTUBHBIX MYTEH YIy4YIIEHHUS CHUTYallMOHHOM OCBEIOMJIEHHOCTH H
paHHEro pearupoBaHUsl Ha MOJO0OHBIC MHITUACHTHI 3aKITI0YACTCS B MPUMEHEHUH
METOJI0OB MAIllMHHOTO 00y4eHUsI, 00J1aAat0IUX BO3MOKHOCTbIO aBTOMAaTHUYECKH
aHAIM3UPOBaTh CETEeBOM TpadWK U BBIJACIATh XapaKTEPHBIC MMATTEPHBI
noBenenus, npucymue DDoS-aTtake.

Crarbst HanpaBJI€Ha HA PEIICHUE 3aa4u ONpeaesieHUs U BblsiBiieHUs: DDoS-
aTak C HCIOJb30BAaHWEM METOJOB MAIIMHHOTO 00ydenus. (OCHOBOM
UCCIICIOBAHUS TIOCTY>KUJI OTKPBITHIA HA0Op JaHHBIX, COCTOSIIUN W3 3amucei
ceTeBoro Tpaduka, COOpaHHBIX B TpoIlecCe HAOIIOICHUS 3a JEATEIIHbHOCTHIO
3JIOyMBINUIEHHUKOB. OO0t o0bem Habopa coctaBiser 1048444 3amuceid,
KaKJass M3  KOTOPbIX  OMNHUCBHIBAET  OTHEIbHbIE  COOBITHSI ~ CETEBOIO
B3aMMOJICUCTBUS, BKJIIOYAsh MPOTOKOJIbI BEPXHUX YPOBHEH M TPAHCHOPTHBIX
cnoes, [P-aapeca otnpaBuTenel u nosryyaresie, HOpThl COCAUHEHHUH, pa3MEPBI
NepeIaBaeMbIX MMAKETOB U UHTEPBAJI BPEMEHU MEXK]y IIepeaayamu.

[IpenBapurensHo Oblla mMpoBefeHa o0paboTka naHHBIX. Peanm3oBaHa
npoueaypa HUCKIdeHus mnonerd ¢ [P-agpecamm otnpaBuTenss W mosydarens,
MOCKOJIbKY 3TH JIaHHbIE HE OKA3bIBAIOT MPSAMOTO BIMSHUSA HA MPUPOAY CETEBOTO
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TpapuKka U CIOCOOCTBYIOT YBEIHUYECHHMIO BBIUMCIUTEIBHOW HArpy3ku Oe3
yBenuueHus: nHpopMaTuBHOCTH. OTCYTCTBYIOIINE 3HAYCHUS OBLTN 3allOJHCHBI
CpeIHUM 3HAYCHUEM COOTBETCTBYIOIIETO CTOJOIA, WCIOJB3YyS METOJ mean
imputation. CpenHsis BeJIMYMHA JaeT HEUTPATBHYIO OLIEHKY OTCYTCTBYIOIIEMY
3HAYCHUI0, MUHUMH3HUPYS BO3MOXKHBIC CMEIIICHHS B TaJIbHEHINEH OlICHKE.

KareropuanbHble TpHU3HAKH, TaKWe KaK MPOTOKOJIBI BBICIIMX M HIDKHHUX
ypOBHEH, ObUTH TIepeBeicHBl B UMCIOBYIO (popmy ¢ momomisto OneHotEncode.
JlanHast TexHUKa mpeoOpa3oBaHUs IMO3BOJIMIA COXPAHUTH BCIO HEOOXOIUMYIO
UHPOPMAIIMIO O KATerOpUsAx W TMOATOTOBUTH JaHHBIC AJSi BBOJA B MOJICIH
MaITUHHOTO O0yYCHHUS.

Bb100Op KOHKPETHBIX METOJOB OOBACHSAETCS WX TOMYJISAPHOCTBIO H
noka3aHHOM A((EKTUBHOCTHIO B aHAJNOTUYHBIX 3a/ladaX. BTN MCTOIB30BaHBI
CIICYIOIINE AITOPUTMBIL:

— Random forest: 0asupyercss Ha co3JaHUM aHCaAMOJIS  peIaroNIuX
JIEPEBbEB, CIIOCOOHBIX OJHOBPEMEHHO pelaTh 3aJayd Kiaccu(uKaluuu |
perpeccuu, yCTOMUMB K MepeoOydeHHIo U paboTaeT ObICTPO J1ake ¢ OOJIBIIIUMHU
o0beMaMH JTaHHBIX;

— Bagging classifier: sBisercs mpocteiM u 3(pQEeKTHBHBEIM criocoOoM
MOBBIIICHHSI TOYHOCTH 32 CUET YMEHBIIICHHS BApUAaTUBHOCTH 0a30BOM MOIEIH;

— Adaboost: anropuTm aganTUBHOrO OYCTHHTA, MOCIEA0BATENBHO Yy4lias
TOYHOCTb 3a CUET KOPPEKIIUHU OLIMOOK MPEIbIIYIINX UTEpaLHil;

— Xgboost: onTtuMuzMpoBaHHAs peaidM3alUs T'PAAUEHTHOrO OYCTHHTra,
HOMYJIsSIpHAsE B COPEBHOBAHMSIX [0 AaHAJIMW3Y JaHHBIX Oylarojgaps BBICOKOM
CKOPOCTHU U KauecTBY pabOTHlI;

— Lightgbm: enie onna Bepcusi rpaJue€HTHOTO OyCTHHIa, U3BECTHAS CBOUM
OBICTPBIM BPEMEHEM O0YUYEHHUS U HU3KUMHU TPEOOBAHUSIMU K PECypcam;

— CatBoost: BbiIensieTcsi BBICOKUM KaueCTBOM PabOThI C KATETOPUATbHBIMU
MpU3HAKAaMU U OTCYTCTBUEM HEOOXOIUMOCTH CHEIHAIbHOU MpeaoopaboTKu
JTAHHBIX.

JlanHble ObUTM paszaencHbl Ha oOydaromryto (70 %) u tecroByro (30 %)
BBIOOPKH C MCIOJIb30BaHUEM TapameTpa stratify=y B ¢pynkuuu train_test_split().
JlaHHBIN TapaMeTp TapaHTHPYET COXpaHEHUE MEPBOHAYAILHOTO PaCIpeIeTICHHUs
KJIaCCOB B 00€MX BBIOOpKAX, YTO MPEIOTBPAIIACT CMEIIEHHE pPEe3yIbTaToB.
Taxoe pazaenenre onTUMaIbHO, TAK Kak OHO 00eCTeYrBaeT JOCTATOUHYIO OO
JTaHHBIX I KA4eCTBEHHOTO OOyYeHHsS MOJECNH W TO3BOJSET MPOBECTH
HE3aBUCHMYIO TPOBEPKY €€ CIOCOOHOCTeH K OOOOIICHUI0O Ha HE3HAKOMBIC
oOpasupl. Mogenu Obu 00y4yeHbl Ha oOywaromieid BBIOOpKE, a uX
IPOM3BOAUTEILHOCTh OIEHUBAJIach C WCIOJIB30BAHHEM METPUK TOYHOCTH
(accuracy), TOYHOCTH MO3UTUBHBIX MpeAcKa3aHui (precision),
gyBcTBUTENbHOCTH (recall), mepor F1 u mokazarenst ROC-AUC.

B Tabn. 1 mnpencraBieHbl pe3yiabTaThl OLEHKUM TMPOU3BOIUTEIBHOCTH
METOJI0OB MAIIMHHOTO 00y4eHus Mpu oOHapyxkeHuu DDoS-atak Ha OCHOBE

aHalM3a ceTeBoro tpaduka, rie CpaBHHBAINCH 3HaucHHMS Accuracy, Precision,
Recall, F1 u ROC-AUC.
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Tabnuya 1

OI_IeHKa IIPOU3BOAUTCIBHOCTU METOA0B MAIlIMHHOT'O 06y11eH1/151

Accuracy | Precision | Recall F1 ROC-AUC

CatBoost |0.998073 |0,999101 |0,996765 |0,997932 | 0,999993
XGBoost | 0998022 |0,998548 | 0,997209 | 0,997878 | 0,999993
LightGBM | 0,998006 | 0,999051 | 0,996673 |0,997860 |0,999993
Bagging | 5998026 | 0.998624 |0,997142 |0,997882 | 0999993
Classifier

Eg:‘e‘i‘t’m 0998026 |0,998624 | 0997142 |0,997882 |0,999993
AdaBoost | 0994781 |0,988944 |0.999992 |0.994437 |0.999956

[To uToraM NnpoBEAEHHOI0 UCCIIEI0BAaHNS BBISICHWIOCH, YTO JIy4YIlUE PE3YIIb-
TaThl obecrieunBanu ancamb6ienble MeToqbl CatBoost u XGBoost, crabunbHO
JIEMOHCTPUPYSI CaMyIO0 BBICOKYIO OOIIYI0O TOYHOCTh W JIYUIIyI0 00OOIIAIOIIYIO
crmocooHocTh. O0a MeTolIa JTOCTUTIIM MoKazaTenas ToYHocTH Ooisiee 99 %, urto
(aKTHYECKU COOTBETCTBYET YPOBHIO MPAKTHUECKOW IMOJIE3HOCTH ISl PEAIbHBIX
CUCTEM MOHUTOPHHIA U 3alIUTHl. MeHee BhIpaKEHHbIE PA3IMUns HAOII0AAINChH
MEXAy ApyruMu Mozensamu, TakuMu kak Random Forest, Bagging Classifier u
LightGBM, koTopble TakXe 1ajdud XOPOILIME pPe3yJbTaTbl, HO HE3HAYUTEIHHO
YCTYINAJIU ABYM JIMJUPYIOIIHUM MOJESM.

BaykHo Oq4epKHYTh, UTO TaKasi BbICOKAasi TOUHOCTb JIOCTUTaeTcsl Giaronaps
YHUKAJIBHON apXUTEKType M ONTHUMM3ALMU JAHHBIX MOJEJEH, YTO MO3BOJIAET
YUYHUTBIBATh IIMPOKHM CHEKTP NPHU3HAKOB M YCIEIIHO BBIABIATH JAXKE
HEeOOJIbIINE OTKJIOHEHHS B MIOBEJEHUHM CETEBOrO Tpaduka, acCOIMUPOBAHHbBIE C
DDoS-arakamu.

AHanu3upys pe3yJIbTaTbl MOJAEIIEN, MOXKHO BBIJEIUTh HECKOJIBKO KIIFOUEBBIX
IIPU3HAKOB, KOTOPBIE MOTYT yKa3bIBaTh Ha Haune DDoS-ataku:

— yvacrota naketoB (Packets/Time): B cinyuae DDoS-ataku HaGmromaeTcs
pPE3KOE YBEIMYEHHE KOJIMYECTBA IMAKETOB B €IMHUILY BPEMEHHU, YTO CO3IAET
aHOMAJIbHYIO Harpy3Ky Ha CETb;

— mnporokonbl  (Highest Layer, Transport Layer):
cnequ(UYHBIX MPOTOKOJOB, Takux Kak ARP wnwm
CBUJIETEIBCTBOBATH O MOMNBITKAX MEPErPY3KHU CETH;

— nnuHa naketa (Packet Length): HeoObIuHBIE pa3Mepsl TAKETOB, OCOOEHHO
€ClId OHU 3HAYUTEIHHO OTIMYAIOTCS OT TUIUYHOIO CETEBOrO Tpaduka, MOTYT
CUTHAJIN3UPOBATH O MOJIO3PUTENBHON aKTUBHOCTH.

OTH NPU3HAKK UTPAIOT KIKOYEBYIO POJIb B omnpeaesneHnd Hammuuss DDoS-
aTaky, MO3BOJISI MOJEISAM MalIuHHOTO 00y4yeHus: 3(h(PEeKTUBHO pacro3HaBaTh
aHOMAaJIMU B CETEBOM TpaduKe.

Takum o0pa3zoM, naHHas paboTa WLIIOCTPUPYET YCHEUTHOCTh MPUMEHEHUS
METO/JIOB MAIlIMHHOTO OO0y4YeHus Juisi pa3paboTKu 3(PPEKTUBHBIX CHCTEM
BbIsIBIICHUS DDoS-aTak. PaccMOTpeHHBIN TOAX0 OTKPBIBAET MEPCIEKTUBBI JJIs1

HCTIOJIb30BaHUE
ICMP, wmoxer
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HHTCTPpAlIMU HHTCIUICKTYaJIbHbBIX aHAJIMTHYCCKUX MOI[YHGI;'I B KOPIIOPATHUBHLIC
CHCTCMBI 6630HaCHOCTI/I, ITOBBIIIAA YCTOﬁqHBOCTB 151 3aIITUIICHHOCTD

UHOPACTPYKTYPHI OT PACTYIIUX YTPO3.
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IDENTIFICATION AND DETECTION OF DDoS ATTACKS USING
MACHINE LEARNING METHODS

Abstract. The article presents a study of the use of various machine learning
methods for detecting DDoS attacks based on network traffic analysis. A
comparative analysis of the performance of the Random Forest, Bagging,
AdaBoost, XGBoost, LightGBM, and CatBoost models is carried out using
Accuracy, Precision, Recall, F1, and ROC-AUC metrics. The aim of the work is
to determine the most effective method for early detection and prevention of
DDoS attacks.
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