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K BOITPOCY O COBEPHIEHCTBOBAHUH CUCTEMbI
TEXHUYECKOU 3AIIIUTHI UTHOOPMAILIUN

AHHoTanusi. B ycrnoBHsX MOCTOAHHOTO pocTa OOBEMOB JaHHBIX
YBEJIMYEHHMS YUCIIa KHOEpyTrpo3, 3auTa HHGOPMALMK CTala OJHON U3 IIaBHBIX
3aja4 JJis opranuzauuil. B nanHoi pabote paccMOTPEHbI OCHOBBI TEXHUUYECKOM
3alUThl UH(OpPMALMY, IPOBEIEH AHAJIU3 COBPEMEHHBIX METOJIOB U TEXHOJIOTH
3alUTHl JAHHBIX, a TaKXKe pa3paboTaHbl PEKOMEHJAIMH 10 COBEPIICHCTBOBA-
HUIO CHUCTEMbl TEXHHYECKOW 3amuThl MH(popMauuu opranuzauuu. Ocoboe
BHUMAHHME YJEJICHO KOMIUIEKCHOMY IIOJXOJY, BKJIIOYAIOLIEMY aIlllapaTHBIE,
IIPOTrPaMMHBIE U OPTraHNU3allMOHHBIE MEPBI.

KiroueBble cioBa: TeXHUYECKas 3amuTa HHGPOpMAIUH, YA3BUMOCTH,
KHOEpYyrpo3bl, CUCTEMBI OOHAPYKEHUS BTOPXKEHU, ayAUT 0€30M1aCHOCTH.

Kommnekcnass cucrema 3aunmuthl uHpopmanuu (KC3M) — coBOKYymHOCTH
OpraHM3alMOHHBIX, IIPABOBBIX, MHKEHEPHO-TEXHUYECKUX ((PU3NYECcKuXx),
IPOrpaMMHO-AMIAPATHBIX, KPUITOrPAPUUECKUX MEPONPUATUNA, HAMPABIEHHBIX
Ha oOecreyeHue 3aluThl HMHPOPMALMK OT pa3MIallieHus, YTEYKH U
HECaHKIIMOHMPOBAHHOTO f0cTyma [1].

Cucrema texuudeckoi 3amutel uHGopManuu (CT3U) — 3T0 COBOKYMHOCTH
CHELUATbHBIX TEXHUYECKUX CPEICTB, MEPCOHANA €r0 IKCILUTYaTUPYIOIIEro U UX
UCIOJIb30BaHUE I 3aluThl MHGpOpManuu. BpiOOp TEeXHHYECKUX CpEACTB
3alIUThl 3aBUCUT OT BBIOPAaHHOIO YPOBHS 3alllMLIIEHHOCTH HWHGOpMaluuy,
KOTOPBIA HEOOXOMMO 00€CIIEUHTb.

Mepornpusitvs, TpOBOAUMBIC JIsI TEXHUUECKOW 3aIUThl MH()OPMAIMOHHON
MH(PACTPYKTYphl OpraHHU3alMy, MOTYT BKJIOUYaTh B ce0s: MCIOJIb30BaHUE
3aIMIIEHHBIX MOAKIIOYEHUN U MEKCETEBbIX SKPAHOB, CPEACTB MIMU(PPOBAHUS U
3aIMThl OT HECAHKIIMOHUPOBAHHOTO JIOCTYIIA, a TaK¥Ke pa3rpaHUYeHHe MOTOKOB
uH(popMaIUU MEXIy cCerMeHTaMH ceTd. [Ipu 3ToM OHU Hepa3phIBHO CBSI3aHBI C
WHXEHEPHO-TEXHUYECKUMHU ((DU3UUECKUMHU) — YCTAHOBKOM CHUCTEM KOHTPOJIS
ynpasienust aocrynoM (CKV]Il), cpenctBamu BuaCOHAOIIOACHUS, TAaTYUKOB
OXpaHHOW CUTHAJIN3ALMU, METAJUIMYECKUX BOPOT U J1p. OTIEIbHbIE TOMEILIECHHUS
TakkK€ MOTYT OBITh O0OpYIOBaHBI CpEACTBAMU 3AIIUTHI  OT  YTCUKHU
aKyCTHYECKOH (peueBoil) nadopmanuu.

B  nmenoMm, MHOrme OpraHM3aguu  CTaJKHBAKOTCA C  yIpo3aMu
nH(OPMAITMOHHONW 0€30MacHOCTH, KOTOPhIE MOXHO KJIacCH(UIIMPOBATH Ha
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YEeThIpE KAaTEropuu: BHEIIHHWE KHUOEpaTakh, BHYTPEHHHUE YIPO3bl, TEXHHUYECKHE
YSI3BUMOCTH M METO/IbI COITUANILHOW UHKeHepuH [2].

K BHemHum yrpo3zam otHocaTcs: ¢uimmnar, DDoS-ataku, skcrutyatanus
ySI3BUMOCTEM MporpaMMHOro obecnedeHus. BHyTpeHHue yrpo3sl BKIIOYAIOT B
ce0sl KaKk yMBILIUICHHBIC ACHCTBUSL MHCAAEPOB (310yNOTPEOICHHE JOCTYIIOM),
TaK W  HeNpeJHaMepeHHble  HapylieHuss  (OMOOYHBIE  OTIPABKU
KoH(pueHunanbHoi nHpopmanumn). TexHudeckue ysa3BUMOCTH TPOSBIISIOTCS B
cinaboM MmUGPOBaHWU JAHHBIX (MCTHOJIB30BAHUE YCTAPEBIIUX aJTOPUTMOB),
omuoOKax KOH(pUTYpaIu 00JIaYHbIX CEPBUCOB.

OnacHOCTb IPEICTABISIOT METO/IbI COLIUAIBHON MHYKEHEPUU, TTO3BOJISIOIINE
3JIOYMBIIUICHHUKAM ~ OOXOOUTh TEXHUYECKUE CPEACTBA 3AIUTHl  Yepe3
MaHUIYJSIIUKM ¢ nepcoHanoM. IlociencTBus — MEPEYUCIEHHBIX — YIpo3
IIPEICTABIIAIOT KOMIUIEKCHBIN XapakTep: OT MPSAMbIX (PUHAHCOBBIX MOTEPbH, 10
pEeNyTallMOHHOTO yIiepda U IOPUAMYECKUX PHUCKOB, YTO IOATBEPXKAAET
HEOOXOJMMOCTh BHEAPEHUSI MHOTOYPOBHEBOM CHCTEMBI 3alllUThl, BKIIFOYAIOLIEH
pEeryJsipHBIA ayIWUT YA3BUMOCTEH, COYETAHUE TEXHOJIOTMYECKUX PEIICHUA U
o0y4eHHe COTPYAHUKOB [3].

B uudposoit cpenge 3ammura uHPOpManuu TpeOyeT ocoboro mMoaxona,
COUYETAIOIIEIO0 HECKOJBKO  B3aUMOJONOJHAKOIMMX TexHoJoruid. OcHoBOU
SBIISIIOTCA KPUNTOrpauyecKue METOMbI: MepelaBacMble JaHHbIC 3alIUIIAIOTCS
nporokonamu SSL/TLS, xoTopble obecnieunBaroT O€30MMACHOE COEIUHEHUE, a
JUIsl XpaHEHUs KOH(QUIECHUMUATbHON HHPOpMalUUU MPUMEHSIOTCS AITOPUTMBI
mmdpoanus (AES-256 mia cummerpuunoro mugpoBanus u PGP s
ACUMMETPUYHOTO).

OaHUM U3 IIaBHBIX AJIEMEHTOB 3aIIMTHI SBISIOTCS CUCTEMBI OOHAPYKEHUS U
npenotBpanieHuss BropxkeHuit (IDS/IPS), koTopble aHaNMM3UPYIOT CETEBOM
Tpa(uK, UCHOJIB3YSl CUTHATYPHBINA aHaIU3 JUIsl BBISIBICHUS M3BECTHBIX yIrpo3 U
NOBEICHYECKUH aHaiu3 s OOHapy)KeHUsT aHOMAJbHOM  AaKTHUBHOCTH,
aBTOMAaTUYEeCKH  OJIOKMpYS  MOTEHIMAJbHO  oOmacHble  naedctBusa.  [nd
MPEIOTBPAILECHUST yTEYEK JaHHbIX MNpumeHstorcs DLP-cucremsl, KoTopbie
IPOU3BOJAT IIyOOKHI KOHTEHT-aHaIU3 U MOHUTOPUHI BCEX KaHAJIOB Iepeiayu
uHbopMaluu (IJIEKTPOHHAsl I0YTa, MECCEHIDKEphbl, ChEMHbIE HOCHUTENH), a
TAaK)K€  OTCIEKHUBAIOIINE TIOBEJICHHE  IIOJIb30BATENICW I BBISIBICHUS
MOJO3PUTENBHBIX NEUCTBUU. J[OCTYyNn K KPUTHYECKUM CHCTEMAM 3allMIIACTCA
MHOTO(AKTOpHON ayTeHTU(UKaMel, TpeOyroleld He TOJbKO Mapoiib, HO H
JOTIOJTHUTENBHOE TMOATBEpKACHUE uepe3 SMS-koapl win OuOMETpUuYecKHe
naHHble. CucteMaTuyeckoe OOHOBJIEHUE POrPAMMHOIO 00ECIEYeHHS] TOMOTAET
CBOEBPEMEHHO 3aKpbIBATh YA3BUMOCTH, & CTPATErHsi Pe3€pPBHOTO KOMUPOBAHUS
no npuHuuny 3-2-1 (Tpu KOMMM JAHHBIX HA JIBYX pa3HbIX THUIAX HOCUTEJEH,
OJIHa U3 KOTOPBIX XpaHUTCS reorpadudecku 000COOJICHHO) TaeT BO3MOXKHOCTD
OBICTPOrO BOCCTAHOBJICHHMSI [TOCJIC HHITUACHTOB [4].

B nensax cosepmienctBoBanust CT3U opranu3zaiuy He0OX0AMMO MTPOU3BECTH
KOMIIJIEKC B3aUMOCBSI3aHHBIX MEp, OCHOBAaHHBIX Ha COBPEMEHHBIX IMOAXOAAaX K
nH(OpPMAITMOHHONW Oe30macHOCTH. [ 71aBHOUM 3amadeil SBISETCS MPOBEACHUE
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PEryJIipHOTO KOMIUJIEKCHOTO ayAuTa O€30MacHOCTH, BKIIOYAIOIIETO aHajIu3
ySI3BUMOCTEM U OIIGHKY COOTBETCTBUS MEXAYHapoaHbIM cTaHaaptam (ISO
27001, PCI DSS). OcHoBHbIM 31eMeHTOM MojepHu3aruu CT3U nomkHO cTaTh
BHenpenue SOC (Security Operations Center) ¢ ucnofib30BaHHeM IIaTGHOPM
SIEM (nampumep, IBM QRadar wnmu Splunk), o6ecnieunBaroiiiero oneparuBHoOe
BBISIBJICHUE WHIUJCHTOB M KOOPIMHAIMIO pearupoBaHusd. Takke HEeoO0X0IuMOo
peann3oBaTh NPOrpaMMy HETPEPHIBHOTO 00YUYEHUSI COTPYIHUKOB, T1ie OyAyT HE
TOJILKO 0a30BbI€ TPEHUHTU IO KUOEPTrUrHeHe, HO M CHEIHATU3UPOBAHHbBIC
Kypchl TIO pAaclo3HaBaHHWIO (UINMHTA W CONUAIBLHOW HWHKeHepuH [5].
ApPXHUTEKTypHbIE YIYYIICHUS JOJDKHBI BKJIIOYaTh B Ce0S  JIOTHUECKYIO
CEeTMEHTAIMI0 CETH C MPUMEHEHHEM TEXHOJOTH MHUKPOCETMEHTAIMH, YTO
MO3BOJIUT MHUHUMU3UPOBATH 30HY TMOPAXKEHUS TMPUH  KOMIIPOMETAITUH.
OOs3aTenbHBIM  TpeOOBAaHUEM SBIIETCS pa3pabOTKa JAETAIbHBIX MOJUTHK
0€30MacHOCTH, PErIaMEHTUPYIONIUX BCE aCMEKThl pabdOThl C JAHHBIMHU — OT
Kiaccudukanuu uHGOPMALMK, 0 TMPOIEAYpP pEarupoBaHUs HA HHIIMJICHTHI.
B kauecTBE  TEXHOJOTMYECKOW OCHOBBI PEKOMEHJOBAHO  KCIIOJIb30BATh
3allMIICHHBIC OOJIauHBIC pelIeHHs, Takue kak Microsoft Azure Sentinel mms
MonuTopuHra yrpo3 win Kaspersky Endpoint Security ans 3ammrel pabounx
CTaHIMM, KOTOpble OOECHeunBalOT MACIITA0UPYEeMOCTh U JIOCTYyN K
COBPEMEHHBIM CPEJICTBAM 3alllUThl. Peanu3aiusi JTaHHBIX MEp MOMOXKET CO3/1aTh
agantuBHyro CT3U, kotopas Ka4eCTBEHHO IIPOTUBOCTOUT COBPEMEHHBIM
KHOEepyrpo3am.

B 3aknroyeHne HEOOXOAMMO BBIACIHUTH, YTO pa3padoTka 3(PQPEeKTHUBHOM
CT3U nonpa3ymeBaeT KOMIUIEKCHBIM MOAXOJ, YMEUIAIOWINKN COBPEMEHHBIE
TEXHOJIOTUYECKHE pelieHus: (Kpunrorpaduyueckyro 3aniuTy, CUCTeMbl OOHapy-
XKeHus BTopxkeHud, DLP-cuctembl, MHOroakTOpHYIO0 ayTE€HTHU(UKAIUIO) C
OpraHU3allMOHHBIMU MepaMH (PETyJISpHBIA ayauT Oe30MacHOCTH, CO3JaHHE
SOC, oOydenue mnepcoHasia, pa3pabOTKy PErIaMEHTUPYIONINX JOKYMEHTOB).
OaHuM W3 TJIaBHBIX  SBJISETCS TPHUHIIMI  MHOTOYPOBHEBOWM  3alllUTHI,
MIPEANOJaraloifi He TOJBKO BHEAPEHUE OTACIBHBIX CPEICTB 3alllUThI, HO U UX
CUCTEMHYIO HMHTErpaIyio, OOCECIeUNBAIONIYI0 CHHEPreTUUeCKU d(PQeKT.
CobmroieHne NpeasioKeHHbIX PEKOMEHAINI TOMOKET OpTaHu3alusiIM CO31aTh
aJIaNTHUBHYIO CHUCTEMY HWH(OPMAIMOHHON O€30MacCHOCTH, KOTOpasi CMOXET
MPOTUBOCTOSITE KHUOEPYTrpo3aM, MHUHUMHU3HPOBATH PHUCKH YTEUYECK IAHHBIX H
00ecTneunTh HEMPEPHIBHOCTH OM3HEC-TIPOIIECCOB.
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ON THE ISSUE OF IMPROVING THE SYSTEM OF TECHNICAL
PROTECTION OF INFORMATION

Abstract. With the constant growth of data volumes and the increasing
number of cyber threats, information protection has become one of the main
tasks for organizations. In this paper, the basics of technical information
protection are considered, an analysis of modern methods and technologies of
data protection is carried out, and recommendations for improving the system of
technical information protection (TPI) of organizations are developed. Special
attention is paid to an integrated approach, including hardware, software and
organizational measures.
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intrusion detection systems, security audit.
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