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YI'PO3bl HHOOPMAIIMOHHON BE3OITACHOCTH _
I'OCYJAPCTBEHHBIX MYHUIINITAJIBHBIX YUPE/KJIEHUU

AHHoTanusi. B crarbe paccMaTpuBarOTCs KITIOUEBBIE YIpo3bl MH(pOpMa-
IIMOHHO# O€30MaCHOCTH B TOCYAAPCTBEHHBIX MYHHUIMMAIBHBIX YUPEKICHUSIX,
BKItouas (uimmHr, BpeaoHocHoe 1O u uenoBeueckuit ¢akrop. IIpuBogsarcs
OpPUMEPHl  YIPO3, MPEACTABISAIOMIMX OMACHOCTh Ui TOCYJApPCTBCHHBIX U
MYHHUIIANIAJIBHBIX ~ OpraHoB.  [IpemiokeHBl ~ MEphl  YCTPAHEHHS  yrpo3
uH(pOpMaAIMOHHONW 0O€30MacHOCTH: OOy4YEeHUE COTPYJHHUKOB, TEPEXOA Ha
oreuecTBeHHOE 11O 1 ycunenrne HOpMaTUBHON Oa3bl.

KiarwueBbie cjoBa: HHPOpMAMOHHAS OE€30MACHOCTh, MYHUIMIAJIBHBIC
YUPSKICHUS, (PUIIMHT, TPOrpPaMMBI-BBIMOTATENM, YeJOBEUECKUi (hakTop,
kuOeparaku, upoBas TUTHEHA, UMITOPTO3aMEIICHHE, 3allUTa TaHHBIX.

['ocynapCcTBEHHBIE MYHHLMNAIBHBIE YUYPEKICHUS CTAHOBATCS KIIFOYEBOM
MULICHBIO IJI1 KHOEPIPECTYMTHUKOB M3-3a KOHLCHTPALUMKN KOH(QUACHIAATBHBIX
JAHHBIX W HEAOCTATOYHON TNOTOBHOCTH K COBPEMEHHBIM yrposam. [1o maHHbIM
AHAJIMTUKOB, HA TOCCEKTOP nmpuxoautcs 15 % ycnemnsix kubeparak B Poccun,
npu 3TOM 66 % yTeueKk NAHHBIX MPOUCXOMAT MO BUHE COTPYJIHMKOB. B crarbe
AHAM3UPYIOTCS OCHOBHBIE YIPO3bl W MPEMIATAOTCS MEPBI MO YKPEILIEHUIO
3amuThl [1].

PaccMoTpuM OCHOBHBIE YTPO3bl MH(POPMALMOHHOK OE€30MACHOCTH:

1. ®UIIMHTOBEIE AaTakh W CONMAJIbHAs WHXEHEpUs. JlaHHBIC araka
HaITPaBJICHBI HA KPAXKY WIIA MOBPEKICHUE JAHHBIX. 3JIOYMBILUICHHUKA aKTUBHO
UCIOJB3YIOT METOABlI COUMAIBHON MHXKEHEPHH, MACKUPYSACH MOJ 0(UIHAIbHBIE
3ampochl. 3a 3TUM CIEAYIOT YTEYKHA [AHHBIX B KOTOPBIX JIMYHBIC JAHHBIC
CIIMBAKOTCS B OOWIMHA AOCTYN WM K HEOOPAaTUMOMY TMOBPEXKACHUIO STHX
naHHbix. B 2024 r. 57 % arak OblUM HanpaBJICHbI HA COTPYAHUKOB YEPE3:

- CMC c ccpinkaMu Ha (asibIIUBBIE MTOPTAJIBL,

« (pmmmHroBsie GopmMbl cOOpa NEPCOHATBHBIX JAHHBIX,

Hampumep, B 1. Yda 3adukcupoBaH ciayyail yTEUKH J[JAaHHBIX YEPE3
MOAACIIBHBINA 3aMPOC B COICETAX OT UMEHH aIMUHUCTpalu ropoja [2].

2. Bpenonocnoe IIO wm mnporpammel-BeiMOrarenu. Bpemonocnoe 110
SBJIIETCA OJHOM M3 yrpo3 Ais Oe30MacHOCTH rocydpexacHuid. [Iporpamma-
BBIMOTATENb, Spyware v IMpo4re MporpaMmmel KOTOPBIE MOTYT YKPacTb JAHHBIE,
HIMHOHUTH 3a MOJIb30BaTeneM, 3a0dparh KOHTpoab Han [1O y roccmykamero,
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DDoS-S araku u GJIOKMPOBKA pabOThI BCEX CUCTEM. ATAKK C UCMOIb30BAHUEM
MH(PPOBATBIIMKOB BEIPOCTH Ha 23 % 3a 2024 r. MyHUIMNAIbHBIE YUPEKICHUS
ySI3BUMBI M3-3a.

- ycrapesiero 10 (40 % cuctem HE OOHOBJISIOTCS PETYIISIPHO);

+ OTCYTCTBHS PE3EPBHOTO KOMMPOBAHUS TAHHBIX.

Kaxxnast TpeTps aTaka Ha rOCYUYpPEKACHUS MPUBOINAT K MPOCTOK) CUCTEM Ha
6+ gacos [3].

3. Uenopeueckuii (akrop. Yenoreueckuii (HakTop SBISAECTCS OCHOBHOM
npobsieMoil yTeukn wim notepu uHpopmanuu. OCHOBHON OHA SIBJISIETCS B CHITY
TOTO, YTO OCTAJIbHbIE MPOOJEMBI UCXOIAT UMEHHO M3-3a YEJIOBEKA, TaK KAK OH
SBJISIETCS TIIABHOM M3 yrpo3 st coxpanHoctu [10. 3arpyska Bpenonocuoro 10,
HECMOCOOHOCTh  OPraHM30BaTh TPAMOTHYK) HOporpaMmy st OOpeObl  C
KuOeparakamMmu, TpakTUUeckue ommoOkn B padore ¢ 110, npuBoasmme K norepe
uH(pOpMallMi, W 3aWHTEPECOBAHHOCTh KOHKPETHOrO PAOOTHHMKA B TMOTEPE
uHpopmanmu. Ha 310 yka3wiBaeT ctaTUCTHKA - 66 % WHOMIAEHTOB CBS3aHBI C
OlMOKaMHu MepcoHaIa;

. Tiepeaava JOTMHOB M NAPOJICH TPETHAM JIULIAM;

+ MCMOJB30BAHUE JIMYHBIX YCTPOMCTB J1s1 pabOTHI.

Tabnuya 1
Cratuctuka yrpo3 (2024 r.)
IToka3atens 3HaueHHe
YcnemHple aTaky Ha
15 %
TOCCEKTOP
Vr1euku u3-3a 66 %
0
YeJI0BeUeCKOTo hakropa
Buenpenne oTeuecTBEHHBIX 37 o
o 0
peTeHui

.:.‘ICF][."E,:E.'.EHI]E THNOE KHOEPATAK Ha MYHHITHIIATBHBIE
VHPEKJEHHA

60%
40%

20%

DUIITHHT BpeaoHocHoe T10
ColuHKeHepHA

Puc. 1. PactipenenieHre THITIOB KHOEPATaK HA MYHHIIAITATFHBIC YIPEIKICHHAS

PaccmoTpum  pekoMeHIanuu MO 3alluTe OT yrpo3 HH(POPMaMOHHOM
0€30MacHOCTH:

1. O0yueHue coTpyaHUKOB. B pamkax OopbObI ¢ kuOeparakamu 0O0y4deHUE
COTPY/IHUKOB M OTCEB «HECHAJCKHBIX» COTPYAHUKOB SIBJISIETCS CAMBIM BaKHBIM
JIEJIOM, B T. U.:
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+ BHEJPCHUE TpOrpaMM MO0 LHUPPOBOM TUTHEHE (EKECKBAPTAIIBLHBIC
TPEHUHTH ),

2. TexHUYECKHUE MEPHI.

- mepexon Ha oredecTBeHHOE [1O (37 % yupexacHuil yKe HCMIOIb3YIOT
POCCUIICKME TPOTPAMMEI ),

+ PEryJaspHOE OOHOBJICHUE CUCTEM,

« BHEJIPEHUE HepoceTeil ¢ 00ydyeHUEM COTPYAHHUKOB Jjisi PabOThI C 3TOH
TEXHOJIOTHEN.

3. HopmatuBHoe perymupoBanne. HopmaruBHas 0a3za sIBISETCS Ba)KHBIM
(OpMaNBHBIM MEXAHWU3MOM 3aKPEIUICHUS OCHOB OOprObI C KHOeparakamw,
NPHU3HABash MX CYIICCTBOBAHWE JAPOBAHMEM WM ONPEICICHHOIO CTaryca M
onpenenssi npaBa U 00S3aHHOCTH COTPYJIHHUKOB MO OOphOE C KMOEPYTrpo3aMHu.
JInst 5TOro HeoOXO0AUMO:

- pa3paboTka cTaHaapTOB O0€30MACHOCTH T MyHHIMNAIbHbIX UC;

+ CO3JAHHE €AMHOIO LIEHTPA MOHUTOPHHTA YTPO3

Hampumep, B PecnyOnuke bamkoprocraH BHEApPEHAa CUCTEMa aHaIW3a
YS3BUMOCTEH, CHAU3UBLIASA YUCIIO YCIICIIHbIX aTtak Ha 18 %. [4]

Taxum 00pa3om, 3alMTa JAHHBIX B MyHULMMATBHBIX YUPEKICHUSAX TPEOYET
KOMIUIEKCHOTO MOAX0/1A; COUETaHUs TEXHOJIOTHIl, 00yYeHHsl © HOPMaTUBHOM Oa-
3bl. [I[pHOPUTETHBIMY 3aJa4aMK OCTAOTCS OOPHOA C YETOBEUECKUM (PAKTOPOM U
umnopro3amelneHue. Kak nokasana npakTuka, yYpeKICHUs, BHEAPUBLIAE TTPO-
rpaMMbl LA(PPOBOK TMTMEHBI, COKPALIAIOT PUCKH yTeueK nHpopmanmu Ha 40 %o.
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THREATS TO INFORMATION SECURITY
OF STATE MUNICIPAL INSTITUTIONS

Abstract. The article discusses the key threats to information security in
government and municipal institutions, including phishing, malware, and the
human factor. Examples of threats that pose a danger to government
and municipal bodies are provided. Measures to eliminate information security
threats are proposed: staff training, switching to domestic software, and
strengthening the regulatory framework.
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