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O PABPABOTKE METO/JIA OHEHKH PUCKOB
NHPOPMAIIMOHHOU BE3OITACHOCTH

AHHOTanust. [IpuBoAUTCS 0030P CYHIECTBYIOIIMX METOJOB OLEHKH PUCKOB

WH(OPMaMOHHON 0€30IMacHOCTH. [Tpennaraercs NOJX0. o
COBEPIICHCTBOBAHUIO METOJOB OLICHKH PUCKOB, OPHUCHTUPOBAHHBIA HA
COXPAaHECHWU  JKMBYYeCTH  WH(OPMALMOHHBIX  CHCTEM. [TpuBencHa

MarcMaTniCCKas IMOCTaHOBKA 3aJdavd OLCHKHM PUCKOB Ha OCHOBC INPHUMCHCHHUA
METOJI0B HEUETKOM JIOTUKH.

32



KarwueBbie cjoBa: puck HHPOPMAIMOHHOW OE€30MACHOCTH, 3alluTa
uHpOpMAITH, KUBYUECTh WH(OPMAIMOHHBIX CHUCTEM, HEUETKas KOTHUTHBHAsS
KapTa.

B ycrnoBusx KomMyecTBAa M CIIOKHOCTH KHOEparak OLIEHKa PHCKOB
uH(popmamoHHo# O6e3omacHocTH (MB) cTaHOBUTCS BAXKHEHIITMM HHCTPYMEHTOM
JUTS 3al0UThl JAHHBIX, UTHQOPACTPYKTYPBl U OU3HEC-MPOLIECCOB. TpaiullMOHHbIE
METOJIbI OLECHKH PUCKOB Wb HMMET 00mme HEemOCTaTKh, OrPaHWYMBAOLIUE
3¢ PexkTrBHOCTE WX npuMeHenus [1]. Kak npaBuiio, peanusanus TpaaulMOHHbIX
NOIX0J0B JIMOO TpeOyeT 3HAUUTEIBHOTO KOJMYECTBA PECYPCOB, TMO0  MMEKOT
orpannueHuss 1o mnpumeHeHuto (CRAMM, OCTAVE). UYacte METOIOB
HEAOCTATOYHO THOKH M CJIOKHO QJaNTUPYIOTCA K MPUMEHEHUIO COBPEMEHHBIX
texHonoruii (COBIT for Risk), wam CyOBEKTHBHBI, Y3KOHAINPABJICHHBI W
UTHOPUPYIOT YCTOMYMBOCTE M BO3MOXHOCTH BoccTaHoBiicHusi (FRAP,
OCTAVE), akueHTHpysl OLICHKY Ha COXPAHEHUM TPAJULMOHHBIX KPUTEPHEB
obOecneueHnss b, a He Ha COXpPaHEHMM YCTOWUYMBOCTH (DYHKIIMOHWPOBAHWS
CUCTEM B YCIIOBUSIX PUCKA U T. [I.

JIsisi IpeoaoaeHust 3TUX HEAOCTATKOB HEOOXOIMMBI HOBBIC, 00JIe€ TMOKUE
NOAXOJbl,  OPUEHTHPOBAHHBIE  HA  MPOTUBOACHCTBHE  COBPEMCHHBIM
KAOEpPYrpo3aM M TMO3BOJSIONIME ABTOMATU3WPOBATh MPOLECCHL  YIPABICHUS
puckamu Wb B pexMMe pEabHOrO0 BPEMEHW, HA OCHOBE MPUMEHEHMS
texnonorui IoT, ML, Al u T. 11.

B TO k¢ BpeMs 3HAQUUTENBHOE MOBBIIEHUE AKTYAIBHOCTH NPOOIEM
knOepOe3onacHoCcTH, 0cOO0eHHO At 00bekTOB Kiacca KMU, tpebyeT oneHnBarh
pucku Ub, ¢ y4eToM COXpaHEHUsI HAASKHOCTH U PA0OTOCIOCOOHOCTH OOBEKTOB
3alUTHl MHPOPMAIIMK, a TAKXKE COXPAHCHUM KUBYUYECTH MOJTOOHBIX CUCTEM [2],
JaKe B YCIOBUSX peaTM3aliN CTPATErMH MPUHATHS puckoB Ub.

K ™eromam oueHkn puckoB Wb, OpHUEHTHPOBAHHBIX HA COXPAHCHUU
JKUBYYECTH CUCTEM, CIOCOOHOCTH WX BOCCTAHOBJICHHS TOCJIE WHIUACHTOB, a
TAK)KE YCTOMYMBOCTH HMH(POPMALMOHHBIX CUCTEM, OTHOCATCS: Survivability
Analysis Framework (SAF), Mission-Oriented Riskand Design Analysis
(MORDA), Resilience-Based Risk Management (RBRM) u Cyber Resilience
Review (CRR). Kaxnaplii W3 JaHHBIX METOJAOB MMEET CBOM YHUKAJILHBIC
O0COOCHHOCTH, LEJIM M TOAXOJbl K OLICHKE PHCKOB, OCHOBHBIE W3 KOTOPBIX
NpHUBEICHBI B Ta0I. 1.

AHanM3 CPAaBHUTEIBHBIX XAPAKTEPUCTUK 0A30BBIX METOJOB OLEHKHA PUCKOB
HB, no3BossieT caenare CIEAYOMUE BIBOIBL:

1) SAF moaxomut ajis riry0OKOTro aHann3a KPUTHYECKUX (DYHKIWIA CHCTEMBI,
HO TpeOyeT 3HAUMTENBHBIX 3aTPaT PECYPCOB,;

2)MORDA opueHTHpOBAaHA HA CHUCTEMBI, TJ€ BAXHO BBINOJHECHUE
KOHKPETHBIX MHCCUH, HO MEHEE MMPUMEHUMA JIsl CHCTEM OOLIETO HA3HAYCHUS,

3)RBRM (okycupyercs Ha BOCCTAHOBIICHMM TMOCJIE WHUMACHTOB, YTO
JIeNIacT €€ MOJIE3HOM [UIsl CUCTEM C BBICOKOW BaXKHOCTBIO HENPEPBIBHOCTH, HO
TpeOyeT 3HAUMTENBHBIX PECYPCOB JUIsSl AaHAIHM3a PUCKOB,
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4)CRR — mpocTtoii W JOCTYNHBIA  WHCTPYMEHT Ui OLICHKH
KHOEpPYCTOWUYMBOCTH, HO HE 00€CIEeUnBacT IyOOKOro aHa/In3a JaHHbIX.
Tabnuya 1
CpaBHHUTETBHBIE XaPAKTEPUCTHKH METOIOB OLIeHKH prckoB Ub
SAF MORDA RBRM CRR
Ouenka
CoxpaHeHue ! [loBbIIIEHUE
OcHoBHas1 PUCKOB JIJIst . Ouenka
KPUTHYECKUX YCTOUIHBOCTH .
LesIb . BBITIOJTHEHHS KHOEPYCTOWYHBOCTH
byHKIH W BOCCTAHOBIICHUS
MHUCCHH
Cucrembl
Ob6n1acTh .
— YhusepcanbHas [KputHueckue [¢ BRICOKOHU Opranuzauu
p CHUCTEMBI BAYKHOCTHIO TF000TO YPOBHS
HeHUSsI
HETIPEPBIBHOCTH
AHanmu3
CueHnapuu
MeTtoapl |AHamu3 yrpos, o3, aranys [FOCCTAHOBIEHNA, AHKETHPOBAHUE,
aHa/Iu3a  [yS3BHMOCTEH YTPOs, CLEHApHUH CaMOOLIEHKA
MHUCCHH
WHITH/ICHTOB
I'yOuHa
Bricokas Bricokas Cpennss Huskas-cpenssas
aHa/M3a
Pecyp-
yp Bricokas Bricokas Cpennss Huskas
COEMKOCTb
Mepsbl
Crtpareruu
Pe3y.ib- 1o cHUKEHUIO |[[manbpr moBeImeHUs|PeKOMEHAANH 110
aThl 1OBBILIE HCKOB CTOWIHUBOCTH Ty YIICHUTO
T
PKUBYYECTH P Y Y
111 MUCCHH

Takum 0Opa3zoM, HEOOXOIUMO COBEPIICHCTBOBATh METO/IbI OLICHKH PHUCKOB

Ub, ¢ yuyeTOM OPHMEHTHPOBAHHOCTH OLIEHKH Ha COXpaHeHuW >kuByuyecTd MC B
YCIIOBUSIX COXPAHCHWS PUCKA, MyTEM HAXOKICHUS ONTHMAJbHOTO OaaHca
MEXKIY YHUBEPCATbHOCTBEO MPUMEHECHHS, HEOOXOAUMOW TiyOWHOM aHanusa,
ONTAMAJIBHON PECYPCOEMKOCTBIO W MMPOCTOTOM HPUMEHEHUS TEXHOJIOTHM
OUCHKH. [Ipm 5TOM, OLEHKY 1eIecO00pa3HO OCYLIECTBIIATh HA OCHOBE
NOCTpOEHUsT HeueTknx KOrHuTHBHBIX KapT (HKK), dro HeomHokpaTHO
MOATBEPKAECHO [3, 4].

JUTs MOCTaHOBKM 3aJla4M HAXOXKIACHUS MPUEMIIEMOrO YpoBHs pucka Mb ¢
Y4E€TOM OPHEHTHPOBAHHOCTH Ha coxpaHeHuu xuByuyectTd UC, 0603HaumM:

A ={ay,a,,..a,} — MHOXECTBO KITFOUEBLIX aKTHBOB;

T = {ty, t3, ... tp} — MHOXKECTBO yIpo3;

V ={v;,V;,...V4} — MHOXKECTBO YA3BUMOCTEN.

JUis  Kaxaoro  aktmBa a; €A ONpPEneNsieTcss  MOJAMHOMKECTBO
cootBeTcTByrOmMX yrpo3 T;cT wm ysaseumocter V;cV. Ilpu 3TOM, CBS3B
(hopManu3yeTcs Kak:

R = {(ai,tj,vk)|ai € A, t] € Ti,vk € Vl} (1)
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Onpenenum MHOKECTBO (PYHKLIMOHATBHBIX COCTOSIHMIA 15(6
S ={s1,82,.-Sm}, TA€ KAKIOE COCTOSHUE Sj XapPaKTEPU3YET CTEMEHb
paboTOCMOCOOHOCTH MPK YaCTUYHBIX OTKa3zax UC.

’Kupydectb cuctemsbl L MOKHO OpMalI30BaTh KaK (PYHKIIHIO:

L:S - [0,1], L(sy)-ypOoBeHb KHBYYECTH B COCTOSIHUH Sj,.

JInst KaKIOTO COCTOSIHUS S), BBIUYMCIISIETCS:

L(s,) = XLTSR)) )
i=1"
rae  o; Bec (3HauMMocTh) aktuBa a;; 0;(sy) € {0,1} — wuHAMKATOP

()YHKLIMOHUPOBAHWUS AKTUBA B COCTOSTHUM S, .

IToctpoenne HKK st orenkn puckos UMb nipeanosiaraer npeacrasieHue ee
B Bune rpapaG = (C,E,W), rne C = {cy,¢y,...C;}— xoHuenthl ((hakTopsl
pucKa, yHBBI/IMOCTI/I yrpo3el), ECC X C — MHOKECTBO HAITPABJICHHBIX CBSI3CH;
W = {Wl ]} w;; € [—1,1] — Beca BIMAHKS KOHIIENTA C; HA KOHIENT C;.

Heuetkue 3nauenus koHientoB A = {a,, a,, ..., } 3a0al0TCA B BUAC UUCEI
B uHTepBaie [0,1] u oOHOBsAIOTCS O (OPMYIIE:

af"™ = f (Zjorwy - a). ©
rae f(x) — (l)yHKI_II/IH AKTUBALUH, HATPUMED:
f(x) = —, Wi f(x) = min(1, max(0, x)).

Jns K&)KI[OFO myTd P;j MEXIy KOHLUENTaMU Cj — C; MOXKHO BBbIYMCIIHTH
arperupOBaHHOE BIMSHKE C YUETOM JUTMHBI yTH W 3aTyXaHHUS:
_vK 9k
Imp(Cj; Ci) =Yk=14"" H(u,v)epl.(}‘) Wuw > 4)
rae A € [0,1] — xoadpdumment 3aryxanusi; K — MakcuMmasibHas JUIMHA MyTH,
Pig.k) — IIYTH JUTAHBL K MEXITY CjM C;.
PacyeT ypoBHS pHCKa JUId aKTWBa 0;, CBA3aHHOIO C Yrpo3od t;
YSI3BUMOCTBIO V), OTIPEACTIAETCS KaK HeueTKass ()YHKITHS
Rij = uT(t;) @ nV (vy) @ uC(cpy), (5)
rIie uT(tj), w(vy),uC(cy,) €[0,1] —  cremneHW — OPUHALICKHOCTH
COOTBETCTBYIOIINX KOHIICTITOB,;
& — HedeTkas omeparys arperainuy (HampuMep, MUHUMYM, TTPOU3BEACHUE
WIH TpaBuiIo MamMann).
Torma oOuuit puck s UC Oyaet onpeaensTbes Kak:
Ro6u4 = Z(ai,tj,vk)ER Bijk ) Rijki (6)

rae Bl.jk — BECOBast 3HAYUMOCTh TPOHKH (0, £}, V).

HTOTOBBIN PUCK KOPPEKTUPYETCS KO3PPuimeHTom sxuBydectu UC:
RKOp = Ro6u4 ) (1 - L(Smek)): (7)
rae L(S,,e.) — JKUBYUYECTh B TCKYIIIEM COCTOSHHH CHCTCMBI.
PazpaGoTtannas Maremaruueckas MOCTAHOBKA 3aaud MOXKET SIBJSATHCS
OCHOBOW MpemiaracMoro Merojaa OUeHKU PpuckoB Wb, yuuThIBaroLIEro
ocoOeHHOCTH 00ecneueHus kuByuecTd MC pa3nuyHoro Ha3HaA4YEHUsI.
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ON THE DEVELOPMENT OF A METHOD FOR ASSESSING
INFORMATION SECURITY RISKS

Abstract. This paper provides an overview of existing methods for assessing
information security risks. A proposed approach for improving risk assessment
methods 1s focused on maintaining the resilience of information systems. A
mathematical formulation of the risk assessment problem is presented based on
the application of fuzzy logic methods.
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