YK 004.056
HBanos I.11., Xacanos P.P., inmakoB T.M.
Y (puMCcKHii yHUBEPCUTET HAYKH U TEXHOJIOTHHA, Y da

HayuHbIil pyKOBOIUTENS!
Ilaranos U.A.
Y (puMCcKHii yHUBEPCUTET HAYKH U TEXHOJIOTHH, Y da

TEXHOJIOI'HA OBECHIEYEHUWA
NHPOPMAIIMOHHOU BE3OITACHOCTH
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U CHUCTEMBI OT KuOepyrpo3. PaccMarpuBaroTCsi CUCTEMBI OOHAPYKEHHS W
NPEIOTBPALICHHS] BTOPXKEHHIA, aHaIM3 OONBIINX JAHHBIX, MAIIMHHOE O0yYEHUE,
ONOKYEHH 1 KBaHTOBast Kpunrorpadgus. Oco00e BHUMAHUE YAEIIETCS UX POJIA B
NPOTUBOJCHCTBAM AKTYAIBHBIM yIPO3aM, a TAKXKE MPUMEPAM M3 MPAKTHKH,
WLTIOCTPUPYIOIIMM X 3PPEKTUBHOCT U OTPAHUYECHUSI.

Kiaruessblie ciioBa: nHpopMalMoHHas 0€300acHOCTh, KuOepOe30MacHOCTh,
CUCTEMBl OOHAPYXCHHSI BTOP)KCHHW, aHAIW3 OOJBIIMX JAHHBIX, MAIIWHHOE
oOyueHue, ONOKYEHH, KBAHTOBAs: KpAnrorpagusi.

Hupopmanmonnas 6ezonacHocts (UB) — 3T0 KOMIUIEKC MEpP W TEXHOJIOTHIA,
HAMPABJICHHBIX HA 3alIMTY JAHHBIX, CACTEM M CETECH OT HECAHKIIMOHUPOBAHHOTO
JOCTyMa, YTeYeK W arak. B ycnoBuax nmdpoBusanuu, Koraa 0ObeMbl JaHHBIX
CTPEMUTENBHO PACTYT, a KUOEPYrpO3bl CTAHOBATCS BCE 00Jiee M3OLIPEHHBIMM,
TPaJIULUOHHBIE METO/BI 3ALIUTHI, TAKUE KaK MAPOJIU WA aHTUBUPYCHI, TEPSIOT
cBOKO 3(PdekTuBHOCTE. COBPEMEHHBIC TEXHOJIOTHMHM, BKIIIOYAs MAaIIUHHOE
oOyueHue, aHanu3 OONBIIMX AAHHBIX, OJIOKYECHH W KBAHTOBYIO KpUNTOrpaduro,
OTKPBIBAIOT HOBBIC TOPH3OHTHL i oOecnieueHust Mb. Ota crares packpeiBact
CYTb 3TUX TEXHOJIOTHIA, UX MPEUMYIIECTBA U BBI3OBBI, & TAK)KE IEMOHCTPUPYET,
KaK OHU MPUMEHSIOTCS JUIs 3alUThl UHPOPMALUH.

Cucrembl 0OHApy>keHUs W MpeaoTBpaieHus Bropxkenuit (IDS/IPS) — 310
KJIFOYEBbIE MHCTPYMEHTHI JUISl 3alUThl CeTeii. OHHM OTCIIEKUBAKOT CETEBOM
TpaQUK W BBISBISIOT MOJO3PUTEIBHYIO aKTHBHOCTh. | paMIIMOHHBIE CHCTEMBI
ONUPAKOTCS HA CUTHATYPHBIA AHAINA3, CPAaBHHUBAs JMAHHBIE C W3BECTHBIMH
mabdnoHamMu atak. OQHAKO TAaKWE METOJBI HE CHPABJISIFOTCS C HOBBIMU WIIM
CJIO>KHBIMHM YTPO3aMH, TAKUMU Kak 1eneBbie ataku (APT).

Cospemennbie cuctembl, win NGIPS (Next-Generation [PS), ucnons3ytor
Oonee MPOABHHYTHIE MOAX0Abl. OHM aHATM3UPYIOT NOBEACHUE NOJIb30BATEICH U
YCTPOMCTB, BBISBIISISE AHOMAIMH C TIOMOILBIO MAIIMHHOTO 00yueHus. Hampumep,
poccuiickas kommnanus Positive Technologies pazpabotana PT Network Attack
Discovery (PT NAD). Ota cuctema aHanu3upyeT CETeBOW TpapuK B peanbHOM
BPEMEHM, OOHAPYKUBAET CKPBITHIC YIPO3bl M ABTOMATHYECKH OJOKUPYET
NOIO3PUTENBbHBIC ACHCTBHAS, MUHUMH3UPYs yiiepO. Takue pemieHus 0coOCHHO
BOXHBI, YUYUTHIBAs, 4YTO OOJILLIMHCTBO AaTaK HAYMHACTCS C KPAKH YUETHBIX
JAHHBIX.

IDS/IPS HOBOro mMOKOJECHHS NEMOHCTPUPYIOT, Kak Wb mnepexoautr oT
PEAKTUBHOMW 3alIMThl K TNPOAKTUBHOW, CHOCOOHOM mpeayraiblBath |
NPEIOTBpalIaTh YTPO3bl J0 UX PEATA3ALINH.

Bonbiime pgaHHblE — 3TO OrPOMHBIE 00BEMBI HHPOPMALIMH, TEHEPUPYEMBIE
CETSIMM, YCTPOMCTBAMU W MONb30BaTessiMu. B koHTekcte b OHM CTaHOBSATCS
LIEHHBIM PECYPCOM JUIS BBISBJICHUS Yrpo3. TexXHONOrmM aHanm3a OObIIAX
JAHHBIX MMO3BOJISIIOT 00padaTkIBaTh JOTH, TPA(UK U IPYrUE JAHHBIE B PEATEHOM
BPEMEHM, HAXO/S! CKPBIThIC 3aKOHOMEPHOCTH U aHOMAJTUH.

[Tpumepom siBnsiercs miargopma InfoWatch Traffic Monitor ot poccuiickoit
komnanuu InfoWatch. Ona cobupaer naHHbIE C cepBEPOB, PAOOUMX CTAHUMH U
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CETEBBIX YCTPOMCTB, aHAM3UPYS IIOBEACHUE IOJIB30BATENIE U MPUIOKECHUN.
OTO  MOMOTraeT  BBISIBUTH  MOJO3PUTENIbHBIE  NEHCTBUS, TAaKUME  KakK
HECAHKIIMOHUPOBAHHBIN TOCTYN, W MPEACKA3aTh BO3MOXKHBIE aTakh. [ MOKOCTH
WIaTGOPMBI MO3BOJSET HACTPAUBATH AJITOPUTMBI MO KOHKPETHBIE YTPO3BL, UTO
nenaet ee 3(pPEeKTUBHON MPOTUB HOBBIX BUJIOB aTak.

MamuHHOe O0ydYeHHE — 3TO TEXHOJOTHS, KOTOpas MO3BOJSET CHCTEMaM
oOy4arbCsi Ha JaHHBIX W YJydllaTb CBOM CIOCOOHOCTH ©O€3 SBHOIO
nporpammupoBanus. B b MammHHOE 00y4YeHNE UCTIONB3YETCS ISl BBISIBIICHHS
aHOMAJINiA, MPeICKa3aHus aTaK U aBTOMATH3ALUN PEArHPOBAHMSI.

Poccuiickas kommanust Group-1B coznana cucremy Threat Intelligence &
Attribution, koTopasi TpUMEHSIET MaIMHHOE OOydeHHUE U TIyOOKOoe OOydeHHE
Ui aHanu3a KuOepyrpo3. Cucrema pacrno3HacT NaTTEPHBI, XapaKTEPHBIC s
aTak, BKJIOYash YIPO3bl HYJEBOTO AHS, KOTOPHIE HEW3BECTHBHI TPAIULMOHHBIM
antuBrpycaMm. OHa aJanTUPYETCsl K HOBBIM BHJIaM aTak, 00eCcrneynBas 3aluTy B
peanbHOM BpeMeHH. Hampumep, cucrema MOKET aBTOMATHYECKH M30JIMPOBAThH
3apaXCHHOE YCTPOHCTBO, MPEAOTBPALIAS PACTPOCTPAHEHUE YTPO3BI.

MamunaHoe oOyueHue nenaet Mb Oonee WHTENNEKTyallbHOH, MO3BOJISS
CUCTEMAaM HE TOJIbKO PEarnpoBaTh HA M3BECTHBIE YTPO3bI, HO M MPEABHIECTH
HOBBIE, UTO OCOOEHHO BAKHO B YCIIOBUSIX CTPEMHUTEIBLHO SBOJIFOLIMOHUPYFOLIUX
KAOEparax.

briokueliH — 3TO TEXHOJOTWs, OCHOBAaHHAs Ha JACHCHTPAIN30BaHHON Oaze
JaHHBIX, ¢ WH(QOpPMALMs XPAaHUTCS B BUAC LIECMOYKH OJIOKOB, 3AIMINECHHBIX
kpuntorpadueii. B Ub GnokyeiiH npuMeHsieTcs s 00eCeyeH sl NETOCTHOCTH
JAHHBIX, YIIPABICHHUS HICHTU(PUKAIMEN 1 3aIUTHI TPAH3AKLIUH.

Poccuiickas nnargpopma Waves Enterprise ucnosibdyer OJOKYECHH Uis
3aIMTHl  TAHHBIX OT W3MEHEHWA W yreuek. Kaxnaplii OnOK  COmep»KuT
UH(POPMALMIO O MPEABIAYLIEM, a KPUNTOrpaQUUECKAE NOANKUCHA TapaHTUPYIOT
HEU3MEHHOCTh 3aMUCEi. DTO IENaeT TEXHOJOTHIO WACAIbHON ISl yIpaBICHUS
LENOYKAMU TOCTABOK, (PMHAHCOBBIX TPAH3AKLMI WM MEPCOHAIBHBIX TAHHBIX.
Hampumep, OMOKYEHH MOXET CO3[aTh CUCTEMY, TZE TMOJIb30BATENU CaMu
KOHTPOJIUPYIOT JOCTYN K CBOMM JAHHBIM, CHI)Kask PUCK KOMIIPOMETALIUH.

brokyeiiH MOBBIIIAET MOBEPUE K CUCTEMAM, YCTpPaHsiss HEOOXOAMMOCTb B
NOCPEAHUKAX M 00ecreunBas MpO3payHOCTh, YTO JAETACT €ro MEPCHEKTUBHBIM
nHcTpymeHToM Ub.

KBanToBass kpunrtorpadusi HMCMIONB3YET 3aKOHbI KBAHTOBOW (DM3MKH MAJs
CO3/IaHUSI CBEPXHANEKHBIX CcUCTeM ImUdpoBaHus. OCHOBHOH MeETON —
KBaHTOBOE pacnpenencnue kimoueit (QKD), koTopoe mo3BosieT ABYM CTOPOHAM
Oe3omacHo OOMEHHMBAaThCS Kirouamu. JlroOas NOMBITKA NEpexBaTa KIK4Ya
HAPYyLIACT KBAHTOBOE COCTOSIHUAE, YTO MTHOBEHHO OOHAPYKUBAETCH.

B Poccum komnanust QRate paspabarbiBatoT KoMnakTHele QKD-cHCTEMBI,
KOTOPBIE MO>KHO MHTETPUPOBATH C TPAAMLMOHHBIMA METOJAMU MIH(PPOBAHUS.
Takue pemeHus YCTOMUMBBI JQXKE K aTakaM C MCIOJIb30BAHUEM KBAHTOBBIX
KOMIBIOTEPOB, KOTOPbIE MOTYT  B3JIOMAarh  KJACCHUECKHAE  AITOPUTMBI.
HccnenoBarenn Takxke padOTAlOT HAJA YBEJIMYEHUEM JAIBHOCTH MEPEAAYU
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JAHHBIX W CHIDKEHUEM TMOMEX, YTOOBI CAENATh TEXHOJOTHIO AOCTYMHON st
MacCOBOIO MCIOJIb30BaHUSI.

KBanToBas kpunrtorpadus npeacraeiser coboi Oyaymee Wb, obemaromee
OeCIpelieICHTHBIA YPOBEHD 3AIMTHI TAHHBIX B 3MOXY KBAHTOBBIX TEXHOJIOTHM.

Hecmotpss Ha mnporpece, TtexHomoruu Wb craikuBarores ¢ psaoMm
TPYAHOCTEN:

- HCXBaTKa  CHCLHMAIUCTOB.  KBUIM(PHIHMPOBAHHBIX  3KCIEPTOB MO
KrOepOE30MacHOCTH HEJAOCTATOYHO AJIsl yIOBJIETBOPEHHMS CITPOCA;

« CJIO)KHOCTh MHTETPALIMKM. HOBBIE TEXHOJIOTMH TPEOYIOT ajanTalyH K
CYLIECTBYIOIIMM CUCTEMAM, YTO MOKET OBITh JIOPOTO U TPYJO0EMKO;

« SBOJIFOLIMS YTPO3: KAOEPNPECTYMHUKHA MOCTOSHHO pa3padaThiBAIOT HOBBIE
METO/IbI aTaK, TPEOYIOIIKE PETYASIPHOTO OOHOBJICHHUS 3AIUTHBIX CUCTEM,

« BBICOKAsl CTOMMOCTB. BHEJIPEHUE MEPEIOBBIX pelieHui, Takux kak QKD,
TpeOyeT 3HAUMTEIIbHBIX HMHBECTULIUH.

OTU BBI30Bbl MOJYEPKHUBAKOT HEOOXOIUMOCTh KOMILJIEKCHOTO MOAX0[a,
COYETAIOLIECTO TEXHOJIOIMH, 00YUYECHHE IEPCOHAIA U OPTaHU3ALUOHHBIE MEPBI.

HupopmanroHHas 6€30MacHOCTh — 3TO HE MPOCTO HAOOP TEXHOJOTHH, a Au-
HAMUYHO PA3BUBAKOIIASACSA 001acTh, TPeOyIOIas NOCTOSIHHONW aJanTallyd K HO-
BbIM BbI3OBaM. Cuctemsbl IDS/IPS, aHamu3 O00abIIMX AAHHBIX, MAIUHHOE OOY-
YyeHue, OJIOKUEHH U KBAaHTOBAs Kpunrorpadus GopMUPYIOT COBPEMEHHBIH apce-
HaJI 3al0MTHl JAHHBIX M cHCTeM. OHM MO3BOJISIOT HE TOJBKO pearMpoBaTh HA
yIrpo3bl, HO W MPEABUACTh UX, MUHUMU3UPYS PUCKU. OQHAKO HU OJIHA TEXHO-
JIOTUSL HE MOXET 00€CEYNTh a0COMIOTHYIO O€30MaCHOCTh B OAMHOUYKY. D Pek-
TUBHAs 3alIUTa TPeOYET COYETAHHWsI MHHOBALMIA, KBATM()UIUPOBAHHBIX CIICLIAA-
JUCTOB U OCBEAOMJICHHOCTH MOjib30Batencid. B anoxy uudposuszanmm Ub cra-
HOBHTCSI OCHOBOH YCTOHYHMBOIO PA3BUTHUS OPraHU3aLMiA 1 00IECTBA B LETIOM.

CnucoK HCnoIb30BAHHBIX HCTOYHHKOB:
1. Positive  Technologies. PT Network Attack Discovery. URL:

https://www.ptsecurity.com/ru-ru/products/network-attack-discovery/ (mara
oOpawmenus 10.04.2025).
2. InfoWatch. InfoWatch Traffic Monitor. URL:

https://www.infowatch.ru/products/dlp-sistema-traffic-monitor
(mara oOpawmenus 10.04.2025).

3. Group-IB. Threat Intelligence & Attribution. URL: https://www.group-
1b.com/products/threat-intelligence/ (nata oopamenus 10.04.2025).

4. Waves Enterprise. URL: https://doc.web3tech.ru/ru/latest/index.html
(mara obpawmenus 10.04.2025).

5. QRate. AnnapaTHO-NPOrpaMMHBIH KOMIUIEKC KBAHTOBOTO paclpeiciCHuUs
kmoueid  (KPK). URL: https://goqrate.com/projects/qrate_qkd312/S  (nara
oOpawmenus 10.04.2025).

33


https://www.ptsecurity.com/ru-ru/products/network-attack-discovery/
file:////www.infowatch.ru/products/dlp-sistema-traffic-monitor
https://www.group-ib.com/products/threat-intelligence/
https://doc.web3tech.ru/ru/latest/index.html
https://goqrate.eom/projects/qrate_qkd312/S

Ivanov 1. P., Khasanov R. R., Ishmakov T. M.
Ufa University of Science and Technology, Ufa

Scientific supervisor:
Shagapov LA.
Ufa University of Science and Technology, Ufa

INFORMATION SECURITY TECHNOLOGIES

Abstract. The article is devoted to modern information security (IS)
technologies that help protect data and systems from cyber threats. Intrusion
detection and prevention systems, big data analysis, machine learning,
blockchain and quantum cryptography are considered. Special attention is paid
to their role in countering current threats, as well as practical examples
illustrating their effectiveness and limitations.
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