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MPOBJEMbBI MHOT'O®AKTOPHOI AYTEHTU®UKAITUH
B AEHEHTPAJIN30OBAHHBIX KUBEPOUINYECKUX CUCTEMAX

AnHoTanusi. MHorogakropHas ayreHTHgukanus (MFA) umeer nepBocTte-
NEHHOE 3HAuUCHHE i oOecreyeHnus Oe30MacHOCTH KUOEpPPU3MUECKUX CUCTEM
(CPS), ocobenno B chepe Untepuera emieit (IoT), xapakTepusytouieiics orpa-
HUYEHHBIMU PECypcamMu YCTPONCTB M KPUTUYECKM BAKHBIMU OMEPAIMSIMH.
OOcy>KaroTCsi BOBMOYKHBIE CTPATErMU CMITYECHUS MOCEACTBUM, BKIIIOUYAIOIINAE
JIETKOBECHYIO KPUNTOTPa(uIo, BHIYUCICHUS BHE LENH, CMCHUATU3MPOBAHHBIC
MEXaHU3Mbl KOHCEHCYCa M HAACKHBIE MPOTOKOJIbI JACUEHTPAIM30BAHHOIO
ynpaeieHus. TpyIHOCTb 3aKir04acTes B o0ecrneueHun OanaHca MEXAy HaJaexK-
HOI 0€30MaCHOCTBIO, YIOOCTBOM HKCIOJIB30BAHUSI U MPOU3BOJUTEIIBHOCTHIO B
YCJOBUSX JKECTKUX OTPAHUYCHUH 3TUX JACleHTpaIn30BaHHbIX cpen [oT.

KaroueBbie cioBa: mHorodaktopHas ayreHtudukamus (MFA), UaTepHer
Beuieit (1oT), kubeppuznueckue cucremsl (CPS), Onokueiin.

Kubeppuznueckne cucrembl (CPS) npeacraBisiror  co00H  TECHYIO
WHTETPALMIO BBIYMCICHUM, ceTel M PU3NYECKUX MPOLEeccoB. MIHTEpHET Belei
(IoT) sBasercs spkum  mposieieHueM CPS, oO0beIUHSIOIMMM  MUJLIAAPbI
YCTPOMCTB — OT MPOCTHIX JATYMKOB KM MCHOJHUTEIBHBIX MEXAaHU3MOB [0
CIIOKHBIX MAIIMH M HOCHMBIX YCTPOWMCTB — 4acTO paboTaronMX B YCIIOBHUSAX
3HAUUTENIBHBIX OIPAHUYCHUN PECYPCOB (BBIYMCIMTENBHON MOIIHOCTH, MAMSITH,
SHEPruM) W B3aUMOJCHCTBYIOIIMX C (PU3MYECKUM MHPOM, YacTO B TaKUX
KPUTHUYECKH BRKHBIX MPUJIOKEHUAX, KaK MPOMBIILIEHHBIA KOHTPOJb (110T) nnm
3apaBooxpanenue (IoHT). OGecnieyeHre O€30MaCHOCTH TAKMX CHUCTEM HMEET
OTPOMHOE 3HAYEHUE, MOCKOJIBKY YSI3BUMOCTH MOTYT MPUBECTH K (PU3HUECKOMY
yepOy, YTEUKe TaHHBIX WJIM HAPYIICHHUIO paOOThl OCHOBHBIX CITYKO.

Mmuorogakropras ayreatTugukanus (MFA) — 3T0 KpaeyroyibHblii KaMEHb
COBPEMEHHOM CHUCTEMBbI 0€30MacHOCTH, TpeOyIOUIMA OT MOJIb30BaTENEH WIH
OpPraHM3alMii TPEIOCTABICHUS HECKOJIBKUX J0Ka3arenbCTB ((PakTOpoB) W3
Pa3HBIX KATErOPHid — 3HaHUS (TO, YTO Bbl 3HAETE), BIAACHUS (TO, UTO Y BAC €CTh)
Y NPUHAICKHOCTH (TO, YTO Bbl €CTh) — ISl NOATBEPIKICHUS WX JHYHOCTH.
Peammzaums MFA B [oT kpaiiHe BakHA, HO CJIOKHA M3-3a2 OTPAHUYECHUI
YCTPOMCTB M MacITabOB Pa3BEPTHIBAHMSI.
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Kak otmedaercs B pabore [1], mOCBAMEHHOH MHOTO(AKTOPHOM
ayTeHTU(UKaUMM B KOHTeKkcTe MHTepHeTa Bemied, s olOecnedyeHHs
0€30MaCHOCTH TAKAX CUCTEM HEOOXOMMO PELIUTE PSIT CIECAYFOIIMAX BOMPOCOB:

— KaK B3BECHUTH (DaKTOPHI?

— KaK aIanTUPOBaTh peUIcHUs?

— KaK 3aBOE€BATh JOBEPHE MOJIb30BATENEH?

— Kak 0€30MacHO MOJIyYATh BHEITHUE TaHHBIC?

[lepas mnpobOiieMa 0pH MOPOEKTUPOBAHWUU MOJENCH MHOro(akTOPHOM
ayTeHTU(UKALMN 3AKITFOYAETCS B OTCYTCTBHH OOLIENPHUHATHIX KPUTEPUEB IS
PAH>KMPOBAHWS AayTCHTU(PUKAIMOHHBIX (PAKTOPOB M BBIOOpA METPUK KX
3(}PEKTHBHOCTH. DTO MPUBOIUT K HEOOBEKTHBHOCTH MPUOPHUTE3ALMH (PAKTOPOB
M KOHTEKCTHOW 3aBUCAMOCTH.

Bropas npobnema y:ke 4aCTHYHO PElIacTCs CUCTEMAMM C MCMOJIb30BAHHEM
CTAaTUCTUYECKUX MOJIENCH, OCHOBaHHBIX Ha 0ali€COBCKUX CETSIX [2] Mu HEHPOH-
HBIX ceTsx [3]. OnHako B KOHTEKCTE [0T-yCTpOUCTB ¢ HU3KUM dHEPronoTpedie-
HUEM OHA COXPAHSET aKTyaJIbHOCTh, TAK KaK 3TH METOJbl TPEOYIOT 3HAYUTEIb-
HBIX BBIYMCIIMTEIBHBIX MOINHOCTEH A oOy4yeHHss W WH(pepeHca MOICIEH,
OonbIIMX 0OBEMOB MAMSTH AJII XPAHEHUS MapaMeTPOB (HApUMEP, BECOB HENl-
POCETEH ), TOCTOSHHON SHEPTUH ISl 00paOOTKH TaHHBIX B PEATbBHOM BPEMEHH.

Tperbss mnpoOsieMa KacaeTcsi HEOOXOJMMOCTH MPO3PAYHOCTH  MOJENHU
MHOTo(akTopHO# ayTeHTH(UKaIK. KITFOueBO BBI30B — 00ECIEUEHUE TOBEPUS
K CUCTEME Yepe3 OMHUCAHUE €€ PEIICHUN, OCOOEHHO B CLEHAPUSAX, IIe (PaKTOPHI
ayTeHTU(UKALUN TUHAMAYECKA MEHSFOTCS.

B yerBeproil mpoOneme 3arparuBarOTCs PUCKW B3aUMOACHCTBHS MEXKIY
YCTPOMCTBAMHU, CO3JAOLINX YS3BUMOCTH, CBA3AHHBIE C OTCYTCTBUEM TapaHTUi
HAJC)KHOCTA M LIEJOCTHOCTH BHEIIHUX MCTOYHHKOB. OTO TpPeOyeT BHEAPEHHS
JUHAMHAYECKUX MOJEJCH OLECHKH JOBEPHS, CIIOCOOHBIX aIanTHPOBATBCS K
MEHSFOLIMMCS YCIOBHSAM Pa0OTHl YCTPOHCTB B FETEPOTEHHBIX CPElax, TAKMX KaK
YMHBIE TOpoAa Wi npoMsiieHHbIe [0T.

Taxoxke MFA crakuBaercs ¢ OONbIIMMH TTPoOaeMaMu B 00aCTH KPHUIITO-
rpadpun. Kpunrorpadpuueckue airopuTMbl HCIOIB3YIOTCA Uisl O€30MacHOM
CBSI3H, COTTIACOBAHMSI KJIHOUEH, MpoBepkH (akTopoB M B3aumoaekicTeust ¢ DHT /
Onmok4YeiHOM. XOTs JIErKOBECHAss KpUNTOrpadust CTPEMUTCS MHUHHMH3UPOBAThH
noTpeOaeHNe MaMsTH U SHEPrur, €€ 3PHEKTUBHOCTE OCTAETCS MO BOMPOCOM
HA HU3KOYPOBHEBBIX MUKPOKOHTPOJUIEPAX.

Jlerkue mpuMuTHBEL: X3-PyHKuuK (Hanpumep, SHA-256), onepaun XOR
u cumMeTpuunblie mmdpsl (Hanpumep, AES-128, cranmapt NIST ASCON,
SPECK) OOBIYHO CUMTAKOTCS BBINOJHAMBIMU. Moaenupyembie  3arpaThl
NOKA3bIBAKOT, YTO OMEPALMM 3aHAMAIOT OT MUKPOCEKYHJ 10 MWIJIUCEKYH] HA
MOIIHBIX MPOLIECCOPAX, HO MOTYT OBITh 3HAYATEIBHBIMA HA HU3KOYPOBHEBBIX
MCU. B pabote [4] Obl710 MPUBEACHO MOJEITAPYEMOE BPEMSL:

—xour: T, = 0,0026 mc;

— AES-128 [llupposanwue / letudpposanue Tg,p =~ 0,00325 Mmc;

— HeveTKoe u3BlieueHue Trp =~ 1,989 Mc (akTyanpHO 1st OMOMETPUN).
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Kpunrorpadgus smnmuntruueckux kpuBbix (ECC) obecrieumBacT HaACKHYHO
3alMTy C€ MEHbIIMMHM Kiarwvyamu, 4eM RSA, Ho TpebOyer OGonpmmx
BBIYMCIIUTENBHBIX 3aTpar. B TOM k€ MCCIEAOBAaHUM BPEMSI YMHOXKEHUSI TOYEK
Hag ECC (T,.y,) ouleHuBanoch B 1,989 Mc, 4TO 3HAYUTENIBHO BBIIIC, YEM BPEMS
X3IIMPOBAHUS WIH CUMMETPHYHOTO MU(POBAHUS.

bununeiiHbie nmapel, HCNOMB3YEMBIE B HEKOTOPBIX MPOABUHYTHIX CXeMax [5],
emie Oonee TpeOoparenbHbl. [IpurogHocts ECC nmis CUIbHO OrpaHUYEHHBIX
YCTPOMCTB OCTaeTCsl CHOPHOHM, 4YTO 4YacTO NPUBOAUT K HEOOXOIUMOCTH
MEPEKITAIBIBATH €€ HA TUTIO3HI [4].

JIns 3a0MThl OT KBAHTOBBIX KOMITBIOTEPOB B OyaymieM TpeOyroTCs ajiro-
putMbl PQC, KOTOpBIE YacTO UMEIOT OOJIBIIMIA pa3Mep KITFOUYa/MOAMUCH U OoJiee
BBICOKHME BBIYMCITUTEINbHBIE 3aTPaThl, YeM Tekyluas kpuntorpadus vag ECC.

B paGore [6] ananusupytorcs TpeboBaHus K ycrpoiictBam 10T,
HeoOxoauMBbIe AJ1s1 padoThl anroputMoB PQC.

['maBHBIMM TApaMeTpaMu 3THX YCTPOMCTB SBISAIOTCA: OOBEM JOCTYMHOH
ornepatuBHONH mamsaTH, 00beM RAM/(m3m-namMsaT/HAKOMUTENS W TaKTOBAs
4acToTa.

[Ipuyem 00OBEM HAKOMWUTES HE TaK 3HAYMTENCH, Kak 00beM RAM, mo-
CKOJIBKY Ja’K€ B COBPEMEHHBIX YCTPOMCTBAX OH OOBIYHO HE NPEBBIMIACT 64 KO.

Ecmu cpagaute PQC anroputmel mist cozpanus DL, To Falcon (0,5 k0)
BeiurpeiBact y Dilithium (40-70 k0), xors y Dilithium o6bem koga ropazno
MEHBLIE.

B kadecTBe aliropuT™Ma MHKANCYJISUUU KIIOYECH MpepiaratoT MCHoJib30BaATh
Kyber niam Saber, 00a UMEIOT 10CTaTOYHBIE XapaKTepUCTUKH J1st padoThI ¢ [oT.

Tem He wMeHee, OONBIIMHCTBO CTAHJAPTOB PACCMATPHUBAOT MOJACTH,
cpaBHumeie ¢ ARM Cortex M4. Bonpuioe KOJIMYECTBO MOACIECH HA PBIHKE
UMEIOT Kyaa 00ee HU3KUE XaPAKTEPUCTHKH.

Jlpyroii 3amaucii sBnsercs oOecneueHue s¢dextuBHocTH MFA. OHa
3aBUCHUT OT MOJIMTUKH, OMPEACISIOIIEH, Kakue (pakTopbl TPeOYIOTCS NpU TEX
WIA WHBIX OOCTOSITENBCTBAX (HANPHUMEP, AYTCHTH(PUKALUS HA OCHOBE PUCKA).
JleueHTpanu3anns 3aTpyIHsET YIPABICHHAE MOJMTUKAMU:

— KaK OMNpEACTsoTCs W O€30MaCHO PACHpOCTpaHAroTcs monuTukn MFEFA
Cpeou BCEX COOTBETCTBYIOIIMX CYOBEKTOB (YCTPOWCTB, BAIMIATOPOB) B KHOEP-
(u3nyeckux cuctemax?

— KaK TMOCJIEI0BATEIbHO OOHOBJISIOTCS MOJMTHKM B CETH, OCOOEHHO C
y4e€TOM TMpoOJEM C COCAMHEHHEM MW HEOOXOAMMOCTH KOHCEHCyca IO
U3MCHEHUsAM? 3aJep>KKH B 3aBepuicHMH paboThl ONIOKYEHHA BIUSIOT HA
CKOPOCTb PACIIPOCTPAHEHUS IOJUTHK.

OO0ecricueHre MPaBUWIBHOTO M TMOCJIEA0BATEIBHOTO MPUMEHEHHS TMOJIATUK
NOTCHIUATBHO HETOBEPEHHBIMH WJIM OIPAHUYCHHBIMHU B PECYPCax CYIIHOCTIMHU
— CJIOXKHAA 3a/1a4a.

Pemenne 3THX B3aMMOCBSI3aHHBIX 33/1a4 TPEOYET UENOCTHOro noaxoaa. Jmis
3TOr0 HEOOXOAWMBI JOCTH)KCHUST B OOJIACTH JIETKOBECHOW W MOCTKBAHTOBOH
KpunTorpaguy, WHHOBALIMOHHOE WCIMOJb30BAHUE METOJOB BBIUMCIICHUN BHE
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LEeMoYKU. B KOHEYHOM uTOre ycmnemHoe pa3BepteiBanue MFA B 3THX cpenax
3aBUCUT OT HAXOXKJACHHWS MPAaBUJILHOTO OajaHca MEXKIy O00ECIeUCHHEM
HAJC)KHOM MHOTOYPOBHEBOH O€30MACHOCTH, MOAACPKAHUEM TPUEMIIEMOH
MPOM3BOJUTENILHOCTH W yI0OCTBA MCMOJIb30BAHUS B YCIIOBUSIX JKECTKHX
OTPaHWYCHUM HA BpeMs OKMJAaHUS U COOMIOACHMEM JKECTKMX OTPaHUUYCHHUI Ha
pecypcol B o0mmpHoM tanamadre [oT. g nogHoi peanuzaiuu noTeHIMana
oe3onacHoro u 3¢gpexkruBHoro MFA B 3THX MHOrooO€maromuX, HO CI0KHBIX
JCLCHTPAIM30BAHHBIX APXUTEKTypax BCe eule TPeOYIOTCS 3HAYUTEIbHBIE
WCCJICIOBAHMS U Pa3pabOTKH.
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PROBLEMS OF MULTIFACTOR AUTHENTICATION IN
DECENTRALIZED CYBER-PHYSICAL SYSTEMS

Abstract. Multi-factor authentication (MFA) is of paramount importance for
securing cyber-physical systems (CPS), especially in the Internet of Things
(IoT) domain characterized by limited device resources and mission-critical
operations. Possible mitigation strategies including lightweight cryptography,
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off-chain computing, specialized consensus mechanisms, and robust
decentralized management protocols are discussed. The challenge 1s to balance
robust security, usability and performance under the severe constraints of these
decentralized IoT environments.

Keywords: multi-factor authentication (MFA), Internet of Things (IoT),
cyber physical systems (CPS), blockchain.
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