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HHPOBJIEMbI BE3OITACHOCTH IOT-YCTPOﬁCTBU
N HAITPABJIEHUSA SBAINNTHI MTHTEPHETA BEIIEU

AnHoTtanmus. Pazsutue Texnonoruum [0T cOmpoBOKIAETCS POCTOM Yrpos;
HEAOCTATOYHAs MCXOJHAs 3AUIUIICHHOCTh, CIadble W yCTAPEBLIME MPOTOKOJIBI
padoret  IoT- wm  IloT-ycTpoHCTB,  pa3MbITOCTE  30HBI  KOHTPOJS
KuOep(PU3NUECKUX CUCTEM ¢ Hcnonb3oBaHueM [0T 3710 (akTopbl pucKa,
KOTOPBIE CJIOKHO 3aKPbITh NPU TPAAMLMOHHOM TOAXOAE K YIIPABICHUIO
0€30MaCHOCTBIO MPEANPUATHS WU KHOEp-00beKTa. B CTaThe BHIMOIHEH aHAIN3
npobiiem 6e3onacHOCTH [0T-yCTPOHCTB M M3JI0KEHBI MyTH U METOIbI CHUYKEHUS
puckoB b, cBsazanHbIX ¢ [oT-ycrpoiicTBamu.

Karouessble cioBa: 10T, uHTEpHET Belel, knOepOe30MacHOCTb.
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[Tpumenenne [0T-yCcTpOWCTB CTAJI0 MAacCOBBIM SIBJICHHUEM, 00pasyst KHOep-
(PU3NYECKUE CUCTEMBI YMHBIX TOPOJOB, TPAHCIOPTA M 3JaHUM, MEAULIMHCKOTO
uHTepHeTa Beled U npombliieHHoro (IoT). Tak, «IoT Analytics» [3] oueHun
KOJIMYECTBO YCTPOKMCTB MHTEPHETA Bewiei B mupe B 2024 1. B 18,8 muipz, B 2025
r. ux oxxupaercsa 21,5 mnpa, a x 2030 r. nporHosupyercs ot 32,1 mupa [4] no
41,1 mapn [3] ycrporicts I0T. IIpy 3TOM aKTMBHO Pa3BHBACTCS MHTETPALUS C
[0T TeXHONOTMi UCKYCCTBEHHOIO UHTEJUICKTA (HAPUMED, T.H. NEPUPEPUIAHOTO
HUH), cozmaBas HOBBIE HEOUYEBUAHBIE YS3BUMOCTH M YCIOXKHSS MPOLIECCHI
YIPaBIeHUSAX O€30MaCHOCTEIO.

BonbimmHcTBo [0T-yCTpOHCTB IITATHO CJTa00 3AIMINEHBI MW HE 3AIUIIEHBI
BOBCE, a MX IIMPOKAas pacnpOCTPAHEHHOCTh MPUBIEKAET KHUOECPXAKEPOB,
KOTOPBIC HIIYT CMOCOObI 3KCIUTYaTUPOBATh WX YSI3BUMOCTH. TE€XHOTOTUYECKHE
nU(pPOBBIE HWHHOBAUMM B  MPOM3BOJACTBE CONPOBOXKIAKOTCA  PA3BUTHUEM
IPOMBILICHHOTO MHTEPHETA BEUIEH, YTO JAEIAeT MPOMBIIUIEHHOCTh OCHOBHOH
MULICHBIO A5t atak BpeaoHocHoro I10. B 2022 r. yncno kubeparak Ha [oT
BbIpoci0 Ha 400 % 1o CpaBHEHUIO C MPEANICCTBYIOMIMM MEPUOIOM (COTTIACHO
OTUETY UcclienoBarenbckoi rpynimbl Zscaler ThreatlLabz [1]); k cepenune 2024,
no onenke Zscaler ThreatLabz, konmnuecTBO nulIb 3a0JIOKHPOBAHHBIX aTaK Ha
[0oT yBemmumiiock Ha 45 % no cpaBHeHHIO ¢ 2023 [5], npyyeM 3TH aTaku LUIHA
NPEUMYIIECTBEHHO Ha NpoMblurieHHbI [0T (B 3 pa3a vame, yeM Ha Apyrue
orpacnu [1]). Ananu3 metonoB arak Ha loT ycTpoiicTBa CBUAETENBCTBYET O
pazHooOpa3uu  3KCIuTyaTupyeMbix — ysizBumocteid  [oT.  KomOuHupoBaHue
TPaJIMLMOHHBIX U «AHHOBALMOHHBIX)» MPUEMOB MO3BOJIET XaKepaM OOXOIUTh
CTAaHJAPTHBIE CPEACTBA 3AIMUTHI M JSKCIUIyaTUPOBATh BHOBb BO3HHMKAOIIME
YSI3BUMOCTH HA CTBIKE TEXHOJIOTHWHA. XaKepbl TPUMEHSIOT BPEIOHOCHI, B T. Y.
mudpoBaibMKA  (yacTo 310 Mirai m  Gafgyt), ucnone3ys ysi3BUMOCTH
OPOLIMBOK W HEJOCTATOYHYKO 3AIMUTY OMNEPALMOHHBIX CHUCTEM MOOMIBHBIX
wiarGopM, ysI3BEMBIE TMPOTOKOJIBI MEPEAAUM JAAaHHBIX [6] (mpu 3TOM JUIs
WHTEPHETA BELIEH XapaKTEPHO OOJBIIOE Pa3HOOOpa3ue MPOTOKOJIOB MEPENayn
JAHHBIX, YTO YCJOXKHSAET 3aIIUTy W TpeOyeT CTaHAapTH3alUUu B 3TOH cdepe).
VYA3BUMOCTAMHU CHY>KaT W OWMOKH B KOH(PUIYpALMKM CHCTEM O€30MacHOCTH
(BT. 4. OONAuHBIX LIEHTPOB XpaHCHUST M 0OpabOTKM TPOM3BOACTBEHHBIX
JAHHBIX ), TO3BOJIsAsI KMOECPB3IOMILMKAM MMOIy4Yark ¢ moMoubio 10T moctym k
KPUTUYECKUM 3BJieMEHTaM  KuOep(u3nueckol HHPPACTPYKTypbl. Xakepsl
UCMOJB3YIOT  COLMAIBHYK HHKeHeputo, HWHW-texHonmormm ans  moucka
ySI3BUMOCTEH, nnutenbHble CKpoiThie (APT) kubeparaku. Cpemu yrpo3 loT —
AKCITyaTalusl anmapaTHbIX YSA3BUMOCTEH M HEAOCTATKOB MpoIMBKM, DDoS-
aTaKy, 3apaXEHUE BHPYCAMH C TOCIEAYIOIIMM OTKAa30M B OOCHYXKUBAHUU H
MOJIOMKE 000pyaoBaHus KuOeppuznueckux cucreM. llenpro kuOepnpectyn-
HUKOB SIBJISIETCS] MPOHUKHOBEHUE B MPOMBILUICHHBIE CETH, NCKAKEHUE TAHHBIX,
NOJTYyYEHUEM KOHTPOJS HAJ YNPABISIOMMMU KOMaHAAMH B HMCIOTHHUTEIbHBIX
YCTPOMCTBAaX, U3BMEHEHUE B MPOIIMBKAX M MporpaMmmax MmpoMoOOpyIOBaHUs, U
KaK UTOT — aBapuu. CTPEMUTENbHAS JBOJIIOLMS METOAOB M yMcia arak Ha [oT
AKTYaTU3APYIOT NpoOsieMaTuKy KHOepOe30MacHOCTH HHTEPHETA BEUIEH U
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nuppoBoii MHPpacTpykTypbl ¢ ucnoib3oBanuem [oT w MW, u BakHOCTBH
KOMIUIEKCHOTO TMOJAXO0/a K 3aluTe WHPOpMauuu NPEANpUITAA W APYroi
KPUTHYECKOH WMH(PACTPYKTYpPhl, TOCTOSHHOE COBEPIICHCTBOBAHUE METOJOB W
CPEICTB 3AIMTHI, HOBBIX CTPATErUil MPOTUBOACHCTBUS TAKUM YIPO3aM.

AHanmm3 dKCIUTyaTupyeMbIX ysa3BUMOCTER [0T MOKa3bIBAET, YTO OCHOBHBIMH
npobsieMaMul  SIBJISIFOTCS:  YSI3BUMOCTH TPOrpPaMMHOr0 odecnedeHus, 0a30BbIe
HacTpoiiku loT-ycTpoiicTB 6e3 yueTa yrpo3, OTCYTCTBUE HAJEKHON ayTeHTU (-
KallMW, HE3AUIMILEHHBIA BBIXOJ B MHTEPHET, OIMMOKH B KOH(UIYPALUUA CUCTEM
0€30MacHOCTH, OTCYTCTBUE (M)A crnadble CXEeMbl) MHA(POBaHHs AAHHBIX, KOTAA
3TO HEOOXOIUMO; HEMPABUIIbHAS HACTPOHKA CETEBBIX MPOTOKOJIOB YNPOIIAET [7]
3JIOYMBIIUIEHHUKaM J0CTyI. B pesynprare loT-ycTpoiicTBa OKa3bIBaKOTCS
3apaXCHBl W MCHOJIB3YIOTCS B KA4€CTBE BXOAHBIX TOYCK Ui OOTHET-aTaK Ha
KOPNOpaTuBHY0 MHppacTpykTypy. [lpu stom mist [oT-yCTpoHCTB, MOAKIIOO-
YaeMBIX Y€PE3 UHTEPHET OTKY/A YIOJHO, HET KOHTPOJIMPYEMOM 30HBI, KOTOPYIO
MOKHO OBUTIO OBl M30JIMPOBATh TPAJAMLUUOHHBIMU CPEACTBAMH O€30MaCHOCTH,
YTO 3aTPYAHAET KOHTPOJIb U YAAICHHOE YIIPABICHUE YCTPOMCTBOM B CITydae €ro
HEKOPpeKTHOM  padotel.  loT-ycrpoiicTBa, Kak NOPaBHIO, HEBO3MOKHO
HEMOCPEACTBEHHO 3aUIUTHTh, KAK KOMIIBIOTEP WM TeNe(OH, HATOKEHHBIMU
CPEICTBAMM 3alIUTHI OT KHOEPYIPO3, MOCKOJBKY OMEPALIMOHHAS CUCTEMA €CITU U
€CTb — TO YIPOIUEHHAs W HECOBMECTUMAs C TPAAMLUMOHHBIMM CPEACTBAMU
3aIUThL, a pa3paboTUMKN «YMHBIX BELICH», KaK MPABWJIO, HE 3aKIAJbIBAOT B
HUX (pyHKIMH HHPOPMATMOHHOMN 0€30MaCHOCTH.

Muoroo0Opazue yrpo3, peanuszyembix depe3 10T, yka3blBa€T Ha Ba’KHOCTH
CUCTEMHOTO TNoaxojaa K KubOepOe3omacHOCTH B OTHOWEHWM [0T-yCTpOHCTB,
oxHako 3aumTa [0T Ha mpakTUKe HEPEAKO BO3MOYKHA JIMIIb HA YPOBHE KAaHAJIOB
CBSI3H (CETH, MPOTOKOJIOB M CPEACTB KOMMYHHUKALIMK YCTPOKWCTBA C XPAHWJIALIEM
win aTgopmoid, ncnonesytouieit Jannbie 10T). s ynpaenenus tpadpukom ot
[oT x obmaky wim tnargopme npumeHsitorcss [oT-mutro3el, B (QyHKOMOHAN
KOTOPBIX BXOAMT (uibTpanus 1aHHbIX OT 10T, mepeBoa mpoTOKOJIOB, OTIPaBKa
JAHHBIX B 00JIAKO WJIM MHTPACETH, a TAKXKE OTCISKMBAHUE COOBITHI Oe3omac-
HocTH, HekoTtopeie [oT nutro3sl (Hanpumep, npoaykT Kaspersky IoT Secure
Gateway [2] npenoCTaBisitOT JOMOJHUATEIIBHBIA CIOM 3alIUTHI U BO3MOXKHOCTh
VIOAIECHHOro agMuHuctpupoBanus loT-ycrpoitctBamu. Mcnons3oBanue 3aiiu-
HICHHBIX MMPOTOKOJIOB MEPENaY TaHHBIX, MOHUTOPUHT COOBITUH OE€30MacCHOCTH
JUTsl BBISIBIICHHSI aHOMAIMI MOMOTarOT OTCIIEKUBATh U HEUTPAIM30BATh ATAKU U
NOBBIIIACT ypOBeHb 3amuThl loT-ycrpoiictB. Crparerus 3amuThl TPeOyeT
peai3anuu MPUHLMUIIOB «HYJIEBOTO JOBEPHS» INPU BBICTPAMBAHMHM CUCTEMBI
3aIIUTHL, MPOAYMAHHOIO  KOH(MUIYPUPOBAHWs  HACTPOCK  OE€30MacHOCTH
YCTPOMCTB, a TAKXKE, KOTAA 3TO BO3MOKHO i [0T, peryisspHocTi OOHOBIICHUS
[1O, npuMEHEHUsT aHTUBUPYCOB, YCHJICHUS AayTECHTHU(UKAUWW, TPUMEHEHUS
CPEACTB JOBEPEHHOM 3arpy3Ku, CPEACTB aHAJIM3a AaHOMAIBHOTO noBeacHus [oT-
YCTPOMCTB. YTpo3bl ans pazHbix loT-ycTpolicTB B uupoBoii nHpaCTpyKType
(Hampumep, TPEeaNpHsITHs) JOKHBI ObITh OMMCAHBI B MOJACITH YIPO3, 4 MEPHI
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3aimThl  [0T-yCTpPOHCTB HM3NIOKEHB B TOJMUTUKE OE30MAaCHOCTH, KakK 3TO
JENACTCS ISl «TPAUIIMOHHBIX» KOMIIOHEHTOB OOBEKTA.
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IOT DEVICE SECURITY PROBLEMS AND WAYS TO PROTECT
THE INTERNET OF THINGS

Abstract. The development of Internet of Things technologies against the
backdrop of a growing threat; reverse initial security, weak and outdated
protocols for the operation of IoT and IloT devices, and the blurring of the
control zone of cyber-physical systems using IoT are risk factors that are
difficult to close with the traditional approach to ensuring the security of
enterprise or cyber facility management. The article analyzes the security issues
of [oT devices and outlines ways and methods for reducing information security
risks associated with 10T devices.
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