YK: 004.056
Auos U.B.
[ToBOMKCKHM TOCYJAPCTBEHHBIA YHUBEPCUTET
TeJIeKOMMYHUKaluii u nHpopmatuku, Camapa

Hay4unblid pykoBOAUTEID:

Kupeena H.B.
[10BOMKCKMM TOCYAAPCTBEHHBI YHUBEPCUTET
TeJIeKOMMYHUKalui 1 uHpopmatuku, Camapa

OCHOBHBIE YI'PO3bI ! YSI3BUMOCTH BEB-CAHMTOB
N METOJbI 3ALHIUTBHI OT HUX

Annoranusi. CtaThs MOCBAIEHAa BOmpocaM oOecreueHus 0e30MacHOCTH
Be0-CaliTOB B YCJIOBHSIX pocTa yucia kuOepaTtak. PaccmaTpuBaroTCsi OCHOBHBIC
yrpo3bl, BKItOUas ys3BUMOCTH To kiaccudukaimu OWASP Top-10, meromabt
3amuThl — naByxdakTopHas ayteHtudukanus, WAF, nentect u oOydeHue
nepconana. llomuepkuBaeTcs  BaXXHOCTh  KOMIUIEKCHOTO — TOJAXO0/a K
o0ecrniedyeHn0 0€30aCHOCTH, COYETAIOIIET0 TEXHUUECKUE U OpraHU3allMOHHbIE
MEpBI JIs 3alIUThI JAHHBIX U PEIyTalliyd OpTraHUu3allkH.

KuaroueBble ciioBa: BeO-caiit, 6e3onacHocTh, kubepataka, OWASP, WAF,
2FA, neHTecT, y13BUMOCTH, MIU(PpOBaHNE, MOHUTOPHUHT .

C OypHbIM pa3BUTUEM HHTEPHETA BEO-pPECYpPChl CTAIM HEOTHEMIIEMOU
4acThiO0 OW3HEca, KOMMYHHUKaIMi U jocyra. OgHaKo UX HIMPOKOE PaCIpOCT-
paHEHHE CAENAIO WX MPHUBJICKATEILHON LENbI0 Il KUOepnpecTymHUKOB. Beb-
CAMTHI 3a4acTyl0 COJEpKaT JUYHbIE M (MHAHCOBBIC JAaHHBIC MOJIB30BATENEH, a
TaK)X€ MOTYT UCIIOJIb30BATHCA KaK TUIAIIapM ISl TadbHEHIIINX aTak.

B ycrnoBusx crpeMuTenbHOro pocTta umcia yrpo3 odecriedyeHue uHbopma-
[IMOHHOM O€30MaCHOCTH BEO-TIPWIOKEHUN TPHOOPETAeT KPUTHUUECKOE 3Haye-
Hue. [lo nanaeim komnanuu Positive Technologies, B 2024 1. Ha BeG-pecypcHl B
Poccun mnpuxomunocs 45 % Bcex kubeparak, 4YTO TOKa3bIBA€T OCTPOTY
npobiiemsl [4].

[Tpoekr OWASP (Open Web Application Security Project, OTKpbITBII
MPOEKT 0€30MacHOCTH BeO-puiiokeHu [2]) dopmupyer perTuHr HaumOoJiee
OMACHBIX YysA3BUMOCTeH BeO-npwiokenuil. B mocmeqnem OWASP TOP-10
(2021) ObLIM BBIIETEHBI CAEAYIONINE TUIIOBBIE YTPO3bI:

1. Hapymenue konTpois gocryna (Broken Access Control).

2. OmuobKku B peanuzaiuu kpunrorpaguyeckux anroputMmon (Cryptographic
Failures).

3. Uabekumonnsble ysa3sumoctH (Injection).

4. HemoctaTku apXuTeKTypsl u ipoektupoBanus (Insecure Design);

5. HempaBunbsHas HacTpoiika koHpurypanuii (Security Misconfiguration);

6. Ucnonp30oBaHne yCTapeBIINX WM HEOE30MACHBIX KOMIIOHEHTOB.

7. I[IpobGnemsbl ¢ unenTuduKauen u ayreHTudukanmen.
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8. Hapymienue nienoctaoctu gansbix u 110,

9. OrcyTCcTBUE HAJIEKAIIETO JTOTUPOBAHUS 1 MOHUTOPHHTA;

10. ITognenka cepepHbIx 3anpocoB (SSRF).

Cpenu TUNHMYHBIX BEKTOPOB aTaK MOKHO BbIACIUTH SQL-uHBEKIMH, XSS
(mexcaittoBbiit ckpuntuHr), CSRF (mopaenka 3ampocoB), a TakKe OUIMOKU B
HacTpolike Oe3omacHOCTH. SQL-UHBEKIMM TMO3BOJSAIOT 3JI0YMBIIIICHHUKAM
BMEILIMBAThCS B paboTy 0a3 JaHHBIX M U3BJIEKaTh KOH(PHUIACHIIMAIBHYIO
uHpopMaluio. XSS-aTaku MO3BOJISIOT BHEAPATH BPEJOHOCHBIN KO B CTPAHULIBI
caiita, a CSRF MOXeT NpuHYIUTh MOJb30BATEIS K HEXKENATEIbHbIM ACHCTBUAM
OT MMEHU €r0 YYETHOH 3aIHUCH.

UccnenoBanuss kommanuu «Jlabopatopuss Kacmnepckoro» IMOKa3bIBarOT
yBEJICUCHHE KOJMYECTBA KuOepaTak Ha BeO-npuiiokerns Ha 38 % B 2024 1. mo
CPaBHEHHUIO C MpeAbIayIITH TroAoM. JlaHHbIe mpecc-cayKObl KOMITAHHH
«Jlaboparopust Kacnepckoro» nokaseiBarot, 4to B 2024 r. 066010 0QHUIIHATBEHO
3adukcupoBano 1 811 562 707 kubeparak (Mpy 3TOM YUYUTHIBAIUCH aTaKU C
yuyactueM BpenoHocHoro [10O, mpenoTBpallieHHBIE CpEACTBAMHU 3alUThl U
CHenualiucTaMu JaHHoM kommnaHuu). Kpome Toro, crenuaiucTbl KOMITAHUU
ykazanu, yto 3a 2024 r. yBenuumics Ha 12 % oObeM HMHIMIIEHTOB, KOTOpPbHIE
CBS3aHbl C PA3IUYHBIMU MOOWJIBHBIMH YCTPONCTBAIU C OIEpPalMOHHON
cucremort Android.

be3onacHoCcTh BEO-CaliTOB 0OECIIEUMBAETCS C HCIOJIB30BAHUEM PA3THYHBIX
MeTo0B. OHUM M3 TaKUX SIBISETCS MPUMEHEHUE ABYX(PaKTOPHOU ayTEeHTH-
¢ukamu (2FA) 1 OpUeHTUPOBAHHUE HA CIIOXKHBIE Tapoju. COBMECTHO 3TO J1aeT
OLLYTUMOE CHI>KEHHE BO3MOXHOCTH HECAHKIMOHHUPOBAHHOIO JIOCTYIA, PUCK
B3JIOMaA.

Hccnenoanns Group-IB mnoxassiBaror, uto 2FA CHMXKAET BEPOSATHOCTH
B3JIOMa y4eTHbhIX 3anuceid Ha 60 %, HO HE MOXKET SABISIEThCS aOCOIOTHOM
3amuToi. CoBCEMEHHbIE TEHACHITUN U TEXHOJIOTUH MOAPAXyMEBAIOT Pa3InYHbIC
CrocoObI 00X0/1a TaHHBIX MEP 3aIlUTHI:

1. ConmanbpHasi WHXEHEPHS: MAaHUITYJMPOBAHUE TOJIH30BATEISIMU IS
MOJIYYCHHS I0CTYTIA.

2. OAuth: ucnonb3oBaHue yA3BUMOCTEH OTKPBITON aBTOpU3AINH.

3. Brute-Force: mepebop KOJOB, OCOOCHHO TIPU  HUCIOJIb30BAHUU
yCTapeBIlIero 000py10BaHUSI.

4. CreHepupOBaHHbIE paHEE TOKEHBI: MCIOJIb30BAHHE PE3EPBHBIX KOJOB,
MOJTYYEHHBIX 3JI0YMBIIIJICHHUKOM.

5. Cookie-gaiibl ceanca: ux Kpaxa JUis JOCTyIa K aKKayHTy Oe3 mapoJisi u
2FA. 37I0yMBIIUICHHUKA UCIIONB3YIOT IIEPEXBAT CEAHCOB, MEKCAUTOBBIN
cKpunTuHr, BpegoHocHoe 110 unu Evilginx ns 3axBara cookie.

6. SIM-jacking: mosry4eHre KOHTPOJIA HAJl HOMEPOM TeliehOHa JKEPTBHI JIJIst
nepexBata SMS-konoB 2FA yepe3 oOpalieHne K ornepaTopy Wid BPeJOHOCHBIC
MPUIOKEHUS.

BcenenctBun 3TOr0 BO3HUKAET HEOOXOAMMOCTH MPUMEHSATH JOTOTHUTENb-
HBIE CIIOCOOBI 3aIUThI, YTOOBI Hcnoib3oBanue 2FA Obut0 addextuBHbIM [3], B
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YAaCTHOCTH, PEKOMEHIYETCS HE MepelaBaTh BPEMEHHbIC WJIM 3allaCHbIE KIIIOUH
3alllMThI; CO3/1aBaTh CJIOXHBIE, U3 MHOXKECTBA CHUMBOJIOB MapOJu; MPUMEHSThH
YHUKaJIbHbIE Tapoju JJIS BaKHBIX AKKAyHTOB, MCIOJIb30BaTh (PU3UUYECKHE
KIIOUM I ayTeHTU(HUKAUWW; U3ydyaTh MOMYJSPHBIM TaKTHUKU COLUAIBHOM
uHxKeHepur. ['OBOpsi O CJIOKHOCTH MapoJis, HY>)KHO MOHUMAaTh, YTO JJIMHA U
CJIOHOCTH IapoJIsl ATO pa3Hble rpaHu Bomnpoca. Mcciaenoanus HanmonanbHOro
uHCTUTYyTa ctangaptoB u TexHosnoruit (NIST) [4] moka3biBaloT, 4TO CIIOXKHBIC
MapoJii C Pa3IUYHBIMU CUMBOJAMU W JJIMHHBIC TAPOJIM HAJIE)KHEE U PUCK
B3JIOMa 3HAYUTEIBHO HUXE, HAmpuMep, B3JIOM 12-CUMBOJBHOIO MApOJIs
3anuMaet okoJio 2000 ser.

BaxxHoil cocTaBisitomiel yCTpaHEHUsI YSI3BUMOCTEH SIBISIFOTCSL PETYJISIPHBIC
obonosienuss CMS, miarunoB u cepBepHoro I10. KauecTBeHHBIE M 4YacThble
oOHOBieHUs: CMS mnokas3pIBalOT MOAAEPKKY pa3padOTUYMKAMH U yCTPaHEHUE
YSA3BUMOCTEM.

C mnomomplo  BeO-aNMUIMKAIIMOHHOTO  MexceTeBoro dkpaHa (WAF)
aHanusupyerca Tpaduk u OJOKUPYIOTCS TMOJO3PUTEIBHBIE 3alpOChl, YTO
npenotBpamaer SQL-unbekiuu u  XSS-ataku. [laHHBIE T10JB30BATENICH
samumattces nporokosioMm HTTPS u mmdpoBanmem 06a3 ganubix. WAF
MPE/CTABIICT KOMIUIEKCHOE pEIlIeHHEe, I[I03BOJISIONIEEe 3alllUTUTh  BeO-
MIPUJIOKEHUST OT MHOXKECTBA aTak, Takux Kak: SQL-uabekiuu; XSS; HHbEKIIUS
JokanbHbIX WM ynaneHHsix (aitnos (LFI/RFI); PHP-unbekuuu; 6oThi; Brute-
force u npyrue meTo bl iepedopa JaHHbIX.

BaxxHBIM METOJOM 3alUTBI BEO-CAMTOB OT KHUOEPYIrpo3, BBISBIISAIOLIMIA
YSI3BUMOCTH JI0 3JIOYMBIIICHHUKOB, SIBJISIETCS TECTUPOBAHHWE HA MPOHHUKHO-
BeHue (nenrtect). [1o cocoOy nocTymna K CuCTeMe BBIACISIIOT: BHEUTHUE TECTHI U
BHYTpEHHHE TecThl. B 3aBucuMocTH OT oObeMa uH(OpMaIMH, JOCTYITHOU
MEHTECTEPY, CYIIECTBYIOT Pa3HbI€ MOJIXObl K IEHTECTY:

- Black Box (uepHblii SIIHMK): MOJTHOE OTCYTCTBHE MH(OpMAIUK (MMUTALIHS
aTaKu U3BHE);

- White Box (Oesblii SIIMK): MOJHBIA JOCTYN K apXUTEKType (TiyOOoKwHii
aHanm3);

- Gray Box (cepblil SIIUK): 4aCTUYHOE 3HAHWE CHUCTEMbl (OallaHC MEXIy
pean3MoOM U TIOJTHOTOM).

TectupoBaHre Ha MPOHUKHOBEHUE SIBISETCS OJHOW M3 KIHOYEBBIX MeEp
obecnieueHus: MHPOPMAITMOHHON 6€301TaCHOCTH BEO-CaTOB.

JIpyruM 3HAYUMBIM HCTOYHHMKOM YTpo3 HH(GOPMAIIMOHHONW OE30MacHOCTH
SIBJIICTCSI YEJIOBEYCCKUN (DAKTOp, MPUBOAAIINN K YT€YKaM JIaHHBIX M B3JIOMaM.
bosnee TpeTy MHIMAEHTOB MPOUCXOIAT U3-3a HEJAOCTATOYHON OCBEJIOMIICHHOCTH
MOJI30BaTeJICH, UCTIOJIb30BAHMS HEHAICKHBIX MMapoJjiei U (UIlHTA.

JI71st CHYDKEHMSI pUCKOB HEO0XO0TUMO:

1. PerynapHo o0y4yaThb COTPYJHHUKOB OCHOBaM KHOepOE30MacHOCTH,
WCIIOJIb3YsI MPAKTUYECKUE IPUMEPHI U aKTyalIbHbIC JAHHBIE 00 yrpo3ax.
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2. BHenpaTh TEXHMUYECKHE CpeICTBa, Takue Kak MHOro(akTopHas
ayTeHTU(UKAMA W CUCTEMBl MOHUTOPWHTA, IS MHUHHMHU3AIWAN OIINOOK H
PEIOTBPAICHIS] HECAHKITMOHUPOBAHHOTO JTOCTYTIA.

Obecnieuenne 06e30MacHOCTH BeO-CaUTOB TpeOyeT KOMIUIEKCHBIX Mep,
BKitouas texunueckue (WAF, mudpoBanue, nyxdakTopHas ayTeHTHDHUKALIHA)
U OpraHu3alMOHHbIE (MOHUTOPUHT, TECTUPOBaHUE, OOYYEHHE COTPYIHUKOB). C
MOMOIIIHI0 KOMIUIEKCHOTO TIOIX0/a MOXKHO 00€CIIeYNTh MUHUMH3AIUIO PUCKOB
Y 3aIUTUTD JaHHbBIE MOJIb30BaTENICH U PEMyTalui0 OpraHUu3alliy.

Bonpocsl obecrieuenusi 6e30mMacHOCTH BeO-CaliTOB TPeOYIOT KOMILIEKCHOTO
MOJIX0/1a, BKIIFOUAIOIIET0 KaK TEXHUYECKUE MEPBI, TaK U OpraHU3alMOHHbIE [1].
AKTHUBHBIE W CBOEBPEMEHHBIE METOJbl BHEIPEHMSI AaKTyaJbHBIX METOJOB
3anuThl, Takux WAF, nByxdakropHas ayreHTuuKauus u IMH(poBaHHUE
SBIISIETCS KpailHe HEOOXOJUMBIM W CBOECBPEMEHHBIM pEIIEHHEM Ha PSAy C
YCTpPAHEHHEM TEKYLIUX VYSI3BUMOCTEH, CBSI3aHHBIX C YBEJIMYECHHEM 4HCIIa
kubeparak. lcnonp30BaHWE TOCTOSIHHOTO MOHMUTOpPUHIA, TECTHUPOBAHUS MU
OoOyuyeHusi COTPYIHUKOB OCTAlOTCS OCHOBHBIMHM M HPEINOYTUTEIbHBIMU
WHCTpYMEHTaMH B OopbOe ¢ kuOepyrpozamu. Takum o00pa3oMm, TOJIBKO
KOMIUIEKCHBI TMOAXOJA IO3BOJIUT MHUHHUMHU3HPOBATh PUCKUM M 3alUTUTh Kak
JaHHbIE TIOJIb30BATENEN, TaK U PEMyTalli0 OpraHU3aluu.
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Abstract. The article is devoted to the issues of ensuring the security of
websites in the context of an increasing number of cyber attacks. The main
threats are considered, including vulnerabilities according to the OWASP Top-
10 classification, protection methods — two-factor authentication, WAF, pentest
and staff training. The importance of an integrated approach to security is
emphasized, combining technical and organizational measures to protect the
organization’s data and reputation.
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