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AnHoramusi. CTaThsi TOCBSIIEHA CPABHUTEIBHOMY aHAIU3y (YHKIHMA
Security Operation Center (SOC) m WX HUCHOJB30BAaHUIO B COBPEMEHHBIX
opraHu3anusx. PaccMaTpuBarOTCs OCHOBHBIE aCIEKTHI CO3AaHUS U YIPaBICHUS
SOC, Bkiroyas Mpolecchl MOHUTOPHUHIa, OOHAPYKEHHSI M pEearupoBaHUs Ha
kuOepyrpo3sl. B pamkax cTaThd, Takke OOCYXKTAIOT TEXHOJIOTHYECKHE
WHCTPYMEHTBI W METOJBl aHaIW3a JAHHBIX, HEOOXOIWMEBIE I 0OECIICUCHUS
O6e3omacHOCTH  HMH(POPMAIMOHHBIX  CHUCTEM. B cratbe  mpeicTaBiICHBI
MPaKTUYECKUE PEKOMEHJaluu 1o ontumu3anuu padotsl SOC U MOBBIIICHUIO
() PEKTUBHOCTH 3aIIMTHI OT KHOepaTax.

Kawuesbie ciaoBa: Security Operation Center (SOC), unpopmaririoHHas
0€30MacHOCTb, MPOIIECCHl, MOHUTOPHUHT, pearupoBaHue, UHITUICHTHI.

CoBepIICHCTBOBAaHUE CHUCTEMbl 3alIUThl HHPOPMAIMU B OpTraHU3AIUU
HyXJaeTcs B MonaepHus3auuu. OZHUM M3 NEPCHEKTUBHBIX HAIPABICHUW 3TOU
paboOThl  SIBJSETCS  WCIOJb30BAaHWUM  JIOCTHKCHUH HAyKM W TEXHHUKH.
CpaBHHTEITEHO HOBBIM B TOW CBSI3U SIBIIACTCS CO3/IaHUE CIEIHATU3UPOBAHHBIX
CTPYKTyp oOecrnieueHusi MHOOPMAIIMOHHOW Oe30macHOCTU. TakoW CTpYyKTypou
MoxeT ctaTh Security Operations Center (SOC) — ueHTtp obOecneueHus
UHPOPMAIIMOHHON 0€30MacCHOCTH, CTPYKTYpHOE MOJpa3/eieHHe OpraHu3allny,
oTBedaroniee 3a KOHTposib [T-cpenbl u mpemoTBpalieHue KUOESPUHIUICHTOB.
SOC — 10 camocTosiTeIbHOE To/Ipa3iefieHue, 00eceunBaroIiee MOHUTOPHUHT,
oOHapy>KeHHEe, aHaliW3, pearupoBaHHEe W yOpaBjieHHE WHPOPMAIMOHHOM
O6e3omacHocThi0 B opranuzanuud. SOC HCHOAB3yeTCs IS 3allUThl  OT
KHOEpyrpo3 ¥ HMHIMIASHTOB HWH(pOpMaruoHHOW Oe3omacHOCTH. (OCHOBHBIC
¢byukuun SOC BKIIOYArOT B ceOs HAOMIOJCHHE 3a COOBITUSMH B PeaJbHOM
BPEMEHHU, aHaJIM3 AaHOMAJbHBIX aKTUBHOCTEH, OOHapyXXeHuWe WHIUICHTOB
MH(POpPMAIIMOHHOW 0€30MacHOCTH, pearupoBaHUE Ha YIrpo3bl, COOpP MAHHBIX O
0e30macHOCTH, YIIpaBJICHUE YA3BUMOCTAMHU W HWHIMJICHTAMH, a TakKke
oOecrieueHue OOBEKTA Ha COOTBETCTBUE TpeOOBaHUSAM 1O O€30MaCHOCTU
uHpopmarmu. SOC 00bIYHO coYeTaeT B ce0€ TEXHOJIOTHUH, MPOLECChl U
BBICOKOKBIM(DUIIMPOBAHHBIN TIEpCOHAN I OOecTieueHUs] HAJICKHOW 3aIIUTHI
ot kubepyrpo3. OcHoBHas Tpuaga SOC — 3T0 MPOLECCHI, JIIOAU U HHCTPYMEHTHI,
TO €CTh Oyarojaps 3TUM 3eMeHTaM QyHkunonupyet no6oit SOC. Ecnu yopath
XOTh OJIMH W3 JJIEMEHTOB, TO €CTh JIFOJIEH, MPOIIECCHl UM WHCTPYMEHTHI, TO
SOC pabotatb He OyZeT.

SOC BxirowaeT B ceOs psifi MPOIECCOB, HAMPaBIEHHBIX Ha OOecreYeHue
6e3omacHocTH HH(POPMAITMOHHBIX cUCTEM [1]. BOT HEKOTOpBIE U3 HUX:
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1. Monutopunr u anamu3: SOC NOpPOBOAWUT HENPEPBIBHBIE MOHUTOPUHT
MH(OPMAIMOHHONW MH(PPACTPYKTYPHI C UCIOIH30BAHUEM CIIECIIMATIM3UPOBAHHBIX
WHCTPYMEHTOB U TexHoJoTui. AHanuTuk SOC aHaIM3UPYIOT JIaHHbBIE, YTOOBI
BBISIBIISITH MOJO3PUTEIBHYIO0 aKTUBHOCTD U MMOTEHIIUATIBHBIE YTPO3bI.

2. O6napyxenue uHuugeHToB: SOC  3aHuMaercs  OOHapyKEeHUEM
MHIIUJEHTOB 0€30MacHOCTH, TAKMX KaK BTOPXKEHHUSI, BPEIOHOCHBIE ITPOTPaMMBbI U
HECAaHKIIMOHUPOBAHHBIM  JOCTYN K JaHHBIM. OJTO BKJIIOYaeT B  ceds
UACHTU(DUKAIINIO aHOMATBHBIX COOBITUI U MMOBEACHUS B CETH.

3. PearupoBanne Ha wuHmmueHtsl: [lpu obnapyxenun wunnuaeHToB SOC
IPUHUMAET MEPHI M0 PEarnpoOBaHUIO, B TOM UYHKCIIE U3OJISILUH YS3BUMBIX y3JIOB,
OJIOKHPOBAHUIO YTPO3 U BOCCTAHOBJIEHUIO CUCTEMHOM 0€30MacHOCTH.

4. Yopasienue ys3BumocTsiMu: SOC  OTCIEXKUBAET ySI3BUMOCTH B
MH()OPMAIIMOHHOW WH(QPACTPYKTYpe U 3aHUMAETCS HUX PEHICHUEM, YTOOBI
IPEIOTBPATUTh BO3MOKHBIE aTaKU.

5. UcnpaBnenue MHIMAEHTOB U yiydieHue rnpoiecco: SOC aHau3upyer
KXl MHUUICHT, YTOObI NPENOTBPATUTh €ro IMOBTOPEHUE B OyAylleM, U
BHEJPSET yIYUIIEHHs B IPOLIECCHI U CUCTEMBI OE30MIACHOCTH.

[lepeuncnennple mporecchl pabOTalOT B COBOKYIHOCTH, OHHM B3aWMHO
JOTOJIHAKOT ~ JIpyr  Jpyra, M  OOECIEeYMBAIOT  HAACKHYIO  3alIUTY
MHPOPMALMOHHBIX pecypcoB opranuzanuu. I[lpm stom SOC wucnonszyer
pa3nuyHble MHCTPYMEHTHI aBTOMAaTH3alMU 3THUX MPOLECCOB sl 0OecredeHHUs
oosiee 3pdexTuBHON paboThl B 00prOe ¢ kubepyrpozamu [2]. Hekotopsie u3
KJIFOUEBBIX MHCTPYMEHTOB BKIIFOUAIOT B CEOSI:

1. SIEM (Security Information and Event Management): SIEM-cuctemsr
MPEIOCTABIISAIOT BO3MOKHOCTh COOMPATh, aHATU3UPOBATh U OTOOPAKaTh JaHHBIE
0 0€e30MacHOCTH W3 Pa3IMYHBIX MCTOYHUKOB. OHU CHOCOOHBI OOHApPYXKUBATh
aHOMaJIbHOE MOBE/ICHUE U MPEAYIPEXIATh 00 Yrpo3ax.

2. IDS/IPS (Intrusion Detection System/Intrusion Prevention System):
Cucrembl OOHapyXeHHs W TNPEJOTBPAIICHUS BTOPKEHUM  MO3BOJIAIOT
UACHTU(ULIMPOBATH aTaKW U MPEJOTBPAIIATh UX JI0 TOTO, KAK OHU HAaHECYT YPOH
CUCTEME.

3. ABTOMaTU3UpPOBAaHHBIE MHCTPYMEHTHI aHAIN3a Yrpo3: DTH UHCTPYMEHTHI
nomorator SOC OwicTpo 00pabaThiBaTh W aHAJIU3UPOBATH OOJBIINE OOBEMBI
JAHHBIX, BBIABIATH Yrpo3bl M KIACCU(DUIMPOBATH HMX IO CTENEHU YIpo3
0€30MacHOCTH.

4. ABTOMAaTU3UPOBaHHbIE CHUCTEMbl YINPABIEHUSA YSA3BUMOCTAMHU: OTH
CUCTEMBbl CKAHMPYIOT CETH UM TPUIOKEHUS Ha HaJIW4Yue YSA3BUMOCTEM,
YCTaHaBJIMBAIOT MaTYU U 00ECIIEYNBAIOT OOHOBJICHHS 0€30MaCHOCTH.

5. SOAR (Security Orchestration, Automation and Response): Texnonorus
SOAR wucnonb3yercs ajis aBTOMATU3aIlMM PYTUHHBIX 3a7a4 0€30MacHOCTH,
YCKOPEHMSI pEarMpoBaHMs Ha YIpo3bl M YIPOILECHHUS COINIACOBAHUSA ACHCTBUI
MEX1y pa3InYHbIMU CUCTEMaMU O€30MacHOCTH.
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Ha3BanHble  WHCTPYMEHTBI  CIOCOOCTBYIOT  aBTOMATHM3aIllMd  MHOTHX
onepauuii SOC, moBbIIEHUIO Y(PPEKTUBHOCTA U YIYYIICHUIO CHOCOOHOCTU
3aIMThI OT Kubepyrpos [3].

Hpyroit  BaxkHoW  3amayedl  gyHkuumoHupoBanuss  SOC  sBisieTcs
KOMIUIEKTOBaHHE BBICOKOKBaM(puImpoBaHHbIMH Kajapamu. B SOC tpebyrores
CHEIUATUCTBl C MPOo(eCcCUOHATBHBIMA HAaBbIKAMH M KOMIIETCHIMSMHU IS
oOecrieueHusT HaJSKHOW 3amuThl WHGOPMAIIMOHHONW Oe30omacHOCTH. Tak,
0onpmMHCTBO obecnieunBaromux Gyrkiuii B SOC BBIMOIHSIOT:

— aHamuTuku Oe3omacHocTH (Security Analysts): OHm oTBe4arOT 3a
MOHUTOPUHT W aHAJU3 JaHHBIX OCE30MacCHOCTH IS BBISABICHHUS aHOMAaJIbHOM
aKTUBHOCTHU U yTPO3;

— wuHnugeHT-meHepkepbl  (Incident Managers): OTm  cienuainuCThI
3aHMMAIOTCA pEarupoBaHWEM Ha HHIMIECHTH O€30MacHOCTH, OCYIIECTBIISIOT
KOOPJIMHALIUIO IEUCTBUM U yIIpaBiIeHUE UHIUICHTAMU;

— uHXeHepbl Oe3omnacHoctu (Security Engineers): Onu pabGoTaioT Haj
MIPOCKTUPOBAHUEM, PA3BEPTHIBAHUEM M OOCITYKMBAaHUEM CUCTEM 0€30MaCHOCTH,
a TaKXe MPOBOJSAT TEXHUUECKHUE PACCICIOBAHMS UHIUICHTOB;

— CIIEHUATUCTHI TIO yIpaBiieHUI0 ysa3BuMocTsaMu (Vulnerability Management
Specialists): OTu crienuamuCcThl OTBEYAIOT 32 UACHTUPHUKALINIO, KITAaCCUPUKAIIIIO
U YCTPaHEHHUE YSI3BUMOCTEN B HH(POPMAIIMOHHON MHGPACTPYKTYPE;

— a"amutuku yrpo3 (Threat Intelligence Analysts): OHu oTcieXHBaIOT U
aHAIIM3UPYIOT COBPEMEHHBIE KMOEPYTpO3bl, OICHUBAIOT MOTEHIIMATBHBIE PUCKH
U TIPEJOCTABISIOT KOHTEKCT JJIsl COOBITUM O€30MaCHOCTH.

Kpome Toro, B SOC He0O0X0UM JOMOJHUTENIbHBIA TIEPCOHAN O yIpaBJiie-
HUIO TIPOEKTaMH, KOMaHAHBIA COCTAaB M PYKOBOJUTEIH C BBICOKOW CTETICHBIO
OTBETCTBEHHOCTH 3a TpojeNaHHyl0 padory. IlepcoHanbHyI0 OTBETCTBEHHOCTH
3a obecrnieyeHne HGGHEKTUBHOTO YIPABICHHUS W KOOpPJIWHAIIUU PabOT HECeT
pykoBonutens SOC (SOC Manager) wWiM  JUPEKTOP-aIMUHUCTPATOP
unpopmarmonnoi 6ezonacHoctu (Chief Information Security Officer).

B otimuue or MSSP (Managed Security Service Provider), rae coBcem mo-
IpyroMy opranu3oBaHa 3ammra uHbopmaruu, SOC MOAXOAUT IS KPYIMHBIX
OpraHu3aluii C JOCTaTOYHBIMH pECypcaMu Jisi CO3JaHHs BBIJICICHHOU
uHppacTpykTypsl. MSSP Gouibiiie MOAXOAUT JIJIsi MaJIOTO U CpeHero OusHeca, y
KOTOpPOT0 HET pecypcoB A noaaepkanust BHyTpeHHero SOC. Bot HekoTopblie
npunnunuaibaeie  otamuus SOC  (Security Operations Center) or MSSP
(Managed Security Service Provider):

1. Cob6ctBennocts u ynpapieHue. SOC — BHyTpeHHsIsI (DYHKIHS, KOTOpast
HaInpsAMYyI YyIpaBiigieTcss KoMranueil. MSSP — cTOpoHHHMII MOCTaBIIMK YCITyT
0e30MacHOCTH, KOMITAHUKM OOpallaloTcsl K HeMY JUIsl ayTCOPCHUHIa HEKOTOPBIX
WIN BceX (PYHKIMM 6€30MacHOCTH.

2. Chepa ycayr. SOC B oCHOBHOM (DOKycHpYyeTCS Ha HENPEPHIBHOM
MOHUTOPUHTE, OOHAPYXEHUU yrpo3 W pearupoBaHUM Ha HHIUACHTH. MSSP
npeayiaraeT MUPOKUN CHEKTP YCIYT, BKJIOYas yMpaBlieHHE OpaHIMaydpamH,
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OoOHapy>XKeHHE BTOP)KEHUH, YIIPaBICHHUE YSI3BUMOCTIMU U MOHUTOPHHT COOBITHIA
0€30MacHOCTH.

3. Hacrpoiika. SOC obGecneurBaeT HHAMBUAYAJIBHYIO 3alIUTy C YYETOM
KOHKPETHBIX PUCKOB opranuzanuu. MSSP ucnonb3yer crannapTU3UpOBaHHBIC
MPOTOKOJIBI JUIsl YIIpaBJiIeHUs! OOLUIMMHU PUCKAMU CPEAU KIHMEHTOB.

4. 3atparbl. SOC TpeOyeT 3HAYUTENbHBIX MEPBOHAYAIBHBIX MHBECTUIUN B
UHDPACTPYKTYPY, MEPEAOBbIe TEXHOJOTUH U KBaTU(UUIHUPOBAHHBIN MepcoHal.
MSSP paGoTtaer 1o MoOJenM peryIspHBIX IUIATeXKeW, mpemaaras Oosee
JOCTYITHOE HA4YaJIbHOE PEILIEHUE C IPEICKa3yeMbIMH 3aTpaTaMHu CO BPEMEHEM.

5. YenoBeueckue pecypebl u 3kcneptuza. SOC BKIIOYAET BBICOKOCIHELHA-
JU3UPOBAHHBIE BHYTPEHHUE KOMAH]IbI, KOTOPbIE INTyOOKO MOHUMAKOT KOHKPET-
HBbI KOHTEKCT opraHu3anuu. MSSP mnomaraercs Ha 3KCHEPTOB C HAaBBIKAMMU
paboThl B pa3HbIX CEKTOpaX, KOTOPbIE padOTAIOT C HECKOJIBKUMU KIIMEHTAMH H
OTpacCisIMHU.

6. [Togxon x padore. SOC (yHKIIMOHUPYET BHYTPU HHPPACTPYKTYPHI
KOMIIAaHUM, YTO MO3BOJIAET OBICTPO pEarupoBaTh M TECHO COTPYJHUYATH C
BHyTpeHHUMHU WT-komanmamu. MSSP paboTaer ynajqeHHO C HCMOJIb30BAHUEM
0€30MacHbIX THCTPYMEHTOB YIIPaBJICHMUS.

Taxkum oOpazoMm, Security Operations Center (SOC) npencraBisieT coOoi
BaXXHOE IIOJpa3/e/ieHUe B OpraHU3alMl, OTBETCTBEHHOE 3a OOecleyeHue
0e3onacHOCTH MH(GOPMALMOHHBIX CUCTEM. Yepe3 coueTaHue BBICOKOTEXHOJIO-
TUYHBIX MHCTPYMEHTOB M KommeTeHTHoro nepcoHana SOC obOecrnieunBaeT
oOHapyKeHHE, pearupoBaHHE U MpeaoTBpanieHue kubepyrpo3. Kirouesbie
npoueccbl B SOC BKJIIOYAIOT MOHHUTOPUHI M aHalU3, OOHapyXEHHE
WHIUJEHTOB, YIpaBiI€HUE  YA3BUMOCTAMHU U  YyJIY4YIIEHHUE  I[POILIECCOB
oOecrieuenuss  uHpopmanmoHHo  OezomacHoctH. s 3ddexTuBHOrO
dbyakuuonupoanusi SOC TpeOyeTcss KOMaHa CIENHUATUCTOB C Pa3TUYHBIMU
HaBBIKAMH B 001acTH UHPOPMAIMOHHON 0€30MacCHOCTH. ABTOMATH3UPOBAHHBIC
WHCTPYMEHTBI WUTPAIOT BAXKHYIO POJIb B MOBBIICHUH 3(()EKTUBHOCTH PabOTHI
SOC u 60ps0BI ¢ KuOepyrpo3amu. B mienom, SOC sBisercss HEOThEMIIEMBIM
KOMIIOHEHTOM B OOECTIEYeHHH O€30MacCHOCTH HMH(POPMAIMOHHBIX AKTUBOB U
3alIUTe OT COBPEMEHHBIX KHOEPYTpo3.
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ON THE ISSUE OF IMPROVING THE INFORMATION SECURITY
SYSTEM IN THE ORGANIZATION

Abstract. The article is devoted to a comparative analysis of Security
Operation Center (SOC) functions and their use in modern organizations. The
main aspects of SOC creation and management, including the processes of
monitoring, detecting and responding to cyber threats, are considered. The
article also discusses the technological tools and data analysis methods
necessary to ensure the security of information systems. The article provides
practical recommendations for optimizing the operation of SOC and improving
the effectiveness of protection against cyber attacks.
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