YK 004
KOnycosa /I.C., Cynaranos JI./K.
Y (puMcKHii yHUBEPCUTET HAYKH U TEXHOJIOTHHA, Y da

HEWPOCETEBOI AHAJIN3 URL-AJIPECOB
JIUISI BBISIBJIEHUSI ®UIITTHIOBBIX ATAK

AnHotanus. OummHrosle URL nmpogomkator ObITh OAHAM W3 Haubosee
YacThIX MHCTPYMEHTOB B apceHane KHOEpNpPEeCTYNMHUKOB. B maHHOH crarke
paccMaTpuBacTCs HelpoceTeBass MOACHb Ul Paclo3HaBaHWs (DUIIMHTOBBIX
URL-aapecoB, corosimas w3 CNN dactw st 0oOpabOTKM  CHMBOJIBHBIX
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NOCTEAOBATENBHOCTEN JOMEHA M MOJHOCBA3HOW YacTth g oO0palboTKH
CTPYKTYPUPOBAHHBIX TTPU3HAKOB.
Karuessbie cinoBa: pummHr, URL-anpec, HeilipoHHas CETh.

B osnmoxy uwmdpoBusanmu, KOrnza HMHTEPHET CTal  HEOTHEMIIEMOH
COCTaBJISIFOLIEH MOBCEIHEBHOM KM3HU, BO3POCIO U KOJIMYECTBO KMOEPYrpo3, B
ToM uucie guimHroBsix URL-aapecoB, NpeacTaBisiomUX CEPhE3HYIO YTPO3y
JUTSL TOJIB30BATEIICH.

Oummaropele  URL-ampeca  mpeactaBisitoT  co0OW  CHEHUAIBHO
CKOHCTPYMPOBAHHBIE BEO-CCBUIKMA, KOTOPbIE BH3YAIBHO WMHUTUPYIOT ajapeca
JIETUTUMHBIX CAMTOB, HO BEAYT HA BEO-PECYPCHI 37TOYMBILIIICHHUKOB.

Hcnonb30BaHnE YEPHBIX CIMCKOB CTAHOBUTCS MAIO3(P(EKTUBHBIM, TaK Kak
3JIOYMBILIJIEHHUKA OBICTPO CO3/al0T HOBBIC aapeca. B cBs3M ¢ 3TUM ceromHs
BOCTPEOOBAHbBI CUCTEMbI OOHAPYKEHUS (PUIIMHTA HA OCHOBE HEUPOHHBIX CETEH.
Bo Bpems 00yueHUst HEHPOHHBIE CETH MOTYT Paclo3HABATh TAKUE OCOOEHHOCTH
URL-aapeca, kak [uHa, CIEUCUMBOJIBL M CTPYKTYpa JOMEHA.

Jlng aHanu3a w oOy4yeHMsl HepoceTeBo Moaenu OblT BBIOpaH HAOOp
nanHbix «Malicious URLs datasety ¢ mmargopmber Kaggle, Bkmouaroniuii
651 191 URL-anpec. B nanHom partacete coaepxutcs 428 103 Oe3omacHbIX
URL-anpeca, 96 457 ucnopueHnbix, 94 111 ¢ummnrossix m 32 520 URL-
anpeca, coaepkamero BpeaoHocHoe [1O. JlanHbie ObUTM COOpaHbI W3 MSTH
Pa3HOOOPA3HBIX MCTOYHUKOB, YTO MO3BOJISIET OOECMEUUTh IMUPOKHHA CHOEKTP
OPUMEPOB. OTO SBJISIETCA KIFOYEBBIM ACMEKTOM MPH MOATOTOBKE JAHHBIX IS
MPOEKTOB MAIIMHHOTO OOYUYEHUSI.

Jlng onTuMHU3anuu padoThl HA JIOKAJILHOM MAIlMHE W YCKOPEHUS Mpoliecca
oOyueHust pgaracer Obll cokpamieH a0 195120 cTpok ¢ paBHOMEPHBIM
pacnpenecHUEM 110 BCEM K1accam.

Jist  Bektopuzaumu  URL-anpecoB  wmcnosib3oBajicss KOMOWHWUPOBAHHBIM
MOAXO0/, BKJIIFOYAKOLIUIA CIIEIYOIINE METOIBI

1. TF-IDF no cuMmBoJIbHBIM N-rpammam (1-3).

2. OneHotEncoder (OHE) mist nomeHHbIX ¢y (HUKCOB.

3. Cratuctnueckue npusHakn URL (anmHa, cnencuMBOIIbI A AP. ).

4. Ourponus [llennona s mytu URL;

5. CUMBOJIBHBIE HHEKCHI TOMEHA (U1 aHanu3a JaHHeIX CNN).

JUis peleHns 3a1aydl NPUMEHAIACh HEMpoceTeBas MOJEND, COCTOALIAs W3
HECKOJIbKMX KOMIIOHEHTOB:

1. CNN yacthb st 00pabOTKH CUMBOJIBHBIX MTOCIIEA0BATEIBHOCTENH JOMEHA!

* CJI0i 3MOeamHTa (Pa3sMepPHOCTS 32);,

* JIBa CBEPTOUHBIX CJI0s (64 1 128 QUIBTPOB COOTBETCTBEHHO);

» Global Max Pooling nyist u3BneueHust HanboJee BaXKHBIX MPU3HAKOB.

2. IlonHOCBs3HAS YaCTh ISl 00pa0OTKM CTPYKTYPUPOBAHHBIX MPU3HAKOB:

* OTHEJIBHBIC MOTHOCBA3HBIE CIIOU,

* CJIO 0OBEIMHEHNS BCEX MPU3HAKOB M3 00OMX BETBEH;

* BBIXOJIHOU MOJHOCBS3HBIN CJIOH /TSl (PUHAIBHON KiTacCu(PUKauu;
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3. B kauecTBe (YHKIMH aKTHBALMK BeIOpaHa QyHkus Relu.

4. B apxutektype mojaenu ucnoiabdyercs ¢ynkuus dropout(0.3), koTopas
ciydaiiHbiM 00pa3oM oTkirouaet 30 % HEHPOHOB Ha KaXA0M MTEpaluu, TEM
CaMbIM CHIKAsl 3aBUCUMOCTb MEXKITy HEHPOHAMMU.

[TpumeHeHre Takoil KOMOMHUPOBAHHOM ApXWUTEKTYPbI MO3BOIWIO JOCTAYb
BBICOKOW TOYHOCTHM KjacCU(PUKAIMU, TaK Kak CBEPTOYHAs 4acTh 3(P(PEKTUBHO
BBISIBJISIET MATTEPHBI B CUMBOJIBHBIX TOCJIEIOBATEILHOCTSX, a MOJTHOCBI3HAs
yacth oOpalareiBaeT craructuueckue xapaktepuctukn URL. Cxema paboThl

MOJENU 1 rpaduku mporecca 00ydeHus TPEACTABICHBI HA puc. 1 u 2.

.
O6paboTka URL
cumcrmemenpnmlu
oo W Rl e
‘

MonKocenasan YacTs

A4 h 4

MonHOCBA3MLIA CNOA MonHocER3HbIA Cnof

OBbeanHeHie NprIHAKOR

Puc. 1. Cxema pabOTBI HEHPOCETEBON MOAETH

1 @« L 0

Puc. 2. I'paduk nporiecca 00ydeHuUst

U3 rpaduka BUAMM, YTO HA TPEHUPOBOYHBIX JAHHBIX TOYHOCTH OOYYCHUS
pactet ot 92,44 % no 98,48 %, a Ha BanuAAMOHHBIX — OT 96,41 % no 97,87 %.

Paznuiia Mexxny TOYHOCTBhEO Ha TECTUPOBOYHBIX M BAJTMJAIMOHHBIX JTaHHBIX
MeHblIe 1 %, 4TO yKa3bIBAET HA OTCYTCTBUE MEPEOOYUCHUS.

3HaueHuEe (PYHKIUU TOTEPH BO BpeMsi 0OYUYCHUS HA TPEHUPOBOYHBIX JAHHBIX
nagaer oT 0,1889 no 0,0449, a nHa BanmpanuoHHBIX — OT 0,1068 mo 0,0652.
OyHKIMS TOTEPh HA BAMIANMOHHBIX JTAHHBIX HE PACTET, a KOJEOJETCS OKOJIO
0.065, 4TO TaK>KE€ YKa3bIBACT HA OTCYTCTBHUE MEPEOOYUCHMUSI.

Takum 00pazoM, MOJETL JEMOHCTPUPYET CTAOMIIBHOE OOYYEHHE M XOPO-
1y 00001aroIyto cnocoOHOCTh, yenemHo knaccupuuupys URL-aapeca.
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NEURAL NETWORK ANALYSIS OF URLS TO DETECT PHISHING
ATTACKS

Abstract. Phishing URLs continue to be one of the most common tools in
the cybercriminals' arsenal. This paper discusses a neural network model for
recognizing phishing URLs, consisting of a CNN part for processing domain
character sequences and a fully connected part for processing structured
features.
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