YK 004.8
3b1koB A.H.
Y (puMcKHii yHUBEPCUTET HAYKH U TEXHOJIOTHHA, Y da

HayuHBblil pyKOBOIUTENS!
Ilapuxos M.P.
Y (puMCcKHii yHUBEPCUTET HAYKH U TEXHOJIOTHH, Y da

NPUMEHEHUE METOJOB UCKYCCTBEHHOI'O UHTEJUIEKTA
N MAIIMHHOI'O OBYUEHUWS /151 BAHIUTBI KPUTHYECKOU
NHOPOPMAIIMOHHOU UHOPACTPYKTYPBI OT CETEBBIX ATAK

AHHOTamusi. B craree paccMarpuBacTCs NPUMEHEHUE COBPEMEHHBIX
TEXHOJIOTHI MCKYCCTBEHHOTO MHTEJIEKTA U aJITOPUTMOB MAIIMHHOTO O0y4YEHUS
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is  OOHApyXCHHMsS CETEBbIX KuMOepatak Ha OOBEKTaX KPUTHUYECKOM
uH(pOpMaMOHHOH WHPpacTpykTypel P®. @®oKyc B cTarbe CHAcllaH Ha
HANMCAaHWKA MPOrPaMMHOIO KOJA JUIsl aHAJIM3a BPEIOHOCHOTO CETEBOro Tpaduka
C MOMOIIBI0 MPEAONPEACTEHHBIX METOK M MAIIMHHOTO OOy4YeHUs: 0€3 JaHHBIX
METOK.

KiroueBble ¢/10Ba: WCKYCCTBEHHBIH HWHTEIIEKT, MAIIMHHOE OOYyYEHUE,
uHdopmalmoHHas 0€30MacHOCTh, 3aluTa HHpOpMaIuu, KHOEpaTaKy.

OObecrieueHne 3aMUIIEHHOCTH KOH(DUACHIMATBHOW WH(OPMAaMK — OJTHA W3
OPUOPUTETHBIX 3a7a4 COBpeMeHHoro oduiectBa Poccuiickoit depepanuu. 310
O0OYCNIOBJIEHO CTPEMUTEIBHBIM PA3BUTHEM LU(POBBIX TEXHOJIOTHNA W yBEJIAYE-
HUEM 00BEMOB CETEBOTO TpaduKa, C pPOCTOM KOTOPBIX HEYMOJMMO PACTET YUCIIO
krOeparak. BONbIIMHCTBO U3 HUX HAMPABICHO HA KPUTHYECKYH0 HHPOPMAIIMOH-
Hyto uHppactpyktypy (KHMH). O6bexTel KU npeactapisitor coO0H KITFOUEBBIE
KOMIOHEHTHI HHPOPMAMOHHON 3KOCUCTEMBI TOCYAAPCTBA M OM3HECA, aTaKh Ha
KOTOPBIE MOTYT MPUBECTH K CEPE3HBIM MOCIECACTBHASIM JUIsl TOCYAAPCTBA.

CornacHo maHHbiM TAdviser, ¢ KaXaAbIM TOJOM HaOIIOJAETCS POCT YMCIIA
knOeparak Ha 00bekTel KUU P®. Eciin B 2020 1. 4nciI0 atak coCTaBIISIO OKOJIO
120000, To k 2024 1. 3TO 4KCIO BBIPOCIO O0jee, 4eM B 5 pa3. ITO O3HAYACT,
4TO, B CpeaHeM, exkemecsyHo cyObekram KHUHM PO npuxommres oTpakarhb
oonee 20000 arak. Pesynprarom aHanm3a, MPOBEACHHBIM Kommanuel RED
Security, crano To, 4yro camoii atakyemoi otpacibeio B cepe KM B 2024 T.
cTajla MpOMBILIIEHHOCTh. TOK, 3HepreTrka, 0OOpOHHAS MPOMBILUICHHOCTh U
ap. Ha ux gomto npunutock okono 1/3 ot odmero uucna kudbeparak Ha KWUHA [2].
3a cdepoii npombinieHHOCTH cieayeT obnacte UT. Ha nee npuiiocs 20 % ot
BCEX aTaK M3-32 BO3POCIICH MONYJASPHOCTH KHOEparak Ha POCCHICKHE
KoMnaHuu uepe3 ux MT-moapsauMkoB — BEHAOPOB, MHTErPATOPOB M T. II.
Tperbeli Mo NMOMYJIIPHOCTH aTak KAOEPIPECTYNHUKOB CUMTACTCS (PUHAHCOBBIMA
cexktop. B 2024 r. Ha GaHKOBCKME WM ApPYrue (PUHAHCOBBIC MPEANPUATUS OBLIO
coBepieHo 17 % OT BCEro unciia NeIeHanPaBICHHbIX aTak.

B konTekcTe oOecrieueHUss CETEBOM  OE€30MACHOCTM  HMCKYCCTBEHHBIN
WHTEIJIEKT W aITOPUTMbl MAIIMHHOTO OOYYEHHWs MO3BOJSIOT aHAIM3UPOBATH
CeTeBOi TpapuK B PEXKUME PEATHHOTO BPEMEHH, BBISBISTH AHOMAJIUM,
NPOrHO3MPOBATh YIPO3bl U aBTOMATHYECKH KiIaccu(PpuUuuMpoBaTh KMOECpaTaku C
BBICOKOH TOYHOCTBEO. COTJIaCHO CTATUCTHYECKUM JAHHBIM 3KCIEPTOB OT Anti-
Malware, Oojiee TpeTH OT BCEX OXKUAACMBIX WHHOBaMA B  cdepe
WH(POPMAMOHHONH  OE30MACHOCTH MPEANKCHIBAIOT WMEHHO TEXHOJOTHIM
MCKYCCTBEHHOIO MHTEIJIEKTA M aJITOPUTMAM MAUIMHHOTO OOYYEHUS.

Han6Gonee mmpokoe npumenenne MM u MO nonyunsim B cepe cereBoi
3ammTel. Haubonee mnoaxoasumm CpeacTBoM oOecreueHuss O€30MacHOCTH
JAHHBIX OT CETEBBIX BTOPKCHUIA SIBISETCS CUCTEMA OOHAPYKECHHSI BTOPKEHUIA C
anroputMamMu MammHHOro oOyuenus (ML IDS). Ilpu npumMeHEeHUM HCKYCCT-
BEHHOI0 WHTEIJIEKTA W MAIIMHHOTO OOYYEeHHs Ha JTane NPOSCKTHPOBAHHS
CPEIOCTB M CHCTEM TOTOBBIA MPOAYKT MOJDKEH OTBEYATh TPEOOBAHUSAM KaK
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I'OCT P 71476-2024, tak u TOCT P 71539-2024. OcoOEHHOCTBIO MOCTPOEHUS
U TMPUMECHCHUS TaKMUX CHUCTEM SIBJIIETCS MOATOTOBKA OTICIBbHOW Oa3bl
JAHHBIX/3HAHWH 17151 00y4YeHHs M HACTPOMKHK MOJIENEH, a TaKKe HEOOXOIMMOCTh
B BepU(PHKAIIMM U HENPEPHIBHON BauAallM — TECTUPOBAHUU MOJCIH MEPE U
MOCJIE pa3BepThiBaHUs COOTBETCTBEHHO [1]. B ML IDS Banmupanusa wmoxaenu
MalIMHHOrO 00y4YeHus HeoOxoauma Juisi O0CCHEUCHHS MOATBEPIKICHUS WX
3((PEKTUBHOCTH ¥ TOUHOCTH B OOHAPY>KEHUHU YTPO3.

[TpoBeaeM TeCTUPOBAHUE AJITOPUTMA MAIMHHOTO O0yUYCHHUSI, TPUMEHSEMBbIHA
B ML IDS. Jlyis 3TOr0 CMOJENUPYEM CETEBYIO KuOeparaky Ha oObekT KUK —
ABTOMATHU3UPOBAHHYK) CUCTEMY YIPABJICHUS TEXHOJIOTMYECKUMU IMPOLIECCAMH.
Ilng »storo Bo3bMeM rotoBeidi  garacer CIS-IDS-2017, BkiIrOYarolmiui
HOPMaJIbHBI TpaUK W pa3IUyHbIC BUJbBI aTaK, UMUTHPYIOLIUME pEabHBIC
cueHapum ceteBoit 6ezonacHocTu: DoS- u DDoS-ataku, Port Scan, Brute Force,
Web Attacks, Infiltration, Botnet Activity, Heartbleed.

JIsisi mpoBeAeHUsT TPOrpaMMHOrO aHaji3a MO TEM METKaM, KOTOpPhIC
MPUCYTCTBYIOT B JlaTaceTe, oTOPOoCcUM TpaduK, COOTBETCTBYIOUINI HOPMATbHOM
yenoBeueckoi aktuBHOCTH (BENIGN).

CornacHo MPOBEACHHOMY aHanu3y (puc. 1), BelACTUM CIAEAYIOIIEe: B AaTa-
CETE MPUCYTCTBYET 8 BUOB Pa3IMUHbIX KMOEpPATAK, KX CYMMApPHOE KOJMYECTBO
425878, donee 3/4 ot Bcex arak mpuuniock Ha DoS- u DDoS-araku — 45,5 % u
30 % COOTBETCTBEHHO, a HAUMEHbINas 101 — Ha «Infiltration» u «Heartbleed».

Distribution of Attack Types

i

Puc. 1. KomruecTBO ceTEBBIX aTaK Mo BUAAM (CIIEBa) U MX MPOIIEHTHOE COOTHOMIICHHUE
(cipaBa) HA OCHOBAHWH MTPOTPAMMHOTO aHAJTN3a JaTaceTa

[TosyurB MCXOAHBIE JAHHBIEC, MOKHO MPHUCTYNHUTh K OOYYEHHIO alrOpUTMa
JUIS TPEACKA3aHus CEeTeBbIX artak. [lng oOyueHuss Obul BBIOPAH arOPUTM
MalIMHHOTO 00yuYeHus: — MeToa ciyyvaitHoro jeca (RandomForest), coznaronimii
CllyvaifHbie jieca JAJid pelieHus 3a1ad Knaccupukammu u perpeccuu [3]. s
TOT0, 4TOOBI O0Y4YHTh MOJIENb ACTEKTUPOBATh aTaKu, HEOOXOAMMO MOATOTOBHUTH
JaHHBIE — YOAIATh MeTKy «Tum arakm», yTtoObl anroput™m MO oOyuascs 6e3
NOJICKA30K, a Takke yaamute BENIGN, paznenuts naHHeie Ha 00y4Yaronlyr H
TECTOBYK) BBIOOPKY B cooTHomeHun 80 % k 20 %, oOy4uTh ajiroputM u
OPOBECTH OLEHKY OOYYEHHOCTH aNrOpuTMa Ha TecToBOW BbIOOpKE. Kona
IPOrpaMMbl 1O O0YUYEHUIO MOJIENH MTOKA3aH Ha puc. 2.
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Puc. 2. ®parMeHT MPOrpaMMHOTO KOJIA I OOYUYEHHUS MOIEITH
RandomForest mo mpeackazanuro cereBbix atak maracera CIS-IDS-2017

TOYHOCTH NETEKTUPOBAHMS KJIACCOB CETEBBIX aTak — 0,9998 u3 1. Kak BuaHO
u3 ortuera (puc. 3), MOAENb OWMONAch B pacno3HaBaHWM BeO-aTak, OJHAKO
MOKA3aTellb MPABUJIbHBIX OTBETOB TAKXKE BICOKUH — 0,99 u3 1.

Puc. 3. Ouenka o0yuennocta moaenu RandomForest

PesynbTarom cpaBHeHMs rpa)MKOB PE3yJabTAaTOB MPOTPAMMHOIO aHAIN3a U
JITOpUTMa MAIIMHHOTO 00y4eHus (puc. 4) SABASETCS: 00IIEe KOJIMYECTBO CETE-
BbIX aTaKk MPOMOPUMOHAILHO MeHble npu Tecte MM-momenmm m cocraBisieT
20 % ot Bcero maracera — 85176 u 425878 atak, B J0JICBOM COOTHOIIICHUU HAO-
JTHOAACTCS MPAKTHYECKH MOJHOE COBMAIACHHE C Pe3yJibTaTaMM MPOrPAMMHOTO
aHaM3a, Tpajalys CETEBBIX aTaK MO YaCTOTE BCTPEYAEMOCTH TAKYKE COBIMAIACT.

B pesynbTare NpoBEICHHOTO aHAIM3a ACJIAEM BBIBOJ, YTO aJiroputMbl MO n
HH cnocoOHbl ¢ GONBIION TOYHOCTBIO BBISBIATH aTakdh. VICKyCCTBEHHBIH
WHTEIJIEKT W MAIIMHHOE OOYYECHHE — 3TO MEPEAOBBIE TEXHOIOIMH, BHEAPECHUE
KOTOpPBIX B cuctembl Oe3zomacHocTH KWW sBIs€TCS Ba)KHBIM U1l 3aLIUTHI
00BeKTOB. A akTMBHOE pasButue M npumenenne MM u MO B obnactm Ub —
HEOOXOMMOCTh COBPEMEHHOCTH, YTOOBI CHPABIATHCS C TMOCTOSHHO PACTYLIUM
KOJIMYECTBOM KMOEPYrpO3 M YSI3BUMOCTEH.

Distribution of Predicted Attack Types Oistribusion of Pregigted Attack Types (Percentage)
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Puc. 4. KomauecTBO CETEBBIX aTaK MO BUIAM (CII€Ba) U UX MPOIIEHTHOE COOTHOIIEHUE
(crpaBa) Ha ocHOBaHMM TIpeackasanusa moaenu RandomForest
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USING ARTIFICIAL INTELLIGENCE AND MACHINE LEARNING
METHODS TO PROTECT CRITICAL INFORMATION
INFRASTRUCTURE FROM NETWORK ATTACKS

Abstract. In the article it 1s discussed using of modern artificial intelligence
technologies and machine learning algorithms to detect network cyberattacks on
critical information infrastructure objects of Russian Federation. The focus of
the article 1s on writing software code to analyze malicious network traffic using
predefined labels and a machine learning algorithm without these labels.
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