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HEKOTOPBIE HOBBIE BUJIbl ATAK HA MOBUJIbHBIE
N IOT-YCTPOHUCTBA C TIPUMEHEHUEM TE}(HO.JIOFI/Iﬁ
MAHNINMHHOI'O OBYYEHUSA N ITPOTUBOJAENCTBUE UM

AHHoOTanusi. B cTrathe paccMaTpuBarOTCS HEKOTOPBHIE HOBBIC BHJIbI ATaK Ha
MoOubHBIE M [0T-ycTpoiicTBa ¢ KMCMOIB30BAHUEM TEXHOJIOTMM MAIIWHHOTO
00y4YeHus ¥ CrocoObl MPOTUBOACHCTBHSI.

KaroueBbie cioBa: nHpopmanus, kubepataku Ha MOOWJIBHBIE YCTPOHCTBA,
MalIMHHOE 00yueHne B MHPOPMALIMOHHOM Oe30omacHocTH, loT-ycTpoiicTaa.

MoOubHBIE YCTPOHCTBA OKA3AJIMCh MPUBJIEKATENBHON LIENBIO JJIs aTaK Kak
HEMOCPEACTBEHHO HA 3TH YCTPOMCTBA, TaKk M HA MHPPACTPYKTYPY, C KOTOPOid
OHM B3aUMOACHCTBYIOT. [I0 Mepe pa3BUTHS WMHTErpalu TEXHOJIOTHH HCKyC-
CTBEHHOTO WHTEIUIEKTA C MOOMJIBHOM JJICKTPOHUKOM (Hampumep, T. H.
nepudepuitnbiii UA) uist 310yMBILIIEHHUKOB OTKPBIBAOTCS HOBBIE BO3MOXK-
HOCTH, a JJIs CHEHUAIKMCTOB MO 3aUTe WHQPOPMAUUM PacTET CIOKHOCTh
ynpaeieHus: 0€30MacHOCThI0. [IoMUMO CTaBIIMX YK€ TPAAULMOHHBIMH aTaK Ha
MOOWJIBHBIE YCTPOHCTBA ¢ MOMOLIBI0 BpenoHOCHOTO 110, conmanbHOl MH)KEHE-
pun ¥ (UIIMHTA, KNOSPIPECTYNHUKN CTAIHA MPUMEHSATH WHHOBALMOHHBIC MO~
XOJbl C HCIOJIb30BAHMEM TEXHOJOTUI MAIIMHHOTO OOy4YEHUs, TaKWE Kak
CO3/IaHME TEPCOHAM3UPOBAHHBIX BUAECO-, ayAuo- W (PoTo-aundeilkoB mis
oOMmaHa nosb3oBarenei [1]. T'0J0COBBIE aCCUCTEHTHI MOOUIIBHBIX YCTPOMCTB U
CUCTEMBl  pPACHO3HABAHWS  PEYA  CTAHOBATCS  YSI3BUMBIMHM,  IO3BOJISS
3IIOYMBILIJICHHUKAM TOAMEHSTh T[OJIOCA JIETATBHBIX TMOJB30BATENCH, YTOOBI
NOJTyYUTh AOCTYI [2] K TMYHOM MH(POPMALIMKA OJIE30BATENSL.

CornacHO gaHHBIM uccienaoBanus McAfee (kommanuu mo pa3padboTKe
antuBupycHoro [10), mpoeenennoro B 2024 r. cpeam 7000 pecrnoOHACHTOB,
KOKIBbIA YETBEPTHIN CTAJIKUBAICS C KCIOJb30BAHUEM TOJIOCOBBIX JMI(PEHKOB
WM 3HAET JIIOJICH, KOTOPBIE CTOJIKHYJIUCHh € 3Toil mpoOnemoid. 72 % wu3
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OMPOIUEHHBIX  HCIBITHIBAIOT  €XKECAHEBHOE  OCCIMOKOMCTBO MO  MOBOIY
MOILIEHHUYECTBA ¢ UCMIOJIB30BAHUEM JTAHHOTO THIIA MOIICHHUYECTBA.

OnHAKO aTakh C MCMOJIB30BAHMEM TEXHOJIOTMHA MAUIMHHOTO OOYyYCHHs HE
OTPAaHUYMBAIOTCS TOJIBKO MOOWIIbHBIMM ycTpolicTBamu. loT-ycTpoiicTBa, B crity
CBOCH PACMPOCTPAHEHHOCTH W 4YaCTO HEJOCTATOYHOW 3aUIUIICHHOCTH, TAKXKeE
CTAHOBATCS BcE O00Jiee NPHUBICKATETBHOW LEIBKO JUIS 3JIOYMBIILJIEHHUKOB,
UCIOJIB3YIOLIMX MATMHHOE O0YUYEHUE JUIsl aBTOMATH3allMKi TIOUCKA YSI3BUMOCTEM
Y TIOBBIICHUS 3(P(PEKTUBHOCTH aTaK.

XOTs araku ¢ UCNoJb30BaHuEM [0T-O0THETOB HE SBISIOTCS TPUHLIAMUAIBHO
HOBBIMU (HANMPUMEDP, TEYATBHO W3BECTHBIA OOTHET Mirai, MOSBHUBIIMICS B
2016 1., UCHOMB30BANl COTHU THICSIY YSA3BUMBIX YCTPOMCTB ISl OPraHM3alyH
MacmTaObHbIx DDoS-arak) [3], HaOmromaeTcs ux 3BOJONMS. 3IOYMBIIIJIEHHUKH
UCMOJB3YKOT METOJbl MAIIMHHOTO OOYYEHUS! AJIsi MOBBIMICHUS >KUBYYECTH H
apdextuBHocTH O0THETOB. B 2023 1. kommanus Nokia coobmmna o 300-
npoueHTHOM pocte DDoS-arak ¢ ucnoss3oBanuem [oT-yCTpoicTB B nEpBOi
noJIOBUHE roaa. boTtHeTsl ctamu OCHOBOM 90 % CHOXKHBIX MHOTOBEKTOPHBIX
aTak.

Mhmuorue loT-ycrpoiicTBa 6a3upyroTCs Ha BCTPOEHHBIX CHUCTEMAX C JIETKO
aHanu3upyeMon  npoumBKOW.  APT-rpynmel  BCce  4Yame — MCHOJB3YIOT
ABTOMATU3HPOBAHHBIE WHCTPYMEHTHI, pabOTarolIMe HA OCHOBE MAIIMHHOTO
oOyueHus1, [UIsl BBISIBJICHHS YSI3BUMOCTEH B mpommBkax [oT-ycrpoiicts [4]. 310
NO3BOJIIET MM HAaXOIWTh M 3KCIUTyaTHPOBATh KaK M3BECTHBIC, TAK W PaHEE
HEU3BECTHBIC YSI3BUMOCTH.

Hnsa >¢dextnBroil 3ammTel [0T-yCcTpoHCTB OT aTak ¢ MCHOJB30BAHUEM
MAIIMHHOTO 00y4YEHUs! HEOOXOAMM MHOTOYPOBHEBBINA MOAXO/I:

CBOEBpEMEHHAs yCTaHOBKA OOHOBJICHUH O€30MACHOCTH OT MPOU3BOJUTENS
YCTPOMCTBA KPUTHYECKA BAKHA Ui YCTPAHCHUS M3BECTHBIX YA3BUMOCTEH.
MHuorue npouszBoautenu, Takue kak Nest, Philips Hue u Samsung SmartThings,
PErYJIIPHO BBIMYCKAKOT OOHOBJICHUS /ISl CBOMX YCTPOHCTB.

3aMeHa CTaHAAPTHOTO MAPOJIs, YCTAHOBIEHHOTO MPOU3BOANATEIIEM, HA CIOXK-
HBIi ¥ YHUKAQJIBbHBIA MApojib, a TAKKE BKIHOYCHHE NBYX(PAKTOPHOW ayTeHTH(H-
KallMH, TAE 3TO BO3MOKHO, 3HAUYUTEIIHHO MOBBIIIACT YPOBEHBb O€30MaCHOCTH.

[TpoBeneHue peryysipHbIX MpoBEpoK Oe3omacHoCcTH [0T-yCcTpolCTB U ceTH ¢
MCIOJIb30BAHUEM CIICHAATIM3UPOBAHHBIX HHCTPYMEHTOB U CEPBHUCOB.

OOwas TeHaeHums, HaOmonaemas kak B loT-akocucreme, Tak U B cepe
MOOWJIBHBIX YCTPOMCTB, — 3TO AKTUBHOE MCMOJIB30BAHUE 3JIOYMBILIJICHHUKAMHA
MAIIMHHOTO OOYy4YeHMs [Uisi NOBBILICHHS 3(()EKTUBHOCTH, NEPCOHATM3ALMA W
aJanTanuy aTaKk K KOHKPETHBIM >KEPTBaM M YCJIOBUSM. OJHUM M3 TPUMEPOB
TAKOTr'0 MCIOJIb30BAHUS SIBIISIETCS MPUMEHEHUE TEHEPATHUBHBIX HEHPOCETEN AJist
co3manus Tun@erkoB [S], UCHOMB3yEMBIX B aTakax COLMAIBHONH WHKCHEPUH,
HALEJICHHBIX HA MOOWJIBHBIE YCTPOICTBA.

Jnsa  nperexktupoBaHus — QPEMK-M300paKCHUIA  MPUMEHSIOTCA  METOMBI
MAalIMHHOTO OOYy4Y€HWs, NPOrpaMMbl AaHaIW3a NOJJMHHOCTH BHUAEO, JUIs
Ono3HaHusl (anbIIMBBIX MPOQUIECH, ¢ KOTOPbIX MOTYT pa3Meniarbes (eikmu,
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npuMEHSIOTC  MI-MHCTPYMEHTHI  MOBEIECHYECKOrOo aHanu3a. Hampumep,
nporpamma FakeBuster anst BbIIBNEHUS AUNQPEHKOB BO BPEMs TPAHCIISILHNA B
Zoom u Skype, cepruc Deepware (scanner.deepware.ai) pacno3Haet qungenk-
BuJco. K HecoBepIIEHCTBAM HEHPOCETEBOM TEXHOJIOTMHA PACMO3HAHUS (PEHKOB
OTHOCSITCSI 3HAYUTENIbHBIA MPOLEHT JIOKHBIX CpadaTbiBaHUN W OrpPAaHUYCHHAS
3¢ pekTHBHOCTS (TaK, neTekTOpel MM -KOHTEHTA, 00YUYEHHBIE UCKATh OMPEACIICH-
HbIC MapKepbl (PEHKOB, TUIOXO CHPABISIFOTCS ¢ APYrUMU TUNMaMu (QEHKOB), a
TAKXKE MaJIOAOCTYMHOCTh HMHM-mHCTpyMEHTOB pacno3HaBaHus (QEeHKoB s
OONBIIMHCTBA MOJB30BATENCH MOOWIBHBIX YCTPOMCTB [6]. Pe3kue nBrmxeHHs
aKTepa, MCHOJB3YIOUIEro HU(PPOBYHO MUM(PEHK-MACKy, MOTYT MPUBECTH K €€
«CTIETAHWIO», JBWKECHUE PYK MEPEA JHIOM TAKXKE MOXKET CO31aTh UCKAKEHUS
[7]. LenecooOpa3Ha u30MPATEILHOCTh B MU(POBOM JUCTAHIIMOHHOM OOUICHUH,
NOHMYKEHHOE JTOBEPHE COOOIIEHHUSAM W 3BOHKAM C HE3HAKOMBIX HOMEPOB. ECTh
CEPBUCHI M (PAKTYEKWHTOBBIE CANTHI AJIsi MPOBEPKH MOJATUHHOCTH MPUCHUTAEMBIX
yepes concetu Goto- u BuaecomarepuanoB. Tak ecth cepBuc Deepfake Detector
ot Microsoft ansa aerektupoBanus (perikoBbix (oto U BUaeo; B Poccun AHO
«wnanor pervonsl» B 2023 r. 3anycTtuia miarGopMy MOHMTOPHHIA ayIWOBH-
3yaIbHBIX JUNQPEHKOB «3ePup» € MOMOLIBI «AITOPAUTMHUYECKOM OLICHKH W
aHaJM3a ¢ MOMOIIBI0 UCKYCCTBEHHOTO MHTEJUIEKTA», SPPEKTUBHOCTb KOTOPOH,
10 3asBJICHUIO pa3paboTUMKOB, nmopsiaka 80 % [6].

3ammTa MOOWIIBHBIX U 10T yCTpOICTB HODKHA CTPOUTHCS HA KOMILIEKCHOM
NOIXO0JE, YUYUTHIBAIOLIEM COBPEMEHHBIC HAYYHO-TEXHUUECKHE NOCTHXKEHUS B
obnacty 3ammuTel MHpOpManuu. BaxHO OBITh B Kypce HOBBIX BHUAOB yIpo3 H
OPUHMAMAThL TPEBEHTHBHBIE MEPBI 3apaHee [0 TOro, Kak HAHECEH yuiepo
NOJIb30BATEIIO.
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