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KAK 3JJOYMBIIUIEHHUKH UCHOJIB3YIOT TEHEPATUBHBIN NN
JJIA CJIOKHBIX KUBEPATAK U IIEPCITEKTUBHBIE
MEXAHW3MBI 3AIIUTHI/ITPOTUBOJIEHCTBUA
HOJOBHBIM ATAKAM

AHHoOTanusi. ['eHepaTuBHBIA UCKYCCTBEHHBIN MHTEUIEKT (M) cTaHoBHTCS
BOXHBIM MHCTPYMEHTOM B PyKax 3JIOYMBIIIJIEHHUKA TIPU CIOKHBIX KHOEpaTakax
HAa KOHQUACHLUMATBHYIO HH(POpPMAINK. PacCMOTpPEHBI BOMPOCH MPUMEHCHHS
MEXAHU3MOB  3alUTHI/MTPOTUBOACHCTBAS JAHHOMY THUNY KuOeparak C
ucrosb3oBanueM M.

KaroueBsblie ciioBa: uHpopmanus, pucku MHHOPMAMOHHON 0€30MacHOCTH,
ITCHEPATUBHBIA NCKYCCTBEHHBII MHTEIUICKT.

Cpemn kuOeparak Ha KPHUTHYECKYH) WH(OPMALMOHHYIO WHQPACTPYKTYpy
0cOOYyI0 Tpynmny COCTaBJISIOT MOAroToBICHHBIC meneBbie (Targeted Attack) u
npoaBuHyThie kuOepatakm (APT, Advanced Persistent Threat, «pa3Butas
ycroiunBas yrpo3a»). [logoOHble aTakm pacTSHyTBl BO BPEMEHM, CIOKHEE
O0OHaApPY>KMBAIOTCS TPAAULUMOHHBIMU MOIXOJAMH K 3aI0UTe MHPOPMALNK, a JUIs
noarotoBku APT-atak (B T.4. cOopa m o0OpabOTKM HH(pOpMALMU O KEPTBE,
TAKTUKH JOJTOr0 COKPBITHS CBOErO MPUCYTCTBUS 3JTIOYMBILIJIEHHUKA B CHCTEME
OPraHU3ALMKA->KEPTBbI) 3TOYMBIIIJIEHHUKN BCE Yallle MPUMEHSIOT BO3MOKHOCTH
WHCTPYMEHTOB Ha OCHOBE MOJENICH MAIMMHHOTO 0OyueHus. CTOUT OTMETHUTD,
YTO CJIOXKHBIE KHOEparakh — OSTO BBICOKOTEXHOJOTMYHBIE aTaKkW Ha
WH(OPMALMOHHBIE CUCTEMBI OPraHU3alMiA WU OTACIIbHBIX JIULL, OTJIAYAKOLIHECS
BBICOKOH CTEMEHBIO OPraHu3aluu, CII0KHOCTH W TOATOTOBICHHOCTH.

I'eneparuBnbiii UM (GenAl) npeacrapisier coO0i KaTErOpUI0 TEXHOJIOTHIA,
OCHOBAaHHBIX HAa MCKYCCTBCHHBIX HEHPOHHBIX CETAX, KOTOPBbIE YMEKOT
CaMOCTOSITENILHO pa3padaThiBaTh HOBBIA KOHTEHT. TEKCTOBBIC MaTepuaibl W
Pa3nM4HbIA MYJIbTUMEAUHHBIA KOHTEHT. Cpeau npounx BO3MOkHOCTER GenAl:

— TpaHcopmalMs TEKCTa B YCTHYIK pe€Yb, CHHTE3 r0JI0Ca, M3TOTOBIICHUE
ayauo3anuceii u  o0pa0oTKa 3BYKOBBIX CHUTHAJIOB (MPUMEPBI  MOAOOHBIX
cepeucoB — Tacotron ot Google, Lyrebird, WaveNet);

— MOJACTMPOBAaHUE/UMHUTALIMS  (PU3MYECCKUX MPOLIECCOB, MOAACPKKA B
OPOBCIACHUM HAYYHBIX WCCIICAOBAHMNA, B T. Y. aHAJIM3 MAacCHBOB JIAHHBIX,
CO3/IAHME HAYYHBIX TUIIOTE3 B HEKOTOPBIX OTPACIISIX HAYKH;

— TEeHepanus Mo CIOBECHOMY OMMCAHUIO MPOTrPAMMHOTO KOJA.
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OTU BO3MOXKHOCTM TPUBIEKAKOT BHUMAHUE HE TOJNBKO JOOPOCOBECTHBIX
UCCIICIOBATENEH M CIECHMAINCTOB, HO W 3JIOYMBILIJICHHUKOB, CTPEMSIIMXCS
ucnonb3oBate GenAl Ans MpoBEACHUS CIOKHBIX M MacITaOHbIX KUOepaTak,
NO3TOMY MO MEPE Pa3BUTHS M pocTa noctynHoctu MU-TexHomoruii Bo3pacraet
BOXHOCTh TMOHMCKA 3(PPEKTUBHBIX METONOB NPOTHUBOACHCTBUS MOJO0OHBIM
yrpo3aMm (4ro MPEACTABIACT Kak 3amady pa3padorkn HMU-MHCTPYMEHTOB
0€30MacHOCTH — TaK W 3aJa4yy HOPMATHUBHO-IIPABOBOIO PETYJIMPOBAHHS
pazpadotku MU-TexHonormii).

Kak reneparuBnsiit U1 ncnonb3yercs 3710yMbILICHHUKAMU?

1. IIpenBapuTenbHbIA 3Tanm NOATOTOBKHA CIIOKHON KuOeparaku. MalmHHOE
O00y4YEHUE MOMOTaeT 3JOYMBILUICHHUKY aBTOMAaTU3UPOBATh M YCKOPUTH 3Tal
coopa mHPpopmanuu 00 OOBEKTE aTaku, arperupys U oOpadaTbiBasi OOJIbIINE
MAaCCUBBI OTKPBITBIX AAHHBIX (MTPOMUIN COTPYIHUKOB B COLMAIIBHBIX CETSX,
JOMEHHbIE UMeHa, [P-aapeca, Menma-ucTOHYHMKN ), (POPMUPYSI MOJIHYO KAPTHHY
00 opraHu3allyy.

2. ABToMaTH3anus, YCKOPEHHE M YOPOUICHHE Pa3pabOTKM BPEIOHOCHBIX
OporpaMMm ¢ MOMOIIBK) CEPBHCOB HA OCHOBE I'€HEPATHBHBIX MOJENCH (B T. 4.
YHUKAQJIBHBIE 3K3EMIUISSPBl BUPYCOB, TPYAHO WIACHTH(PHLHAPYEMBIE TPAIULMOH-
HbIMHA AQHTHBUPYCAMH, OMEPATHUBHO QJANTUPYIOIIUECS K M3MECHCHUSM B CHCTE-
max Oe3omacHocTH). UMHUTAMOHHOE MOJACIMPOBAHUE C WCHOJB30BAHUEM Ma-
HIMHHOTO O0YYEHUS MOXKET JUIsl IMATALMU PA3HBIX BAPUAHTOB MPOBEACHHS ATAK
HA KOHKPETHYKO WHQPACTPYKTYpy, 00X0Ja HMMEIOLIMXCS CPEICTB 3alIUTHI,
YTOOBI HANTH JTYUIIYIO (AJIs1 aTaKYOIIEr0) cTpareruto araku. [Ipusnakamu APT-
aTaKu MOKET CIY>KUTb YBEIMYCHHE B ONPEACIICHHBIA MEPHOJ KOIUYECTBA
O0OHapy>KEHHBIX O3KIOP-TPOsSiHOB [1, ¢. 88—89] (T. K. 3TOYMBINIICHHUKA TPUME-
HSFOT O3KIOPBI B BUAC TPOSHCKUX MPOrpaMM sl MOAAEPKaHUST HEMPEPBIBHOTO
JOCTYMA K CHCTEME, NAXKE €CIM YYETHBIC JAHHbIE OBbLIIM CKOMITPOMETHUPOBAHBI
WJIW U3MEHEHBI ).

3. CoumnasibHasi THKCHEPHSI UTPAET BAXKHEHIIYIO POJib B TPOABUHYTHIX APT
(Advanced Persistent Threats) kuOeparakax, Tak Kak WMEHHO 4YEJIOBEUECKHIA
(haKkTOp 3a4aCTyH0 CTAHOBHUTCS CJIA0BIM MECTOM B CaMOW CHJIBHOH CHCTEME
Oe3omacHocT. ColManbHAs WHXKEHEPUs MCMONB3YETCS Ha JTare MpeaBapH-
TENBHOrO cOOpa MHpOPMAMK W MEPBOHAYAIBHOIO MPOHUKHOBEHHS B MH(pa-
CTPYKTYpY opranu3auuu. [ [puMeHeHune 3noyMbliieHHuKaMu M B conraibHOiMA
WHXCHEPUU MHOTO0OOPA3HO: NE€HEPATUBHBIE HEHPOCETH TMO3BOJSIOT 37I0YMBILI-
JIEHHHMKaM JIETKO CO3/1aBaTh yOeAUTENbHBIE (PUIIMHTOBBIE COOOIICHUM, (panbIln-
BbI€ JTOKYMEHTHI W MPOQWIN B COLMANBHBIX MeAua, (peiHKoBbie (POTO M BUIACO
JUIS BBOJA B 3a0JTy>KJIECHUE YEPE3 COLCETH M MECCEHIDKEPBI At cOopa KOH(pu-
JEHIMATBHBIX TAHHBIX, JJIs1 TEPCOHATM3UPOBAHHBIX U PE3YJIbTATUBHBIX aTaK.

4. Hapymienusi KOHQUACHIMATBHOCTH. | €HEpaTUBHBIE MOJEIN MOTYT OBITh
UCIOJb30BaHbl Uil CUHTE3a JUYHBIX JAHHBIX, YTO MO3BOJSET 3JIOYMBIILICH-
HUKaM TOJy4YaTh JOCTYN K KOH(PHUICHUMAIBHOH HH(OpPMALMM, TakOH Kak
OAHKOBCKHE NAHHBIC, MCIULMHCKUE 3aMMCA U JTIMYHbIC WACHTH(PUKATOPBL. OTH
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CBEACHHS BIIOCJICACTBUM MOTYT OBITh HWCHOJIb30BAHbI [UIsl KPaXH JUYHBIX
JAHHBIX WJIM [AHTaXA.

5. ManunynupoBanue wuHpopmauueid. Bozmoxknoctn renepatusHoro WU
ITO3BOJIIFOT aBTOMATHYECKH CO3/1aBaTh JIOXKHBIA KOHTEHT, MCKAXKAIOIIWNA [eii-
CTBUTENBHOCTh. K mpuMepy, chpabpukoBanHbie GoTorpaguu, BUACO3ANUCH WK
TEKCThl MOTYT PacHpOCTPAHSITHCS € LENBI0 Ae3uHPOpMani 00IECTBEHHOCTH
WJIM MIOJPBIBA PENYTALMU KOMIIAHUHM ¥ YaCcTHBIX Jiil [2, ¢. 101].

OmvH #W3 TyTeH NPOTHBOJACHCTBHS 3THM TEXHOJOTHUSM — COBEPIICHCT-
BOBAHUE MHCTPYMEHTOB JUIsl BBISIBIICHUSI MATEPHAJIOB, CreHEPUPOBaHHBIX GenAl
WHCTPYMECHTAMHM, 3Q4acTyld OHM JAKOT BBICOKMHA MPOLECHT  JIOXKHBIX
cpabarbiBaHMii, HO MOTYT OBITb TMOJE3HBI AJIs Ppacno3HaHus (PEHKOBBIX
COOOIIEHUH, MPUMEHIEMBIX XaKepamH JUisl BBOJA B 3a0y>KIEHUE aTaKyEMBIX C
LEJIBbI0 TOJMYUYEHUS! OT HUX KOH(MACHIMATBbHOW MHpOpManmu, i (PUIIMHTA.
Hekotopeie u3 takux nacTpyMeHnToB: MU-nerexkrop Smodin (rimyGokuii ananms
KOHTEHTA C MPUMEHCHHEM MAIIMHHOTO OOYYEHHS), MHOTO(YHKIMOHAIBHBIN
WHCTPYMEHT U1 OOHAPYXEHHSI TEKCTA, M300PKEHUH M MPOrPAaMMHOTO KOJa,
creaepupoBanubix MKW — Copyleaks (Takke Ha 0a3e HCKYCCTBEHHOIO
untemiekta) [3, c¢. 97]; nerexkrop Mun(ErKoB, CO3MaHHBIX € MOMOIIBIO
Herpocetn StyleGAN; nporpamma FakeBuster ais BbeisiBjieHus: 1ung)eiikoB BO
BpeMs TpaHcisinuii B Zoom u Skype, ceppuc Deepware (scanner.deepware.ai)
uis oOHapyxeHHus Tun(EeHKOBbIX BUAECO;, B CBoe Bpemsi AreHtctBo DARPA
(CIHA) wHMIMHAPOBAIO Ppa3palbOTKy NPOrpaMMHO-ANIAPATHOTO KOMILIEKCA
Semantic Forensics  (SemaFor, https://semanticforensics.com/ ot PAR
Government Systems Corp.) Ui aBTOMaTU3MUPOBAHHOTO CEMAHTUYECKOTO
aHaJM3a TEKCTOB, ayu0, W300paKeHUM, BUJICO B PEAJIbHOM BPEMEHH, C YUETOM
atpubyToB (elikoB, a B Poccun AHO «/lmanor pernons» B 2023 T. 3amycTha
wiarGopMy MOHMTOPHHIa ayJuMOBU3yaIbHbIX JundeidkoB «3edup» (HO
no100HbIE MHCTPYMEHTHI HE BCETAA AOCTYMHBI Ui crnenuanucroB no Wb wu
OTPAaHUYEHHO MPUTOAHBI Ui peanm3anun Hyxna Wb opranmsanmii) [4, c. 191].
Eme oguH MeTon MpPOTHBOACHCTBHS - WCIHOJIB30BATH MPOBEPEHHBIC KaHAJIBI
CBA3M i1 JETIOBOH HMH(POpPMALMEH, CUCTEMATHYECKH TMEPENPOBEPATH
JOCTOBEPHOCTh MOCTYyNAKOWIEH M0 HU(PPOBBIM KaHaIaM HHQPOpPMALMH, TPEKIE
YeM MPUHUMATh BOKHBIC PELICHUS, MTPOSBIISATE HACTOPOKEHHOCTD MPH 3aMPOCcax
HA TMPEAOCTaBICHUE KOHQUACHUIMAIBHOW WHQOpMauun (HanpuMep, MpH
COBEpIICHHM (MHAHCOBBIX omepamii w  T.m.). Takke HeoOX0auMmo
UCIOJIb30BaTh AKTYAIBHBIC BEPCUM AHTUBUPYCHBIX NPOrpamMmm, OpaHaMay>poB U
JAPYTrUX 3aIMTHBIX MEXAHW3MOB, PETYJISIPHO MPOBOAUTH TECTHI O€30MACHOCTH,
yToOBI yOEeUTHCS B 3(PPEKTUBHOCTH 3aAIIUTHBIX MEP.

JIs MPOHWKHOBEHWS B CHUCTEMY MPU PEATM3aLMUM CIOKHOM KuOepaTaku
3JIOYMBILIJICHHUKA MPUMEHSIOT IMUPOKUANA CIEKTP MPUEMOB W TEXHOJOTHI:
AKCIITyaTalusl PaHEe HEM3BECTHBIX YA3BUMOCTEH (B T. 4. B [10, ncnonb3dyemom B
WH(OPMALMOHHON CUCTEME >KEPTBBI), MAHUITYJIALMUS MOBEACHUEM C MOMOLIBIO
COLMAIBHON WH)KCHEPUM, TOYCUYHBIC (DUIIMHIOBBIC aTaKW, WCIOIb30BAHUE
YS3BUMOCTH YJAJICHHOTO BKJtoueHust (paiioB (RFI); BHenpeHue BpeaoHOCHOTO
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kona yepe3 RFI wnu SQL-uHBEKINH, aTaKA ¢ UCTOJb30BAHUEM MEKCAUTOBOIO
CKPHUIITUHTA, 3apAKCHUE CUCTEM BPEAOHOCHBIM MPOrPAMMHBIM 00€CICUECHUEM
nyTeM (PU3AYECKOrO JOCTYIA, UCMOIb30BAHUE TYHHEIMPOBAHUS YEPE3 CUCTEMY
JIOMEHHBIX UMEH U JIP.

OnHUM W3 OCHOBHBIX METOJOB MPOTHUBOJACHCTBUS METOJAMHU COLMAIBHOMN
VH)KCHEPUM W aTaKkaMH, WUCIOIB3YIOIIUMU TEHEPATUBHBIC MOJICIHU, SBJISETCS
UH()OPMUPOBAHHUE COTPYAHUKOB OpraHU3aliii U OOMIECTBEHHOCTH, MOBBIICHHUE
KBaM(puKaumm nepcoHaa. BakHO, 4TOOBI JTFOIM OCO3HABAIA BO3MOKHBIE
PUCKH, MOIIM  OTJIMYATh HACTOSLIME JAHHBIE OT TMOAJCIBbHBIX W
NPUIEPKABATTUCH MPABUI 0€30MACHOTO MOBEACHHS B CETH.

[Ipumenenue renepatuBHoro MM OTKphIBaeT IMPOKUE MEPCIECKTUBBI IS
OM3HeCa, HAYKH, KYJIBTYPbl M 00pa30BaHusl, OJJHAKO OJHOBPEMEHHO MOPOKAACT
npoOsIeMbl O€30MACHOCTH UHPOPMALMKU U WH(POPMALMOHHBIE PUCKH, CBA3AHHBIC
C AaBTOPCKMM MPAaBOM, TMPUBATHOCTBID K BO3MOKHOCTBI) MAHUNYJIALMNA
uH(popMauei.
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ATTACKS AND PROMISING PROTECTION
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Abstract. Generative artificial intelligence (Al) is becoming an important
tool in the hands of an attacker in complex cyber attacks on confidential
information. The article discusses the application of protection/counteraction
mechanisms for this type of cyberattacks using Al
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