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AHnHOmMayuA: 8 YCl08UAX pACMYWUX Kubepyepo3 U 3a8UCUMOCMU OM 3apyOedtCHbIX MeXHONI02Ull
Paspabomka omedeCmeeHHbIX 3AuUIEHHBIX ONEePAYUOHHBIX CUCTNEM CIAHOBUMCSA NPUOPUMEMHOU
sadauei. B cmamve npedcmasnena onepayuonnas cucmema Secux Linux — unHOBAYUOHMbLI
oucmpubymue, OpueHmMUPOSAHHbIN HA KPUMUYECKU 8adicHble 0Ovekmul ungopmamusayuu (KBOH),
yacmuvie KOMNAHUY U 0ObIUHBIX Nob30samenel. Onepayuonnas cucmema peaiusyem 6e30nacHyio
cxemy 3aepysku ¢ ucnonvzosanuem TPM, Secure Boot u Unified Kernel Image, obecneuusas
annapamuwlil kKopenv 0osepus (Root of Trust). s 3awumel 0aHHbIX NPUMEHSIOMCSL MEXHOJI02UU
wugposanust, buomempuueckas aymeHmuurayus u MaLoamHoe yYnpaeierue O0CHynom.
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Boot, Unified Kernel Image, wugposanue, buomempuueckas aymenmu@ukayusl.
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Abstract: in the context of growing cyber threats and dependence on foreign technologies, the
development of domestic secure operating systems is becoming a priority task. The article presents
the Secux Linux operating system - an innovative distribution aimed at critically important
information technology objects, private companies and ordinary users. The operating system
implements a secure boot scheme using TPM, Secure Boot and Unified Kernel Image, providing a
hardware root of trust (Root of Trust). Encryption technologies, biometric authentication and
mandatory access control are used to protect data.
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B ycnoBusix umdpoBmzanuu  KuOepOE30NacHOCTh  CTAHOBUTCS — KIIIOUEBOW  3ajayeid
rocyiapcTBeHHOH nomuTukH. Kputudeckn Baxuble o0bexThl MH(popmarmzaunu (KBOW) [1]
Benapycn 3aBUCAT OT Hage)KHOCTH CBOe WH(PACTPYKTYphl, IOITOMY HCIIOJIb30BaHHE
3aIIMIIECHHBIX OINEPAlMOHHBIX CHUCTEM HEOOXOJMMO JUIS TPOTHBOJACHCTBUS KHOepaTakaM |
HECaHKIIMOHUPOBAHHOMY JIOCTYITY.

CoBpemennsie oneparuoHable cucteMbl (OC), mpuUMEHSeMBIE B TOCCTPYKTYpax, HEPEIKO
YSI3BUMBI M 3aBHCHMBI OT 3apyO€KHBIX MOCTAaBIIMKOB. B yclmoBmsX pacTymux KuOepyrpos u
CaHKIMI BaXXHO CO3/1aBaTh OTEUECCTBEHHBIC pEIICHMS, OOecHednBaromne Oe30MacHOCTh H
HEe3aBUCHMOCTE. B mpmkaze Ne66 OrmepaTHBHO-aHATUTHISCKOTO IIeHTpa Tpu llpesnpeHte
Pecniy6mmuku Bemapycs ot 20 deBpans 2020 roma ycranoieno Tpedosanne k KBOU, mo koTopomy
Hama OC MOIXOAWT IO MYHKTY «oOecredeHrne KOH(QUACHITMATFHOCTH W KOHTPOJS HEIOCTHOCTH
nHpopManuy NpH ee XpaHeHHH B MHPOPMAIMOHHON cucTeMe (CpelacTBa MNpeaBapUTEIbHOTO
mrppoBaHUs)» ISl BCEX KIACCOB TUITOBBIX HH)OPMALMOHHBIX CUCTEM.

CymiecTByloIMe OINEPAllMOHHBIE CHUCTEMBI, B TOM uuciie Astra Linux, MOryt couepxkathb
MOTEHLMAJIbHBIE YS3BUMOCTH, KOTOpBIE IETAl0T WX HEMOJXOSIIMMHU ISl HCIIOJNb30BaHHUS Ha
KPUTHYECKH BaXKHBIX 00bekTaXx. OJHMM M3 KIIIOYEBBIX HEIOCTAaTKOB SIBISIETCS OTCYTCTBHE
MIPOBEPKHU IIEJIOCTHOCTH Ha Ka)kJIOM 3Talle 3arpy3KU CHCTEMBI.

Kpome Toro, B GOMBIIMHCTBE CYNIECTBYIOIINX AUCTPUOYTHBOB Linux He NCHONIB3yeTCs MOIYIb
TPM (Trusted Platform Module) [2], 94To mprBOANT K OTCYTCTBHUIO arMapaTHOTO KOPHS TOBEPHSL.
OTO [enaeT HEBO3MOXKHBIM HaJE)KHYIO TPOBEPKY IEIOCTHOCTH CHCTEMBI M IOBBIIIAET PHCK
KOMITpOMETalluy Ha 3Tamne 3arpy3ku. VcnomszoBanne TPM mo3BonseT peann3oBaTh 0€30MaCHYIO
3arpy3ky (Secure Boot [3]) n obecneunTh 3aINMTy KPUTHYECKH BAXHBIX JaHHBIX OT KHOepaTak
HapylmuTel, odecrieunBas anmnaparHelii kopeHb aoepus (Root of Trust). OH BeicTynaer B ponu
JIOBEPEHHOTO XpaHWIUINA KPUNTOrpaMuecKUX KIOUeil M BBIMOJHSAET KOHTPOJb LEIOCTHOCTH
3arpy)kaeMpIX ~ KOMIIOHEHTOB,  NpeNoTBpamias  HMX  MHOAMEHYy  WiIM  MoJuduKkaiuio
3JI0yMBIIIJICHHUKaMH.

Oco0OeHHO YS3BUMBIM SIBJISETCS OTall 3arpy3ku initramfs, KOTOpBIH mpencTaBiseT coOoi
MPOMEXYTOUHYIO Cpely AJisi MOHTUPOBAaHUsI KOpHEBOW (DailyIOBOM CHCTEMBI M 3aIlyCKa CHCTEMBbI.
[Mockonpky initramfs He mpoBepsieTcs Ha MOIIMHHOCTH B OOJBIIMHCTBE TUCTPHUOYTHBOB Linux,
HapyIIUTEIN MOTYT BHEIPUTH BPEIOHOCHBIN KOJ, KOTOPBIH OyZET BBIIIOIHEH /0 ITOJIHON 3arpy3Ku
OTIEPAIIMOHHON CHCTEMBI, IPEAOCTaBIIsAA JIOCTYH K KOH(OMACHIMAIGHOH WHpOpManuu WiIn
BO3MOXXHOCTh JAJIbHEHIINX KuOeparak (HampuMep TIepexBaT Kiodeld MuppoBaHUs IUCKa,
sammdposanHoro LUKS).

Ha ocHoBe BBINIECKa3aHHOTO CTAHOBHTHCS IOHSATHO, YTO ISl COBEPIIEHCTBOBAHUS CHCTEMBI
nHpopmanmonHoit OesonacHocty KBOW ¥ wacTHhIX KOMmaHui TpeOyeTcs HCIOJIb30BaHHE
3alIMIIEHHBIX ONEPAIMOHHBIX CHCTEM C BO3MOXKHOCTh HIM(POBaHMUS JHCKa, O€30MacHOM 3arpy3ku
U IBYX(aKTOPHOH ayTeHTH(UKAIMH 10JIb30BaTENsl HA OCHOBE €r0 OMOMETPUYECKUX JIaHHBIX.

Ienpto manHOU paboThl siBIsLIOCH paspadbotka OC Secux Linux Ha ocHoBe siapa Arch Linux ¢
¢byHkiusamu  O6e3omnacHoil 3arpy3ku (Secure Boot), mmdpoBanus aucka U OHOMETPUYECKOMN
ayTeHTU(UKAIMEeH U KOHTPOJISI OJIb30BATENS.

B kauecTBe ocHOBEI ObLTO BBIOpaHO s11po Arch Linux Gmaronmaps ero ru6koctH, rolling-monenu
OOHOBIICHHI W TOIJIEP)KKE COBPEMCHHBIX TexHOJoTWH. B kauectBe smpa B OC Secux Linux
ucnonb3yercs linux-hardened (o ymoi4aHUIO) ¢ BO3MOXKHOCTBIO TEpEKIIOUEHUs Ha linux-lts u
linux.

B pamkax paspaborkn Secux Linux Opina peannzoBana Oe3omacHasi cxema 3arpysKH,
HanpaBJeHHas Ha TOBBIIICHHE HAJEKHOCTH W 3alUThl OT KUOepaTak Ha dTane WHULIUAIH3aLUH
cucreMbl. OCHOBHOH akIeHT OBUI CAETaH Ha YCWJIEHHH O€30MacHOCTH 3arpy304YHOTO Iporiecca,
BBISBJICHHBIX YSA3BUMOCTEH, TakMX Kak BO3MOXXHOCTh arak Ha initramfs u HemocraTtouyHou
MPOBEPKH LEJIOCTHOCTH HA PAHHHUX CTaUSX 3arpy3KH.

OC Secux Linux peannsyeT NpoBepKY KaKJIOTO dTara 3arpy3Ku MoCPeACTBOM:

— MCIIONB30BaHNEe CcOOCTBEHHBIX Kimodei Secure Boot. Ecmm ycTpoiicTBO He momiepKuBaeT
UCIIONIb30BaHKE COOCTBEHHBIX Kirouel Secure Boot, mi1s 0OpaTHON COBMECTUMOCTH NPUCYTCTBYET
BO3MOXKHOCTb HCIIOJIb30BaHMs 3arpy3unka shim, mognucannoro Microsoft;
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— MCHOJIB30BaHMe 3arpy3urka systemd-boot BMecTo Grand Unified Bootloader (GRUB);

— ucnoss3zoBanue noanucanHoro Unified Kernel Image (UKI);

— ucnonp3oBanue Linux Unified Key Setup (LUKS) s mudpoBanus pasnena;

— wucnosnp3oBanue TPM Ui mpoBepKM [ENOCTHOCTH KOMIIOHEHTOB CHUCTEMBI BMECTE C
nonutukoil noanucu PCR.

Jnsa ynpomeHust ycraHoBKH W HacTpoiikm OC Secux Linux Opu1 pa3paboTaH MHTYHTHBHO
MOHATHBI ycTaHOBOIMK — Secux Linux Installer. OH mo3BoiseT yCTaHOBUTH CHCTEMY B
COOTBETCTBHUH C PA3INIHBIMHA HOTPEOHOCTAMH MOTH30BATEIIS.

Ha pucyske 1 mpencraBnena rpadpudeckas obomouka OC Secux Linux c¢ 3amymeHHOH
mporpammoii Security Manager, cucremoii Omomerpmdeckoir ayreHTHQuKanmnn KIRTapp u
YCIIEIIHBIM PE3YJIbTaTOM IIH(POBAHUS TUCKA.

MH, 17 mapTa 19:25

Mbiius 1 CeHCOpHas nanens

Knaswatypa
Welcome to KIRT app

Uger Macurrauposanme | Ul Scaling
TpuHTeps! 100% ~

BoiGepure asbix | Choose language

i CrieuvansHble BOIMOKHOCTH

Ducku = i Aucx

HFS..OTNG-LSBOB

«a Tabnuua pasnenos GUID

Puc. 1. I'pagpuueckas obonrouxa OC Secux Linux.

Security Manager oroOpaxkaeT JeTabHyI0 HHPOPMALNIO O COCTOSHUN 0€30IaCHOCTH CHCTEMBbI
1 TI03BOJISIET HACTPOUTH aBTOPa30IOKUPOBKY depe3 TPM (c Bo3moxkHOCTEIO noOasmeHust PIN-koma
IO JKEJIAaHHUIO), a TAaKXKe PEeTyJIUpOBaTh HCIOJIb30BaHKE NpoBepkd PCR M MOMUTHKHM MX MOIMHCH.
Kpowme toro Security Manager npefocTaBiseT BO3MOXXHOCTb PETHCTPALIMH KJII0Ua BOCCTAHOBJICHUS
W JIOTIOJIHUTEJIBHOTO 1apoJisi, a IPH HEOOXO0MMOCTH — OTKIIIOYEHHE 3TUX (QYHKIIMH.

B Secux Linux BHenmpeHa cucrema Ouomerpuueckoii ayrentuduxamuun KIRTapp, koropas
MIPOBEPSET JIUIO TOJB30BaTeNs B (HOHOBOM pexumMe. [IpmioskeHre MMeeT JBa peXuMa paOOTHI:
JOKIBHBI M KOpPHOpaTHBHBINA. JIOKaNbHBIA peXuM paboTbl HE TpeOyeT HCIOJIb30BAHMS
CTOPOHHETO CepBepa M COXpaHSET pPe3yJbTaThl ayTeHTH(HUKAIWHU I0Jb30BaTEs B JOr-(aiaax
JIOKJILHOTO ycTpolicTBa. KopropaTuBHbIi pexuM paboThl TpeOyeT HaJIMuusi CTOPOHHETO cepBepa,
B 0Oase mannbix (BJl) koroporo OyayT coxpaHsThCs HMeHa Bcex mnosb3oBareneii OC B
KOPHOPAaTHUBHOW CETH M PE3YJIbTAaThl UX ayTeHTH(UKAIMU BO BpeMs paboTsl (pucyHok 2). Takum
0o0pa3oM, B KOPIIOPATHBHOM pEXHME aJIMUHHCTPAaTOp MOXET OCYIIECTBIATh YAaJIeHHBIH
MOHHUTOPHHT COOBITHH HMH(OPMAIIOHHON OE€30MacHOCTH W OCYHIECTBIATH KOHTPOIh 3a
HOJTb30BATEIISIMH.
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select * from users

status

Serge
| Nikol

Dmitr

rows)

Puc. 2. Ilpumep B/ cucmemvr aymenmughuxayuu KIRTapp.

B KIRTapp umeercs poHOBas ciryx0a, KoTopas MO0 YMOJTYAHHIO KaXIble 5 MUHYT HPOBOIHT
MOBTOPHYIO AayTEHTH(UKAIIMIO TIOJb30BaTeNsl W (HUKCHPYET ee pe3yiabTaT B Jor-(aiiimax
JIOKAaJbHOTO YCTpoicTBa (JIOKambHBIN peskuM) wid B B/l (kopmopaTtuBHEIA pexxum). Ecnu kamepa
BBIKJIIOUEHA, HE JIOCTYIHA WJIM II0JIb30BaTelsl HET 3a yCTPOWCTBOM (hOHOBas ciyk0a CHCTEMBI
ayrentudukanuu KIRTapp nobasut B nor-aitn cooOmieHne o omMOKe pacrio3HaBaHUS JIHIIO
TI0JIb30BATENS M OCYIIECTBUT MPUHYIUTENbHBIN BBIXO/] IOJIB30BATENS U3 CUCTEMBI (PUCYHOK 3).

GNU nano 8.3
2025—03—14 20:46:30 checking was successful
2025-03-14 20:51:43 checking was successful
2025-03-14 20:57:03 checking was failed
2025-03-14 21:02:33 checking was failed
2025-03-14 21:07:40 checking was failed
2025-03-14 21:13:03 checking was failed
2025-03-17 19:09:46 checking was successful

Puc. 3. Cooepaorcumoe noz-ghaiina 6 cnyuae He603MOACHOCU PACNOZHABAHUSL NOb30BAMES.

HomonaurensHeiMu — mipeumymiectBaMd  OC  Secux  Linux  sBIsieTcss  BO3MOXKHOCTH
UCTIONIb30BAHMS CIIETYIOIINX CHCTEM:

1 Uncomplicated Firewall (UFW), koTopbelii mo yMmomdaHwuio OJOKHPYET BCE BXOISIIHE
COCMHEHNSI.

2 AppArmor, KOTOpBIi TOMOraeT NPEJOTBPaTUTh HECAaHKUUOHHPOBAHHBIA JOCTYH K
CHCTEeMHBIM pecypcaM, (aiilaM W JaHHBIM, OoOeclieuMBas CTPOTYIO IOJIMTHKY O€30MacHOCTH U
YMEHBIIast BEPOATHOCTH IKCILUTYaTAIlUH YSI3BUMOCTEH B IPUIIOKEHHUSX.

3 Wayland, koTopsIii mpeoTBpaIiaeT nepexsat BBOAA U BBIBOJI BUICO U3 APYTHX MPUIOKEHUH.

4 Flatpak [4], koTOpast MO3BOJISAET 3aIyCKaTh NMPIJIOXKEHNUS B KOHTEHHEpax ¢ OTpaHWICHHBIMHU
IIpaBaMH JIOCTYTIA.

IIpu mombiTke kKommpometaruun OC Secux Linux MmosSBUTCS TpeAyNpexIeHHe U TPOIECC
3arpy3kn Oyner npepBaH. Pesynbrar mpu 3arpy3ke ¢ BKIIOYEHHBIM Secure Boot mokaszan Ha
pucyHke 4. PesynbraT npH 3arpyske ¢ BBIKIIOYEHHBIM Secure Boot mim ckoMnpoMeTnpoBaHHOMH
MIPOIIMBKOI MOKa3aH Ha PUCYHKE 5.

Puc. 4. Pezynemam npu 3aepy3ske c gxniouennvim Secure Boot.
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Please enter LUKSZ token PIN: +«»

Please enter recovery key for disk UBOX_HARDDISK (cryptlum): (press TAB for no echo)

Puc. 5. Pezynomam npu 3azpyske c eviknouennvimu Secure Boot unu ckomnpomemupo8anuot npoutugKoll.

CucteMHBIe TpeOOBaHHS U1 YCTAHOBKY M PaOOTHI OTIEPAIIMOHHON cUCTeMBI Secux Linux:

— onepatuBHasg namsTh: 2 GB (pekomennyercs 8§ GB);

— MIPOIIECCOP: OTHOSIEPHBIN (PEKOMEHIYETCS YETHIPEXSIIEPHBII);

— cBobogHOe muckoBoe mpocTtpancTBo: 10 GB (pexomenayetcs 64 GB);

—noanepxka UEFT;

— Hannuue TPM 2.0.

Takum o06pa3oM, B ctaThe OBLIO ITOKa3aHO, 4TO Secux Linux — 3To 3ammInéHHas onepanuoHHas
cucreMa, pa3paboTaHHasT B COOTBETCTBUM C TPEOOBAaHMSMH HOPMAaTHBHO-TIPABOBBIX aKTOB
Pecnyonuku  bBenapyce k  KBOW. J[lanHas omepanuoHHas CHUCTEMa PEKOMCHIYSTCS JUIs
UCTIONB30BAaHUA KaK B TOCYJApCTBEHHBIX M KOPIIOPATHUBHBIX CTPYKTYpax, TaK W JUI JINYHOTO
UCTIONB30BaHMA. biaromapsi cBoeil apXUTEKType M BHEAPEHHBIM TEXHOJOTHAM 3allUThl Secux
Linux obecneunBaeT MOBBIICHHBIH ypOBEHb OE30MAaCHOCTH IIpoliecca 3arpy3KH OINEparMOHHON
CHCTEMBI, AUCKOBOTO IIPOCTPAHCTBA YCTPONHCTBA M ayTCHTH(HUKAIINHN TT0JIb30BATEIS.
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